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Abstract

Decentralized machine learning – where each client keeps its own data locally and1

uses its own computational resources to collaboratively train a model by exchanging2

peer-to-peer messages – is increasingly popular, as it enables better scalability and3

control over the data. A major challenge in this setting is that learning dynamics4

depend on the topology of the communication graph, which motivates the use5

of real graph datasets for benchmarking decentralized algorithms. Unfortunately,6

existing graph datasets are largely limited to for-profit social networks crawled at7

a fixed point in time and often collected at the user scale, where links are heavily8

influenced by the platform and its recommendation algorithms. The Fediverse,9

which includes several free and open-source decentralized social media platforms10

such as Mastodon, Misskey, and Lemmy, offers an interesting real-world alternative.11

We introduce Fedivertex, a new dataset of 182 graphs, covering seven social12

networks from the Fediverse, crawled weekly over 14 weeks. We release the13

dataset along with a Python package to facilitate its use, and illustrate its utility on14

several tasks, including a new defederation task, which captures a process of link15

deletion observed on these networks.16

1 Introduction17

Decentralized machine learning [19] has gained significant popularity in the past years. In this18

paradigm, each node possesses a local dataset and some computational resources, and collaborates19

with other participants by exchanging messages through peer-to-peer communication during the20

training of a global, potentially personalized, machine learning model. In comparison to federated21

learning [27], which keeps data local but orchestrates training through a central server, decentralized22

learning offers additional flexibility as it avoids the bottlenecks and single points of failure that arise23

from centralized supervision. The shift towards decentralized learning can also be motivated by24

trust, as the communication graph can reflect users’ chosen collaborations–often referred to as nodes,25

instances, clients, or participants in this context. The network topology has an impact on the learning26

dynamics [28], particularly in the presence of data heterogeneity [24, 54] and in terms of privacy27

guarantees [45].28

Decentralized learning has numerous real-world use cases [19], as nodes can represent healthcare29

institutions or sensors distributed across installations. One of the most compelling applications is30

for decentralized social networks [6]. In such cases, the graph often captures complex and diverse31

relationships, which explains its popularity in machine learning. In particular, this motivates various32

graph learning tasks [52], including community detection, node classification, and edge prediction.33

Social network dynamics also raise interesting questions related to polarization and time-evolving34

properties of the graph [53]. Addressing these questions requires access to relevant social network35

datasets that allow studying these properties.36
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The Fediverse – a contraction of “federation” and “universe” – provides decentralized and interopera-37

ble online social services. It is often seen as an alternative [2] to major social networks operated by38

for-profit companies, and it promotes a very different culture. The Fediverse is decentralized across39

many servers, called instances. Anyone can run an instance, which operates independently under40

the moderation of its owner, and instances collaborate with each other: a user of a given instance41

can interact with and follow users from other instances. Since 2018, the Fediverse has adopted42

ActivityPub [32], a protocol and open standard that provides a client-to-server API for creating and43

modifying content, as well as a federated server-to-server protocol for delivering notifications and44

content across servers. This enables interoperability between different instances and software. The45

diversity of platforms, the growing number of users, and the international impact of the Fediverse46

make it an interesting object of study for the machine learning community. In particular, agents in the47

Fediverse tend to be more aware of the potential ethical issues of machine learning than traditional48

users of social networks [49], and more interested in new features and improvements. This aligns49

closely with the goals of Trustworthy Machine Learning and the paradigm of collaborative learning,50

where agents are expected to monitor their participation based on expected benefits.51

In this work, we provide the first dataset covering multiple software platforms in the Fediverse,52

called Fedivertex, to enable researchers to easily run experiments on decentralized machine learning53

tasks and to benchmark several graph learning tasks. By surveying seven different platforms and54

constructing different types of graphs, we are able to capture the diverse dynamics at play in the55

Fediverse. In particular, a striking difference from many mainstream social networks is the so-called56

defederation process [30], in which instances choose to sever ties with other instances, often due to a57

disagreement on moderation or security practices. While new link prediction is often regarded as the58

primary task for time-evolving graphs [20], a major dynamic in the Fediverse is this complementary59

edge deletion. Our dataset is the first to enable the study of this phenomenon. The current 14 distinct60

timestamps for each graph are a starting point to study the evolution over time, and we plan to61

continue to update the dataset in the future. More precisely, our contributions are as follows:62

(i) We introduce Fedivertex, a large and diverse graph dataset based on the Fediverse. More63

precisely, our dataset encompasses seven Fediverse platforms, resulting in 182 graphs: 1364

different graphs each with a sequence of 14 snapshots obtained through weekly web crawls65

over a period of three months.66

(ii) We provide a Python package, fedivertex, available through PyPI, to easily access and67

use our dataset. The package includes built-in preprocessing tools to download and prepare68

the graphs for machine learning tasks. We demonstrate its usefulness by benchmarking69

several existing decentralized learning algorithms.70

(iii) We formalize a novel graph analysis task: defederation prediction, which aims to predict71

which edges or nodes will be removed from the graph at the next iteration, and we propose72

baselines for this task.73

2 Related work74

Decentralized machine learning. Federated learning and fully decentralized learning are increasingly75

studied [27, 36, 43], with various algorithms based on gossip [8, 21, 22, 29, 37, 44, 46, 51] or random76

walks [17, 26, 21, 40]. These results highlight the importance of communication graphs for the77

quality of the final model, the speed of convergence in the presence of heterogeneous data [31],78

personalization [5] and privacy guarantees [12, 13, 15, 45], which motivates the use of recent79

real-world social networks.80

Social network datasets and analysis. Machine learning frequently relies on small social networks,81

such as the Karate Club [55] or citation networks [18, 42]. Several larger digital social networks are82

also available via platforms like SNAP [34], in particular Facebook and Twitter graphs. It has been83

shown that for-profit platforms influence user graphs, as their recommendations about whom to follow84

accelerate the triadic closure process and exacerbate inequality in popularity [50, 56]. This motivates85

the study of social networks that do not follow this trend. In particular, the Fediverse enables analysis86

at the level of servers rather than at the level of individual users, an approach that captures entities87

more likely to develop consistent collaboration policies. Prior work on the Fediverse remains limited,88

often focusing on a single network or on interactions between a fixed pair of networks, and typically89

does not provide reusable datasets [1, 23, 56].90
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Table 1: Overview of the Fedivertex social networks. The number of instances and users has been
extracted on May 13, 2025 from FediDB, a reference database for the Fediverse communities. These
numbers are indicative as the networks evolve over time.

Peertube Mastodon Pleroma Misskey Friendica Bookwyrm Lemmy

Type Video
streaming

Micro
blogging

Micro
blogging

Micro
blogging

Micro
blogging

Book
cataloging

Social news

1st release 2018 2016 2017 2014 2010 2022 2019

Screenshot
# instances1333 9652 616 1206 101 95 564
# users 583k 8 102k 76k 1 071k 12k 51k 520k
Graphs follow federation

active user
federation
active user

federation
active user

federation federation fed. + blocks
intra-instance
cross-inst.

3 Fedivertex Dataset91

3.1 Fediverse software and graphs92

In the Fediverse, software is run by servers referred to as instances, without any centralized control93

or coordination. Each instance hosts a subset of users and has its own internal rules and moderation.94

Despite maintaining sovereignty over their rules and storing data locally, instances are not isolated95

from each other, as they all use the same protocol and standard: ActivityPub [32]. This protocol96

enables communication between instances and even across services. For instance, a video from97

PeerTube can be shared on Mastodon, and the resulting post can be viewed from Misskey – unlike98

traditional social network silos, where a Facebook user cannot use their account to read tweets or99

watch YouTube videos. One can think of this interoperability similarly to email, where a user from100

one provider (e.g., Gmail) can send a message to another (e.g., Outlook). ActivityPub includes both a101

federation protocol – a server-to-server protocol that allows instances to share information – and a102

social API–a client-to-server protocol that allows users to send information to their instance. A user’s103

data is stored on their respective instance but can be duplicated and cached on other instances to be104

accessible to other users. When two users communicate, only their respective instances – and possibly105

a third instance hosting the interaction – are aware of the message. As a result, data permanence,106

confidentiality, and moderation depend on the instance.107

Fedivertex focuses on interactions between instances within a given software platform. In particular,108

for each social network (except Peertube), the federation graph models the undirected communica-109

tion graph between instances within that network. Federation graphs are naturally dense, because110

two instances are connected with an edge if they have interacted at least once. We selected seven111

of the most popular software platforms in the Fediverse to ensure sufficient activity for graph-based112

analysis. Our selection covers diverse types of social network to reflect a range of communication113

dynamics. We summarize the dataset in table 1 and present each of them in more detail below.114

3.2 Fediverse social networks115

Peertube provides an alternative to YouTube. Users can watch, bookmark, and comment on videos,116

subscribe to channels, and create private and public playlists. Video search was added in 2020 with117

SepiaSearch but remains limited; recommendation features are also a limitation compared to Youtube.118

An instance u can follow an instance v to let its users see all the videos posted on v. We report this119

follow graph as a directed graph with edges of weight 1 for following.120

Mastodon was created as an alternative to Twitter in 2016 and is supported by the German non-profit121

organization Mastodon gGmbH. Users post short-form status messages of up to 500 characters,122

known as “toots.” It has experienced several surges in popularity, often in reaction to changes on123

Twitter, and is sometimes adopted in parallel with it [25]. In addition to the federation graphs,124

introduced above, we also build a weighted, directed active user graph, with one node per instance.125

For each instance u, we take its 10k most recently active users. Whenever one of those users follows126
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from fedivertex import GraphLoader

loader.list_graph_types("mastodon")
# List available graphs for a given software, here federation and active_user

G = loader.get_graph(software = "mastodon", graph_type = "active_user", index = 0, only_largest_component = True)
# G contains the Networkx graph of the giant component of the active users graph at the 1st date of collection

Listing 1: Code example from the Fedivertex package

someone on instance v, we increase the edge weight by 1. Thus weight of the edge from u to v127

measures how much content seen on u originates from v. The graph thus contains self-loop as users128

follow others on the same instance.129

Pleroma is a microblogging software similar to Mastodon, and we thus also report active user130

graph. Principal difference is allowing longer posts by default, up to 5000 characters, and offering a131

lightweight implementation that can potentially run on a Raspberry Pi.132

Misskey is a microblogging platform as well, on which we report the active user graph. It was133

created in 2014 by Japanese software engineer Eiji "syuilo" Shinoda and allows posts of up to 3000134

characters.135

Friendica emerged in 2010 as an alternative to Google+ and Facebook, making it the oldest social136

network in our study, and does not support metadata for active users graph with our crawler.137

Bookwyrm allows users to track their reading activity, write book reviews, and follow friends.138

Launched in 2022 by Mouse Reeve, it can be seen as an alternative to Goodreads.139

Lemmy is organized into communities dedicated to specific topics, where users share links and140

discuss their content. Although communities are local to an instance, users can subscribe to those141

hosted by other instances and participate in discussions across instances. In addition to the federation142

graph, we report two other graphs. Firstly, the intra-instance graph where the instance u is linked143

to v if an user of u has published a message on instance v. This graph is directed and very sparse.144

Then, in cross-instance graph, two instances are connected as soon as there exists a pair of users145

who published a message in the same thread, but possibly on a third instance. This is an undirected146

graph, denser that the previous one.147

3.3 Fedivertex package and availability148

Our dataset can be directly downloaded from Kaggle [14]. To facilitate its use, we also provide a149

Python package, Fedivertex, which allows users to directly load the graphs in NetworkX format150

through an easy-to-use interface, as shown in listing 1. We facilitate interaction with Fedivertex151

package by releasing several notebooks to analyze the graphs. Finally, we follow the Gephi convention152

for graph encoding, allowing the graph CSV files to be opened directly in this software [4].153

3.4 Construction via Web crawling154

For each of the 13 graphs introduced above, we produce a new version every week (thus presenting155

14 different timestamps of each of the graph at the moment of the article submission). To identify all156

available servers for a given software, we query the Fediverse Observer1, which provides a curated list157

of Fediverse instances commonly accepted by the community. We then query each of these instances158

to compute the edges of the graph. Relying on the Fediverse Observer list helps minimize server159

load and allows us to benefit from existing curation. Notably, the Fediverse Observer’s crawler runs160

daily and is also open-source. We release the code of our crawler for reproducibility and to allow161

extensions to other social media or other scraping parameters.162

3.5 Ethical concerns163

Our work aims to bring more attention to the Fediverse social networks, who could benefit from164

Trustworthy Machine Learning applications, for instance to assist in moderation task [6] or with user165

experience and recommendation systems. However, Fediverse software has often been developed to166

1https://fediverse.observer
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avoid various downsides of hastily deployed machine learning models, from toxicity to invisible filter167

bubbles, and dark patterns to poor accuracy [9, 41]. It is thus part of the challenge and the motivation168

to focus on tasks where the improvement for the user overcomes the possible drawbacks. Hence, we169

decide to illustrate our datasets only on tasks that could respect the Fediverse mindset.170

The collection of the dataset raises two major problems, the privacy and the possible disturbance for171

the service. Concerning the impact of the crawling, we designed our crawler to minimize the impact172

on the servers, by limiting the size of the queries, using a delay of 0.4 second between requests on a173

given instance to avoid disturbing their operations. We do not disguise our requests into real users’174

ones and we use a clearly identifiable user agent providing a direct contact to us. We respect the175

policy of the instances by following the instructions given by robots.txt files.176

In order to respect the privacy of the users, we did several design choices. First, our dataset is177

instance-based and not user-based, which is a better granularity for privacy. Second, we only report178

general metadata but never store actual messages or content from the social networks. Third, we179

only use public API endpoints, which do not require accounts on this platform: we do not try to180

circumvent these privacy practices by creating accounts to access more information. Forth, we also181

respect informal privacy practices. For instance, we ignore all users using the hashtag #NOBOT182

in their profile as it is an informal anti-bot policy on Mastodon. Finally, we limit the access by183

post-processing instances names to avoid direct clicking links. The whole scraping process was184

supervised by the legal department of our institutes to ensure compliance with GDPR.185

4 Dataset analysis186

4.1 Dataset properties187

(a) Peertube Follow graph on April 28th 2025.
Colors encode the official language of each
instance, with green for French, blue for En-
glish, black for German, red for Italian and or-
ange when there is no official language. In-
teractive version: https://marc.damie.eu/
peertube_graph/index.html

(b) Misskey Active User graph after removal of
Misskey.io on May 7th, same colors than left figure,
and Chinese in yellow, Japanese in purple and Korean
in brown. Interactive version: https://marc.damie.
eu/misskey_graph/index.html

Figure 1: Examples of graphs communities based on the official languages in Fedivertex dataset

The Fedivertex dataset presents different characteristics depending on both the graph and the software188

considered. We share in this section a few observations. First, all graphs are provided with their189

temporal evolution, with new nodes and edges appearing or disappearing each week. For readability,190

we present only a subset of the graphs and refer the reader to appendix A and the notebooks for a191

more systematic review2.192

Communities. Fedivertex contains language labels for Peertube, Lemmy, Bookwyrm, and Misskey.193

For Peertube, the labels are directly extracted from the instance descriptions. For the others, we194

2https://www.kaggle.com/code/marcdamie/exploratory-graph-data-analysis-of-fedivertex
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G = loader.get_graph(software = "misskey", graph_type = "active_user")
lang_labels = [data["description_language"] for node_name, data in G.nodes(data=True)]

Listing 2: Code example to extract language information from the Misskey active user graphs

Table 2: Small world properties of the Fedivertex graphs and SNAP Social graphs
Graph Directed Avg.

Degree
Avg. Path

Length
Cluster.
Coef.

Small-world σ

Bookwyrm Federation No 55 1.23 0.89 1.14
Friendica Federation No 156 1.41 0.85 1.41
Lemmy Federation No 355 1.18 0.94 1.15
Lemmy Intra-instance Yes 13 2.03 0.69 3.80
Lemmy Cross-instance Yes 42 1.60 0.82 1.89
Mastodon Active user Yes 125 2.09 0.73 21.95
Misskey Federation No 317 1.66 0.76 2.21
Misskey Active user Yes 19 2.36 0.62 20.78
Peertube Follow Yes 23 2.82 0.53 4.45
Pleroma Federation No 269 1.64 0.82 2.26
Pleroma Active user Yes 7 3.95 0.30 2.53

Facebook Ego No 47 3.7 0.61 39.44
Github No 29 3.25 0.14 31.49
Wikipedia Vote No 15 3.25 0.17 519.64

infer the label from the language of the instance description. The labels can be easily used for label195

prediction tasks through our API, as described in appendix B. We report on fig. 1a the labels for the196

Peertube graph, which exhibits a clear French-speaking community and Misskey, which is dominated197

by the Japanese community but also exhibits smaller Korean and Chinese communities, and we refer198

to section 5.3 for the associated prediction task.199

Graph statistics. We report few metrics in table 2 that are usually applied for social networks. All200

the reported graphs exhibit small-world properties to an extend, as they satisfies σ > 1, which means201

that a node is more likely to connect to the neighbors of its neighbors and the average path length is202

small. However, the strength of the small world properties depends on the software.203

4.2 Comparison with existing graph datasets204

100 101 102 103 104

Degree
10 5

10 4

10 3

10 2

10 1

100

CC
DF

Peertube follow
Lemmy cross-instance
Bookwyrm federation
Misskey active users
Facebook Ego
Twitter Ego
GitHub
Wikipedia Vote

Figure 2: Complementary Cumulative Distribution
Function (CCDF) of the degree for several Fediver-
tex graphs and other widely-used social networks.
A normalized version is available in appendix B

We compare our graph with the most popular205

social network graphs from SNAP [34]. We206

include the Wikipedia Vote graph [33]– which207

encodes all Wikipedia voting data up to Jan-208

uary 2008, representing each user who partici-209

pated in a vote as a node and adding a directed210

edge from node i to node j if user i voted for211

user j– as well as the Twitter and Facebook Ego212

graphs [35], corresponding respectively to the213

Follow and Friend relationships. We also in-214

clude the GitHub graph [48], where nodes are215

developers who have starred at least 10 reposi-216

tories and edges represent mutual follower rela-217

tionships. On fig. 2, while GitHub and Twitter218

exhibit the classical power-law decay over much219

of the support of the distribution, consistently220

with preferential attachment networks [3], the221

degree distribution of Fedivertex is more diverse.222

We note some similarities between the Facebook223

Ego graph and the Peertube follow graph, with a smooth concave decay followed by a short power-law224
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tail for the most popular users. Most of the graphs, however, exhibit only the a concave curve, which225

suggests that the attachment dynamics in Fedivertex differ from those in traditional social networks,226

allowing for a smoother distribution of node importance. This difference with Fedivertex is confirmed227

by the statistics of table 2: Fedivertex has a wider range of average path length (from 1.18 to 3.95228

versus from 3.25 to 3.7) and of degree (from 7 to 355 versus 15 to 47) and have smaller small-world229

σ. A more systematic comparison is available in this notebook3.230

5 Applications231

5.1 Decentralized machine learning and statistics232

Fedivertex graphs are particularly well adapted to experiments testing fully decentralized machine233

learning, as they provide a credible use-case scenario. We illustrate this by reproducing the main234

figures of [12]. This paper proposes training a global model with differential privacy by performing235

a random walk on the communication graph: at each step, the stochastic gradient is computed on236

the local dataset of the current node and sanitized by adding Gaussian noise. The paper derives237

privacy guarantees in the Pairwise Network Differential Privacy setting, where each pair of nodes has238

a specific privacy budget depending on their relative position, a high budget corresponds to a greater239

risk of leaking information. In particular, the paper establishes a connection between the structure of240

these privacy budgets and the communicability of the graph, showing that nodes close to each other241

have higher privacy budget than far apart ones. Using graphs with different topologies is interesting to242

verify that similar patterns appear for privacy losses and known graph quantities such as centrality or243

communicability. Finally, the paper claims to be quite efficient in terms of privacy–utility trade-offs.244

On fig. 3, we see that the link between communicability and privacy budgets is clear on Fedivertex245

graphs, with the same patterns visible in fig. 3a and fig. 3b. However, it also shows that real-world246

graphs can be more challenging in terms of convergence, as fig. 3c exhibits slower convergence on247

the Mastodon active-user graph than on a synthetic graph with the same number of nodes. This could248

be explained by the presence of nodes with low centrality, typically connected by only a single edge,249

which makes it harder for the random walk to visit them frequently enough within the chosen number250

of steps compared with the more regular graph tested in the original paper. To ease comparison, we251

provide more background on the task and the original figures in appendix B.252

Privacy loss

3.75 3.50 3.25

Communicability

10 8 6

(a) Bookwyrm federation graph
communicability and privacy loss,
logarithmic scale

Mean Privacy Loss Katz Centrality

(b) Mean privacy loss and Katz
centrality for Lemmy intra-instance
graph

0 2500 5000 7500 10000 12500 15000 17500 20000
Iteration

0.3

0.4

0.5

0.6

0.7

0.8

0.9

Te
st

 A
cc

ur
ac

y

Centralized DP-SGD
Local DP-SGD
RW DP-SGD on complete graph
RW DP-SGD on Mastodon AU
RW DP-SGD on Geometric graph

(c) Test accuracy on private logistic
regression on the Houses dataset for
graph with 3852 nodes

Figure 3: Numerical experiments reproducing the results of [12] with Fedivertex graphs

5.2 New links and defederation prediction253

A key feature of Fedivertex is its support for temporal graph analysis, as we release weekly snapshots254

for each graph. Understanding temporal changes in graphs is seen as a major challenge in graph255

learning [39, 47]. This is particularly relevant in social networks, where the creation of links often256

speeds up the triadic closure of the graph, as friends of friends tend to become friends over time257

[16, 56], especially when platforms actively recommend new connections [50]. We refer to table 2258

for Fedivertex graphs’ clustering coefficients.259

3https://www.kaggle.com/code/marcdamie/fedivertex-vs-snap-social-graphs/notebook
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Table 3: Comparison of Adamic-Adar (AA), Common Neighbors (CN), Jaccard and Random method
to predict new edge (Add) and edge deletion (Del) on different graphs by reporting the number of
correct predictions in Top-K scores (the higher the better). We report the average of three runs over
disjoint periods of time.

Graph AA CN Jaccard Random
Add Del Add Del Add Del Add Del

Mastodon AU (Top 1000) 38 10 40 9 14 10 0.7± 0.5 6± 1.4
Misskey AU (Top 200) 4.3 1.3 4.3 1.7 0.7 2 0.2± 0.2 2± 0.8
Misskey federation (Top 1000) 494 62 491 63 396 60 42± 6 51± 3.7

An interesting behavior observed in the Fediverse is that edges between instances are sometimes260

deleted, a phenomenon that has received little attention so far, likely because edge deletions are261

uncommon in other social networks. However, in the context of Fedivertex, predicting deletions is262

interesting for several reasons. First, in some platforms, deletions are as important and can dominate263

the change in the number of edges and nodes, as seen in fig. 4. Secondly, avoiding centralization264

around a single central server is a key challenge in the Fediverse, and understanding defederation265

[30] could help maintain a sufficiently decentralized structure. Finally, new link prediction and edge266

deletion are complementary tasks that may benefit from being studied jointly.267

From fig. 4, we observe that federation graphs are the most stable over time, as one could expect268

from their construction in comparison to active users or cross-instance graphs, where activity can269

fluctuate. However, while some networks grow during the studied period (Friendica federation and270

Lemmy cross-instance), others show variations dominated by the loss of edges (such as the Pleroma271

federation or Misskey active users). More precisely, by restricting our analysis to the subgraph of272

the nodes present at all 14 dates, most federation graphs have an increasing number of edges, with273

sometimes sharp drops as we can see for Misskey and Lemmy in fig. 4a. Overall, the network is thus274

growing, but also shows defederation peaks that are quicker than our weekly crawling. In fig. 4b, we275

can see that the other graphs do not share this clear increasing trend, but tend to alternate between276

more edge creation and more edge deletion. Finally, the number of nodes itself varies over time, with277

new servers appearing and others being deleted, leading to the complex evolution reported in fig. 4c.278

We formally introduce the defederation prediction task. Let Gt = (Vt, Et) be the graph collected at279

time t and compare it to the graph Gt′ = (Vt′ , Et′) collected at t′ > t. Let Gc be the subgraph induced280

by Vc = Vt ∩Vt′ ; the goal is to predict all edges either created (e ∈ (Vc×Vc)∩ (Et′ \ Et)) or deleted281

(e ∈ (Vc × Vc) ∩ (Et \ Et′)) between t and t′. The possible new edges lie in the set (Vc × Vc) \ Et,282

whereas the deleted ones are in Et, a set significantly smaller if the graph is sparse. Similarly, one283

could predict nodes that drop from the graph. In particular, reliable prediction could help detect284

instances which stopped running because of technical problems despite being active in the graph,285

and possibly provide technical help to such instances. More formally, the goal would be to predict286

Vt \ Vt+1 given Gt.287

New link prediction can be done based on the topology [38], by using the fact that similar nodes are288

more likely to connect. Methods are thus often based on computing scores for each possible pair of289

nodes, and then return as prediction the edges with the highest scores. Common scores include the290

number of common neighbors, the Jaccard score, and the Adamic-Adar score. These scores are then291

evaluated by looking among the top-K predictions how many are indeed new edges, as we report292

in table 3. Intuitively, deletion could be seen as the opposite of edge creation, so we propose as a293

baseline, to return the edges with the lowest scores. However, this approach has limited success for294

federation graphs. We believe this might be due to defederation being extremely quick, and thus295

the granularity of our current dataset does not seem sufficient to achieve better than random. An296

interesting future work could be to use our crawler with higher frequency during defederation periods.297

It might also indicate that other methods should be developed for this task, opening interesting298

questions for future work. We refer the reader to appendix C for more analysis.299

5.3 Community detection300

The Fedivertex social networks are used by many communities that might overlap. The same301

communities might also use several of the Fedivertex software platforms. To illustrate the feasibility302
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Figure 4: Temporal evolution of Fedivertex graphs

of community detection with our dataset, we use the official languages of each instance as ground303

truth labels, as shown in fig. 1, and test three algorithms: Louvain [7], Greedy Modularity [10], and304

Label Propagation [11] on the Peertube follow graph and the Misskey active user graph. To avoid305

many unique labels, we keep only the 5 most represented languages in each graph and ignore the306

other nodes using other languages. Results are in table 4. We assess the quality of this detection307

using the Adjusted Rand Index (ARI) and the Adjusted Mutual Information (AMI). The Rand index308

corresponds to the proportion of node pairs belonging to the same cluster that are classified as such309

(i.e., the sum of true positives for all classes) over all node pairs, and the adjusted version corresponds310

to normalization with respect to a random clustering. Similarly, the AMI score corresponds to the311

mutual information between the ground truth and predicted labels, adjusted for chance. Finally, we312

report modularity for each clustering – a metric for unsupervised clustering that assesses the inherent313

quality of the partitioning. This suggests that other labels might be suitable as well for clustering314

the graphs. No method dominates in this benchmark, highlighting that our graphs exhibit diverse315

structures which may challenge algorithms in different ways. Experiments are in notebook.4316

Other Fedivertex graphs can be used for community detection, and additional labels could be derived317

from the data, for example, based on the names of the instances or their official descriptions. It is318

also possible to track the evolution of communities over time.319

Table 4: Performance of several community detection algorithms (average of 100 runs for Louvain).
Graph Algorithm ARI AMI Modularity

Peertube follow
Louvain 0.055 0.123 0.2168
Greedy Modularity 0.061 0.110 0.209
Label Propagation 0.008 0.029 0.003

Misskey active user
Louvain 0.097 0.250 0.611
Greedy Modularity 0.014 0.165 0.513
Label Propagation 0.229 0.255 0.027

6 Conclusion320

In this work, we introduce Fedivertex, a dataset modeling interactions between instances across321

several software platforms of the Fediverse. This is the first dataset publicly released to enable322

reproducible experiments on graphs from the Fediverse, and it allows the study of more diverse graph323

dynamics than existing social network datasets. We hope that these graphs can foster machine learning324

research on this topic and contribute to the development of trustworthy decentralized machine learning,325

notably on the Fediverse. Among possible applications, this dataset could support the development326

of decentralized spam detection, the prediction of new or deleted links, the prevention of instance327

shutdowns through early prediction, and many other tasks related to time-evolving graphs.328

4https://www.kaggle.com/code/marcdamie/community-detection-on-fedivertex
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• The authors should provide instructions on data access and preparation, including how614

to access the raw data, preprocessed data, intermediate data, and generated data, etc.615
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versions (if applicable).620
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results?626

Answer: [Yes]627
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material.634
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• The method for calculating the error bars should be explained (closed form formula,648
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Justification: we detail how the crawling was performed. The examples of computation on666

the datasets where performed locally on a regular laptop. Most experiments can be executed667

on a generic Kaggle notebook in a few hours.668

Guidelines:669

• The answer NA means that the paper does not include experiments.670

• The paper should indicate the type of compute workers CPU or GPU, internal cluster,671

or cloud provider, including relevant memory and storage.672

• The paper should provide the amount of compute required for each of the individual673

experimental runs as well as estimate the total compute.674

• The paper should disclose whether the full research project required more compute675

than the experiments reported in the paper (e.g., preliminary or failed experiments that676

didn’t make it into the paper).677

9. Code of ethics678

Question: Does the research conducted in the paper conform, in every respect, with the679

NeurIPS Code of Ethics https://neurips.cc/public/EthicsGuidelines?680

Answer: [Yes]681

Justification: This work conforms with the Code of Ethics682

Guidelines:683

• The answer NA means that the authors have not reviewed the NeurIPS Code of Ethics.684

• If the authors answer No, they should explain the special circumstances that require a685

deviation from the Code of Ethics.686

• The authors should make sure to preserve anonymity (e.g., if there is a special consid-687

eration due to laws or regulations in their jurisdiction).688

10. Broader impacts689

Question: Does the paper discuss both potential positive societal impacts and negative690

societal impacts of the work performed?691

Answer: [Yes]692

Justification: The paper discusses the advantage of having datasets closer to real use-case693

for Trustworthy Decentralized Machine Learning. The privacy implications of the datasets694

are also discussed.695

Guidelines:696

• The answer NA means that there is no societal impact of the work performed.697
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• If the authors answer NA or No, they should explain why their work has no societal698

impact or why the paper does not address societal impact.699

• Examples of negative societal impacts include potential malicious or unintended uses700

(e.g., disinformation, generating fake profiles, surveillance), fairness considerations701

(e.g., deployment of technologies that could make decisions that unfairly impact specific702

groups), privacy considerations, and security considerations.703

• The conference expects that many papers will be foundational research and not tied704

to particular applications, let alone deployments. However, if there is a direct path to705

any negative applications, the authors should point it out. For example, it is legitimate706

to point out that an improvement in the quality of generative models could be used to707

generate deepfakes for disinformation. On the other hand, it is not needed to point out708

that a generic algorithm for optimizing neural networks could enable people to train709

models that generate Deepfakes faster.710

• The authors should consider possible harms that could arise when the technology is711

being used as intended and functioning correctly, harms that could arise when the712

technology is being used as intended but gives incorrect results, and harms following713

from (intentional or unintentional) misuse of the technology.714

• If there are negative societal impacts, the authors could also discuss possible mitigation715

strategies (e.g., gated release of models, providing defenses in addition to attacks,716

mechanisms for monitoring misuse, mechanisms to monitor how a system learns from717

feedback over time, improving the efficiency and accessibility of ML).718

11. Safeguards719

Question: Does the paper describe safeguards that have been put in place for responsible720

release of data or models that have a high risk for misuse (e.g., pretrained language models,721

image generators, or scraped datasets)?722

Answer: [NA]723

Justification: The choices made when constructing the datasets limit the risk of misuses.724

Guidelines:725

• The answer NA means that the paper poses no such risks.726

• Released models that have a high risk for misuse or dual-use should be released with727

necessary safeguards to allow for controlled use of the model, for example by requiring728

that users adhere to usage guidelines or restrictions to access the model or implementing729

safety filters.730

• Datasets that have been scraped from the Internet could pose safety risks. The authors731

should describe how they avoided releasing unsafe images.732

• We recognize that providing effective safeguards is challenging, and many papers do733

not require this, but we encourage authors to take this into account and make a best734

faith effort.735

12. Licenses for existing assets736

Question: Are the creators or original owners of assets (e.g., code, data, models), used in737

the paper, properly credited and are the license and terms of use explicitly mentioned and738

properly respected?739

Answer: [Yes]740

Justification: The code from other paper is cited and we respect all the requirements for the741

new datasets we produce.742

Guidelines:743

• The answer NA means that the paper does not use existing assets.744

• The authors should cite the original paper that produced the code package or dataset.745

• The authors should state which version of the asset is used and, if possible, include a746

URL.747

• The name of the license (e.g., CC-BY 4.0) should be included for each asset.748

• For scraped data from a particular source (e.g., website), the copyright and terms of749

service of that source should be provided.750
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• If assets are released, the license, copyright information, and terms of use in the751

package should be provided. For popular datasets, paperswithcode.com/datasets752

has curated licenses for some datasets. Their licensing guide can help determine the753

license of a dataset.754

• For existing datasets that are re-packaged, both the original license and the license of755

the derived asset (if it has changed) should be provided.756

• If this information is not available online, the authors are encouraged to reach out to757

the asset’s creators.758

13. New assets759

Question: Are new assets introduced in the paper well documented and is the documentation760

provided alongside the assets?761

Answer: [Yes]762

Justification: This is one of the central contributions of the paper.763

Guidelines:764

• The answer NA means that the paper does not release new assets.765

• Researchers should communicate the details of the dataset/code/model as part of their766

submissions via structured templates. This includes details about training, license,767

limitations, etc.768

• The paper should discuss whether and how consent was obtained from people whose769

asset is used.770

• At submission time, remember to anonymize your assets (if applicable). You can either771

create an anonymized URL or include an anonymized zip file.772

14. Crowdsourcing and research with human subjects773

Question: For crowdsourcing experiments and research with human subjects, does the paper774

include the full text of instructions given to participants and screenshots, if applicable, as775

well as details about compensation (if any)?776

Answer: [NA]777

Justification: The paper does not involve crowdsourcing nor research with human subjects778

Guidelines:779

• The answer NA means that the paper does not involve crowdsourcing nor research with780

human subjects.781

• Including this information in the supplemental material is fine, but if the main contribu-782

tion of the paper involves human subjects, then as much detail as possible should be783

included in the main paper.784

• According to the NeurIPS Code of Ethics, workers involved in data collection, curation,785

or other labor should be paid at least the minimum wage in the country of the data786

collector.787

15. Institutional review board (IRB) approvals or equivalent for research with human788

subjects789

Question: Does the paper describe potential risks incurred by study participants, whether790

such risks were disclosed to the subjects, and whether Institutional Review Board (IRB)791

approvals (or an equivalent approval/review based on the requirements of your country or792

institution) were obtained?793

Answer: [NA]794

Justification: The paper does not involve crowdsourcing nor research with human subjects795

Guidelines:796

• The answer NA means that the paper does not involve crowdsourcing nor research with797

human subjects.798

• Depending on the country in which research is conducted, IRB approval (or equivalent)799

may be required for any human subjects research. If you obtained IRB approval, you800

should clearly state this in the paper.801
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• We recognize that the procedures for this may vary significantly between institutions802

and locations, and we expect authors to adhere to the NeurIPS Code of Ethics and the803

guidelines for their institution.804

• For initial submissions, do not include any information that would break anonymity (if805

applicable), such as the institution conducting the review.806

16. Declaration of LLM usage807

Question: Does the paper describe the usage of LLMs if it is an important, original, or808

non-standard component of the core methods in this research? Note that if the LLM is used809

only for writing, editing, or formatting purposes and does not impact the core methodology,810

scientific rigorousness, or originality of the research, declaration is not required.811

Answer: [NA]812

Justification: LLM were only used for editing purposes.813

Guidelines:814

• The answer NA means that the core method development in this research does not815

involve LLMs as any important, original, or non-standard components.816

• Please refer to our LLM policy (https://neurips.cc/Conferences/2025/LLM)817

for what should or should not be described.818
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