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Abstract

Designing effective policies for the online 3D bin packing problem (3D-BPP)
has been a long-standing challenge, primarily due to the unpredictable nature of
incoming box sequences and stringent physical constraints. While current deep
reinforcement learning (DRL) methods for online 3D-BPP have shown promising
results in optimizing average performance over an underlying box sequence distri-
bution, they often fail in real-world settings where some worst-case scenarios can
materialize. Standard robust DRL algorithms tend to overly prioritize optimizing
the worst-case performance at the expense of performance under normal problem in-
stance distribution. To address these issues, we first introduce a permutation-based
attacker to investigate the practical robustness of both DRL-based and heuristic
methods proposed for solving online 3D-BPP. Then, we propose an adjustable
robust reinforcement learning (AR2L) framework that allows efficient adjustment
of robustness weights to achieve the desired balance of the policy’s performance
in average and worst-case environments. Specifically, we formulate the objective
function as a weighted sum of expected and worst-case returns, and derive the
lower performance bound by relating to the return under a mixture dynamics. To
realize this lower bound, we adopt an iterative procedure that searches for the asso-
ciated mixture dynamics and improves the corresponding policy. We integrate this
procedure into two popular robust adversarial algorithms to develop the exact and
approximate AR2L algorithms. Experiments demonstrate that AR2L is versatile in
the sense that it improves policy robustness while maintaining an acceptable level
of performance for the nominal case.

1 Introduction

The offline 3D bin packing problem (3D-BPP) is a classic NP-hard combinatorial optimization
problem (COP) (de Castro Silva et al.,|2003)), which aims to optimally assign cuboid-shaped items with
varying sizes to the minimum number of containers while satisfying physical constraints (Martello
et al., 2000). In such a setting, a range of physical constraints can be imposed to meet diverse
packing requirements and preferences (Gzara et al., | 2020). The primary constraint requires items to
be packed stably, without any overlaps, and kept within the bin. The online counterpart of 3D-BPP
is more prevalent and practical in logistics and warehousing (Wang and Hauser, [2020), as it does
not require complete information about all the unpacked items in advance. In this setting, only a
limited number of upcoming items on a conveyor can be observed, and items must be packed after
the preceding items are allocated (Seidenl 2002). Thus, besides physical constraints already present
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in the offline counterpart, the item permutation on the conveyor introduces additional constraints,
while the solution approach must take packing order into consideration.

Solution techniques for online 3D-BPP can be broadly categorized into heuristic and learning-
based methods. As heuristics often heavily rely on manually designed task-specific score func-
tions (Chazellel |1983; Ha et al., [2017), they have limitations in expressing complex packing pref-
erences and adapting to diverse scenarios. By comparison, learning-based methods usually involve
utilizing deep reinforcement learning (DRL) techniques to develop a more adaptable packing policy
capable of accommodating diverse packing requirements (Zhao et al., [2021} 2022a} [Song et al.|
2023)). While emerging DRL-based methods for online 3D-BPP are effective at optimizing average
performance, they do not account for worst-case scenarios. This is because these methods often
fail on “hard” box sequences arising from the inherent uncertainty in incoming box sequences. In
addition, few studies have investigated the robustness of these methods, as incoming item sequences
can vary a lot in practice. These limit the practical usage of learning-based approaches.

To study the algorithm robustness under worst-case scenarios, one plausible approach is to design
an attacker that can produce perturbations commonly encountered in real-world settings. Various
proposed attackers for perturbing RL models often add continuous-value noise to either received
observations or performed actions (Tessler et al.l |2019; [Sun et al.| 2021). Yet such methods are
mostly not well-suited for online 3D-BPP, as the state is defined by the bin configuration and the
currently observed items, and adding continuous-value noise may not correspond to real-world
perturbations. As previously discussed, item permutations can significantly impact the performance
of a given packing strategy, and in real-world scenarios, the packing strategy may face challenging
box sequences. By contrast, perturbing the bin configuration may violate practical constraints or
packing preferences. Therefore, we argue that using diverse item permutations to evaluate the model’s
robustness is a more suitable approach. Some of general robust reinforcement learning frameworks
against perturbations can be applied to online 3D-BPP (Pinto et al.,[2017; |Ying et al., 2022} |Ho et al.}
2022; Panaganti et al.| 2022), yet these methods may develop overly conservative policies, as they
usually prioritize improving worst-case performance at the expense of average performance. This
motivates us to design a robust algorithm that can effectively handle worst-case problem instances
while attaining satisfactory average performance.

In this paper, we develop a novel permutation-based attacker to practically evaluate robustness of
both DRL-based and heuristic bin packing policies. We propose an Adjustable Robust Reinforcement
Learning (AR2L) framework, which preserves high performance in both nominal and worst-case
environments. Our learnable attacker selects an item and place it to the most preceding position in the
observed incoming item sequence, as only the first item in this sequence has the priority to be packed
first. Essentially, this attacker attempts to identify a problem instance distribution that is challenging
for a given packing policy by simply reordering item sequences. The developed AR2L incorporates
such novel attacker along with an adjustable robustness weight parameter. Specifically, to consider
both the average and worst-case performance, we formulate the packing objective as a weighted
sum of expected and worst-case returns defined over space utilization rate. We derive a lower bound
for the objective function by relating it to the return under a mixture dynamics, which guarantees
AR2L’s performance. To realize this lower bound, we turn to identifying a policy with the highest
lower bound as the surrogate task. In this task, we use an iterative procedure that searches for the
associated mixture dynamics for the policy evaluation, and improves the policy under the resulting
mixture dynamics. To further put AR2L into practice, we find the connecting link between AR2L
with the Robust Adversarial Reinforcement Learning (RARL) algorithm (Pinto et al.,|2017) and the
Robust f-Divergence Markov Decision Process (REMDP) algorithm (Ho et al., [2022; |Panaganti et al.|
2022), resulting in the exact AR2L and the approximate AR2L algorithms respectively. Empirical
evidence shows our method is able to achieve competitive worst-case performance in terms of space
utilization under the worst-case attack, while still maintaining good average performance compared
to all previously proposed robust counterparts.

2 Related Work

Numerous heuristic[Ha et al.|(2017)); Karabulut and 1nceoglu (2005); Wang and Hauser|(2019);|Li and
Zhang|(2015); Hu et al.|(2017,/2020) and learning-based methods (Hu et al.,[2017;|Verma et al.,|2020j
Zhao et al.| 2021}, [2022b; [Yang et al, 2021} Zhao et al.||2022a; Song et al.,[2023)) have been proposed
to solve online 3D-BPP. However, these methods typically only consider average performance and



may not be robust against perturbations. For more detailed reviews of related algorithms on 3D-BPP,
please refer to the Appendix.

Adversarial Attacks in Deep RL. More recently, several studies have demonstrated that deep RL
algorithms are vulnerable to adversarial perturbations from attackers, and robust policies can be
trained accordingly (Huang et al.,[2017; Zhang et al., 2020, [2021; Sun et al., [2021; Ding et al., 2023)).
Yet standard DRL attack schemes cannot generate realistic attacks for 3D-BPP due to the setting of
added perturbations. In the field of COP, Lu et al.[(2023) used a RL-based attacker to modify the
underlying graph. Yet this method is limited to offline COPs that can be formulated as graph. |[Kong
et al. (2019) employed a generative adversarial network (GAN) (Goodfellow et al.,2020) to generate
some worst-case problem instances from Gaussian noise under restricted problem setting.

Robust RL. In order to find policies that are robust against various types of perturbations, a great
number of studies have investigated different strategies, such as regularized-based methods (Zhang
et al., [2020; [Shen et al., 2020} |Oikarinen et al., 2021 [Kumar et al. 2021; Kuang et al., [2022]),
attack-driven methods (Kos and Song, 2017} [Pattanaik et al., 2017; Behzadan and Munir, [2017)),
novel bellman operators (Liang et al 2022; |Wang and Zou, 2021} [2022)), and conditional value
at risk (CVaR) based methods (Chow et al., 2017 [Tang et al., 2019} |[Hiraoka et al., 2019; |Ying
et al., 2022). However, these methods are generally intended to deal with {,-norm perturbations on
vectorized observations, which could limit their applicability to online 3D-BPP. Built upon robust
MDP framework (Iyengar, [2005)), [Pinto et al.| (2017) modeled the competition between the agent
and the adversary as a zero-sum two-player game, but such game formulation has an excessive
prioritization of the worst-case performance. Jiang et al.| (2021)) introduced Monotonic Robust Policy
Optimization (MRPO) to enhance domain generalization by connecting worst-case and average
performance. Yet such approach imposes Lipschitz continuity assumptions, which are unaligned with
3D-BPP. The recently developed robust f-divergence MDP can approximate the worst-case value
of a policy by utilizing nominal samples instead of relying on samples from an adversary (Ho et al.,
2022; |Panaganti et al., [2022)). However, this method still cannot account for expected cases, as its
focus is solely on learning values in worst-case scenarios.

3 Preliminaries

MDP Formulation of Online 3D-BPP. To learn a highly effective policy via RL, the online 3D-
BPP is formulated as an MDP. Inspired by PCT (Zhao et al.| 2022al), in this formulation, the state

sPack ¢ gpack ghserved by the packing agent consists of the already packed N¢: items Cy in the bin,
the observed incoming Ny items By, and a set of potential positions L;. The packed items in C;
have spatial properties like sizes and coordinates, while each item b, ; € By, € {1,.., Ng} only
provides size information. The potential positions are typically generated for the most preceding

item in B; using heuristic methods (Martello et al., | 2000; |Crainic et al., [2008; Ha et al., 2017). Then,

the action a?** & APa<k is to choose one position li,j € Ly, j € {1,.., Np} for the first item in B,.

In the termination state sy (1" is the episode length), the agent cannot pack any more items. As a
result, the agent receives a delayed reward rp that represents the space utilization at s, instead of
immediate rewards (r; = 0, < T'). The discount factor «y here is set to 1. The aim is to maximize
the space utilization by learning a stochastic packing policy Tpack (¢, ;|Ct, B¢, L¢).

Robust MDP. The goal of robust MDP is to find the optimal robust policy that maximizes the
value against the worst-case dynamics from an uncertainty set P*. The uncertainty set is de-
fined in the neighborhood of the nominal dynamics P° = (P¢,,(s,a) € S x A) and sat-
isfies rectangularity condition (lyengar, 2005), defined as PY = ®(sa)esxAPsar  Psa =
{Psa € A(S) : Drv(PsallP?,) < p}, where Dry(-) denotes the total variation (TV) dis-
tance, ® is the Cartesian product, A(S) is a set of probability measures defined on S, and
p € [0,1] is the radius of the uncertainty set. Consequently, the robust value function un-
der a policy 7 is V™ = infpuepw V77 “. And the robust Bellman operator 7, is defined as
TV (s) = Eqnr[r(s,a) + vinfpw cpw Egopw [VT(s')]], where s’ denotes the next state. To
empirically solve the robust MDP, [Pinto et al](2017) proposed RARL that learns the robust policy
under the environment perturbed by a learned optimal adversary.

Robust f-divergence MDP. To avoid the need for a costly trained adversary, RFfMDP (Ho et al.,
2022; [Panaganti et al.| 2022)) formulates the problem as a tractable constrained optimization task to
approximate the robust value using samples from P°. The objective is to find a transition distribution



that minimizes the robust value function, subject to the constraint in P* described by the f-divergence.
As aresult, a new robust Bellman operator is introduced by solving the dual form of this constrained
optimization problem through the Lagrangian multiplier method.

4 Adjustable Robust Reinforcement Learning

In this section, we begin by introducing a novel yet practical adversary capable of generating worst-
case problem instances for the online 3D-BPP. Next, we present the adjustable robust reinforcement
learning (AR2L) framework to address the robustness-performance tradeoff. Finally, we integrate
AR2L into both the RARL algorithm and the REMDP algorithm to derive the exact and approximate
AR2L algorithms in a tractable manner.

4.1 Permutation-based Attacker

In online 3D-BPP, a problem instance
is comprised of a sequence of items,
and these items are randomly per-
muted and placed on a conveyor. Such
randomness can result in certain in-
stances where trained policy may fail.
Therefore, this observation motivates

us to design a simple yet realistic | Permutation-based
adversary called permutation-based : attacker
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sequence for a given packing pol-

icy, our approach can explore worst- -
case instances without compromising “---=+=2=¥-—=/ ~o——oo——oo——o g
realism (See Figure |I| for attacker
overview). In contrast to the approach
of directly permuting the entire item sequence as described in (Kong et al., [2019)), our method
involves permuting the observable item sequence, thereby progressively transforming the entire item
sequence. Through the behavior analysis of our permutation-based attacker in the Appendix, we
observe the attacker appears to prefer smaller items when constructing harder instances as the number
of observable items increases. This aligns with the findings mentioned in (Zhao et al.,[2022a)), where
larger items simplify the scenario while smaller items introduce additional challenges. As a result,
the act of permuting the entire sequence might enable the attacker to trickily select certain types
of items, and thus carries potential risks associated with shifts in the underlying item distribution.
However, we aim to ensure that the attacker genuinely learns how to permute the item sequence to
identify and create challenging scenarios. To mitigate these risks, we limit the attacker’s capacity by
restricting the number Np of observable items to proactively address concerns related to changes in
the item distribution.

attacker. By reordering the item
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Figure 1: Overview of our attack framework.

To target any type of solver intended for solving the online 3D-BPP for robustness evaluation, we train
a RL-based policy which acts as the permutation-based attacker. The permuted state s} € SPer™
of the attacker is comprised of the current bin configuration C; and the item sequence B;. The
action a} "™ € AP®™ involves moving one item from By to a position ahead of the other observed
items, resulting in the reordered item sequence B} = {b} ;}. Then, the packing policy will pack the

most preceding one into the bin based on the perturbed observation. The reward for the attacker

is defined as rP“"™ = —rP*“, since the objective is to minimize the space utilization by training

an optimal stochastic policy Wperm(bt7i|Ct, B,;). The online packing process allows only the first
item in the observable item sequence to be packed at each step. To address the issue of exponential
growth in the action space as the number of observable items increases, the permutation-based
attacker strategically selects one item and positions it ahead of the other items. We can consider

a simplified value function represented as V ™pack (Cy, B/) = 7P Ve (Cyyy, B, ). This

function indicates that the value of 7, depends on rP® Ct+1, and Bt 1. Furthermore, rpaCk

and C, 1 are influenced by the first item in B}, while the remaining items in B} combine with a
new item to form a new sequence, which undergoes further permutations as B 11- As aresult, the
permutation of the remaining items at time step ¢ is disregarded in the attack process. To model such



an attacker, we use the Transformer (Vaswani et al.,|2017) that is capable of capturing long-range
dependencies in spatial data and sequential data involved in the attacker’s observation. Please refer to
the Appendix for more details on the implementations.

4.2 Adjustable Robust Reinforcement Learning

For online 3D-BPP, item observed at each timestep is independently generated from a station-
ary distribution p;(b; ;) that does not change over time. Once an item is placed into the con-
tainer, the bin configuration C; becomes deterministic, and a new item b n, is appended
to the observable item sequence to construct By, ;. Thus, the nominal environment is defined
as PO(Ct+1,Bt+1|Ct,Bt,afaCk) = pp(bit1.n5). We omit L, for brevity. Since we use the
permutation-based attacker to reorder the observable item sequence, the worst-case environment
transition is P“’(Ct+1, B2+1 |Ct, B;, afaCk) = pb(bt+1,NB)7Tperm(b;+1$1 |Ct+1, Bt+1), with P% as
the worst-case dynamics.

Existing DRL-based methods are developed to learn a packing policy that maximizes space utilization
(cumulative reward) under the nominal distribution P°. However, in real-world scenarios where the
order of items can be adversarially permuted, it is not sufficient to only consider the expected return
under P°. In contrast, the existing general robust methods that can be deployed to online 3D-BPP
overly prioritize robustness at the cost of average performance by solely focusing on the return under
the worst-case dynamics P". To address these issues, we should be aware of the returns under both
the average and worst-case scenarios. Given that nominal cases are more common than worst-case
scenarios in the online 3D-BPP setting, the objective function is defined as

T = arg maﬁcn(w, P°) + an(n, P") (1)
TE

where o € (0, 1] is the weight of robustness, 7(-) is the return, and P* is built on the optimal
permutation-based attacker. Here symbols without superscripts represent those used by the packing
agent (€.g., Tpack = ).

However, how can we learn such a policy with the presence of both P° and P*? To address this
matter, we derive a lower bound for the objective function defined in Equation[I] by relating it to the
return under an unknown mixture dynamics defined as P, as shown in the following theorem.

Theorem 1. The model discrepancy between two models can be described as d(P'||P?) =

max; o Dy (P(¢|s,a)||P?(:|s,a)). The lower bound for objective is derived as follows:
27|r‘max

(1=79)?

The RHS of Inequality 2] provides the lower bound for the objective function defined in Equation 1]
where the first term represents the expected return of policy 7 under the mixture dynamics P™, while
the second term denotes the weighted sum of deviations of P™ from both P° and P*. Motivated
by Theorem[I] we turn to maximizing the RHS of Inequality 2] to concurrently improve both the
average and worst-case performance. Therefore, the primal problem in Equation [T]is equivalently
reformulated to a surrogate problem where we expect to identify an optimal policy with the maximal
lower bound, represented as

7 = argmax max n(m, P™) — (d(P™||P°) + ad(P™||P")); 3)
remn  PmeEP

n(m, P°) + an(m, P*) > (1 + a)n(m, P™) — (d(P™[[P?) + ad(P™[[P7))  (2)

The objective of this optimization problem is to maximize the return by updating both the policy
and the mixture dynamics controlled by robustness weight «, given the nominal and worst-case
dynamics. Furthermore, the second term in Equation [3|can be viewed as a constraint that penalizes
the deviations between environments, resulting in a constrained optimization problem written as
7 = arg max, cq{maxpmcp n(m, P™) : d(P™||P°)+ad(P™||P") < p'}, where p’ € [0,1+a].
However, this constraint renders the constrained form of Equation [3|impractical to solve. Instead,
a heuristic approximation is used for this constraint, which considers the TV distance at each
state-action pair, leading to an uncertainty set for the mixture dynamics:

Pm = ®(s,a)€$><A7D.;r,La; P:,La = {Ps,a € A(S) : DTV(Ps,aHPsO,a) + aDTV(Ps,a |P5“,Ja) < PI}- (4)

The uncertainty set P satisfies the rectangularity condition Iyengar|(2005). To solve the constrained
optimization problem, we carry out an iterative procedure which searches for the associated mixture
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Figure 2: Implementations of the AR2L algorithm. Left: The exact AR2L algorithm requires to
learn a mixture-dynamics model to generate problem instances for the training of the packing policy.
Right: The approximate AR2L algorithm relies on the samples from both the nominal dynamics and
the permutation-based attacker to estimate adjustable robust values of the packing policy.

dynamics for the policy evaluation, and improves the policy under the resulting mixture dynamics.
Therefore, we define the adjustable robust value function as V™ = sup pmcpm V" T " for the policy
evaluation. And the adjustable robust Bellman operator 7, can be defined as

TV (8) = Earn[r(s,a) + B su17:)) Egnpm (Vr(sh)])- %)
0 €PN :

The adjustable robust Bellman operator assumes both the nominal and worst-case dynamics corre-
sponding to 7 are available for constructing the uncertainty set P"*. Unlike the traditional robust
Bellman operator (Iyengar, [2005) designed for the minimal value, our proposed operator focus on
maximizing the value of a given policy by updating the mixture dynamics. Meanwhile, to avoid the
optimistic evaluation, the uncertainty set for the mixture dynamics used in Equation [I3]is constrained
with regard to both nominal and worst-case environment. Following policy evaluation, the policy
is improved using samples drawn from the mixture dynamics. In addition, the following theorem
guarantees that 7, can facilitate the convergence of the value function to a fixed point.

Theorem 2. For any given policy w and its corresponding worst-case dynamics P", the adjustable
robust Bellman operator T, is a contraction whose fixed point is V. The operator equation
TV = VI has a unique solution.

Exact AR2L Algorithm. The AR2L algorithm evaluates and improves policies based on the mixture
dynamics that exists in the neighborhoods of both the nominal and worst-case scenarios. However,
this algorithm remains impractical since the adjustable robust Bellman operator defined in Equation|I3)
involves computing the expectations w.r.t. all models in the uncertainty set P™. This potentially
results in high computational complexity. Inspired by the classic RARL algorithm (Pinto et al.,
2017) which trains a robust policy utilizing perturbations injected by a learned optimal adversary,
we propose an iterative training approach that involves training a mixture-dynamics model 7,y
alongside the packing policy m,.x and the permutation-based attacker mpe,m, to obtain the exact
AR2L algorithm. The mixture-dynamics model is corresponding to the mixture dynamics, and it
permutes the observable item sequences B; to B} based on observed packed items C;. As illustrated

in Figure , such a model receives the same reward as the packing policy (r* = 7P ack) Based
on Equation [3] the mixture-dynamics model strives to maximize the return under a given policy,
while also penalizing deviations between dynamics. As P™ and P" have the same form with the
same underlying item distribution p;, we can only measure the discrepancy between P™ and P" by
evaluating the deviation between mix and mperm. In practice, the Kullback-Leibler (KL) divergence
is adopted to constrain the deviation between distributions. Thus, the training loss is

‘Cmix = _77(7Tpack7 7rmix) + (DKL(’]TmixHIL{x:bt_,_lyl}) + aDKL (ﬂ—mixHﬂ—perm))v (6)

where D, is the KL divergence, and 1,—, . |} denotes the indicator function. Thus, the mixture-
dynamics model is optimized by minimizing both the DRL loss (the first term) and the distance
loss (the second term). Based on this, the exact AR2L algorithm iterates through three stages to
progressively improve the packing policy. First, the permutation-based attacker is optimized for a
given packing policy, as is done in RARL. Next, the mixture-dynamics model 7,y is learned using
the loss function defined in Equation [f] Finally, the packing policy is evaluated and improved using
problem instances that are permuted by ,ix.



Approximate AR2L Algorithm. Training the mixture-dynamics model in exact AR2L introduces
additional computation to the entire framework. We thus propose the approximate AR2L algorithm,
which uses samples from both the nominal and worst-case dynamics to estimate adjustable robust
values for the policy iteration as shown in Figure[2(b)] Inspired by REMDP (Ho et al.| 2022} Panaganti
et al.| 2022)), we use the dual reformulation of the adjustable robust Bellman operator, as given below.

Proposition 1. The policy evaluation of AR2L can be formulated as a constrained optimization
problem. The objective is to maximize the value function over the uncertainty set P™, subject to the
constraint defined in Equationd} By representing the TV distance using the f-divergence (Shapiro|
2017)), the adjustable robust Bellman operator T, given in Equation|l3|can be equivalently written as

TV (5) = Banrlr(s,0) + —— inf  (Bynpo [VI(s) = pu(s)] o+
1+ o Apspz,n o (7)

aByopu, [V (s") = p2(s")]4+ + p+ Ap(1 + )],

where [x]4 denotes max{x,0}, p11(s) and us(s) are Lagrangian multipliers for each s € S; |1 =
11(8) + apa(s) holds for each s € S, and \ = max{V(s) — p1(s), V.7 (s) — pz2(s),0}.

The approximate AR2L algorithm eliminates the requirement of using samples from the mixture
dynamics for policy evaluation, yet it introduces estimation errors into the process. In practice, this
results in mild performance degradation and sometimes unstable learning. Nevertheless, it remains
valuable as the approximate AR2L still demonstrates superior performance compared to REMDP.

In order to implement the AR2L algorithm, we opt to use the PPO algorithm (Schulman et al., [2017)
to train packing policy mpack, permutation-based attacker mperm and mixture-dynamics model 7.
The packing policy is implemented using the PCT method (Zhao et al., 2022a) to accommodate the
continuous solution space. All of the relevant implementation details, pseudocode for the algorithms,
and both derivations and proofs are included in the Appendix.

S Experiments

Training and Evaluation Settings In the online 3D-BPP setting, the container sizes S, d € {z,y, 2}
are equal for each dimension (S* = SY = S?), and the item sizes s¢,d € {x,y, z} are limited to no
greater than S¢/2 to create more complex scenarios. The stability of each item is checked based on
constraints used in (Zhao et al.,|2022alb)). Moreover, we adopt two different popular settings used
in (Zhao et al.| [2022alb) for training DRL-based policies. In the discrete setting, where item sizes are
uniformly generated from a discrete set, i.e., s € {1,2,3,4,5}, resulting in a total of 125 types of
items, and the container size S¢ is fixed at 10. In the continuous setting, the container size S’ d is set
to 1, and item sizes s¢,d € {x,y} follow a continuous uniform distribution U(0.1,0.5); and s~ is
uniformly sampled from a finite set {0.1,0.2,0.3,0.4,0.5}. Then, discrete and continuous datasets
are created following instructions from the two aforementioned training settings to evaluate both
heuristic and DRL-based methods. Each dataset consists of 3,000 problem instances, where each
problem instance contains 150 items. We use three metrics to evaluate the performance of various
packing strategies: Uti. represents the average space utilization rate of the bin’s volume; Std. is the
standard deviation of space utilization which evaluates the algorithm’s reliability across all instances;
Num. evaluates the average number of packed items.

5.1 Algorithm Robustness under Permutation-based Attacks

In our experiment, we evaluate the robustness of six heuristic methods, including deep-bottom-left
(DBL) method (Karabulut and Inceoglu, 2005), best-match-first (BMF) method (Li and Zhang| |2015)),
least-surface-area heuristics (LSAH) (Hu et al.||2017), online bin packing heuristics (OnlineBPH) (Ha
et al., 2017), heightmap-minimization (HMM) method (Wang and Hauser, [2019) and maximize-
accessible-convex-space (MACS) method (Hu et al.;2020). For the DRL-based methods, we evaluate
the constrained deep reinforcement learning (CDRL) (Zhao et al.,|2021)) algorithm, and the packing
configuration tree (PCT) method (Zhao et al.| 2022a). We train specific permutation-based attackers
for each of them. Since the capacity of the permutation-based attacker is highly related to the number
of observable items of the attacker, we choose N = 5, 10, 15, 20 to obtain different attackers. Given
that the number of observable items for the packing policy is typically limited to the first item in most
methods, except for PCT, we can establish a consistent approach by setting the number of observable
items for the packing policy to 1 in this case.



Table 1: The performance of existing methods under the perturbation in the discrete setting.
Np =5 N =10 N =15 N =20 w/o attack
Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num.

DBL 404 143 184 285 16.1 139 260 149 149 213 126 85 63.6 119 258
BMF 469 11.5 21.0 409 122 222 38.6 129 21.1 3377 119 22.1 62.0 9.2 248
LSAH 46.0 10.1 203 422 113 209 386 11.0 194 356 11.8 21.3 60.9 109 24.6
OnlineBPH 47.1 21.0 19.8 44.0 18.9 22.8 29.8 185 14.6 224 127 141 64.1 89 258
HMM 49.1 11.1 225 465 13.8 225 434 13.0 214 404 10.0 24.1 56.1 104 22.6
7.0
9

Methods

MACS 430 9.7 219 408 9.0 248 39.0 98 237 383 9.0 270 53.0 10.8 21.5
CDRL 615 7.8 279 561 69 287 546 7.6 313 51.0 7.1 299 741 7.3 29.1
PCT 63.6 99 273 587 113 258 509 13.1 25.6 40.5 153 21.8 76.6 6.0 30.0

Table |1] presents the performance of various methods under perturbations from corresponding
permutation-based attackers in the discrete setting. We can observe that though the HMM al-
gorithm does not perform the best in the nominal scenario compared to other heuristic methods, it
exhibits superior performance under attackers with different attack capacities. By comparison, the
DBL method is the most vulnerable heuristic method. As attack capabilities increase, the CDRL
algorithm demonstrates greater robustness compared to the PCT method, consistently achieving a
higher average number of packed items with smaller variance of volume ratio. It is worth noting that
the larger the value of Np is, the more the performance can be degraded for all methods, indicating
that harder problem instances can be explored by increasing the value of Np. In addition, the
number of packed items does not necessarily decrease as attack capacity increases. This is because
permutation-based attackers aim to minimize space utilization, which means they may select smaller
items to make the packing problem more challenging for the packing policy.

5.2 Performance of AR2L Algorithm

We then benchmark four other RL algorithms compatible with online 3D-BPP tasks, which in-
clude packing configuration tree (PCT) (Zhao et al.l [2022a)) method, the CVaR-Proximal-Policy-
Optimization (CPPO) (Ying et al.,|2022) algorithm, the robust adversarial reinforcement learning
(RARL) algorithm (Pinto et al., | 2017), and the robust f-divergence MDP (RfMDP) (Ho et al., 2022;
Panaganti et al.|2022). The PCT algorithm serves as the baseline method and is used as the packing
policy for all other methods in our implementations. The CPPO algorithm trains the packing policy
with worst-case returns as a constraint, which can potentially improve both average and worst-case
performance. The RARL algorithm is the baseline model for the exact AR2L algorithm due to its
reliance on worst-case samples from the attacker. Likewise, the REMDP framework serves as the
baseline model for the approximate AR2L algorithm because it involves approximating values of the
unknown dynamics. As both the exact AR2L (ExactAR2L) algorithm and the approximate AR2L
algorithm (ApproxAR2L) can develop policies with different levels of robustness by adjusting the
value of o, we choose ae = 0.3, 0.5, 0.7, 1.0 to explore the relationship between « and policy robust-
ness. Furthermore, we use different attackers with varying attack capabilities (Np = 5, 10, 15, 20) to
investigate the robustness of packing policies. It is important to note that in this scenario, the packing
policy is permitted to observe the same number of items as its corresponding attacker. During testing,
we construct mixture datasets by randomly selecting 5% nominal box sequences and reordering
them using the learned permutation-based attacker for each packing policy. The empirical results
in the continuous setting are included in the Appendix. Since we implement PCT with different
training configurations, we conducted a comparison between our implementation and the official
implementation in the Appendix.

Uti. Table [2] presents the results of evaluating multiple robust methods on various datasets that
differ in the number of problem instances perturbed by different attackers. We denote the different
values of o used by the ExactAR2L algorithm as ExactAR2L(«), and similarly for ApproxAR2L(c).
The results unequivocally indicate that the ExactAR2L algorithm, when employed with a higher
value of «, exhibits superior performance on nominal cases and competitive robustness in terms
of space utilization when compared to other robust methods. When the value of « is increased, it
allows the packing policy to encounter and learn from more worst-case samples during training. By
experiencing a wider range of adversarial situations, the packing policy can better adapt to mitigate
the impact of attackers, enhancing its overall robustness. However, ExactAR2L cannot consistently
improve its average performance across all the settings with different values of Nz. For the scenario



Table 2: The performance of robust methods under the perturbation in the discrete setting.

Methods B =0 B =25 B =50 B =175 £ =100
Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num.
PCT 762 6.8 299 736 79 299 706 9.2 285 675 9.1 278 649 82 271
CPPO 755 69 296 73.1 8.0 29.0 707 84 285 679 82 279 652 73 274
RARL 746 62 292 73.1 73 292 708 84 29.0 678 84 284 66.7 8.1 285

ExactAR2L(0.3) 763 6.6 29.8 73.8 85 29.6 71.0 9.1 292 675 96 284 645 94 277
9 ExactAR2L(0.5) 765 7.1 30.1 735 88 294 705 104 288 68.2 103 28.1 653 100 27.6
I ExactAR2L(0.7) 768 6.1 30.1 744 777 297 71.1 89 29.1 688 9.7 287 663 86 285
o ExactAR2L(1.0) 774 65 302 743 93 295 720 95 290 695 100 284 665 87 279
Z RfMDP 755 67 296 71.8 98 288 69.6 94 285 67.1 9.0 280 639 81 273

ApproxAR2L(0.3) 753 63 296 726 7.7 289 700 86 284 664 97 276 632 95 269

ApproxAR2L(0.5) 76.1 5.8 29.8 726 84 290 698 99 284 673 9.6 2717 647 88 274

ApproxAR2L(0.7) 769 5.7 300 737 80 29.1 716 85 287 682 84 278 652 79 270

ApproxAR2L(1.0) 76.5 6.5 30.1 734 89 292 708 93 286 684 93 280 657 85 275

PCT 764 66 299 706 124 285 65.1 145 273 61.4 148 264 557 129 252
CPPO 756 72 298 70.7 11.6 28.6 662 127 21.7 623 129 269 574 114 258
RARL 743 72 294 711 87 290 692 85 287 656 86 280 633 82 277

ExactAR2L(0.3) 765 59 299 71.5  12.1 289 66.8 140 27.8 629 141 270 592 127 264
ExactAR2L(0.5) 77.6 58 303 731 102 295 68.0 13.1 288 640 127 280 597 102 274
ExactAR2L(0.7) 774 56 302 731 97 295 69.5 112 289 65.6 11.1 28.1 623 97 274
o ExactAR2L(1.0) 760 7.0 298 724 97 300 703 94 303 66.7 93 303 638 8.0 306
z, RfMDP 744 72 297 705 114 287 657 143 28.0 60.8 144 268 559 125 259
ApproxAR2L(0.3) 76.1 59 297 705 125 288 66.1 146 282 613 145 272 557 11.8 262
ApproxAR2L(0.5) 762 59 299 721 11.7 292 669 147 28.1 62.1 150 269 56.1 13.6 255
ApproxAR2L(0.7) 73.0 7.0 288 70.1 95 292 654 11.1 284 61.0 107 279 562 84 271
ApproxAR2L(1.0) 73.6 6.8 289 693 10.7 292 66.1 11.8 293 619 116 294 571 91 298

=10

PCT 76.8 69 299 69.4 154 28.1 62.0 183 263 552 182 243  48.6 147 225
CPPO 752 77 293 699 13.1 282 63.8 152 268 580 157 252 523 133 239
RARL 732 72 287 703 9.1 287 672 109 284 631 124 280 587 11.0 275

ExactAR2L(0.3) 76.8 6.4 30.1 714 114 293 653 13.8 284 597 140 273 534 11.6 265
ExactAR2L(0.5) 77.7 58 303 720 119 293 68.0 138 288 612 154 272 550 133 260
ExactAR2L(0.7) 76,5 7.5 300 715 134 290 664 148 280 62.0 145 267 563 123 25.6
o ExactAR2L(1.0) 766 54 300 717 108 294 677 123 290 633 119 282 585 Il.1 276
2z, RfMDP 73.6 80 290 684 128 29.1 622 150 289 582 147 292 541 125 296
ApproxAR2L(0.3) 754 73 29.5 699 123 294 655 135 292 593 132 280 545 106 275
ApproxAR2L(0.5) 752 64 29.6 699 106 295 652 119 295 60.1 109 292 551 6.8 294
ApproxAR2L(0.7) 746 75 292 702 103 29.1 650 119 288 606 115 28.6 558 80 28.6
ApproxAR2L(1.0) 735 7.5 29.1 69.1 102 290 650 124 293 604 116 290 558 88 292

=15

PCT 770 55 30.1 68.4 17.0 28.6 59.7 193 27.0 509 182 255 419 122 242
CPPO 741 75 292 66.7 162 279 59.1 185 265 532 17.3 253 458 13.6 240
RARL 720 64 284 686 94 29.1 64.6 106 293 61.7 100 30.0 587 84 304

ExactAR2L(0.3) 767 6.7 300 70.8 133 294 656 158 289 594 163 28.0 527 143 274
ExactAR2L(0.5) 76.8 6.2 30.1 70.0 143 302 64.7 158 305 60.0 153 30.6 544 133 308
ExactAR2L(0.7) 763 6.1 300 711 114 296 662 141 293 619 142 292 570 123 288
n ExactAR2L(1.0) 761 73 300 709 11.8 294  66.7 127 290 628 126 286 585 103 282
2z, RfMDP 738 7.0 290 694 11.0 266 647 133 242 59.4 151 215 544 130 192
ApproxAR2L(0.3) 76.1 6.1 298 703 12.1 304 641 141 308 577 123 31.0 517 6.7 315
ApproxAR2L(0.5) 750 7.6 29.5 70.1 122 30.1 639 154 305 58.8 144 30.7 53.1 11.7 31.1
ApproxAR2L(0.7) 74.1 69 290 689 10.8 293 640 119 30.0 594 113 304 541 7.1 305
ApproxAR2L(1.0) 734 82 289 682 132 287 65.6 139 290 619 146 289 57.6 129 288

=20

where Np = 5, the distribution deviation between the perturbed data and the nominal data (3 = 0)
is comparatively minimal. This indicates that increasing the value of o and incorporating more
challenging instances into the training settings of the nominal dynamics is an acceptable approach.
By doing so, the generalization of the model can be enhanced, allowing it to handle a wider range
of scenarios. However, the distribution deviation between the perturbed data and the nominal data
(8 = 0) increases as the number of observable items increases. In such cases, it becomes less desirable
to significantly increase the value of a. As a result, in the cases of Np = 10 and Np = 15 under
8 =0, ExactAR2L tends to favor o = 0.5. Furthermore, in the scenario of Ng = 20, ExactAR2L
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Figure 3: B(a)|3(b)| depict the learning curves of robust RL algorithms for nominal problem instances.
B(©)|B(d)] show the influence of p on the performance of the ApproxAR2L algorithm.



cannot outperform PCT due to the larger distribution deviation caused by the increased number of
observable items of the attacker. In a word, by including perturbed data with a small deviation from
the nominal data during training, the enhanced generalization leads to the performance improvement
in nominal cases (8 = 0). Conversely, the large distribution deviation between the perturbed data
and the nominal data can degenerate the performance in nominal cases, as indicated by the RARL
algorithm. We also observe that as the value of 3 increases, the ExactAR2L algorithm tends to favor a
larger value of o. Furthermore, the ApproxAR2L algorithm exhibits a similar performance tendency
in both nominal and worst-case scenarios as the ExactAR2L algorithm. Due to the introduced value
estimation error, the ApproxAR2L algorithm cannot perform as well as the ExactAR2L algorithm.
Despite this, the ApproxAR2L algorithm still performs better than its baseline model, the REMDP
algorithm. Additionally, as demonstrated in Figures the ExactAR2L algorithm can learn
faster than other robust RL algorithms.

Std. As shown in Table[2] ExactAR2L demonstrates its superiority over PCT with smaller Std. in
17 tasks, while producing a slightly larger Std. in 3 tasks. Thus, ExactAR2L can indeed improve
the robustness. Furthermore, we observe when Np = 5,10, ExactAR2L tends to choose o =
0.7 for smaller Std.. On the other hand, for Ng = 15,20, ExactAR2L favors a = 1.0. Since
ExactAR2L is trained on both nominal and worst-case dynamics, while RARL is trained only on the
worst-case dynamics, the ExactAR2L policy is less conservative than the RARL policy. While the
conservativeness may result in smaller Std. in most tasks, it produces worse results in terms of Uti.
under the nominal dynamics. It is worth noting that the value of Std. from ExactAR2L is the closest
to that of RARL. This observation shows ExactAR2L can trade off between conservative and risky
behavior, as the Std. from ExactAR2L is between that of RARL and PCT. Similarly, ApproxAR2L is
less conservative than RFTMDP, which causes ApproxAR2L cannot achieve a smaller Std. in all tasks.

Nwum. The ExactAR2L(1.0) algorithm can pack more items in 17 tasks compared to PCT, and shows
a slight drop in 3 tasks, where the average drop is 0.2. We found that to pack more items, ExactAR2L
consistently favors o = 1.0 across various tasks. Compared to RARL, ExactAR2L(1.0) can pack
at least the same number of items in 16 tasks. Thus ExactAR2L(1.0) can produce competitive
results compared to RARL and PCT in terms of Num.. Compared to the baseline method REMDP,
ApproxAR2L(0.5) can pack more items in 16 tasks, and shows a slight drop in only 4 tasks, where
the average drop is 0.25.

Hyperparameter Configurations. Based on observations from Table [2] o = 1.0 is the best choice
for ExactAR2L across different test settings. When 8 = 50, 75, ExactAR2L(1.0) performs the
best compared to baselines and ExactAR2L with other values of « (with a slight drop compared
to ExactAR2L.(0.7) when 8 = 50, Ng = 15). If 8 = 100, ExactAR2L(1.0) can still produce
competitive results compared to RARL and significantly outperforms PCT. When 8 = 25, although
a = 1.0 is not the optimal choice, ExactAR2L(1.0) can still outperform other baselines. When 3 = 0,
ExactAR2L(1.0) significantly outperforms RARL, and the slight drop compared to PCT is acceptable,
as our goal is to improve the robustness while maintaining average performance at an acceptable level.
p is only used in Approx AR2L algorithm. As shown in Figures 3(c)|3(d)} we choose different values
of p in different settings. We found that p = 0.1 is a trustworthy choice for ApproxAR2L. Based on
the observations from Table [2]and Figures we conclude that p = 0.1 and « = 0.5 are the
best choice for ApproxAR2L, as it outperforms its corresponding baseline in almost all the tasks.

6 Conclusions and Limitations

In this work, we propose a novel reinforcement learning approach, Adjustable Robust Reinforcement
Learning (AR2L), for solving the online 3D Bin Packing Problem (BPP). AR2L achieves a balance
between policy performance in nominal and worst-case scenarios by optimizing a weighted sum of
returns. We use a surrogate task of identifying a policy with the largest lower bound of the return
to optimize the objective function. We can seamlessly bridge AR2L into the RARL and REMDP
algorithms to obtain exact and approximate AR2L algorithms. Extensive experiments show that the
exact AR2L algorithm improves the robustness of the packing policy while maintaining acceptable
performance, but may introduce additional computational complexity due to the mixture-dynamics
model. The approximate AR2L algorithm estimates values without samples from the mixture
dynamics, yet performance is not up to our exact AR2L agent due to the existence of estimation
error. Though our AR2L framework is designed for online 3D-BPP, it can be also adapted to other
decision-making tasks. We will investigate more efficient and generalizable AR2L framework.
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A Appendix

A.1 Experiment

In addition to results in the discrete setting presented earlier in the main texts, this section focuses
on introducing additional results in the continuous setting. For the continuous setting, the container
size S% d € {x,y,z} is fixed at 1, and the sizes of items s¢,d € {z,y} follow a continuous
uniform distribution U (0.1, 0.5). To prevent impractical scenarios where packed items cannot form
a supportive plane for incoming items, the s* dimension of each item is uniformly sampled from a
finite set of values {0.1,0.2,0.3,0.4,0.5} (Zhao et al.|[2022a). Likewise, Each dataset consists of
3,000 problem instances, where each problem instance contains 150 items. We use three metrics to
evaluate the performance of various packing strategies: Uti. represents the average space utilization
rate of the bin’s volume; Std. is the standard deviation of space utilization across all instances; Num.
evaluates the average number of packed items. In the field of online 3D-BPP (Zhao et al., 2021}
2022aj; Song et al.,|[2023), the standard deviation of space utilization across a large number of
problem instances (>1,000) is commonly used to assess the reliability and stability of a solver,
rather than the error bar generated from multiple experiment runs (Kim et al., 2022; |Choo
et al., 2022 |Qiu et al., 2022). In addition, all the models are developed using PyTorch (Paszke
et al.,[2017) and trained on a Nvidia RTX 3090 GPU and an Intel(R) Xeon(R) Gold 5218R CPU @
2.10GHz.

A.1.1 Algorithm Robustness under Permutation-based Attacker

In the continuous setting, we conduct empirical evaluations to assess the robustness of four heuristic
methods: deep-bottom-left (DBL) method (Karabulut and Inceoglu, [2005), best-match-first (BMF)
method (Li and Zhang|, 2015)), least-surface-area heuristic (LSAH) (Hu et al.l|2017)), and online bin
packing heuristics (OnlineBPH) (Ha et al.,|2017). In addition, we evaluated the packing configuration
tree (PCT) algorithm (Zhao et al.l 2022a) for the DRL-based methods, as other DRL-based methods
are limited to spatially discretized grid world. We also evaluate the robustness of each algorithm
under varying attack capabilities by selecting different values for Np, including 5, 10, 15, and 20.
Since except PCT, other methods can observe only the first item in the item sequence at each time
step, the observable number of items of each packing strategy is fixed at 1 to ensure a fair comparison
between these packing strategies.

Table [I|displays the performance of different packing strategies against permutations generated
by their corresponding permutation-based attackers. We can see that the LSAH algorithm exhibits
superior space utilization performance across various experimental settings with different values of
Np, even though it does not perform as well as the OnlineBPH and DBL algorithms in the nominal
dynamics. In contrast, the BMF method is the most susceptible to attacks across all settings with
varying numbers of observable items used by permutation-based attackers. With the increase of the
attack capability, the PCT algorithm consistently outperforms the heuristic methods in terms of space
utilization and the number of packed items, which can be attributed to its generalizability across a
large number of problem instances. Similar to the results in the discrete setting, increasing the value
of Np results in more performance degradation for all methods, which suggests an opportunity to
explore more challenging problem instances, and to design proper robust algorithms accordingly.

Table 1: The performance of existing methods under the perturbation in the continuous setting.
N =5 Np =10 Np =15 N =20 w/o attack
Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num.

DBL 37.8 87 173 307 83 16.1 27.1 65 161 230 7.0 159 483 10.5 18.6
BMF 275 86 133 21.6 73 125 174 65 120 141 47 11.0 421 82 164
LSAH 38.7 109 167 369 9.1 172 332 100 163 27.1 84 176 475 8.6 184
OnlineBPH 33.8 11.6 153 302 74 165 264 7.2 162 233 6.8 156 49.1 9.7 19.0
PCT 47.7 84 204 390 8.7 185 364 95 188 304 88 179 656 8.7 250

Methods

Figure[T]depicts item distributions under perturbations from different attackers using PCT packing
policies in the discrete setting. Since the sizes s¢ of items follow a uniform discrete distribution, the
frequency of the sampled sizes are approximately equal, as illustrated in the leftmost bar chart in
Figure|l} It is apparent that as the number of observable items of the attacker increases, the attacker
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Figure 1: Item distributions in discrete settings with varying values of N for different attackers.

tends to select smaller items. Furthermore, as the attack capability increases, the underlying item
distribution undergoes more significant changes. Therefore, in our setting, restricting the number of
observable items is a practical approach to create permuted new problem instances that are closer to
challenging real-world scenarios, as opposed to allowing an unlimited number of observable items.

In Figure 2} the item distributions from time step 1 to time step 20 are illustrated over different
problem instances under perturbations from different attackers, using PCT packing policies in the
discrete setting with Np = 15, 20. These item distributions not only partially reflect the problem
instance distribution, but also reveal the preference of the attacker at each time step. At the beginning,
the attacker favors items with smaller sizes, but as the time steps increase, it tends to sample items
uniformly. This variation tendency illustrates the behavior of the attacker. However, it does not
necessarily imply that rearranging the item sequence in ascending order based on item volumes
would be an optimal or even effective attack. As selecting smaller items intuitively reduces the
likelihood of forming supportive planes for future incoming items, attackers tend to choose smaller
items to minimize the space utilization of the packing policy. Therefore, essentially, the attacker
aims to select items that cannot be used to construct a supportive plane, rather than blindly choosing
smaller items. This also explains why the probability of larger items in the beginning phase does
not decrease to zero in Figure 2] As shown in Figure 3] we use a toy example to demonstrate that
rearranging the item sequence in ascending order based on item sizes would not be an optimal or
even effective attack. In this example, the container sizes S, d € {x,y, z} are set to 2, and the
item sequence consists of four items, denoted as B = {b*, b2, b3, b*}. The sizes of the items are as
follows: b' = (1 x 2 x2),b%2 =b> = (1 x 1 x 1), and b = (1 x 1 x 2). We generate a new item
sequence B’ = {b% b3, b* b} by rearranging B in ascending order based on item sizes. However,
this rearrangement is not an effective attack since the optimal solution can still be obtained using a
packing strategy. By comparison, moving both b' and b* from B to the middle between b? and b3
results in B”, which is an effective attack for achieving minimal space utilization. In such a case, the
packing agent cannot pack b' into the container at the third time step.

A.1.2 Performance of AR2L Algorithm

In the continuous setting, we benchmark four other RL algorithms that are adaptable to online 3D-BPP,
including the packing configuration tree (PCT) (Zhao et al,[2022a) method, the CVaR-Proximal-
Policy-Optimization (CPPO) (Ying et al 2022) algorithm, the robust adversarial reinforcement
learning (RARL) (Pinto et al.| 2017)) algorithm, and the robust f-divergence MDP (RfMDP)
et all, 2022} [Panaganti et al., 2022)) algorithm. Since both the exact AR2L (ExactAR2L) and
approximate AR2L (ApproxAR2L) algorithms can adjust the value of « to develop policies that
vary in their level of robustness, we use different values of @ = 0.3,0.5,0.7,1.0 to explore the
robustness trends with varying values of « in this setting. Likewise, we construct mixture datasets by
randomly selecting 5% nominal box sequences and rearranging them using the learned corresponding
permutation-based attacker for each packing policy.

U'ti. Table2]displays the performance of different robust methods that are compatible with online
3D-BPP on datasets with varying number of challenging problem instances in the continuous setting.
ExactAR2L(«) represents the ExactAR2L algorithm taking different values for «, and similarly
for ApproxAR2L(«). In the continuous setting, increasing the value of « can lead to ExactAR2L
producing more robust policies against their corresponding permutation-based attackers, as the
larger value of o provides more worst-case problem instances during the training of the packing
policy. However, they cannot consistently improve their performance on the nominal dynamics. As
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the number of observable items of the attacker increases, there is a corresponding increase in the
distribution deviation between the perturbed data and the nominal data (3 = 0). For the scenario when
Np = 5,10, the distribution deviation is comparatively small. Thus, it is acceptable to incorporate
more challenging instances by increasing the value of a to 0.7. This adjustment will further enhance
the generalization of the model and lead to improved performance in terms of space utilization
compared to PCT. By comparison, in the cases of Np = 15 and Np = 20, ExactAR2L tends to favor
a = 0.3 to produce satisfactory performance for 5 = 0. Thus, by incorporating the perturbed data
with small deviation from the nominal data during training, the generalization of the packing policy
can be enhanced, leading to the performance improvement. But the larger deviation can degenerate
the performance of the packing policy on the nominal datasets, as demonstrated in RARL. Likewise
to the tendency in discrete setting, the ExactAR2L algorithm prefers the larger value of « as the value
of /3 increases. Furthermore, due to the value estimation error, Approx AR2L cannot perform as well
as its exact counterpart in most of tasks under the continuous setting. However, to our surprise, we
observed that in the case of Np = 5, ApproxAR2L surpasses its corresponding exact counterpart
in terms of performance. This could be attributed to the relatively small estimation error resulting
from the small deviation in dynamics in this setting, where removing the mixture-dynamics model
results in a more stable learning process compared to the exact algorithm. In the remaining tasks,
the estimation error in ApproxAR2L can result in more unstable learning, which makes the trend in
performance across different values of « less clear compared to the ExactAR2L algorithm.

Std. As shown in Table in almost all tasks, ExactAR2L with a larger value of a (¢ = 1.0) exhibits
superiority over PCT in terms of Std.. Thus, ExactAR2L can indeed improve the robustness in
the continuous setting. However, it should be noted that ExactAR2L does not consistently yield
smaller values of Std. compared to RARL. This is because the ExactAR2L policy tends to be less
conservative than the RARL policy in the majority of tasks. Likewise, ApproxAR2L algorithm
prefers larger value of « to consistently achieve smaller Std. in different tasks.

Nwum. In comparison to PCT, the ExactAR2L(1.0) algorithm demonstrates the ability to pack more
items in 19 tasks, with a minor decrease observed in 1 task. However, when compared to RARL, the
ExactAR2L(1.0) policy only outperforms in 9 tasks. This discrepancy can primarily be attributed
to the performance drop observed in the worst-case dynamics of the ExactAR2L algorithm. The
ApproxAR2L policy tends to prefer o« = 0.7 over the REMDP policy when it comes to packing more
items across all the tasks.
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Table 2: Performance of robust methods under the perturbation in the continuous setting.

Methods B8 =0 B =25 B =50 B =175 £ =100
Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num. Uti.(%) Std. Num.
PCT 654 9.8 248 60.6 12.0 23.6 564 11.7 22.6 524 115 217 486 74 210
CPPO 65.0 10.7 247 603 132 235 56.6 123 226 527 126 218 478 88 205
RARL 65.7 109 25.1 62.1 120 244 574 11.7 235 537 113 227 50.8 88 222

ExactAR2L(0.3) 659 88 253 61.6 10.7 242 577 105 233 535 115 224 489 7.7 213
9 ExactAR2L(0.5) 660 9.0 250 616 113 240 569 107 23.0 538 105 225 499 72 216
Il ExactAR2L(0.7) 67.0 9.8 25.5 624 126 242 57.8 115 23.1 547 107 222 501 73 21.1
o ExactAR2L(1.0) 66.7 9.6 254 626 113 246 579 103 23.6 551 100 23.1 503 6.0 221
Z RfMDP 629 104 240 572 133 227 524 125 21.6 487 124 209 433 86 197
ApproxAR2L(0.3) 663 9.1 25.1 625 11.8 243 573 119 23.0 525 11.7 220 482 7.6 21.1
ApproxAR2L(0.5) 67.1 85 255 624 11.6 24.1 580 114 23.0 538 114 221 49.1 7.6 209

ApproxAR2L(0.7) 674 88 256 633 109 246 584 110 235 541 116 225 495 81 212
ApproxAR2L(1.0) 643 94 246 607 110 236 572 110 229 534 111 221 497 81 214
PCT 653 9.6 248 589 150 234 531 154 222 480 154 212 414 94 197
CPPO 655 105 249 590 151 239 523 150 227 461 140 217 399 68 207
RARL 634 9.1 241 586 121 236 547 122 233 505 113 229 459 70 225
ExactAR2L(0.3) 655 9.5 248 585 141 234 522 143 2201 465 133 211 402 67 199
ExactAR2L(0.5) 665 8.8 253 595 148 238 541 148 226 479 144 213 411 82 199

=10

ExactAR2L(0.7) 67.8 9.0 258 61.8 139 247 552 156 232 494 148 220 430 9.6 207
n ExactAR2L(1.0) 659 95 250 606 13.1 243 544 133 232 506 126 227 453 79 221
z, RfMDP 625 87 238 55.6 135 223 50.0 134 213 452 129 205 392 79 192
ApproxAR2L(0.3) 65.5 10.0 249 583 150 235 514 141 220 461 127 21.1 407 75 202
ApproxAR2L(0.5) 65.8 9.2 249 599 143 237 541 152 224 482 146 21.1 40.8 84 194
ApproxAR2L(0.7) 66.8 8.1 255 59.7 142 236 538 149 222 483 153 209 420 99 194
ApproxAR2L(1.0) 64.7 7.2 24.6 585 125 237 532 13.0 23.1 473 126 223 426 79 219

PCT 658 10.1 250 576 174 233 507 175 21.8 427 164 20.1 359 108 185
CPPO 64.6 102 24.6 574 17.1 23.1 500 179 212 422 177 195 335 104 17.6
RARL 627 87 239 57.0 127 239 51.6 127 241 465 11.6 24.1 410 62 242

ExactAR2L(0.3) 663 83 252 59.1 150 237 51.6 164 222 451 155 2038 372 84 192
ExactAR2L(0.5) 652 89 2438 583 156 23.6 520 162 225 448 163 21.0 377 11.1 197

=15

ExactAR2L(0.7) 655 94 249 586 15.1 238 524 153 224 457 156 209 39.0 107 195
m ExactAR2L(1.0) 657 10.7 25.1 59.5 154 243 524 162 234 472 152 226 407 102 215
2z, RfMDP 62.8 102 239 553 17.0 225 479 17.8 209 414 17.0 195 345 119 179
ApproxAR2L(0.3) 65.8 93 252 584 165 23.6 504 17.1 21.6 440 162 203 36.5 102 184
ApproxAR2L(0.5) 65.8 88 250 574 16.6 23.6 50.0 172 224 437 157 215 368 92 202
ApproxAR2L(0.7) 65.8 85 249 58.6 152 239 51.6 157 229 451 149 222 377 80 212
ApproxAR2L(1.0) 655 9.3 248 582 152 234 51.6 149 225 454 148 213 382 98 202

PCT 658 10.1 250 57.6 174 233 507 175 219 428 165 20.1 359 108 185
CPPO 64.6 103 24.6 574 17.1 23.1 500 179 212 422 177 195 335 104 17.6
RARL 627 87 239 57.0 127 239 51.6 127 24.1 465 11.6 24.1 410 62 242

ExactAR2L(0.3) 66.9 7.7 253 572 173 232 487 187 21.6 401 165 200 319 85 185
ExactAR2L(0.5) 659 93 249 574 166 232 509 17.1 222 435 17.0 209 350 104 19.1
ExactAR2L(0.7) 65.0 9.1 248 577 16.1 234 499 175 21.8 429 169 205 353 113 187
m ExactAR2L(1.0) 649 92 245 58.1 156 23.6 513 172 224 446 169 213 374 120 199
2z, RfMDP 628 102 239 553 17.0 225 479 178 209 414 17.1 195 345 119 179
ApproxAR2L(0.3) 649 99 247 556 18.6 22,6 472 192 209 398 183 194 309 9.1 173
ApproxAR2L(0.5) 65.8 10.8 250 575 179 237 494 190 224 417 178 21.1 329 89 193
ApproxAR2L(0.7) 66.7 7.7 253 584 167 242 503 18.0 23.0 423 172 219 336 74 203
ApproxAR2L(1.0) 64.8 9.5 248 583 154 242 50.1 17.6 23.1 425 168 21.8 345 87 207

=20

Hyperparameter Configurations. Based on the observations presented in Table [2} it can be
concluded that &« = 1.0 is the optimal choice for achieving a desired balance between policy
performance in both nominal and worst-case scenarios. The ExactAR2L(1.0) algorithm demonstrates
competitive robustness and average performance when compared to both PCT and RARL. Compared
to the baseline method REMDP, ApproxAR2L chooses o = 0.7 for the best performance.

In addition, although the convergence rate is not our primary concern in evaluating the RL algorithm,
we still intend to observe the trend in the learning curves across varying attack capabilities. Our
ExactAR2L algorithm shows greater improvement in terms of convergence rate in both the discrete
and continuous settings as the number of observable items of the attacker increases, as demonstrated

clearly in Figure {3

A.1.3 Visualization Results

Figure [§] shows a qualitative comparison of the visualized bin packing results obtained by the
ExactAR2L, RARL, and PCT policies under the nominal and worst-case dynamics with varying
numbers of observable items Np = 15, 20 in the discrete setting. As shown in Figure the
ExactAR2L algorithm allows more smaller margin spaces in the container to minimize sizes of those
unoccupied spaces. By comparison, the RARL algorithm attempts to create larger spaces, which may
pose a risk of future items not fitting into those spaces. The visualization results of the ExactAR2L
and PCT algorithms under their respective worst-case dynamics are depicted in Figure [8(c)| and
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Figure 4: The learning curves of robust RL algorithms for nominal problem instances with different
values of Np in the discrete setting.
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Figure 5: The learning curves of robust RL algorithms for nominal problem instances with different
values of Np in the continuous setting.

One observation is that attackers designed for packing policies tend to prioritize smaller items at the
beginning, as a majority of smaller items are likely to occur at the bottom of the container. In such a
scenario, the ExactAR2L policy prioritizes the creation of supportive planes for future items, even at
the cost of producing smaller margin spaces.

A.1.4 Baselines Comparisons

Since we implement PCT with different training configurations, we conducted a comparison between
our implementation and the official implementation in this section. We conducted the comparison
of the algorithms in terms of convergence rate across various values of Np, specifically Np =
1,5,10,15,20. To ensure a fair and consistent comparison, we employed the same number of
problem instances during training. Each iteration utilized a fixed rollout length of 30, and we
maintained a constant number of 64 parallel processes throughout the experiments. As shown in
Figure [6] and Figure [7] our results clearly demonstrate that our implementation exhibits a faster
convergence rate across different settings, considering various numbers of observable items.

A.1.5 Practicability of AR2L Algorithm

To validate the practicality of exact AR2L algorithm in real-world scenarios, we directly evaluated
our model without retraining on the Mixed-item Dataset (MI Dataset) (Yuan et al., 2023; Elhedhli
et al.| [2019) which follows the generation scheme proposed by [Elhedhli et al.|(2019) for the realistic
3D-BPP instance generator. MI dataset has 10 thousand items, with 4668 species, and occurrences
vary from 1 to 15. The pallet dimensions is set to the size often used in practice: S* = 120, S¥ = 100,
and 5% = 100. The results are presented in the Table[3] It is evident that in both settings of N = 15

and Np = 20, our exact AR2L algorithm demonstrates superior performance compared to PCT and
RARL across various metrics in the real-world dataset.

Table 3: The performance of PCT, RARL and exact AR2L evaluated on the Mixed-Item Dataset
Methods Np =15 Np =20

Uti.(%) Std. Num. Uti (%) Std. Num.

PCT 48.3 8.5 16.8 48.7 10.1 16.9
RARL 48.8 8.8 16.9 48.8 8.3 16.9
AR2L 50.2 8.5 17.4 529 6.5 18.3
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Figure 6: The training curves of our implementation and the official implementation for PCT in the
discrete setting.
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Figure 7: The training curves of our implementation and the official implementation for PCT in the
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Figure 8: Visualization results of various methods. The space utilization values for each sub-figure
are displayed alongside the respective visualization.
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A.2 Proofs

Lemma 1. [Achiam et al|(2017), Appendix.10.1.1] Given a policy w(-|s), a transition model
P(-|s,a), and an initial state distribution p(s), the discounted state visitation distribution d. p(s)
under policy T can be described as:

drp(s) = (1= y)p(s) +7 > drp(s)m(als")P(s|s',a) (1)

L

Theorem 1. The model discrepancy between two models can be described as d(P*||P?)

max; o Dry (P(:|s,a)||P?(:|s,a)). The lower bound for the newly defined objective is derived as
follows:

2 2 r max

e, P) + o, P¥) 2 (1 apytor, P — 27

(1—79)?

Proof. Given two dynamics models P! (:|s, a) and P2 (s, a), the absolute value of the difference of
returns of a policy 7 can be represented as

(7, PY) = n(m, P?)| = [Egupo [V () = VI (9)]| < By |V () =V (5)],  (3)

(d(P™||P?) + ad(P™[|P*))  (2)

Here, we set AV (s) = VF' (s) — VP’ (s), and it can be transformed as:
AV () = Barr[r(s,a) + 1Byopt (VF ()] = Banr[r(s,0) + 1By p2 (VE (5)))]
= Y EaerByopt (VP (5) = YBann By p2 (V' (5))) @
@

The term (D) can be firstly written as:
EawrByopt (VE(8)) = BawrEyop2 (VE (5))

2

=EurBopt (V7 () = BanByopt (V7 (5) 4+ BannEgropt (V7 (8)) = BBy p2 (V7 (1))
=EurEyopt AV () + Eanr Y (P'(']s,a) — P2(s']s,@)) V" (')

s/

We then derive an upper bound of the second term in Equation 3] as:
Ear (P (s'|s,0) = P*(s'|s, ) V" ()

s/

<max V7 (s)Eanr Y (P!(]5,0) = P*(s']s,0))
s’ 6)

2|7 max 1 1/t 2 (
ST 3B 2 (PH($/]s,0) = P2(s']s,a)

s/
:2|T|max

1=~ EonrDrv (P (-]5,a)||P* (s, a)).

Next, Equation [5]and [f]can be plugged into Equation[d] written as:
297 max

A(S) < vEqrEsopr AV(S,) + 1—7

Eqnr Drv (P (-|s,a)||P?(|s, a)) )
Thus, the expectation of A(s) can be further upper bounded by:
ESNdW A(S)

Pl
2’7|T|max
1—xv
27|r|max
1—7

<Eind, 1 [YBarnBonpr AV(s') + Ear D1y (P(]s,0)l|P*(]s,a))]

®)

=YEsnd, p1 [Banr By pr AV(s')] + Bsnd, 1 [Bane Drv (P (15, 0)||P?(]s,))]

277 max
<VEond, i [EannEgnpt AV(s)] + ”1'_'7 max Dry (P1([s,a)||P*(:[s, a))
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According to Lemmal(T] Inequality [§]can be simplified as:
2 max ! ! /
Bt (6) € 22 e Dy (P (s, 1P Cls, ) + Yl ) = (1= Dl ]AV(S)

)]

s/

Consequently, Esq_,, A(s) can be eliminated, and we can obtain:

1 2 2~|r max
In(r, P) = n(m, P2)| < Byopo|VE (5) = V2 (5)] < 27

= 1=9)2 IgliXDTV(P (s, a)|[P7(:]s,a))

10)

For the newly defined objective function, we can introduce any unknown dynamics P™ to obtain:

(. P) — n(x, P") > — max Dpy (P(|s,0) [P (]s.a))
' 11
a(m, P") — (. P") > — max Dy (P*(|s,a)||P"(|s.a)) v

Thus, the lower bound of the objective function can be derived as:

29[| max
(1=7)?
where d(P||P?) £ max, , Drv (P(:]s,a)||P%(-|s,a)).

n(w, P%) +an(m, P*) = (14 a)n(m, P™) — (d(P™||P%) + ad(P™||PY)),  (12)

O

Theorem 2. For any given policy 7 and its corresponding worst-case dynamics P", the adjust
Bellman operator T, is a contraction whose fixed point is V*. The operator equation T,V =V
has a unique solution.

Proof. For any given policy 7 and its corresponding worst-case dynamics P*, the adjustable robust
Bellman operator 7, is defined as:

ToV](s) = Eanx[r(s,a) +v sup  Egopm [V7(s)]], (13)
PP, '

where the uncertainty set is defined as P™ = ®(5a)esxAPiw; Pia = {Psa € A(S)
Dry (Pso||Pg,) + aDrv(Psol|Ply) < p'}

For any two adjustable robust value functions V; and V5, we have:

[|[TaVh = TaVal|s
=max [Equr[r(s,a) +v sup Egopm [Vi(s)] —7(s,a) =y sup Egopm [Va(s')]]]
s P ePr, ' P ePr, '
= ymax[Bar| 50 Evpp, Vi(s)] = sup  Euvmrp, [Va(s')]
: P, ePr, ‘ Pr,ePr, ’
<ymaxEqor| sup Egopm [Vi(s)]— sup Egopm [Va(s)]|
. Py, eP, ’ Pr,ePr, ‘

= ymaxEonr By pma [Vi(8)] = B prr2 [Va(s))]]
< s By B, s [Ve(s") — V()]

< X B,y V(") — Vol

< ’ym;aXIEaNW max [Vi(s") — Va(s)]

= ymax Eovr||[Vi — Vo[ |oo

= ’YHV1 - V2H007
(14)

where P! = arg supprm Espm Vi(s) and P2 = arg suppm Espm Va(s).

24



Let us assume the existence of two different fixed points V}* and V5" for the adjustable Bellman
operator. As both of these are fixed points, the following equality holds:

VI = Volloo = [ITaVi" = TaV5 [loo (15)
According to the proof in[T4] the following inequality holds:
TV = TaVs oo <AV = V[0 (16)

Thus, for both Equation [T5]and Equation[I6]to strictly hold true simultaneously, it must be the case
that V" is equal to V5.

O

Definition 1. Ler f : (0,00) — R be a convex function with f(1) = 1. Let P and Q be two
probability distributions on a measurable space. Then, the f-divergence is defined as

Dy (P)IQ) = Eqlf(32)),

l ;
Whe)e IQ lS a Radon—Nikodym del ivative.

Proposition 1. The policy evaluation of AR2L can be formulated as a constrained optimization
problem. The objective is to maximize the value function over the uncertainty set P™, subject to the
constraint defined in P™. By representing the TV distance using the f-divergence (Shapirol |2017),
the adjustable robust Bellman operator T, can be equivalently written as

TaVy (s) = Eanrlr(s,a) + inf  (Eynpo, [V7 (") = pa(s")]++
14+ a \p1.pep 5a (18)

Oy, VI () = jia(s)]4 + 1+ Ap(L + )],

where [x] denotes max{x,0}, p1(s) and ps(s) are Lagrangian multipliers for each s € S; =
11(8) + apa(s) holds for each s € S, and A = max {V[(s) — p1(s), V. (s) — pa(s),0}.

Proof. The f-divergence can be utilized to express the constraint defined in the uncertainty set P
as follows:

Dry (Pyo(s)||P24(8") + aDry (P o(s')| | P2, (s))
/|dPsa —dP2, ()| + 5 /\dPsa —dP!,(s)]

dP; 4(s dPs o (19)
—1|dP?, — 1|dPY”
=5 [ §p i ~ P g It e

- / c°(s") — 1]dP2, + & / 1 (s") — 1[dPY, < o,
2 Js ' 2 Js '

dP(s)

dpe(s) Measures the difference between two
s)

where ¢ : § — R, is the measurable function. (°(s) =
dynamics at each sample s € S, similarly for ¢*.

In the policy evaluation step of the adjustable robust Bellman operator, the goal is to obtain a mixture
dynamics P, that maximizes the adjustable value function while satisfying the constraint defined in
Equatlon@} We hereby formulate this procedure as a constrained optimization problem, written as:

max /V(s)(o(s)dPo(s)Jra/ V(s)¢¥(s)dP™(s)
s s

¢o,¢w
/ 6(C(5))dP° + / H(CP()dPY < (1+a)p

/go )dP°(s) = 1; /gw )dP“(s) = a

°(5)dP(s) — ot ~("(s)AP"(s) = 0,¥s € S,

(20)

where the value function V' : S —> R is also a measurable function. We use P° and Pw to denote
P, and P, for brevity, p = 12— is the normalized radius constant, and ¢(z(s)) = 5 Llz(s) — 1] is
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a convex and lower semicontinuous function. We thus can use the Lagrangian multiplier method to
solve the optimization problme in[20} The Lagrangian function is written as:

LG, €%, At iz, s (s)) = /S [(V(s) — i — 13(5))C° — AG(CO)]dAP?

2D
1
b (V) — iz + Jpa(6))C” = MG NAP™ + Ap(1+ ) + 1 + e
s
The Lagrangian dual of problem [20]is
inf sup L(¢% ¢", A, pa, pz, p13(s)) (22)

A>0,p1,p2,p3(8) ¢o fw

Since the measurable function space L(S, X(S), P) is decomposable, the supremum in 22| can be
taken inside the integral (Shapiro, [2017)), that is

sup L(Coa<w7>\7,u17.u27p“3(s)) = / sup[(V(s) — M1 :u3(8))<0 - AQS(CO)]dPO
¢, qw S ¢°

i /.s Supl(V(s) — iz + 2 p13())C” — AG(C)AP® + Ap(1+ ) + i + iz

Cw 2
(23)

We can observe that the two terms inside the integral are identical to the definition of the conjugate
function ¢*(y) = sup,er, {2y — ¢(z)}. And ¢(z), as a convex, semicontinuous function, is defined

as 3|z (s) — 1|, resulting in ¢*(y) = max{y, —3 }. The dual problem can be transformed as:

1
inf LA, p1, po, p3(s)) = inf max{V (s) — u1 — pus(s), —=A}dP°
A>0,p1,p2,13(8) A v, p2, p3(5)) AZO,m,uzws(S)/s W) = = psls) 2 )

1 1
—|—a/ max{V(s) — pa + aug(s), _5)\}de + A1+ @) + p1 + poc
S

(24)
We use [x] to represent max{z, 0} for brevity. It is then transformed as
1
inf L\, p1, pro, pu3(s)) = inf /Vs— — s) + =A]4dP°
A>0, 1, 12,143 (5) A o1, iz 1 (5)) A>0,p1,p2,p3(S) s[ (8) = = ps(s) 2 b
1 1 w A A
+a [ [V(s) — pa2 + aﬂ;}(s) + 5/\]+dP +Ap(1+a) 4+ — 3 + (p2 — 5)@
s
(25)

Next, we set 1y (s) = p1 + ps(s) — A and ph(s) = pe — ps(s) — 3A. And we observe that
Vs € S, ph(s) + aph(s) = p1 — 5 + (u2 — 5)a. We thus set 1 = i (s) + aph(s).

inf L, pa, piz, ps(s))

A>0,p1,p2,443(8)
— inf /[V(S) — pi(s)]4+dP? + Ot/[V(S) — pa(8)]+dP + Ap(1 + a) +
A>0, 1, 12,03(5) J s s

In addition, based on the analysis of the conjugate function ¢*(y) in (Panaganti et al., 2022), we can
derive the following two inequalities:

Vi(s) = —ps(s) _ 1. V(s) = pa + p3(s) <1

A -2 A -2

We thus can obtain A = maxs{V."(s) — u1(s), V. (s) — p2(s),0}. Building on the proofs above,
we can define the adjustable robust Bellman operator as shown in Equation[T8]

(26)

27)

O

A.3 Pseudocode of Algorithms

The pseudocodes for both the exact AR2L algorithm and the approximate AR2L algorithm are
presented in Algorithm T]and Algorithm 2} respectively. Note that in practice, the Kullback-Leibler
(KL) divergence is adopted to constrain the deviation between distributions in the exact AR2L
algorithm.
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Algorithm 1 Exact AR2L Algorithm

Initialize: packing policy Tpack, permutation-based attacker mperm, mixture-dynamics model iy,

and their corresponding value functions V ™pack |/ Tperm ]/ Tmix
Input: stationary item distribution py;
Parameter: robustness weight o, number of observable items Np;
Output: packing policy Tpack;
for : = 0 to max_iteration do

# train the permutation-based attacker

Reset the environment and observe Cy, Bg ~ pp;

for ¢t = 0 to max_step do

Get location for b2,1: It = Tpack(Cy, B));

pac

. . k . .
Pack b, ; into the bin, and observe Cyy1, Biy1 ~ pp, reward r} ", termination d;

1:
2
3
4:
5: Get permuted item sequence: B} = Tperm (Ct, Bt);
6.
7
8

if d, == True then

9: Update mperm 0N episode samples to maximize — Y r} ack,
10: end if
11:  end for

12: # train the mixture-dynamics model and the packing policy

13:  Reset the environment and observe Cg, Bg ~ pyp;

14:  for t = 0 to max_step do

15: Get permuted item sequence: B} = 7,1 (Cy, By);
16: Get location for b/ 1: Iy = Tpac(Ce, BY):

pac

17: Pack b ; into the bin, and observe Cy1, Biy1 ~ pp, reward r} k termination dy;

18: if d, == True then
19: Update mmix, V™™x on episode samples to maximize

ack
Z 7’}? - (-DKL(’]Tmix”II-{m:b,,_*_lJ) + aDKL(Trmix‘ |7Tperm));

pack,

20: Update Tpack, V™ ck on episode samples to maximize Y 77" ;

21: end if
22:  end for
23: end for

A.4 Implementation Details

To implement a packing policy that can work in both the discretized
grid world and the continuous solution space, we use the packing
configuration tree (PCT)(Zhao et al.| 2022a) to represent the state,
and employ a transformer(Vaswani et al.l 2017) network as the
packing policy. PCT is utilized to represent the bin configuration
and available empty spaces for the most recently packed item, while
the versatile transformer network is capable of handling the variable
number of nodes in PCT. We adopt the same network configuration
as reported in PCT for the packing policy, with the addition of
positional encoding to encode the position information of each item
in the observed item sequence.

In addition, those available spaces are generated using a heuristic
method that takes into account the packing constraints and prefer-
ences for the item to be packed. Specifically, in the discrete setting,
we utilize the empty maximal spaces (EMSs) (Ha et al.L[2017) heuris-
tics to generate potential positions, and subsequently apply the same

y

X

Figure 9: In the xoy plane,
circles represent the potential
positions generated by the IPs
heuristics.

constraints used in PCT to check the stability of these positions, thereby identifying the feasible
positions L. In the continuous setting, we propose a new heuristic methods called Intersection Points
(IPs) to generate potential positions. Given the 2D packed items in the zoy plane, the intersection
points are generated from the intersection of the sides of cuboid-shaped items and the bin, as shown
in Figure[9] To extend this method from 2D to 3D cases, we allow candidate positions to be obtained

from the intersection points of the sides in the top view.
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Algorithm 2 Approximate AR2L Algorithm
Initialize: packing policy mpack, permutation-based attacker Tperm, and their corresponding value
functions V, P*k, V/ Tperm
Input: stationary item distribution py;
Parameter: robustness weight o, number of observable items Np;
Output: packing policy Tpack;

1: for i = 0 to max_iteration do

2 # train the permutation-based attacker

3 Reset the environment and observe Cg, Bg ~ pp;

4: fort = 0tomax_step do

5: Get permuted item sequence: B} = Tperm (Ct, Bt);

6

7

8

Get location for b} 1: Iy = Tpack(Ct, BY);
pac

Pack bg,l into the bin, and observe C;1,By41 ~ py, reward r; k, termination dy;
if d; == True then
9: Update Tperm 0On episode samples to maximize — ) | r

10: end if

11:  end for

12:  # train the packing policy

13:  Reset the environment and observe Cq, Bg ~ pyp;

14:  for t = 0 to max_step do

>

pack
t

15: Get location for b; 1: I} = Tpack(Ct, By);
16: Pack b; 1 into the bin, and observe Cyy1, B3 ~ py, reward r} ack termination d;;
17: if d; == True then
18: Permute By, ¢ € [0, 7] to By, ¢ € [0, 7] using mperm;
19: Use|18[to compute target values for adjustable Bellman values on
{C, By, B, 1, %% d ), t € 0,T);
20: Update Tpacx, V™ on episode samples to maximize 3 7P,
21: end if
22:  end for
23: end for

In our implementations of both the permutation-based attacker and the mixture-dynamics model,
we utilize the transformer (Vaswani et al., |2017) network to model these policies. This choice is
motivated by the variable number of observed boxes in different real packing systems, as well as the
dynamic changes in the number of packed items during each episode. The transformer is capable
of capturing long-range dependencies in spatial data and sequential data. Specifically, we first use
two independent element-wise fully-connected (FC) layers to project heterogenous elements of the
state into homogenous features. Then, the scaled dot-product attention is relied to calculate the
weighted sum of features based on the relevance between given input features. Next, we use the
skip-connection operation and the element-wise feed-forward FC layer to obtain the final features
x = {xc,rp} € R%=*N where xc € R%*Nc and xg € R%*Ne denote features of C; and By
respectively, d, is the feature size, and N = N + Np denotes the variable feature number. Finally,
the probability distribution over B, is described as

QTXBB

Vd,

Tperm (Bt|Ct, Bt) = softmax(ciemp - tanh(y)), y = e RVe, (28)

_ N .
where T = % Zi:l 2; and cgemp 1s the temperature constant.

As the number of packed items C and the number of available feasible positions L both vary at
different time steps and have irregular shapes, we combine this data into one batch by filling C and
L to fixed lengths of 80 and 120 in the discrete setting, and 100 and 120 in the continuous setting,
respectively, using dummy elements. Each valid element in C is a vector that specifies the size
and position of an item that has already been packed. Each vector in B represents the sizes of an
item that has yet to be packed. Each vector in L contains the position of a feasible empty space
that can accommodate a new item. To permute the observed item sequence, we feed both C and B
to a transformer network that serves as the attacker. In this transformer network, the sizes of the
two element-wise fully connected (FC) layers are fixed at 64. Additionally, there is one attention
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layer with one head attention, and the sizes of the query, key, and value vectors are set to 64. The
size of the element-wise feed-forward FC layer is also set to 64. In our experiment, we utilize the
PPO (Schulman et al., 2017) algorithm to effectively train the packing policy, permutation-based
attacker, and mixture-dynamics model. PPO employs multiple parallel processes (64 in this case)
to interact with their respective environments and collect data. The rollout length for each iteration
is set to 30, and the learning rate is set to 0.0003. To ensure a fair comparison, we keep the same
hyperparameter settings mentioned above for each of the methods that we have reproduced.

A.5 Related Work

Heuristic Methods. In heuristic methods proposed for solving 3D-BPP, the score function is
often designed to rank item placements based on expert knowledge, which can represent the pack-
ing requirements and preferences to some extent. Ha et al.| (2017) relied on the deep-bottom-left
(DBL) (Karabulut and 1nceoglu, 2005) rule to sort empty maximal spaces (EMSs) (Parrefio et al.,
2008) for the current item. The best-match-first strategy (Li and Zhang} 2015) gives priority to
feasible placements that have the smallest margin for the observed item. |[Hu et al.[(2017) introduced
the least surface area heuristic, which selects the maximal empty space and orientation that result in
the smallest surface area. The Heightmap-Minimization method (Wang and Hauser, 2019) favors
items placement that result in the smallest occupied volume as observed from the loading direction.
The maximize-accessible-convex-space method, as described by Hu et al.|(2020)), aims to optimize
the empty space available for future, potentially large items. Despite their simplicity and effectiveness,
these methods find difficulties in handling complex packing preferences and adapting to diverse
scenarios for solving online 3D-BPP. This is because their packing strategies rely heavily on expert
experience and may not be flexible enough to accommodate different situations.

DRL-based Methods. To further develop highly effective policies, DRL-based methods are broadly
proposed by formulating the online 3D-BPP as a sequential decision-making problem. In this
formulation, the state usually includes the bin configuration, which contains information about
both the container and the packed items, as well as the observed item on the conveyor. To learn a
DRL-based policy, the container is discretized to represent the bin configuration, and a convolutional
neural network (CNN) is served as a policy (Hu et al., | 2017;|Verma et al.,2020; Zhao et al.; 2021}
2022b; [Yang et al., [2021;Song et al.,|2023)). However, these learning-based methods only work in a
grid world with limited spatial discretization accuracy, which reduces their practical applicability.
To deploy DRL-based methods on solving online 3D-BPP with continuous solution space, |Zhao
et al.[(2022a)) utilized the Packing Configuration Tree (PCT) to represent the bin configuration and
potential available spaces. They then employed a graph attention network (Velickovi¢ et al.,2017) to
encode the PCT and observed boxes, to encode the PCT and observed boxes, and to select a location
from available spaces generated for the most preceding item. However, these methods often focus on
optimizing average performance and do not account for worst-case scenarios.
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