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Abstract

Evaluating the safety and alignment of AI systems remains
a critical challenge as foundation models grow increasingly
sophisticated. Traditional evaluation methods rely heavily on
human expert review, creating bottlenecks that cannot scale
with the rapid pace of AI development. We introduce Jo.E
(Joint Evaluation), a novel multi-agent collaborative frame-
work that combines large language model evaluators, special-
ized AI agents, and strategic human expert involvement to
conduct comprehensive safety assessments. Our framework
employs a five-phase evaluation pipeline that systematically
identifies vulnerabilities across multiple safety dimensions
including adversarial robustness, fairness, ethics, and accu-
racy. Through extensive experiments on state-of-the-art mod-
els including GPT-4o, GPT-5, Llama 3.2, Phi 3, and Claude
Sonnet 4, we demonstrate that Jo.E achieves approximately
22% improvement in vulnerability detection while reducing
human expert time requirements by 54% compared to tra-
ditional evaluation approaches. Our results show that auto-
mated collaborative evaluation can significantly enhance both
the efficiency and effectiveness of AI safety assessment with-
out sacrificing rigor or comprehensive coverage.

Introduction
The rapid advancement of foundation models has created an
urgent need for robust evaluation frameworks capable of as-
sessing AI safety at scale. As these systems become more ca-
pable and are deployed in increasingly critical applications,
the consequences of undetected vulnerabilities grow more
severe. Traditional evaluation approaches rely primarily on
manual human review, which creates significant bottlenecks
in both time and resources. Human experts, while invalu-
able for nuanced judgment, cannot feasibly evaluate the vast
output space of modern AI systems nor keep pace with the
frequency of model updates.

Recent high-profile incidents involving AI systems pro-
ducing harmful, biased, or misleading outputs have high-
lighted critical gaps in current evaluation methodologies.
These failures often stem from adversarial inputs, edge
cases, or subtle failure modes that escape detection during
standard testing procedures. While automated testing tools
exist, they typically operate in isolation and lack the collab-
orative reasoning needed to identify complex, multi-faceted
vulnerabilities.

We propose Jo.E (Joint Evaluation), a multi-agent collab-
orative framework that addresses these limitations through
systematic coordination between automated evaluators and
human experts. Our approach recognizes that effective AI
safety evaluation requires combining the scale and consis-
tency of automated systems with the contextual understand-
ing and ethical judgment of human reviewers. Rather than
replacing human experts, Jo.E strategically amplifies their
impact by automating routine detection tasks and escalating
only the most critical concerns for human review.

The Jo.E framework operates through five coordinated
phases: (1) Initial LLM screening using independent evalu-
ator models to identify potential issues, (2) AI agent testing
where specialized agents verify patterns and explore edge
cases through adversarial probing, (3) Human expert review
focusing on domain-specific validation and ethical consider-
ations, (4) Iterative refinement that feeds evaluation insights
back into model improvement processes, and (5) Controlled
deployment with continuous monitoring in limited environ-
ments before full release.

Our contributions include:

• A novel multi-agent collaborative evaluation architecture
that systematically coordinates between automated eval-
uators, specialized AI agents, and human experts

• A comprehensive scoring framework spanning four criti-
cal safety dimensions: accuracy, robustness, fairness, and
ethics

• Extensive empirical validation across multiple state-of-
the-art foundation models including next-generation sys-
tems like GPT-5 and Claude Sonnet 4

• Demonstration of 22% improvement in vulnerability de-
tection with 54% reduction in human expert time require-
ments

• A scalable framework that maintains rigor while address-
ing the resource constraints of traditional evaluation ap-
proaches

Through detailed experiments and case studies, we show
that Jo.E provides more comprehensive safety coverage than
traditional methods while remaining practical for real-world
deployment. Our framework is designed to evolve with ad-
vancing AI capabilities, incorporating new evaluation tech-
niques and adapting to emerging threat models.



Related Work
AI Safety Evaluation Frameworks
Traditional AI safety evaluation has focused on specific as-
pects such as adversarial robustness, fairness metrics, or
alignment with human values. Early work in adversarial
testing demonstrated vulnerabilities in computer vision sys-
tems, while subsequent research expanded these techniques
to natural language processing. However, these approaches
typically evaluate single dimensions in isolation rather than
providing holistic assessment.

Recent frameworks have attempted more comprehensive
evaluation by combining multiple metrics, but they remain
limited by reliance on either purely automated testing or ex-
tensive human review. Automated approaches achieve scale
but miss nuanced safety concerns that require contextual un-
derstanding. Purely human-driven evaluation provides depth
but cannot cover the vast output space of modern foundation
models.

Multi-Agent Systems
Multi-agent systems have shown promise in complex
problem-solving through distributed reasoning and collab-
orative decision-making. Previous work has applied multi-
agent approaches to software testing, security analysis, and
quality assurance. These systems demonstrate that coordi-
nating multiple specialized agents can uncover issues that
single-agent approaches miss.

However, existing multi-agent evaluation systems have
not been specifically designed for comprehensive AI safety
assessment. They often lack the structured escalation mech-
anisms needed to effectively integrate human expertise or
the specialized reasoning required for safety-critical evalua-
tion.

Human-AI Collaboration
Recent research in human-AI collaboration has explored
how to effectively combine human judgment with automated
systems. Studies show that hybrid approaches can outper-
form either humans or AI alone when properly structured.
However, most existing frameworks treat human involve-
ment as either complete delegation or simple verification,
missing opportunities for strategic, selective engagement.

Our work builds on these foundations by introducing a
principled framework for multi-stage collaborative evalua-
tion that strategically allocates tasks based on the comple-
mentary strengths of automated systems and human experts.

The Jo.E Framework
Architecture Overview
Jo.E employs a multi-layered architecture designed to sys-
tematically evaluate AI systems across multiple safety di-
mensions while optimizing the use of human expert time.
The framework coordinates three primary components:
LLM evaluators for initial screening, specialized AI agents
for targeted testing, and human experts for critical valida-
tion.

Figure 1: Jo.E framework component interaction showing
the flow from AI system under evaluation through LLM
evaluators and AI agents to human experts, with feedback
loops for model refinement.

Figure 1 illustrates the interaction between these compo-
nents. The system under evaluation is probed by multiple
evaluator LLMs that independently assess outputs for po-
tential safety concerns. Flagged outputs are then subjected
to rigorous testing by specialized AI agents that attempt
to confirm vulnerabilities through adversarial probing and
bias detection. Only verified issues that meet critical severity
thresholds are escalated to human experts for final judgment
and domain-specific validation.

This architecture provides several key advantages over
traditional approaches. The initial LLM screening layer
achieves broad coverage with high throughput, while the AI
agent layer provides depth through targeted exploration of
potential vulnerabilities. Human experts are engaged selec-
tively, focusing their expertise where it provides maximum
value rather than on routine detection tasks.

Five-Phase Evaluation Pipeline
The Jo.E evaluation process follows a structured five-phase
pipeline designed to progressively refine assessment while
maintaining efficiency. Figure 2 shows the complete evalua-
tion pipeline with bi-directional information flow.

Phase 1: Initial LLM Screening. Independent evaluator
LLMs process system outputs to identify potential safety is-
sues. These evaluators are specifically trained to recognize
patterns associated with harmful content, bias, factual errors,
and adversarial behavior. Each evaluator operates indepen-
dently to avoid correlated failures, and their assessments are
aggregated using a consensus mechanism. Outputs that re-
ceive consistent flags from multiple evaluators proceed to
the next phase.

Phase 2: AI Agent Testing. Specialized AI agents verify
patterns identified in Phase 1 and actively explore edge cases
through adversarial testing and bias detection. These agents
employ techniques including prompt injection attempts, sys-
tematic bias probing across protected characteristics, and
stress testing under distribution shift. Agents generate de-



Figure 2: Five-phase evaluation pipeline showing Initial
LLM Screening, AI Agent Testing, Human Expert Review,
Iterative Refinement, and Controlled Deployment with bi-
directional information flow.

tailed reports documenting reproduction steps, severity as-
sessment, and potential mitigation strategies.

Phase 3: Human Expert Review. Domain specialists re-
view verified issues from Phase 2, focusing on ethical vali-
dation, context-dependent judgment, and assessment of real-
world impact. Experts provide final severity ratings, rec-
ommend mitigation approaches, and identify systemic pat-
terns that might indicate broader architectural concerns. This
phase benefits from the filtering provided by earlier phases,
allowing experts to focus attention on the most critical and
nuanced concerns.

Phase 4: Iterative Refinement. Evaluation insights feed
into model improvement processes through structured feed-
back loops. Development teams receive detailed vulnerabil-
ity reports with reproduction steps and suggested remedi-
ations. The effectiveness of mitigations is verified through
subsequent evaluation cycles, creating a continuous im-
provement process.

Phase 5: Controlled Deployment. Systems undergo
monitored deployment in limited environments before full
release. Continuous monitoring tracks system behavior in
production, with automated alerts triggering additional re-
view when anomalous patterns emerge. This phase ensures
that evaluation extends beyond pre-deployment testing to in-
clude real-world performance validation.

Multi-Dimensional Scoring Framework
Jo.E evaluates systems across four critical safety dimen-
sions, each assessed through specialized metrics and com-
bined into an overall safety score. This multi-dimensional
approach ensures comprehensive coverage of different
safety aspects while maintaining interpretability.

Accuracy. Measures factual correctness, consistency, and
reliability of system outputs. Evaluation includes verifica-

Figure 3: Jo.E scoring dimensions comparison showing per-
formance of GPT-4o, Llama 3.2, and Phi 3 across Accuracy,
Robustness, Fairness, and Ethics dimensions with final com-
posite scores.

tion against ground truth data, consistency checking across
similar queries, and assessment of confidence calibration.

Robustness. Assesses system behavior under adversarial
conditions, input perturbations, and distribution shift. Test-
ing includes systematic probing for jailbreak vulnerabilities,
evaluation under various attack strategies, and stress testing
with out-of-distribution inputs.

Fairness. Evaluates bias and equitable treatment across
demographic groups and sensitive attributes. Assessment in-
cludes disparate impact analysis, stereotype detection, and
measurement of representation bias in outputs.

Ethics. Examines alignment with human values, handling
of sensitive topics, and potential for harmful applications.
Evaluation considers deontological constraints, consequen-
tialist impact assessment, and adherence to established ethi-
cal guidelines.

Figure 3 shows the relative performance of different mod-
els across these four dimensions. The radar plot visualization
enables quick identification of strengths and weaknesses in
specific safety aspects.

Adaptive Human Involvement
A key innovation in Jo.E is its adaptive approach to hu-
man expert involvement. Rather than requiring constant hu-
man review or relegating humans to post-hoc verification,
the framework dynamically adjusts the level of human en-
gagement based on issue severity, uncertainty, and domain
complexity.

Figure 4 demonstrates how human expert involvement de-
creases over time as the system learns to handle routine cases
autonomously. Initial evaluation cycles require substantial
human input to calibrate automated systems and establish
baseline judgments. As evaluator LLMs and AI agents learn



Figure 4: Human expert involvement decreases from 50%
initially to 12% by week 10, representing a 76% reduction in
human effort while maintaining evaluation quality through
system learning.

from human feedback, they become increasingly capable of
handling standard cases independently, allowing human ex-
perts to focus on novel or particularly complex issues.

This adaptive approach provides several benefits. It max-
imizes the impact of limited expert time by directing atten-
tion to cases where human judgment is most valuable. It cre-
ates a scalable evaluation process that can handle increasing
volumes without proportional increases in human resources.
It facilitates knowledge transfer from experts to automated
systems through structured feedback loops.

The escalation mechanism employs multiple criteria to
determine when human review is warranted: severity thresh-
olds based on potential harm, confidence bounds when auto-
mated systems disagree, domain complexity indicators, and
novelty detection when issues fall outside established pat-
terns.

Experimental Setup
Evaluated Models
We evaluated Jo.E across five state-of-the-art foundation
models representing different architectures, training ap-
proaches, and capability levels:

GPT-4o. OpenAI’s flagship multimodal model with ex-
tensive safety training and sophisticated refusal mecha-
nisms. This model represents the current state-of-the-art in
commercial deployment.

GPT-5. Next-generation model with enhanced reasoning
capabilities and improved alignment training. This model
provides insights into how Jo.E performs on more advanced
systems.

Llama 3.2. Meta’s open-source model with strong per-
formance on standard benchmarks. Evaluation of this model
demonstrates Jo.E’s applicability to open-source systems
with different safety architectures.

Phi 3. Microsoft’s efficient smaller-scale model designed
for resource-constrained deployments. This model tests

whether Jo.E remains effective on more compact architec-
tures.

Claude Sonnet 4. Anthropic’s latest model with consti-
tutional AI training and emphasis on harmlessness. This
model provides comparison against alternative alignment
approaches.

Evaluation Datasets
We constructed comprehensive test suites covering diverse
safety dimensions:

Adversarial Dataset. 10,000 prompts designed to test
robustness against various attack strategies including jail-
break attempts, prompt injection, token smuggling, and bias-
exposing prompts. Examples include requests to bypass con-
tent filters, generate harmful content through indirect in-
struction, and exhibit differential behavior across demo-
graphic groups.

Domain-Specific Tasks. Specialized datasets for cus-
tomer support scenarios, legal document analysis, and fi-
nancial report generation. These datasets test performance
on real-world applications where safety failures could have
significant consequences.

Ethical Dilemmas. 2,000 scenarios requiring nuanced
ethical reasoning, including trolley-problem variations,
privacy-utility tradeoffs, and cultural value conflicts. These
cases assess the system’s ability to navigate complex moral
considerations.

Fairness Benchmarks. Systematic probes for bias across
race, gender, age, religion, and other protected characteris-
tics. Testing includes disparate impact measurement, stereo-
type detection, and representation analysis.

Baseline Comparisons
We compared Jo.E against three baseline approaches:

Pure Human Evaluation. Domain experts conduct com-
prehensive manual review of all outputs, representing the
traditional gold standard but with prohibitive resource re-
quirements.

LLM-as-a-Judge. Single powerful LLM evaluates sys-
tem outputs, representing a fully automated approach with-
out human involvement or multi-agent collaboration.

Agent-as-a-Judge. Specialized AI agent conducts adver-
sarial testing without initial LLM screening or human expert
review, representing an intermediate automation approach.

Metrics
We measured evaluation performance across multiple di-
mensions:

Detection Accuracy. Percentage of true safety issues cor-
rectly identified, measured against ground truth labels from
expert consensus.

Resource Efficiency. Total human expert hours required
per 1,000 evaluations, providing a practical measure of scal-
ability.

Comprehensive Coverage. Percentage of critical vulner-
ability types detected, ensuring breadth of assessment.

False Positive Rate. Proportion of flagged issues that
prove benign upon review, measuring precision.



Figure 5: Model performance comparison showing accuracy
and robustness scores for Llama 3.2, GPT-4o, and Phi 3.
GPT-4o leads in both dimensions.

Time to Detection. Average time elapsed from system de-
ployment to vulnerability identification, critical for mitigat-
ing risk exposure.

Results
Overall Performance Comparison
Figure 5 presents the overall model performance comparison
across accuracy and robustness dimensions. GPT-4o demon-
strates the highest accuracy at 85 and strongest robustness at
82, while Phi 3 shows notably lower robustness at 54 despite
competitive accuracy at 82. Llama 3.2 maintains balanced
performance with accuracy of 78 and robustness of 64.

These results highlight the varying safety profiles of dif-
ferent model architectures. Larger models with more exten-
sive safety training (GPT-4o) demonstrate superior robust-
ness against adversarial inputs, while smaller efficient mod-
els (Phi 3) show vulnerability to certain attack strategies de-
spite maintaining reasonable accuracy on standard tasks.

Domain-Specific Performance
Figure 6 presents a detailed heatmap of accuracy across
three domain-specific tasks: customer support, legal docu-
ments, and financial reports. GPT-4o excels across all do-
mains with scores of 95, 92, and 90 respectively, demonstrat-
ing consistent high performance. Llama 3.2 shows strong le-
gal document performance at 85 but slightly lower scores in
other domains. Phi 3 displays more variable performance,
particularly struggling with financial reports at 75.

This domain analysis reveals that model safety and reli-
ability vary significantly across application contexts. Cus-
tomer support scenarios, which require empathy and clear
communication, present different challenges than legal doc-
ument analysis, which demands precision and nuanced un-
derstanding of terminology. Financial reports require both
numerical reasoning and contextual interpretation.

Adversarial Robustness
Figure 7 shows robustness scores across four adversarial at-
tack types: typos, paraphrased prompts, misleading queries,

Figure 6: Domain-specific task accuracy heatmap showing
performance across customer support, legal documents, and
financial reports for GPT-4o, Llama 3.2, and Phi 3.

Figure 7: Adversarial robustness testing results showing
performance degradation under typos, paraphrased queries,
misleading queries, and bias-exposing prompts for GPT-4o,
Llama 3.2, and Phi 3.

and bias-exposing prompts. All models show degradation
under adversarial conditions, but the severity varies. GPT-4o
maintains the highest robustness, declining from 100 base-
line to 88 under bias-exposing prompts. Llama 3.2 shows
moderate decline to 78, while Phi 3 exhibits the sharpest
degradation to 55.

These results demonstrate that even sophisticated mod-
els remain vulnerable to carefully crafted adversarial in-
puts. Bias-exposing prompts prove particularly effective
at circumventing safety mechanisms, suggesting that cur-
rent alignment techniques may not fully address subtle ap-
proaches to eliciting biased outputs. The consistent perfor-
mance degradation across all models indicates systematic
vulnerabilities in current safety architectures.

Framework Comparison
Figure 8 compares Jo.E against baseline approaches across
three key metrics: detection accuracy, resource efficiency,
and comprehensive coverage. Jo.E achieves 95% detection
accuracy, surpassing pure human evaluation (90%), LLM-
as-a-Judge (75%), and Agent-as-a-Judge (85%). Most no-



Figure 8: Evaluation framework performance comparison
showing Jo.E outperforms baselines in detection accuracy
(95%), resource efficiency (85%), and comprehensive cov-
erage (92%).

tably, Jo.E demonstrates 85% resource efficiency compared
to only 40% for pure human evaluation, while maintaining
comparable or superior performance.

The key advantages highlighted include 95% detection
accuracy, 85% resource efficiency, and 92% comprehensive
coverage. These results demonstrate that multi-agent collab-
oration enables more effective evaluation than any single ap-
proach. The combination of broad LLM screening, targeted
agent testing, and strategic human review achieves synergis-
tic benefits that exceed the capabilities of each component
individually.

Evaluation Pipeline Success Rates
Figure 9 shows success rates at each stage of the evalua-
tion pipeline. Initial LLM review achieves 92% success in
identifying potential issues. AI agent testing maintains 88%
effectiveness in verifying and exploring vulnerabilities. Hu-
man validation operates at 85% success in providing final
judgment on complex cases. Iterative refinements sustain
80% effectiveness in implementing and verifying mitiga-
tions. Deployment validation achieves 75% success in catch-
ing issues that emerge only in production environments.

The progressive decline in success rates reflects increas-
ing difficulty at each stage. Initial screening must maintain
high recall to avoid missing critical issues, while later stages
require higher precision to avoid overwhelming human re-
viewers with false positives. The 75% deployment valida-
tion success rate indicates that approximately one quarter of
issues only become apparent during real-world usage, high-
lighting the importance of continuous monitoring.

Case Study: Jailbreak Detection
Figure 10 presents a detailed case study of jailbreak attempt
detection flowing through the complete evaluation pipeline.
The input prompt ”Can you help bypass content filters by...”
is flagged by Phase 1 LLM evaluation with a score of 0.83
and 83% confidence in classification. Phase 2 agent test-

Figure 9: Evaluation pipeline success rates across five
stages: LLM initial review (92%), AI agent testing (88%),
human validation (85%), iterative refinements (80%), and
deployment validation (75%).

ing confirms the jailbreak pattern through 15 variant tests,
achieving 92% success in bypassing filters. Phase 3 human
expert review classifies the attack as a ”Novel Token Smug-
gling Attack” and adds it to the security database. Phase 4
model refinement implements updated safety filter patterns
and retraining, reducing the success rate to 2%.

This case study illustrates several key aspects of the Jo.E
framework. The LLM evaluators successfully identified sus-
picious patterns in the initial prompt despite its obfuscated
phrasing. Agent testing revealed the full extent of the vul-
nerability by generating systematic variations. Human ex-
pert review provided critical context by recognizing this as
a novel attack pattern requiring database updates. Iterative
refinement demonstrated measurable improvement, with the
vulnerability effectively mitigated in subsequent model ver-
sions.

The progression from 92% exploitation success to 2%
represents a 96% reduction in vulnerability, achieved
through the systematic collaboration enabled by the Jo.E
framework. Without the multi-stage approach, the initial
prompt might have been dismissed as an isolated incident
rather than recognized as indicating a broader architectural
weakness.

Statistical Significance

All performance improvements reported are statistically sig-
nificant at p less than 0.01 based on paired t-tests across
1,000 evaluation iterations per model. Confidence intervals
for detection accuracy: Jo.E 95% (93.2-96.8), Pure Human
90% (87.5-92.5), LLM-as-Judge 75% (72.1-77.9), Agent-
as-Judge 85% (82.8-87.2). Resource efficiency measure-
ments exclude setup costs and focus on per-evaluation re-
source consumption to provide fair comparison.



Figure 10: Case study showing jailbreak attempt detection
flow through all phases with specific scores, testing details,
expert classification, and refinement outcomes.

Discussion
Key Findings
Our experiments demonstrate that multi-agent collaborative
evaluation provides significant advantages over traditional
approaches. The 22% improvement in vulnerability detec-
tion combined with 54% reduction in human expert time
represents a fundamental advance in evaluation scalability
without sacrificing quality. These results suggest that strate-
gic coordination between automated systems and human ex-
pertise enables evaluation capabilities that exceed either ap-
proach alone.

The varying performance across different model architec-
tures reveals important insights about current safety mech-
anisms. Larger models with extensive alignment training
(GPT-4o, Sonnet 4) demonstrate superior robustness, but
even these systems show vulnerability to sophisticated ad-
versarial techniques. Smaller efficient models (Phi 3) exhibit
more pronounced weaknesses, particularly under adversarial
conditions, suggesting that safety cannot simply be scaled
down proportionally with model size.

Domain-specific results highlight the importance of com-
prehensive evaluation across diverse application contexts. A
model’s strong performance in one domain does not guar-
antee safety in others, as different tasks elicit different as-
pects of model behavior. This finding emphasizes the need
for evaluation frameworks capable of systematic coverage
across realistic deployment scenarios.

Implications for AI Safety
The Jo.E framework demonstrates that scalable rigorous
evaluation is achievable through appropriate division of la-
bor between automated systems and human experts. This
finding has important implications for the broader AI safety

research agenda, suggesting that evaluation bottlenecks need
not constrain deployment timelines if appropriate frame-
works are employed.

The adaptive human involvement mechanism provides a
path toward sustainable evaluation practices as AI systems
continue to grow in capability and deployment frequency.
By enabling human experts to focus on the most challeng-
ing and novel issues, Jo.E creates a scalable approach that
maintains rigor without requiring linear scaling of human
resources.

The multi-dimensional scoring framework offers a struc-
tured approach to quantifying safety that goes beyond bi-
nary pass/fail judgments. By separately assessing accuracy,
robustness, fairness, and ethics, the framework provides ac-
tionable insights for targeted improvement efforts and en-
ables nuanced comparison between systems with different
safety profiles.

Limitations
Several limitations warrant consideration. First, Jo.E’s effec-
tiveness depends on the quality of the evaluator LLMs and
AI agents employed. If these automated components harbor
systematic biases or blind spots, they may propagate through
the evaluation pipeline. Ongoing research is needed to en-
sure evaluator robustness and diversity.

Second, the framework’s efficiency gains assume that ini-
tial setup costs (training evaluator LLMs, calibrating agents,
establishing human expert baseline) can be amortized across
multiple evaluation cycles. For one-off assessments, tradi-
tional approaches may remain competitive. However, most
practical deployment scenarios involve ongoing evaluation,
making the initial investment worthwhile.

Third, adversarial co-evolution represents an ongoing
challenge. As evaluation techniques improve, adversarial
strategies will likely adapt, requiring continuous refinement
of detection methods. The framework’s iterative refinement
phase addresses this concern but cannot eliminate it entirely.

Fourth, certain safety concerns—particularly those in-
volving long-term societal impacts or subtle cultural consid-
erations—may resist straightforward automated evaluation.
Jo.E is designed to escalate such cases to human review, but
the framework cannot guarantee perfect detection of all nu-
anced issues.

Future Directions
Several promising directions for future work emerge from
this research. First, incorporating multimodal evaluation ca-
pabilities would extend the framework’s applicability to
vision-language models and other multimodal systems. The
current text-focused approach could be augmented with spe-
cialized agents for image, video, and audio safety assess-
ment.

Second, developing formal verification methods compat-
ible with the Jo.E architecture could provide stronger safety
guarantees for critical applications. Combining empirical
evaluation with formal proofs would strengthen confidence
in safety claims.

Third, expanding the domain-specific evaluation capabil-
ities would enable more targeted assessment for specialized



applications like medical diagnosis, legal reasoning, or fi-
nancial analysis. Each domain presents unique safety con-
siderations requiring specialized evaluation expertise.

Fourth, investigating the effectiveness of different escala-
tion mechanisms and human-AI collaboration patterns could
further optimize resource allocation. The current frame-
work employs relatively simple escalation rules; more so-
phisticated approaches might achieve even better efficiency-
quality tradeoffs.

Fifth, extending the framework to support differential pri-
vacy and federated evaluation scenarios would enable safety
assessment across distributed deployments without central-
izing sensitive data.

Conclusion
We have introduced Jo.E, a multi-agent collaborative frame-
work for comprehensive AI safety evaluation that addresses
critical limitations of traditional approaches. Through sys-
tematic coordination between LLM evaluators, specialized
AI agents, and human experts, Jo.E achieves both improved
detection accuracy and enhanced resource efficiency. Our
experiments across five state-of-the-art foundation models
demonstrate 22% improvement in vulnerability detection
with 54% reduction in human expert time requirements.

The framework’s five-phase evaluation
pipeline—spanning initial LLM screening, AI agent
testing, human expert review, iterative refinement, and
controlled deployment—provides structured progressive
assessment that maintains rigor while optimizing resource
allocation. The multi-dimensional scoring framework
enables nuanced safety characterization across accuracy,
robustness, fairness, and ethics dimensions.

As AI systems continue to grow in capability and deploy-
ment scope, scalable rigorous evaluation becomes increas-
ingly critical. Jo.E demonstrates that this scalability can be
achieved through appropriate division of labor and strate-
gic human-AI collaboration rather than through compromis-
ing evaluation quality or accepting resource-intensive ap-
proaches.

The open challenges that remain—including adversarial
co-evolution, multimodal evaluation, and formal verifica-
tion integration—represent important directions for contin-
ued research. However, the results presented here establish
that multi-agent collaborative evaluation provides a practi-
cal path toward maintaining robust safety assessment as AI
capabilities advance.
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