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Abstract

In this paper, we investigate the adversarial robustness of nonparametric regression,
a fundamental problem in machine learning, under the setting where an adversary
can arbitrarily corrupt a subset of the input data. While the robustness of parametric
regression has been extensively studied, its nonparametric counterpart remains
largely unexplored. We characterize the adversarial robustness in nonparametric
regression, assuming the regression function belongs to the second-order Sobolev
space (i.e., it is square integrable up to its second derivative).
The contribution of this paper is two-fold: (i) we establish a minimax lower
bound on the estimation error, revealing a fundamental limit that no estimator can
overcome, and (ii) we show that, perhaps surprisingly, the classical smoothing
spline estimator, when properly regularized, exhibits robustness against adversarial
corruption. These results imply that if o(n) out of n samples are corrupted, the
estimation error of the smoothing spline vanishes as n→∞. On the other hand,
when a constant fraction of the data is corrupted, no estimator can guarantee
vanishing estimation error, implying the optimality of the smoothing spline in
terms of maximum tolerable number of corrupted samples.

1 Introduction

In recent years, machine learning (ML) models have increasingly relied on data from diverse sources
and are often deployed in distributed or decentralized computing environments [1–7]. These settings
introduce new attack surfaces and create incentives for adversaries to corrupt data or disrupt learning
algorithms [8–11]. This has motivated a growing body of research initiatives aimed at understanding
and mitigating the impact of adversarial behavior [12–21].

One of the fundamental problems in ML is regression, which aims to estimate an unknown function f
based on observed noisy data [22]. This task is generally categorized into two approaches: parametric
regression, which assumes f is a parametric function with known structure, and nonparametric
regression, which makes minimal assumptions on f , allowing it to belong to a wide class of functions
such as Sobolev or Hölder spaces [23, 24]. Regression underpins many machine learning tasks, and
understanding its robustness to adversarial corruption is a critical objective.

Adversarial robustness in parametric regression has been extensively studied [25–31]. Many ap-
proaches leverage tools from classical robust statistics [32, 33], adapting techniques like trimmed
means, median-of-means, and M -estimators to modern high-dimensional settings [34–36]. These
methods benefit from the structural constraints of parametric models, which narrow the hypothesis
space and simplify the alleviation of adversarial attacks. In contrast, robustness in nonparametric
regression is considerably more challenging due to the absence of such structure, which makes the
models more vulnerable to adversarial attacks [37–40].

In this work, we address the problem of nonparametric regression under adversarial corruption.
We consider a setting in which one observes n pairs {(xi, ỹi)}ni=1, where the responses ỹi may be
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partially corrupted by an adversary. Specifically, the adversary arbitrarily choose ỹi, for all i ∈ A,
where A is an unknown subset of {1, . . . , n} with cardinality at most q < n. For each i /∈ A, the
observed response is ỹi = f(xi) + εi, where f : Ω → R is the unknown regression function with
domain Ω ⊂ R, and {εi}i∈[n]\A are i.i.d. noise variables with zero mean and variance at most σ2.

In this paper, we assume that regression function f belongs to the second-order Sobolev space,
consisting of functions that are square-integrable up to the second derivative over Ω. The objective of
non-parametric regression is to produce f̂ as an estimation of f based on {(xi, ỹi)}ni=1. To evaluate
the performance of f̂ in the presence of adversarial corruption, we use the following metrics [24]:

R2(f, f̂) := Eε

[
sup
S
∥f − f̂∥2L2(Ω)

]
, R∞(f, f̂) := Eε

[
sup
S
∥f − f̂∥2L∞(Ω)

]
,

where ε := [ϵ1, . . . , ϵn] and S denotes the adversarial strategy that can corrupt up to q samples. Our
goal is to characterize inf f̂ R2(f, f̂) and inf f̂ R∞(f, f̂) over all estimators, assuming f belongs to
the second-order Sobolev space, under the setting where the adversary may corrupt up to q samples.

The contributions of this paper are two-fold:

• A Computationally-Efficient Estimator (Theorem 1): We prove that the classical
smoothing spline estimator retains robustness against adversarial corruption. This esti-
mator selects f̂ from the second-order Sobolev space, by minimizing the empirical error
1
n

∑n
i=1(g(xi) − ỹi)

2, regularized by λ
∫
f̂ ′′(x)2 dx, where λ > 0 controls the level of

smoothness [41]. Smoothing splines are computationally efficient, with O(n) complexity of
fitting and evaluating, leveraging B-spline basis functions [42, 43], and have found wide
applications in statistics and machine learning [44–47]. Note that classical nonparametric
methods are not necessarily adversarially robust. For instance, the Nadaraya–Watson (NW)
estimator [48] can be fragile even under a small number of adversarial corruptions [39]. It is
therefore surprising that a computationally efficient nonparametric regression method, such
as smoothing splines, also exhibits adversarial robustness.
While smoothing splines have been extensively studied in non-adversarial settings [41, 49–
55], their robustness properties against adversarial corruption were not previously under-
stood. In this paper, we show that if the adversary corrupts at most q = o(n) samples and
the regression function f belongs to a second-order Sobolev space, then the smoothing
spline estimator achieves R2 → 0 and R∞ → 0 as n→∞. This result further provides an
upper bound on inf f̂ R2(f, f̂) and inf f̂ R∞(f, f̂) as functions of n and q.

• Minimax Lower-Bound (Theorem 2): We derive minimax lower bounds on inf f̂ R2(f, f̂)

and inf f̂ R∞(f, f̂), expressed as functions of n and q. These bounds characterize the
fundamental limits of estimation accuracy: no estimator can achieve better rates over the
second-order Sobolev space under adversarial corruption.
A key implication of this result is that when q = Θ(n), no estimator can achieve vanishing
error as n→∞. This highlights that smoothing splines are not only computationally effi-
cient but also optimal in terms of the maximum number of tolerable adversarial corruptions
(see Corollary 4).

To better understand the results of this paper, we examine their implications in the regime of large n.
In this regime, our results can be concisely summarized in Figure 1. This figure illustrates the rate
of convergence, defined as − logn R2(f, f̂) or respectively, − logn R∞(f, f̂), as a function of q, or
equivalently, log q

logn = logn q, as n→∞. The red curves represent the impossibility result, indicating
that no estimator can achieve a convergence rate beyond this bound for all functions in second-order
Sobolev space (Theorem 2). The blue curve shows the convergence rate of the smoothing spline
estimator in the presence of adversarial samples, as established in Theorem 1.

It is worth noting that, as shown in Figure 1a, when logn q < 2
5 , the smoothing spline achieves the

minimax-optimal convergence rate for metric R2 . For 2
5 ≤ logn(q) < 1, in metric R2 (Figure 1a),

and for 0 ≤ logn(q) < 1 in metric R∞ (Figure 1b), while the smoothing splines offers vanishing
estimation error for large n, the rate of convergence may not be optimum (there is a gap between the
rate of convergence in smoothing splines and the minimax outer-bound). This theoretical results are
supported with the simulation experiments results (see Section 4).
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Figure 1: Rates of convergence for estimation error R2(f, f̂) and R∞(f, f̂), as n → ∞, and for
any f belongs second-order Sobolev space (for non-asymptotic analysis, see Theorems 1 and 2).
The blue curves represent the minimum rate achieved by the smoothing spline estimator. The red
curves denote minimax outer bounds that are impossible to beat. Specifically, for q = o(n), for the
smoothing spline estimator, both R2 and R∞ converge to zero as n → ∞. When q = Θ(n), we
show that no estimator can achieve vanishing error, establishing a fundamental limit on robustness.
This result highlights that smoothing splines are optimal in terms of the maximum tolerable number
of adversarial corruptions (see Corollary 4).

This paper is organized as follows. Section 2 presents the problem formulation. Section 3 presents
our main results by providing an upper and lower bounds under adversarial corruption. Section 4
provides simulation results, and Section 5 reviews related works.

Notation. Throughout the paper, we use [n] := {1, 2, . . . , n} and denote the cardinality of a set A
by |A|. Derivatives of scalar functions are written as f ′, f ′′, and, more generally, f (k) for the k-th
derivative. The quantities ∥g∥L2(Ω) and ∥g∥L∞(Ω) denote the L2-norm and the supremum norm of
a function g(·) over Ω. The spaceW2(Ω) refers to the second-order Sobolev space, consisting of
square-integrable functions on Ω whose first and second derivatives are also square-integrable on Ω.
We write a ≲ b to indicate that there exists a constant C > 0 such that a ≤ Cb, and similarly a ≳ b
to mean a ≥ Cb for some constant C > 0.

2 Problem Formulation

Let f : [a, b]→ R be inW2([a, b]). The objective is to estimate f , from observations at fixed design
points xi ∈ (a, b) for i ∈ [n]. Instead of observing a noisy version of responses (as in standard
regression problem [22]), we are given (possibly) adversarially corrupted outputs {ỹi}ni=1, defined as:

ỹi =

{
f(xi) + εi, if i /∈ A,
∗, if i ∈ A,

where {εi}i∈[n]\A are i.i.d. noise variables with zero mean and variance at most σ2, and A ⊆ [n] is
an unknown subset of indices corresponding to adversarially corrupted observations. Here, ∗ denotes
an arbitrary value chosen strategically by the adversary to mislead the estimator. We assume |A| ≤ q,
for some known q ∈ N.

Let Ω := [a, b] denote the domain of the design points, and ε = (εi)i∈[n]\A denote the noise vector.
Following [24], we evaluate the performance of any estimator f̂ using two metrics, R2(f, f̂) and
R∞(f̂), where

R2(f, f̂) = Eε

[
sup
S

∥∥∥f − f̂
∥∥∥2
L2(Ω)

]
, (1)

R∞(f, f̂) = Eε

[
sup
S

∥∥∥f − f̂
∥∥∥2
L∞(Ω)

]
, (2)
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where S denotes the strategy, chosen by the adversary, in choosing the subset A and the value of ỹi,
for i ∈ A, as long as |A| ≤ q. The supremum over S considers the worst-case adversarial attack,
aiming to maximize estimation error for f̂ .

In this paper, the objective is to find f̂ , that minimizes R2(f, f̂) or R∞(f, f̂), over all possible
estimator functions f̂ , where f is an arbitrary function inW2(Ω).

3 Main Results

In this section, we present our main results on the adversarial robustness of nonparametric regression.
Without loss of generality, we assume that Ω = [0, 1] 2. Let {xi}ni=1 ⊂ Ω denote the set of design
points, and f ∈ W2(Ω) be the regression function.

First, we evaluate the robustness of the classical cubic smoothing spline estimator under adversarial
corruption. In Theorem 1, we show that this estimator, as a computationally efficient [42, 43] and
widely popular estimator [44–47], exhibits robustness to adversarial corruption.

The cubic smoothing spline estimator is defined as the solution to the following optimization problem:

f̂ a
SS = argmin

g∈W2(Ω)

{
1

n

n∑
i=1

(g(xi)− ỹi)
2
+ λ

∫
Ω

(g′′(x))
2
dx

}
. (3)

Here, λ > 0 is a smoothing parameter that balances the fitness to the sample data, measured by
1
n

∑n
i=1(g(xi)− ỹi)

2, and smoothness of the estimator, quantified by
∫
Ω
g′′(x)2dx.

We define the empirical distribution function Fn associated with the design points {xi}ni=1 as

Fn(x) =
1

n

n∑
i=1

1{xi ≤ x}, (4)

where 1{xi ≤ x} is the indicator function. We assume that Fn converges uniformly to a continuously
differentiable cumulative distribution function (CDF) F ; that is,

sup
x∈Ω
|Fn(x)− F (x)| → 0 as n→∞.

This is a standard assumption in the related literature [24]. For the limiting CDF, i.e., F (x), we
assume that the density function p(x) := F ′(x) exists. In addition, similar to [39, 49], we assume that
p(x) is bounded away from zero, i.e., there exists a constant pmin > 0 such that infx∈Ω p(x) ≥ pmin,
and that p(x) is three times continuously differentiable on Ω.

We assume that the function f is bounded; that is, for all x ∈ Ω, |f(x)| ≤ m1 for some constant
m1 ∈ R. Moreover, we assume that the adversary’s corrupted values are also bounded, i.e., the
adversary cannot inject arbitrarily large perturbations, satisfying |ỹi| ≤ m2 for m2 ∈ R and i ∈ A.

Finally, let ∆max := supx∈Ω mini∈[n] |x − xi|, ∆min := mini ̸=j |xi − xj |, denote the maximum
gap from any point in Ω to the nearest design point, and the minimum separation between any two
design points, respectively. Likewise to [50], we assume that their ratio is bounded by a constant, i.e.,
∆max/∆min ≤ k, for some k > 0, ensuring that the design points are neither arbitrarily sparse nor
overly clustered.

Theorem 1 (Upper Bound). Let f ∈ W2(Ω), and let f̂ a
SS denote the smoothing spline estimator

defined in (3). Let M = max{m1,m2}. Assume that λ → 0 as n → ∞ and λ > n−2. Then, for
sufficiently large n, we have

R2(f, f̂
a
SS) ≲ λ

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ1/4
+

q2(M2 + σ2)

n2λ1/2
, (5)

and also

R∞(f, f̂ a
SS) ≲ λ−1/4

(
λ

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ1/4

)
+

q2(M2 + σ2)

n2λ1/2
. (6)

2Note that any function f : [a, b] → R can be transformed with scaling and shifting into a function
f̃ : [0, 1] → R without affecting its Sobolev regularity or the scaling of the associated metrics.
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For the proof details, see Appendix A. Here, we present a proof sketch: We first decompose each
metric into two components using the triangle inequality. Specifically, we have

R2(f, f̂
a
SS) ≤ 2Eϵ̂

[
sup
S

∥∥∥f − f̂SS

∥∥∥2
L2(Ω)

]
+ 2Eϵ̂

[
sup
S

∥∥∥f̂SS − f̂ a
SS

∥∥∥2
L2(Ω)

]
, (7)

R∞(f, f̂ a
SS) ≤ 2Eϵ̂

[
sup
S

∥∥∥f − f̂SS

∥∥∥2
L∞(Ω)

]
+ 2Eϵ̂

[
sup
S

∥∥∥f̂SS − f̂ a
SS

∥∥∥2
L∞(Ω)

]
, (8)

where f̂SS denotes the smoothing spline estimator fitted on clean (uncorrupted) data. More precisely,
we have

f̂SS := arg min
g∈W2(Ω)

{
1

n

n∑
i=1

(yi − g(xi))
2
+ λ

∫
Ω

(g′′(x))
2
dx

}
,

with yi = ỹi, for i ∈ [n]\A, and otherwise, for i ∈ A, yi = f(xi) + ϵi, for some i.i.d ϵi. In addition,
we have ϵ̂ = (ϵi)i∈[n].

The first term in each decompositions (7) and (8), quantifies the estimator’s error in the absence of
adversarial contamination, reflecting the classical estimation error. The second term, referred to as
adversarial deviation, captures how much the adversarial estimator f̂ a

SS deviates from its uncorrupted
counterpart f̂SS.

To bound the first term in decomposition (7), we rely on an established upper bounds for smoothing
spline estimation [50, 51], which guarantee that, for sufficiently large n, we have

Eϵ̂

[∥∥∥f (j) − f̂
(j)
SS

∥∥∥2
L2(Ω)

]
≲ λ(2−j)/2

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ(2j+1)/4
. (9)

Applying (9) with j = 0 yields the desired bound for the first term in decomposition (7). For
decomposition (8), the first term is bounded by combining (9) with j = 0 and j = 1, applying norm
inequalities for Sobolev spaces [56], and using the Cauchy–Schwarz inequality, leading to

Eϵ̂

[∥∥∥f − f̂SS

∥∥∥2
L∞(Ω)

]
≲ λ−1/4

(
λ

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ1/4

)
. (10)

To bound the second term in decompositions (7) and (8), we leverage the fact that the smoothing
spline estimator is a linear smoother [41]. Specifically, the solution to (3) can be expressed in a kernel
form as

f̂ a
SS(x) =

1

n

n∑
i=1

Wn(x, xi) ỹi, (11)

where Wn(·, ·) denotes the smoothing spline kernel (or weight function), which depends on the
design points {xi}i∈[n], sample size n, and the smoothing parameter λ. Using this representation, we
have ∣∣∣f̂SS(x)− f̂ a

SS(x)
∣∣∣ = ∣∣∣∣∣ 1n

n∑
i=1

Wn(x, xi) (yi − ỹi)

∣∣∣∣∣ (a)=
∣∣∣∣∣ 1n∑

i∈A
Wn(x, xi) (yi − ỹi)

∣∣∣∣∣ , (12)

where (a) follows from the fact that yi = ỹi, for i ∈ [n]\A. Using the Hölder inequality, and taking
expectation, we show that

Eϵ̂

[
sup
S

∥∥∥f̂SS − f̂ a
SS

∥∥∥2
L2(Ω)

]
≲

q2(M2 + σ2)

n2
Eϵ̂

[
sup

S,x∈Ω,j∈[n]

|Wn(x, xj)|2
]
. (13)

Unfortunately, Wn(·, ·) does not admit an analytically tractable form [52, 53] for directly bounding
its supremum in (13). However, a substantial body of research [52–55] has focused on approximating
Wn(·, ·) with analytically tractable functions, known as equivalent kernels, denoted by Ŵn(x, s). We
leverage such approximations in our analysis to derive an upper bound for (13), leading to

Eϵ̂

[
sup
S

∥∥∥f̂ a
SS − f̂SS

∥∥∥2
L2(Ω)

]
≲

q2(M2 + σ2)

n2λ1/2
. (14)
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We also take similar steps to derive

Eϵ̂

[
sup
S

∥∥∥f̂ a
SS − f̂SS

∥∥∥2
L∞(Ω)

]
≲

q2(M2 + σ2)

n2λ1/2
. (15)

Combining (9), (10), (14), and (15) completes the proof of Theorem 1.

Corollary 1 (Convergence Rate of R2(f, f̂)). Assume the conditions of Theorem 1 hold, and q =
Θ(nβ) for some β ∈ [0, 1]. Then, by choosing λ = O(n−4/5) for β ≤ 0.4 and λ = O(n−4/3(1−β))
for β > 0.4, we have

inf
f̂

R2(f, f̂) ≤ R2(f, f̂
a
SS) ≤

{
O
(
n−4/5

)
for β ≤ 0.4,

O
(
n−4/3(1−β)

)
for β > 0.4,

(16)

as depicted by the blue curve in Figure 1a.

Corollary 2 (Convergence Rate of R∞(f, f̂)). Under the same assumptions as in Corollary 1, by
choosing λ = O(n−4/5) for β ≤ 0.5 and λ = O(n−8/5(1−β)) for β > 0.5, we have

inf
f̂

R∞(f, f̂) ≤ R∞(f, f̂ a
SS) ≤

{
O
(
n−3/5

)
for β ≤ 0.5,

O
(
n−6/5(1−β)

)
for β > 0.5,

(17)

as depicted by the blue curve in Figure 1b.

Based on Corollaries 1 and 2, the thresholds at β = 0.4 for R2(f, f̂
a
SS) and β = 0.5 for R∞(f, f̂ a

SS)
indicate a phase transition: Below these points, the estimation error is dominated by noise, and
adversarial corruption has no impact on the convergence rate. Beyond these thresholds, the adversary
dictates the rate of convergence. In this scenario, we must choose a larger smoothing parameter λ to
smooth out the adversarial contribution in the data points.

Furthermore, for all β ∈ [0, 1), the convergence rate of R∞(f, f̂ a
SS) is slower than that of R2(f, f̂

a
SS),

as established by Theorem 1. This reflects the greater sensitivity of R∞ estimation error to adversarial
attacks: while metric R2 averages the estimation error across the entire domain, metric R∞ is driven
by the worst-case pointwise error, making it inherently more vulnerable to adversarial perturbations.

In the following theorem we provide a minimax lower bound for both metrics.
Theorem 2. Let Pε denote the probability density function of the noise vector ε, with i.i.d zero-mean
σ2-variance entries, f ∈ W2(Ω) be the regression function. Then

inf
f̂

sup
f,S,Pε

R2(f, f̂) ≳ (
q

n
)3 +

1

n4/5
, (18)

inf
f̂

sup
f,S,Pε

R∞(f, f̂) ≳ (
q

n
)2 + (

log n

n
)3/4. (19)

The full proof of Theorem 2 is provided in Appendix B. Here, we present a proof sketch. To establish
Theorem 2, we reduce the minimax risk in (18) and (19) to a hypothesis testing problem [57].
Specifically, we construct two functions f1 and f2 inW2(Ω) with L2 and L∞ distance, bounded
away from zero (see Figure 2). However, given n samples from either function, an adversary can
corrupt up to q of them, making it impossible for any estimator to reliably distinguish between f1
and f2. Consequently, no estimation approach can identify which function generated the data, and
the average hypothesis testing error remains 1/2. Applying [57, Proposition 5.1] yields the following
lower bounds:

inf
f̂

sup
f,S,Pε

R2(f, f̂) ≳
( q
n

)3
, (20)

inf
f̂

sup
f,S,Pε

R∞(f, f̂) ≳
( q
n

)2
. (21)

Furthermore, when q = 0, the adversarial model reduces to the classical non-adversarial setting,
for which the minimax lower bounds have been established as inf f̂ supf,Pε

R2(f, f̂) ≳ n−4/5 and

inf f̂ supf,Pε
R∞(f, f̂) ≳ (log n/n)3/4 [24]. Combining these with (20) and (21) completes the

proof of Theorem 2.
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rq − εq rq 1

εq

rq

x

y
f1(x) = 0

f2(x)

Figure 2: Construction of functions f1 (blue) and f2 (red) used in Theorem 2. Both functions belong
toW2([0, 1]), where f1(x) = 0 for all x, and f2(x) differs from f1 only on the interval [0, rq], with
rq = q/n. The function f2 is linear on [0, rq − εq], where εq = r2q , and transitions smoothly to zero
on [rq − εq, rq] via a degree-5 polynomial, ensuring f2 ∈ W2([0, 1]). This construction induces
a non-zero gap in both L2 and L∞ norms, while enabling the adversary to obscure the difference
by corrupting only q samples, and making f1, f2 statistically indistinguishable. The details of this
construction is provided in Appendix B.

Corollary 3. Assuming q = Θ(nβ) for some β ∈ [0, 1], we conclude from Theorem 2 that

inf
f̂

sup
f,S,Pε

R2(f, f̂)) ≥
{
O
(
n−4/5

)
for β ≤ 11

15 ,

O
(
n−3(1−β)

)
for β > 11

15 ,
(22)

inf
f̂

sup
f,S,Pε

R∞(f, f̂) ≥
{
Õ
(
n−3/4

)
for β ≤ 5

8 ,

Õ
(
n−2(1−β)

)
for β > 5

8 ,
(23)

as depicted by red curves in Figure 1.
Corollary 4 (On optimality of Smoothing Spline). Assume the conditions of Theorem 1 hold and
that q = o(n). Then, by selecting the smoothing parameter λ = ( qn )

4/3 when q ≥ n0.4 and
λ = n−0.8 when q < n0.4, R2(f, f̂

a
SS) vanishes as n → ∞. Similarly, for R∞(f, f̂a

SS), setting
λ = ( qn )

6/5 when q ≥ n0.5 and λ = n−0.8 when q < n0.5 ensures that R∞(f, f̂a
SS) also converges

to zero. Consequently, as long as q = o(n), then R2(f, f̂
a
SS) and R∞(f, f̂a

SS) go to zero, as n→∞.
Conversely, if q = Θ(n), according to Corollary 3, there exists a function f ∈ W2(Ω) such that, for
any estimator f̂ , none of R2(f, f̂) and R∞(f, f̂) converges to zero as n→∞. This implies that the
classical cubic smoothing spline estimator is optimal with respect to maximum tolerable number of
adversarial corruptions.

4 Experimental Results

In this section, we present numerical experiments to validate the theoretical results. All experiments
are conducted on a single CPU-only machine. The smoothing spline estimator is implemented using
the SciPy package [58]. We consider two regression functions: (i) f(x) = x sin(x) over the domain
Ω = [−10, 10] with M = 100, and (ii) a three-layer MLP network with weights initialized in [−1, 1]
and M = 500. The noise vector ε is drawn independently from a Gaussian distribution with zero
mean and variance σ2 = 1.

To evaluate the adversarial robustness of the cubic smoothing spline estimator, we consider three
distinct attack strategies:

• Random Corruption Attack: The adversary randomly selects q out of the n samples and
replaces their response values with M .

• Greedy Corruption Attack: In this process, the attacker:
1. Fits the baseline estimator on clean data.
2. Computes ℓi = (f̂(xi)− yi)

2 for each sample.
3. Identifies i⋆ = argmini ℓi.

7



Figure 3: Log-log plots of error convergence rates for the cubic smoothing spline estimator f̂ = f̂a
SS

for f(x) = x sin(x) in the uniform design setting, where the input points converge to a uniform distri-
bution. The top row shows R2(f, f̂) and R∞(f, f̂) errors for q = n0.3, along with the corresponding
theoretical upper bounds ofO(n−0.8) andO(n−0.6), respectively. The bottom row presents R2(f, f̂)

and R∞(f, f̂) errors for q = n0.6, with theoretical upper bounds of O(n−0.53) and O(n−0.48),
respectively.

4. Updates yi⋆ ← yi⋆ +M · sign(f̂(xi⋆)− yi⋆).

5. Repeats the process until q points are corrupted.

• Concentrated Corruption Attack: The adversary targets q consecutive samples centered
around the median of the design points and modifies their corresponding labels to M .

For each attack strategy, we evaluate both R2(f, f̂
a
SS) and R∞(f, f̂ a

SS) across a range of sample
sizes n, and examine how these metrics scale with n under varying levels of adversarial corruption.
Additionally, for each experiment, we consider two settings for the design points: uniform and
Gaussian. In the uniform and Gaussian settings, the design points {xi}ni=1 converge to a uniform and
a truncated Gaussian distribution over Ω, respectively, as n→∞.

For the function f(x) = x sin(x), Figures 3 and 5 illustrate the behavior of R2(f, f̂
a
SS) and

R∞(f, f̂ a
SS) under uniform and Gaussian designs, respectively, for two corruption levels, q = n0.3

and q = n0.6. Similarly, for the MLP network, Figures 4 and 6 present the corresponding results.

As shown in these figures, the empirical convergence rates align well with the theoretical upper bounds
established in Theorem 1. Specifically, Theorem 1 establishes that R2(f, f̂

a
SS) ≤ O(n−0.8) and

R∞(f, f̂ a
SS) ≤ O(n−0.6) for q = n0.3, and R2(f, f̂

a
SS) ≤ O(n−0.53) and R∞(f, f̂ a

SS) ≤ O(n−0.48)
for q = n0.6. These theoretical predictions align with the empirical convergence trends observed in

8



Figure 4: Log–log plots showing the convergence behavior of the cubic smoothing spline estimator
f̂ = f̂ a

SS when the ground-truth function is the MLP network, under the uniform design setting.
The top row corresponds to the case q = n0.3, with theoretical convergence rates of O(n−0.8) for
R2(f, f̂) and O(n−0.6) for R∞(f, f̂). The bottom row shows results for a higher corruption level,
q = n0.6, with respective theoretical upper bounds of O(n−0.53) and O(n−0.48).

the figures. Moreover, these figures show that the concentrated attack results in noticeably higher
estimation error compared to the other two attack strategies.

It is important to note that these empirical rates are not expected to match the lower bounds from
Theorem 2, since those bounds are minimax in nature. That is, they guarantee the existence of a
worst-case function f⋆ ∈ W2(Ω) for which no estimator can achieve faster convergence. Therefore,
the lower bounds apply to such worst-case functions and not necessarily to all functions inW2(Ω),
including the two functions in our experiments.

5 Related Work

Unlike parametric regression, which benefits from structural assumptions on the model class, nonpara-
metric regression imposes minimal assumptions on the underlying function. This flexibility, makes it
substantially more challenging to evaluate and guarantee adversarial robustness. Consequently, the
literature on adversarial robustness in nonparametric settings remains relatively sparse. Nonetheless,
several notable efforts have begun to address this gap.

As discussed earlier, the Nadaraya–Watson (NW) estimator is not robust to adversarial corruption
and can fail even in the presence of a single corrupted sample [38, 39]. Classical robust estimation
techniques, such as the Median-of-Means (MoM) estimator [59] and trimmed means [60], have been
extended to nonparametric settings [37, 38, 61] to improve the robustness of the NW estimator. In
the MoM approach, the data are partitioned into several groups, an NW estimator is fitted to each
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group, and the median of the resulting estimates is taken. While this method enhances robustness
to outliers, its performance degrades sharply when even a single corrupted sample appears in each
group. Trimmed-mean methods, on the other hand, discard a fixed fraction of samples with extreme
response values and fit the NW estimator on the remaining data. However, their effectiveness is
limited when adversarial corruption is not uniformly distributed across the input space.

Zhao et al. [39] study adversarial robustness in kernel-based nonparametric regression by analyzing an
M -estimator variant of the Nadaraya–Watson (NW) estimator [48, 62], deriving upper and minimax
lower bounds for metrics based on L2-norm and L∞-norm. In comparison to our setting, which
assumes the regression function lies in a second-order Sobolev space, their work considers a first-order
Hölder class. Their proposed estimator requires gradient descent with O(n log(1/ϵ)) complexity to
produce an estimation with precision ϵ on new data point. In contrast, the cubic smoothing spline
accurately evaluates new data point in O(n) time, offering greater computational efficiency.

Several works also have studied the robustness of nonparametric classification. In [40], the authors
analyze the robustness of nonparametric linear classifiers under arbitrary norms and mild regularity
assumptions. The robustness of nearest neighbor classifiers against adversarial perturbations has been
studied in [63] and a general attack framework applicable to a wide class of nonparametric classifiers
is introduced in [64] and a data-pruning defense strategy to mitigate such attacks is proposed.

6 Conclusion

In this paper, we study the adversarial robustness of nonparametric regression when the underlying
regression function belongs toW2(Ω). We prove that the cubic smoothing spline achieves vanishing
R2 and R∞ errors as long as the number of corrupted samples satisfies q = o(n). We also establish
lower bounds using a minimax argument. Notably, we show that cubic smoothing splines are optimal
with respect to the maximum number of tolerable adversarial corruptions.
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A Proof of Theorem 1

In this section, we prove Theorem 1. Without loss of generality, we assume that Ω = [0, 1] 3. Recall
that the solution of (3) is unique and the explicit formula for f̂ a

SS is given by

f̂ a
SS(x) =

1

n

n∑
i=1

Wn(x, xi) ỹi, (24)

where Wn(x, xi) denotes the smoothing spline weight function depending on {xi}ni=1, the sample
size n, and the smoothing parameter λ.

To facilitate the analysis, we define a second scenario in which the adversarial strategy is to be
honest, that is, for any i ∈ A, the adversary does not deviate from the clean data generation process
and behaves as if it were non-adversarial. This allows us to construct a one-to-one correspondence
between the realizations of the adversarial and honest scenarios such that for each i /∈ A, the observed
responses yi are identical across both settings, while for i ∈ A, the responses may differ: in Scenario
1 (adversarial), the adversary may introduce arbitrary deviations, whereas in Scenario 2 (honest), the
responses follow the true underlying model.

In this second setting, we apply the same smoothing spline estimator to the uncorrupted data. The
resulting estimator, which we denote by f̂SS, is given by

f̂SS(x) =
1

n

n∑
i=1

Wn(x, xi) yi, (25)

where yi denotes the uncorrupted response corresponding to input xi, i.e., yi = ỹi, for i ∈ [n]\A,
and otherwise, for i ∈ A, yi = f(xi) + ϵi, for some i.i.d ϵi. We define ϵ̂ := (ϵi)i∈[n].

We now proceed to prove the bounds stated in Theorem 1. We first establish the upper bound for
R2(f, f̂

a
SS) in (5), and subsequently turn to the bound for R∞(f, f̂ a

SS) in (6).

By the definition of R2(f, f̂
a
SS), we have

R2(f, f̂
a
SS) = Eε

[
sup
S

∥∥∥f − f̂ a
SS

∥∥∥2
L2(Ω)

]
, (26)

where ε = (εi)i∈[n]\A. First, observe that

Eε

[
sup
S

∥∥∥f − f̂ a
SS

∥∥∥2
L2(Ω)

]
= Eε̂

[
sup
S

∥∥∥f − f̂ a
SS

∥∥∥2
L2(Ω)

]
,

which follows from the fact that
∥∥∥f − f̂ a

SS

∥∥∥ is independent of the noise terms (εi)i∈A. To proceed,

we add and subtract f̂SS(x) inside the squared term:(
f(x)− f̂ a

SS(x)
)2

=
(
f(x)− f̂SS(x) + f̂SS(x)− f̂ a

SS(x)
)2

. (27)

Using AM-GM inequality, we obtain(
f(x)− f̂ a

SS(x)
)2
≤ 2

(
f(x)− f̂SS(x)

)2
+ 2

(
f̂SS(x)− f̂ a

SS(x)
)2

. (28)

Substituting this bound into the definition of R2(f, f̂
a
SS), we get

R2(f, f̂
a
SS) ≤ 2Eϵ̂

[
sup
S

∥∥∥f − f̂SS

∥∥∥2
L2(Ω)

]
+ 2Eϵ̂

[
sup
S

∥∥∥f̂SS − f̂ a
SS

∥∥∥2
L2(Ω)

]
. (29)

To prove the upper bound in (5), it suffices to find appropriate bounds for the two terms appearing
in (29). We begin by analyzing the first term involving the honest estimator f̂SS:

Eϵ̂

[
sup
S

∥∥∥f − f̂SS

∥∥∥2
L2(Ω)

]
.

3Note that any function f : [a, b] → R can be transformed with scaling and shifting into a function
f̃ : [0, 1] → R without affecting its Sobolev regularity or the scaling of the associated metrics.
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To do so, we use the following theorem, which is a direct consequence of [50, Therorem 1.1],
specialized to the second-order Sobolev space setting:
Lemma 1. Let I = [a, b] ⊂ R be a bounded interval, and let the design points {xi}ni=1 ⊂ I satisfy
the quasi-uniformity condition

∆max

∆min
≤ k, (30)

for some constant k > 0, where

∆max := sup
x∈I

min
i=1,...,n

|x− xi|, ∆min := min
i ̸=j
|xi − xj |. (31)

Then, for any j = 0, 1, 2, there exist constants λ0 > 0, P0 > 0, and Q0 > 0, such that for all
n−4 ≤ λ ≤ λ0, we have

Eϵ̂

[∥∥∥f (j) − f̂
(j)
SS

∥∥∥2
L2(I)

]
≤ P0 λ

2−j
2

∫
I

(f ′′(x))
2
dx+

Q0 σ
2

nλ
2j+1

4

(32)

Here, f̂SS is the smoothing spline estimator applied to uncorrupted data, and f (j) denotes the j-th
derivative of f . To bound the first term in (29), we invoke Lemma 1 with j = 0, corresponding to the
L2(Ω) error between the regression function f and the honest smoothing spline estimator f̂SS. This
yields:

Eϵ̂

[∥∥∥f − f̂SS

∥∥∥2
L2(Ω)

]
≤ P0 λ

∫
Ω

(f ′′(x))
2
dx+

Q0 σ
2

nλ1/4
, (33)

where λ is the regularization parameter, and P0, Q0 > 0 are constants from Lemma 1.

To complete the proof of (5), we now seek to find an upper bound for the second term in (29), which
captures the deviation between the adversarial and honest estimators:

Eϵ̂

[
sup
S

∥∥∥f̂SS − f̂ a
SS

∥∥∥2
L2(Ω)

]
.

Note that from the kernel representations (24) and (25), we have

f̂SS(x)− f̂ a
SS(x) =

1

n

n∑
i=1

Wn(x, xi) (yi − ỹi). (34)

Thus, for each x ∈ Ω, ∣∣∣f̂SS(x)− f̂ a
SS(x)

∣∣∣ = ∣∣∣∣∣ 1n
n∑

i=1

Wn(x, xi) (yi − ỹi)

∣∣∣∣∣ . (35)

Note that for each i:

• If i /∈ A, there is no corruption, and yi = ỹi.
• If i ∈ A, the adversary may modify yi, and since f(xi), ỹi ∈ [−M,M ], we have

|yi − ỹi| = |f(xi)− ỹi + ϵi| ≤ |f(xi)− ỹi|+ |ϵi| ≤ 2M + |ϵi| .

Thus, the sum above reduces to

1

n

∑
i∈A

Wn(x, xi) (yi − ỹi),

and we can bound∣∣∣f̂SS(x)− f̂ a
SS(x)

∣∣∣ ≤ 1

n

∑
j∈A
|Wn(x, xj)| (2M + |ϵi|) ≤

1

n
sup

x∈Ω,j∈[n]

|Wn(x, xj)| ·
∑
j∈A

(2M + ϵi) .

(36)
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This implies that

∥∥∥f̂SS − f̂ a
SS

∥∥∥2
L2(Ω)

≤
(
supx∈Ω,j∈[n] |Wn(x, xj)|

n

)2

·

(∑
i∈A

(2M + |ϵi|)

)2

(a)
≤
(
supx∈Ω,j∈[n] |Wn(x, xj)|

n

)2

·

(∑
i∈A

12

)
·

(∑
i∈A

(2M + |ϵi|)2
)

(b)
≤
(
supx∈Ω,j∈[n] |Wn(x, xj)|

n

)2

· q ·
∑
i∈A

(
8M2 + 2 |ϵi|2

)
=

(
supx∈Ω,j∈[n] |Wn(x, xj)|

n

)2

· q ·

(
8M2q + 2

∑
i∈A

ϵ2i

)
, (37)

where (a) and (b) follow from the Cauchy–Schwarz and AM–GM inequalities, respectively.

Taking expectations and supremum over S yields

Eϵ̂

[
sup
S

∥∥∥f̂SS − f̂ a
SS

∥∥∥2
L2(Ω)

]
≤ q2(8M2 + 2σ2)

n2
sup

x∈Ω,j∈[n]

|Wn(x, xj)|2 . (38)

Now, to complete the proof of (5), it remains to find an upper bound for the kernel supremum term

sup
x,j∈[n]

|Wn(x, xj)| .

Unfortunately, Wn(·, ·) does not admit an analytically tractable form [52, 53] for directly bounding
its supremum in (13). However, a substantial body of research [52–55] has focused on approximating
Wn(·, ·) with analytically tractable functions, known as equivalent kernels, denoted by Ŵn(x, s). We
leverage such approximations in our analysis to derive an upper bound.

Recall that we define the empirical distribution function Fn as

Fn(x) =
1

n

n∑
i=1

1{xi ≤ x}. (39)

We assume that the empirical distribution function Fn converges to a cumulative distribution function
F , i.e., α(n) := supx∈Ω |Fn(x)− F (x)| satisfies α(n) −→ 0 asn→∞. Moreover, we assume that
F (x) is differentiable on Ω with density p(x) = F ′(x), and that there exists a constant pmin > 0
such that

inf
x∈Ω

p(x) ≥ pmin. (40)

To proceed, according to [49], we define the equivalent kernel Ŵn(x, s) as

Ŵn(x, s) =
λ−1/4

2
(p(s)p(x))

−3/8
e−λ−1/4φ0(x,s) sin

(
λ−1/4φ0(x, s) +

π

4

)
, (41)

where the phase function φ0(x, s) is given by

φ0(x, s) = 2−1/2

∫ max(x,s)

min(x,s)

p(t)1/4 dt. (42)

Based on [49, Theorem 1], for sufficiently large n, we have∣∣∣Ŵn(x, s)−Wn(x, s)
∣∣∣ ≤ C

(
λ−1/2α(n) + 1

)
, (43)

where C > 0 is a constant independent of n, and the bound holds uniformly over all x ∈ [0, 1] and
s ∈ [τ1, τ2], where 0 < τ1 < τ2 < 1.
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Now note that

sup
x∈Ω,j∈[n]

|Wn(x, xj)| = sup
x∈Ω,j∈[n]

∣∣∣Ŵn(x, xj) +
(
Wn(x, xj)− Ŵn(x, xj)

)∣∣∣ (44)

≤ sup
x∈Ω,j∈[n]

∣∣∣Ŵn(x, xj)
∣∣∣+ sup

x∈Ω,j∈[n]

∣∣∣Wn(x, xj)− Ŵn(x, xj)
∣∣∣ . (45)

Using the uniform approximation property established in (43), we can bound the second term:

sup
x∈Ω,j∈[n]

∣∣∣Wn(x, xj)− Ŵn(x, xj)
∣∣∣ ≤ C

(
λ−1/2α(n) + 1

)
. (46)

Thus,

sup
x∈Ω,j∈[n]

|Wn(x, xj)| ≤ sup
x∈Ω,j∈[n]

∣∣∣Ŵn(x, xj)
∣∣∣+ C

(
λ−1/2α(n) + 1

)
(a)

≤ λ−1/4

2
(pmin)

−3/4
+ C

(
λ−1/2α(n) + 1

)
(47)

where (a) follows from the definition of Ŵn(x, xj) in (41), and the fact that infx∈Ω p(x) ≥ pmin.
Combining the decomposition in (29), the bound on the honest estimator error from (33), and the
adversarial deviation bounds from (38) and (47), we obtain the final upper bound for R2(f, f̂

a
SS)

stated in Theorem 1:

R2(f, f̂
a
SS) ≤ 2P0 λ

∫
Ω

(f ′′(x))
2
dx+

2Q0σ
2

nλ1/4

+
2q2(8M2 + 2σ2)

n2

[
λ−1/4

2
(pmin)

−3/4 + C
(
λ−1/2α(n) + 1

)]2
. (48)

Therefore, in the regime where λ → 0 as n → ∞ and λ > n−2 > n−4, there exist constants
E1, E2, E3 such that for sufficiently large n,

R2(f, f̂
a
SS) ≤ E1λ

∫
Ω

(f ′′(x))
2
dx+

E2σ
2

nλ1/4
+

E3q
2(M2 + σ2)

n2λ1/2

(
1 + λ−1/4α(n) + λ1/4

)2
.

(49)

Since λ1/4 → 0 as n→∞, the additive term λ1/4 becomes negligible compared to 1 for sufficiently
large n. Dropping this term and absorbing constants, we obtain

R2(f, f̂
a
SS) ≲ λ

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ1/4
+

q2(M2 + σ2)

n2λ1/2

(
1 + λ−1/4α(n)

)2
. (50)

For a continuous cumulative distribution function F , Serfling [65] shows that α(n) = n−1/2 log log n
almost surely. Since λ > n−2, it follows that λ−1/4α(n)→ 0 as n→∞. Therefore, for sufficiently
large n, we have 1 + λ−1/4α(n) < 2. As a result, we obtain

R2(f, f̂
a
SS) ≲ λ

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ1/4
+

q2(M2 + σ2)

n2λ1/2
. (51)

This concludes the proof of the upper bound on R2(f, f̂
a
SS) in Theorem 1.

To complete the proof of Theorem 1, it remains to prove (6). To do so, we adopt a similar strategy as
in the L2 case, but adapted to the squared supremum norm. By the inequality (a+ b)2 ≤ 2a2 + 2b2,
we have ∥∥∥f − f̂ a

SS

∥∥∥2
L∞(Ω)

≤ 2
∥∥∥f − f̂SS

∥∥∥2
L∞(Ω)

+ 2
∥∥∥f̂SS − f̂ a

SS

∥∥∥2
L∞(Ω)

. (52)
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Taking expectation and supremum over S, we substitute into the definition of R∞ and obtain

R∞(f, f̂ a
SS) = Eϵ̂

[
sup
S

∥∥∥f − f̂ a
SS

∥∥∥2
L∞(Ω)

]
≤ 2Eϵ̂

[
sup
S

∥∥∥f − f̂SS

∥∥∥2
L∞(Ω)

]
+ 2Eϵ̂

[
sup
S

∥∥∥f̂SS − f̂ a
SS

∥∥∥2
L∞(Ω)

]
. (53)

From the pointwise bound established in (36), we have∣∣∣f̂SS(x)− f̂ a
SS(x)

∣∣∣ ≤ 2q(M +maxi |ϵi|)
n

sup
x∈Ω,j∈[n]

|Wn(x, xj)| . (54)

Applying the kernel estimate from (47), we conclude that∥∥∥f̂SS − f̂ a
SS

∥∥∥
L∞(Ω)

≤ 2q(M +maxi |ϵi|)
n

(
λ−1/4

2
(pmin)

−3/4 + C
(
λ−1/2α(n) + 1

))
. (55)

Squaring both sides and taking expectation and supremum over S, we obtain

Eϵ̂

[
sup
S

∥∥∥f̂SS − f̂ a
SS

∥∥∥2
L∞(Ω)

]
≲

q2(M2 + σ2)

n2λ1/2

(
1 + λ−1/4α(n) + λ1/4

)2
. (56)

To complete the proof of (6), it remains to find an upper bound for the first term in (53), namely

Eϵ̂

[
sup
S

∥∥∥f − f̂SS

∥∥∥2
L∞(Ω)

]
.

To do so, Since f − f̂SS ∈ W2(Ω), we can leverage Sobolev norms inequalities [56] and use the
same arguments as in [66, Lemma 5] and obtain:∥∥∥f − f̂SS

∥∥∥2
L∞(Ω)

≤ 2
∥∥∥f − f̂SS

∥∥∥
L2(Ω)

·
∥∥∥f ′ − f̂ ′

SS

∥∥∥
L2(Ω)

(57)

Taking expectations on both sides of (57) and applying the Cauchy–Schwarz inequality, we obtain:

Eϵ̂

[∥∥∥f − f̂SS

∥∥∥2
L∞(Ω)

]
≤ 2Eϵ̂

[∥∥∥f − f̂SS

∥∥∥
L2(Ω)

·
∥∥∥f ′ − f̂ ′

SS

∥∥∥
L2(Ω)

]
≤ 2

(
Eϵ̂

[∥∥∥f − f̂SS

∥∥∥2
L2(Ω)

])1/2

·
(
Eϵ̂

[∥∥∥f ′ − f̂ ′
SS

∥∥∥2
L2(Ω)

])1/2

. (58)

Applying Lemma 1 with j = 0 and j = 1, we can bound the right-hand side using:

Eϵ̂

[∥∥∥f − f̂SS

∥∥∥2
L2(Ω)

]
≤ P0λ

∫
Ω

(f ′′(x))
2
dx+

Q0σ
2

nλ1/4
, (59)

Eϵ̂

[∥∥∥f ′ − f̂ ′
SS

∥∥∥2
L2(Ω)

]
≤ P0λ

1/2

∫
Ω

(f ′′(x))
2
dx+

Q0σ
2

nλ3/4
. (60)

Substituting the bounds from (59) and (60) into (57), we obtain

Eϵ̂

[∥∥∥f − f̂SS

∥∥∥2
L∞(Ω)

]
≤ 2

(
P0λ

∫
Ω

(f ′′(x))
2
dx+

Q0σ
2

nλ1/4

)1/2

×
(
P0λ

1/2

∫
Ω

(f ′′(x))
2
dx+

Q0σ
2

nλ3/4

)1/2

. (61)

Combining the decomposition in (53) with the bounds from (61) and (56), we obtain the following
upper bound in the regime where λ→ 0 as n→∞ and λ > n−2 ≥ n−4:

R∞(f, f̂ a
SS) ≲

(
λ

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ1/4

)1/2

×
(
λ1/2

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ3/4

)1/2

+
q2(M2 + σ2)

n2λ1/2

(
1 + λ−1/4α(n) + λ1/4

)2
. (62)
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We now multiply and divide the first term by λ1/4, yielding:

R∞(f, f̂ a
SS) ≲ λ−1/4

(
λ

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ1/4

)
+

q2(M2 + σ2)

n2λ1/2

(
1 + λ−1/4α(n) + λ1/4

)2
.

By arguments similar to those used in the bound for R2(f, f̂
a
SS), we can neglect both λ1/4 and

λ−1/4α(n) compared to 1 for sufficiently large n. Thus, we obtain

R∞(f, f̂ a
SS) ≲ λ−1/4

(
λ

∫
Ω

(f ′′(x))
2
dx+

σ2

nλ1/4

)
+

q2(M2 + σ2)

n2λ1/2
. (63)

This completes the proof of the upper bound on R∞(f, f̂ a
SS) in (6), and thereby concludes the proof

of Theorem 1.

B Proof of Theorem 2

To prove Theorem 2, we first state and prove Lemma 2.
Lemma 2. Let P1 and P2 denote two probability density functions of two distributions with common
variance σ2 > 0. Then, there exists α ∈ [0, 1], and two probability density functions Q1 and Q2 such
that

(1− α)P1 + αQ1 = (1− α)P2 + αQ2, (64)

where Q1 and Q2 are explicitly constructed from P1 and P2.

Proof. Define α as:

α =

∫
{u:P2(u)≥P1(u)} (P2(u)− P1(u)) du

1 +
∫
{u:P2(u)≥P1(u)} (P2(u)− P1(u)) du

≤ 1. (65)

Next, define Q1 and Q2 as:

Q1(u) =
1− α

α
(P2(u)− P1(u))1{P2(u) ≥ P1(u)}, (66)

Q2(u) =
1− α

α
(P1(u)− P2(u))1{P1(u) > P2(u)}, (67)

where 1{·} denotes the indicator function.

By construction, both Q1(u) and Q2(u) are non-negative since the indicator functions restrict the
support to regions where the corresponding differences are non-negative. We now show that Q1 and
Q2 are valid probability density functions. Consider:∫

Q1(u) du =
1− α

α

∫
(P2(u)− P1(u))1{P2(u) ≥ P1(u)} du

=
1− α

α

∫
{u:P2(u)≥P1(u)}

(P2(u)− P1(u)) du = 1. (68)

By symmetry, the same argument shows that
∫
Q2(u) du = 1 as well.

Hence, both Q1 and Q2 are valid densities. With this choice of α, the following identity holds:

(1− α)P1 + αQ1 = (1− α)P2 + αQ2. (69)

This completes the proof.

We now prove Theorem 2, building on Lemma 2. We begin by establishing the lower bound for the
metric R2, as stated in (18); the proof for R∞, given in (19), follows by a similar argument. To do
so, we reduce the minimax risk in (18) and (19) to a hypothesis testing problem [57]. Specifically,
we construct two functions f1 and f2 inW2(Ω) with L2 and L∞ distance, bounded away from zero
(see Figure 2). However, given n samples from either function, an adversary can corrupt up to q of
them, making it impossible for any estimator to reliably distinguish between f1 and f2. Consequently,

20



no estimation approach can identify which function generated the data, and the average hypothesis
testing error remains 1/2. Applying [57, Proposition 5.1] yields the lower bounds in Theorem 2. The
details of the proof is as follows.

Throughout the proof, we assume a fixed design given by xi = i/n and εi ∼ N (0, σ2) are i.i.d noise
samples drawn from a normal distribution with zero mean and variance σ2, for i ∈ [n].

Let rq = q
n and define εq = r2q . We construct two functions, f1 and f2, as follows. Set

f1(x) = 0 for all x ∈ [0, 1].

To define f2, we construct a degree-5 polynomial g(x) on the interval [rq − εq, rq] that satisfies the
following conditions:

g(rq − εq) = εq, (70)

g′(rq − εq) = −1, (71)

g′′(rq − εq) = 0, (72)
g(rq) = 0, (73)

g′(rq) = 0, (74)

g′′(rq) = 0. (75)

These six conditions uniquely determine a polynomial of degree 5, since there are six coefficients to
solve for. Hence, such a polynomial g exists and can be explicitly constructed. Now, define f2 on the
interval [0, 1] by

f2(x) =


rq − x, if x ∈ [0, rq − εq],

g(x), if x ∈ [rq − εq, rq],

0, if x > rq.

It is straightforward to verify that f2 ∈ W2([0, 1]), since both f2 and its first and second derivatives
have bounded norms over Ω (See Figure 2).

Note that f1 and f2 are close but not identical; their differences are concentrated on the interval
[0, rq], and will be used to construct the lower bound.

For each sample xi, the adversary proceeds as follows:

• If xi ≥ rq , then f1(xi) = f2(xi), so no corruption is needed: both models produce identical
distributions for ỹi.

• If xi < rq , then f1(xi) ̸= f2(xi), and the adversary applies Lemma 2 to the pair of normal
distributions

P
(i)
1 := N (f1(xi), σ

2), P
(i)
2 := N (f2(xi), σ

2),

obtaining a scalar αi ∈ [0, 1] and auxiliary distributions Q(i)
1 and Q

(i)
2 such that

(1− αi)P
(i)
1 + αiQ

(i)
1 = (1− αi)P

(i)
2 + αiQ

(i)
2 .

For each such i, the adversary acts:

– With probability 1− αi, leave yi uncorrupted (i.e., drawn from P
(i)
1 if f = f1, or from

P
(i)
2 if f = f2).

– With probability αi, the adversary replaces yi by a draw from Q
(i)
1 if the true function

is f1, and from Q
(i)
2 if the true function is f2.

For the above adversarial strategy, we have |A| ≤ rqn = q. In addition, note that under model f1,
conditionally on xi, the corrupted response ỹi is distributed according to (1− αi)P

(i)
1 + αiQ

(i)
1 , and

under model f2, it is distributed according to (1− αi)P
(i)
2 + αiQ

(i)
2 . By construction of Q(i)

1 and
Q

(i)
2 in Lemma 2, these two mixtures are identical for each i.

Therefore, after adversarial corruption, the distribution of all observed data {ỹi}ni=1 is identical under
f1 and f2. More precisely:
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• For all i with xi > rq, we have f1(xi) = f2(xi), and hence P
(i)
1 = P

(i)
2 ; no corruption is

needed, and the distribution of ỹi is the same under both models.
• For all i with xi ≤ rq, the adversary modifies the responses exactly so that the overall

conditional distribution of ỹi is matched across the two models.

Note that the constructed functions f1 and f2 are not identical: by definition, their difference measured
by the metrics introduced in (1) and (2) is nonzero. However, the adversarial corruption strategy
described above renders the corrupted data distribution identical under both f1 and f2. Consequently,
no estimator can achieve better performance than random guessing between the two hypotheses. As a
result, the minimax error under adversarial corruption remains bounded away from zero, establishing
a nontrivial lower bound.

To prove (18), by starting from the definition of R2(f, f̂), we have

R2(f, f̂) = Eε

[
sup
S

∫ 1

0

(
f(x)− f̂(x)

)2
dx

]
, (76)

where the expectation is over the noise ε, and the supremum is taken over all admissible adversarial
strategies S . Since Theorem 2 considers the worst-case function f , we obtain

inf
f̂

sup
f∈W2(Ω),S,Pε

R2(f, f̂) ≥ inf
f̂

sup
f∈{f1,f2}

Eε

[∫ 1

0

(
f(x)− f̂(x)

)2
dx

]
. (77)

As established earlier, the adversary makes the corrupted data distribution identical under both f1 and
f2. Formally, let P(A)

f1
and P(A)

f2
denote the distributions over the corrupted datasets when the ground

truth is f1 or f2, respectively. Thus, we have:

P(A)
f1

= P(A)
f2

.

That is, the total variation distance satisfies:

TV(P(A)
f1

,P(A)
f2

) = 0. (78)

This guarantees that no estimator can distinguish between them better than random guessing. To
formalize this, we use Le Cam’s two-point method [67, 68] (the hypothesis testing between two
points), which states that for any estimator f̂ and any pair f1, f2,

inf
f̂

sup
f∈{f1,f2}

Eε

[
∥f̂ − f∥2L2(Ω)

]
≥
∥f1 − f2∥2L2(Ω)

4
·
(
1− TV(P(A)

f1
,P(A)

f2
)
)
.

Using (78), we obtain the following lower bound:

inf
f̂

sup
f∈{f1,f2}

E
[
∥f̂ − f∥2L2(Ω)

]
≥ 1

4
∥f1 − f2∥2L2(Ω).

Consequently, following (77) we have

inf
f̂

sup
f∈W2(Ω),S,Pε

R2(f, f̂) ≥
1

4

∫ 1

0

(f1(x)− f2(x))
2
dx. (79)

Recall that f1(x) = 0, and

f2(x) =


rq − x, x ∈ [0, rq − εq],

g(x), x ∈ [rq − εq, rq],

0, x > rq,

where g(x) is a degree-5 polynomial satisfying the smoothness and boundary conditions described
earlier. Therefore,∫ 1

0

(f1(x)− f2(x))
2
dx =

∫ rq

0

f2(x)
2dx =

∫ rq−εq

0

(rq − x)2dx+

∫ rq

rq−εq

g(x)2dx

≥
∫ rq−εq

0

(rq − x)2dx. (80)
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Note that since εq = r2q , we have∫ rq−εq

0

(rq − x)2dx =

∫ rq

εq

u2du =
r3q − ε3q

3
≳ r3q =

( q
n

)3
. (81)

Therefore, we have

inf
f̂

sup
f∈W2(Ω),S,Pε

R2(f, f̂) ≳ r3q =
( q
n

)3
. (82)

Moreover, even in the absence of adversarial corruption (i.e., q = 0), it is well known from classical
minimax theory in nonparametric regression [24] that

inf
f̂

sup
f∈W2(Ω)

E
[∥∥∥f − f̂

∥∥∥2
L2(Ω)

]
≳ n−4/5. (83)

Combining the two regimes, we obtain the following lower bound on the adversarial error:

inf
f̂

sup
f∈W2(Ω),S,Pε

R2(f, f̂) ≳
( q
n

)3
+ n−4/5. (84)

This completes the proof of (18). To complete the proof of Theorem 2, we now establish a lower
bound for R∞. Recall that

R∞(f, f̂) = Eε

[
sup
S

∥∥∥f − f̂
∥∥∥2
L∞(Ω)

]
, (85)

where the expectation is taken over the noise ε, and the supremum is over all adversarial corruption
strategies S. The norm ∥·∥L∞(Ω) denotes the supremum norm over the interval [0, 1].

As in the case of R2, the adversary can construct corrupted data distributions under f1 and f2 that are
indistinguishable. Consequently, no estimator can distinguish between the two hypotheses better than
random guessing. Applying Le Cam’s two-point method [67, 68] to the L∞ loss, we obtain:

inf
f̂

sup
f∈{f1,f2}

Eε

[
∥f̂ − f∥2L∞(Ω)

]
≥
∥f1 − f2∥2L∞(Ω)

4
·
(
1− TV(P(A)

f1
,P(A)

f2
)
)
.

Therefore, we have:

inf
f̂

sup
f∈W2(Ω),S,Pε

R∞(f, f̂) ≥
∥f1 − f2∥2L∞(Ω)

4
. (86)

Since f1(x) = 0, we have ∥f1 − f2∥L∞(Ω) = ∥f2∥L∞(Ω) ≥ f2(0). From the definition of f2, we
have f2(0) = rq . Therefore,

inf
f̂

sup
f∈W2(Ω),S,Pε

R∞(f, f̂) ≳ r2q =
( q
n

)2
. (87)

Moreover, in the absence of adversarial corruption (i.e., q = 0), the standard minimax rate for
estimation under the supremum norm is known to satisfy (see [24])

inf
f̂

sup
f∈W2(Ω)

E
[∥∥∥f − f̂

∥∥∥2
L∞(Ω)

]
≳

(
log n

n

)3/4

. (88)

Combining both contributions, we conclude that

inf
f̂

sup
f∈W2(Ω),S,Pε

R∞(f, f̂) ≳
( q
n

)2
+

(
log n

n

)3/4

. (89)

This completes the proof of (19), and thereby the proof of Theorem 2.
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C Gaussian Setting Experiments

Figure 5: Log-log plots showing the convergence rate of the cubic smoothing spline estimator
f̂ = f̂a

SS for f(x) = x sin(x) under a Gaussian design. The top row plots are results for q = n0.3,
with theoretical rates of O(n−0.8) for R2(f, f̂) and O(n−0.6) for R∞(f, f̂). The bottom row
corresponds to a higher corruption level, q = n0.6, with respective theoretical upper bounds of
O(n−0.53) and O(n−0.48).

.
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Figure 6: Log–log plots showing the convergence behavior of the cubic smoothing spline estimator
f̂ = f̂ a

SS when the ground-truth function is an MLP, under the Gaussian design. The top row
corresponds to the case q = n0.3, with theoretical convergence rates of O(n−0.8) for R2(f, f̂) and
O(n−0.6) for R∞(f, f̂). The bottom row shows results for a higher corruption level, q = n0.6, with
respective theoretical upper bounds of O(n−0.53) and O(n−0.48).

.
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NeurIPS Paper Checklist
1. Claims

Question: Do the main claims made in the abstract and introduction accurately reflect the
paper’s contributions and scope?
Answer: [Yes]
Justification: We detailed our contributions clearly in the abstract and the introduction
sections of the paper.
Guidelines:

• The answer NA means that the abstract and introduction do not include the claims
made in the paper.

• The abstract and/or introduction should clearly state the claims made, including the
contributions made in the paper and important assumptions and limitations. A No or
NA answer to this question will not be perceived well by the reviewers.

• The claims made should match theoretical and experimental results, and reflect how
much the results can be expected to generalize to other settings.

• It is fine to include aspirational goals as motivation as long as it is clear that these goals
are not attained by the paper.

2. Limitations
Question: Does the paper discuss the limitations of the work performed by the authors?
Answer: [Yes]
Justification: We provided all the details regarding the assumptions, conditions, and limita-
tions of the main problem (Section 2), theorems (Section 3), the experiments (Section 4), as
well as the conclusion (Section 6) in the paper.
Guidelines:

• The answer NA means that the paper has no limitation while the answer No means that
the paper has limitations, but those are not discussed in the paper.

• The authors are encouraged to create a separate "Limitations" section in their paper.
• The paper should point out any strong assumptions and how robust the results are to

violations of these assumptions (e.g., independence assumptions, noiseless settings,
model well-specification, asymptotic approximations only holding locally). The authors
should reflect on how these assumptions might be violated in practice and what the
implications would be.

• The authors should reflect on the scope of the claims made, e.g., if the approach was
only tested on a few datasets or with a few runs. In general, empirical results often
depend on implicit assumptions, which should be articulated.

• The authors should reflect on the factors that influence the performance of the approach.
For example, a facial recognition algorithm may perform poorly when image resolution
is low or images are taken in low lighting. Or a speech-to-text system might not be
used reliably to provide closed captions for online lectures because it fails to handle
technical jargon.

• The authors should discuss the computational efficiency of the proposed algorithms
and how they scale with dataset size.

• If applicable, the authors should discuss possible limitations of their approach to
address problems of privacy and fairness.

• While the authors might fear that complete honesty about limitations might be used by
reviewers as grounds for rejection, a worse outcome might be that reviewers discover
limitations that aren’t acknowledged in the paper. The authors should use their best
judgment and recognize that individual actions in favor of transparency play an impor-
tant role in developing norms that preserve the integrity of the community. Reviewers
will be specifically instructed to not penalize honesty concerning limitations.

3. Theory assumptions and proofs
Question: For each theoretical result, does the paper provide the full set of assumptions and
a complete (and correct) proof?
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Answer: [Yes]
Justification: Our paper includes theoretical results in Section 3. In our theorems, we clearly
mentioned all the required assumptions, and a complete (and correct) proof of them is
available in appendices. Please see Section 2 for a full definition of the problem and the
notations used in the paper are described in introduction 1.
Guidelines:

• The answer NA means that the paper does not include theoretical results.
• All the theorems, formulas, and proofs in the paper should be numbered and cross-

referenced.
• All assumptions should be clearly stated or referenced in the statement of any theorems.
• The proofs can either appear in the main paper or the supplemental material, but if

they appear in the supplemental material, the authors are encouraged to provide a short
proof sketch to provide intuition.

• Inversely, any informal proof provided in the core of the paper should be complemented
by formal proofs provided in appendix or supplemental material.

• Theorems and Lemmas that the proof relies upon should be properly referenced.
4. Experimental result reproducibility

Question: Does the paper fully disclose all the information needed to reproduce the main ex-
perimental results of the paper to the extent that it affects the main claims and/or conclusions
of the paper (regardless of whether the code and data are provided or not)?
Answer: [Yes]
Justification: We have provided details regarding our empirical evaluations in Section 4 in
the paper.
Guidelines:

• The answer NA means that the paper does not include experiments.
• If the paper includes experiments, a No answer to this question will not be perceived

well by the reviewers: Making the paper reproducible is important, regardless of
whether the code and data are provided or not.

• If the contribution is a dataset and/or model, the authors should describe the steps taken
to make their results reproducible or verifiable.

• Depending on the contribution, reproducibility can be accomplished in various ways.
For example, if the contribution is a novel architecture, describing the architecture fully
might suffice, or if the contribution is a specific model and empirical evaluation, it may
be necessary to either make it possible for others to replicate the model with the same
dataset, or provide access to the model. In general. releasing code and data is often
one good way to accomplish this, but reproducibility can also be provided via detailed
instructions for how to replicate the results, access to a hosted model (e.g., in the case
of a large language model), releasing of a model checkpoint, or other means that are
appropriate to the research performed.

• While NeurIPS does not require releasing code, the conference does require all submis-
sions to provide some reasonable avenue for reproducibility, which may depend on the
nature of the contribution. For example
(a) If the contribution is primarily a new algorithm, the paper should make it clear how

to reproduce that algorithm.
(b) If the contribution is primarily a new model architecture, the paper should describe

the architecture clearly and fully.
(c) If the contribution is a new model (e.g., a large language model), then there should

either be a way to access this model for reproducing the results or a way to reproduce
the model (e.g., with an open-source dataset or instructions for how to construct
the dataset).

(d) We recognize that reproducibility may be tricky in some cases, in which case
authors are welcome to describe the particular way they provide for reproducibility.
In the case of closed-source models, it may be that access to the model is limited in
some way (e.g., to registered users), but it should be possible for other researchers
to have some path to reproducing or verifying the results.
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5. Open access to data and code
Question: Does the paper provide open access to the data and code, with sufficient instruc-
tions to faithfully reproduce the main experimental results, as described in supplemental
material?
Answer: [No]
Justification: We provided references to all packages that we used in the paper. Regarding
the code, we are happy to share it later if required.
Guidelines:

• The answer NA means that paper does not include experiments requiring code.
• Please see the NeurIPS code and data submission guidelines (https://nips.cc/
public/guides/CodeSubmissionPolicy) for more details.

• While we encourage the release of code and data, we understand that this might not be
possible, so “No” is an acceptable answer. Papers cannot be rejected simply for not
including code, unless this is central to the contribution (e.g., for a new open-source
benchmark).

• The instructions should contain the exact command and environment needed to run to
reproduce the results. See the NeurIPS code and data submission guidelines (https:
//nips.cc/public/guides/CodeSubmissionPolicy) for more details.

• The authors should provide instructions on data access and preparation, including how
to access the raw data, preprocessed data, intermediate data, and generated data, etc.

• The authors should provide scripts to reproduce all experimental results for the new
proposed method and baselines. If only a subset of experiments are reproducible, they
should state which ones are omitted from the script and why.

• At submission time, to preserve anonymity, the authors should release anonymized
versions (if applicable).

• Providing as much information as possible in supplemental material (appended to the
paper) is recommended, but including URLs to data and code is permitted.

6. Experimental setting/details
Question: Does the paper specify all the training and test details (e.g., data splits, hyper-
parameters, how they were chosen, type of optimizer, etc.) necessary to understand the
results?
Answer: [Yes]
Justification: We provided full experimental details in the paper (see Section 4).
Guidelines:

• The answer NA means that the paper does not include experiments.
• The experimental setting should be presented in the core of the paper to a level of detail

that is necessary to appreciate the results and make sense of them.
• The full details can be provided either with the code, in appendix, or as supplemental

material.
7. Experiment statistical significance

Question: Does the paper report error bars suitably and correctly defined or other appropriate
information about the statistical significance of the experiments?
Answer: [Yes]
Justification: The details are provided in Section 4.
Guidelines:

• The answer NA means that the paper does not include experiments.
• The authors should answer "Yes" if the results are accompanied by error bars, confi-

dence intervals, or statistical significance tests, at least for the experiments that support
the main claims of the paper.

• The factors of variability that the error bars are capturing should be clearly stated (for
example, train/test split, initialization, random drawing of some parameter, or overall
run with given experimental conditions).
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• The method for calculating the error bars should be explained (closed form formula,
call to a library function, bootstrap, etc.)

• The assumptions made should be given (e.g., Normally distributed errors).
• It should be clear whether the error bar is the standard deviation or the standard error

of the mean.
• It is OK to report 1-sigma error bars, but one should state it. The authors should

preferably report a 2-sigma error bar than state that they have a 96% CI, if the hypothesis
of Normality of errors is not verified.

• For asymmetric distributions, the authors should be careful not to show in tables or
figures symmetric error bars that would yield results that are out of range (e.g. negative
error rates).

• If error bars are reported in tables or plots, The authors should explain in the text how
they were calculated and reference the corresponding figures or tables in the text.

8. Experiments compute resources
Question: For each experiment, does the paper provide sufficient information on the com-
puter resources (type of compute workers, memory, time of execution) needed to reproduce
the experiments?

Answer: [Yes]

Justification: We provided all the details regarding our experiments in Section 4.

Guidelines:

• The answer NA means that the paper does not include experiments.
• The paper should indicate the type of compute workers CPU or GPU, internal cluster,

or cloud provider, including relevant memory and storage.
• The paper should provide the amount of compute required for each of the individual

experimental runs as well as estimate the total compute.
• The paper should disclose whether the full research project required more compute

than the experiments reported in the paper (e.g., preliminary or failed experiments that
didn’t make it into the paper).

9. Code of ethics
Question: Does the research conducted in the paper conform, in every respect, with the
NeurIPS Code of Ethics https://neurips.cc/public/EthicsGuidelines?

Answer: [Yes]

Justification: We followed the NeurIPS code of ethics in our paper.

Guidelines:

• The answer NA means that the authors have not reviewed the NeurIPS Code of Ethics.
• If the authors answer No, they should explain the special circumstances that require a

deviation from the Code of Ethics.
• The authors should make sure to preserve anonymity (e.g., if there is a special consid-

eration due to laws or regulations in their jurisdiction).

10. Broader impacts
Question: Does the paper discuss both potential positive societal impacts and negative
societal impacts of the work performed?

Answer: [NA]

Justification: Our paper is focused on developing a theoretical foundation for adversarial
robustness of non-parametric regression. We believe this work has no direct societal impact
that should be explained in the paper.

Guidelines:

• The answer NA means that there is no societal impact of the work performed.
• If the authors answer NA or No, they should explain why their work has no societal

impact or why the paper does not address societal impact.
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• Examples of negative societal impacts include potential malicious or unintended uses
(e.g., disinformation, generating fake profiles, surveillance), fairness considerations
(e.g., deployment of technologies that could make decisions that unfairly impact specific
groups), privacy considerations, and security considerations.

• The conference expects that many papers will be foundational research and not tied
to particular applications, let alone deployments. However, if there is a direct path to
any negative applications, the authors should point it out. For example, it is legitimate
to point out that an improvement in the quality of generative models could be used to
generate deepfakes for disinformation. On the other hand, it is not needed to point out
that a generic algorithm for optimizing neural networks could enable people to train
models that generate Deepfakes faster.

• The authors should consider possible harms that could arise when the technology is
being used as intended and functioning correctly, harms that could arise when the
technology is being used as intended but gives incorrect results, and harms following
from (intentional or unintentional) misuse of the technology.

• If there are negative societal impacts, the authors could also discuss possible mitigation
strategies (e.g., gated release of models, providing defenses in addition to attacks,
mechanisms for monitoring misuse, mechanisms to monitor how a system learns from
feedback over time, improving the efficiency and accessibility of ML).

11. Safeguards
Question: Does the paper describe safeguards that have been put in place for responsible
release of data or models that have a high risk for misuse (e.g., pretrained language models,
image generators, or scraped datasets)?
Answer: [NA]
Justification: This is not applicable to our work and this paper poses no such risks.
Guidelines:

• The answer NA means that the paper poses no such risks.
• Released models that have a high risk for misuse or dual-use should be released with

necessary safeguards to allow for controlled use of the model, for example by requiring
that users adhere to usage guidelines or restrictions to access the model or implementing
safety filters.

• Datasets that have been scraped from the Internet could pose safety risks. The authors
should describe how they avoided releasing unsafe images.

• We recognize that providing effective safeguards is challenging, and many papers do
not require this, but we encourage authors to take this into account and make a best
faith effort.

12. Licenses for existing assets
Question: Are the creators or original owners of assets (e.g., code, data, models), used in
the paper, properly credited and are the license and terms of use explicitly mentioned and
properly respected?
Answer: [NA]
Justification: This paper does not use existing assets.
Guidelines:

• The answer NA means that the paper does not use existing assets.
• The authors should cite the original paper that produced the code package or dataset.
• The authors should state which version of the asset is used and, if possible, include a

URL.
• The name of the license (e.g., CC-BY 4.0) should be included for each asset.
• For scraped data from a particular source (e.g., website), the copyright and terms of

service of that source should be provided.
• If assets are released, the license, copyright information, and terms of use in the

package should be provided. For popular datasets, paperswithcode.com/datasets
has curated licenses for some datasets. Their licensing guide can help determine the
license of a dataset.
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• For existing datasets that are re-packaged, both the original license and the license of
the derived asset (if it has changed) should be provided.

• If this information is not available online, the authors are encouraged to reach out to
the asset’s creators.

13. New assets
Question: Are new assets introduced in the paper well documented and is the documentation
provided alongside the assets?
Answer: [NA]
Justification: This paper does not release new assets.
Guidelines:

• The answer NA means that the paper does not release new assets.
• Researchers should communicate the details of the dataset/code/model as part of their

submissions via structured templates. This includes details about training, license,
limitations, etc.

• The paper should discuss whether and how consent was obtained from people whose
asset is used.

• At submission time, remember to anonymize your assets (if applicable). You can either
create an anonymized URL or include an anonymized zip file.

14. Crowdsourcing and research with human subjects
Question: For crowdsourcing experiments and research with human subjects, does the paper
include the full text of instructions given to participants and screenshots, if applicable, as
well as details about compensation (if any)?
Answer: [NA]
Justification: Our paper does not involve these.
Guidelines:

• The answer NA means that the paper does not involve crowdsourcing nor research with
human subjects.

• Including this information in the supplemental material is fine, but if the main contribu-
tion of the paper involves human subjects, then as much detail as possible should be
included in the main paper.

• According to the NeurIPS Code of Ethics, workers involved in data collection, curation,
or other labor should be paid at least the minimum wage in the country of the data
collector.

15. Institutional review board (IRB) approvals or equivalent for research with human
subjects
Question: Does the paper describe potential risks incurred by study participants, whether
such risks were disclosed to the subjects, and whether Institutional Review Board (IRB)
approvals (or an equivalent approval/review based on the requirements of your country or
institution) were obtained?
Answer: [NA]
Justification: Our paper does not involve these.
Guidelines:

• The answer NA means that the paper does not involve crowdsourcing nor research with
human subjects.

• Depending on the country in which research is conducted, IRB approval (or equivalent)
may be required for any human subjects research. If you obtained IRB approval, you
should clearly state this in the paper.

• We recognize that the procedures for this may vary significantly between institutions
and locations, and we expect authors to adhere to the NeurIPS Code of Ethics and the
guidelines for their institution.

• For initial submissions, do not include any information that would break anonymity (if
applicable), such as the institution conducting the review.
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16. Declaration of LLM usage
Question: Does the paper describe the usage of LLMs if it is an important, original, or
non-standard component of the core methods in this research? Note that if the LLM is used
only for writing, editing, or formatting purposes and does not impact the core methodology,
scientific rigorousness, or originality of the research, declaration is not required.
Answer: [NA]
Justification: We just use LLM for writing and editing purposes.
Guidelines: The core method development in this research does not involve LLMs as any
important, original, or non-standard components.

• The answer NA means that the core method development in this research does not
involve LLMs as any important, original, or non-standard components.

• Please refer to our LLM policy (https://neurips.cc/Conferences/2025/LLM)
for what should or should not be described.
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