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Abstract—Searchable encryption (SE) is a powerful technology that enables keyword-based search over encrypted data becomes

possible. However, most SE schemes focus on exact keyword search which can not tolerate misspellings and typos. Existing fuzzy

keyword search schemes only support fuzzy search within a limited similarity threshold d, the storage cost will grow exponentially or the

precision of search results will greatly decrease as d increases. Moreover, the current fuzzy keyword ranked search schemes consider

only the keyword weight, and disregard the influence of keyword morphology similarity on the ranking. In this article, we propose a

scalable fuzzy keyword ranked search scheme over encrypted data under hybrid clouds architecture. We use the edit distance to

measure the similarity of keywords and design an edit distance algorithm over encrypted data, in which our scheme achieves fuzzy

keyword search for any similarity threshold d with a constant storage size and accurate search results. Furthermore, we design a two-

factor ranking function combining keyword weight with keyword morphology similarity, which is utilized to rank the search results and

enhance system usability. Extensive experiments are performed to demonstrate the trade-off of efficiency and security of the proposed

scheme.

Index Terms—Searchable encryption, fuzzy keyword search, edit distance, data security, cloud computing

Ç

1 INTRODUCTION

WHEN both enterprises and individuals outsource their
data to the cloud, the data ownerswill encrypt their data

to protect the privacy of sensitive data. It makes the effective
keyword search over encrypted data become a pressing prob-
lem. Various searchable encryption (SE) schemes are proposed
to resolve this problem. However, most researchers focus on
exact keyword search, and the incorrect or empty search
results are returned when the user inputs a misspelled query
keyword. From this, fuzzy keyword search over encrypted
database has been investigated and developed, which can tol-
erate misspells or format inconsistencies within a given simi-
larity threshold d.

Some existing solutions have achieved accurate or efficient
fuzzy keyword search over encrypted data [1], [2], [3]. How-
ever, some performances of these schemes are influenced by
the similarity threshold d, such as the storage cost [1] and
accuracy [2], [3]. Li et al. [1] adopted a wild-card approach
to enumerate all similarity keywords within a predefined
threshold d, and it is not scalable as the storage complexity
increases exponentiallywith the increase of the error tolerance
threshold d [2]. Subsequently, Wang et al. [2] and Fu et al. [3]

enabled efficient multi-keyword fuzzy search over encrypted
data with a constant size index. Their schemes both used the
tool of Locality-Sensitive Hashing (LSH) for transforming the
metric space on edit distance to the euclidean space, and build
a pre-file index based on Bloom Filters. However, false posi-
tive and false negative exist in their schemes which influence
the accuracy of the search results. All of the above schemes
predefine a similarity threshold d in the setup phase, and
effectual for at most two letter mistakes. For the real-world
search, the similarity threshold d should be changeable
according to the user’s query requirement. If the length of the
query keyword is shorter, the corresponding threshold dmay
be smaller. But, for the vocabularies used in the professional
fields, keyword length is usually longer, such as medical
vocabularies (pneumonoultramicroscopicsilicovolcanoconio-
sis, arteriosclerosis, abdominocentesis), and the gene sequen-
ces in biology. A larger threshold d is desired to tolerate more
lettermistakes.

To make the user obtain the desired files quickly, it is
usually necessary to rank the search results. Fu et al. and
Ding et al. [3], [4] ranked the results based on keyword
weight score, i.e., the value of TF � IDF . This ranking
method ignores the influence of keyword similarity on the
ranking. The deviations between keywords and keywords
will be introduced into the ranking results, and thus affects
the accuracy of ranking. For example, there are three files
f1; f2, and f3, the keywords they contain and their corre-
sponding weight scores are: f1 ¼ fcat; 0:5g, f2 ¼ fhat; 0:6g,
f3 ¼ fbat; 0:7g respectively. When the user inputs a fuzzy
query request Q ¼ fkeyword ¼0 cat0; d ¼ 1g, the cloud
returns the ranked search results are {f3, f2, f1} in Fu’s
scheme. Apparently the expected ranked results for the
user should be {f1, f3, f2}. For easy of illustration, we
assume here that one file only contains one keyword. In
practice, in our SFRSE scheme, one file can contain many
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keywords, the same keyword can appear in multiple files, the
maximum length of the keyword is unrestricted, and the
phrase can be viewed as several separate single keywords. In
this paper, we introduce the keywordsmorphology similarity
score and design a two-factor ranking function combining
with keyword weight score to make the rank criterion more
reasonable.

Edit distance is one of the commonly used methods to
measure the keywords similarity[5]. The keywords mor-
phology similarity score can be obtained based on the edit
distance. Some existing works embedded the edit distance
to Hamming distance [6] or euclidean distance [2], [3] to
achieve fuzzy keyword search. However, it is proven that
existing embedding approaches cannot provide sufficient
distance preservation after space transformation, and will
lead to false positive or false negative [7].

Edit distance calculation over encrypted data was initially
implemented by secure multi-party computation and garbled
circuit [5]. To decrease the computation cost, Huang et al. [8]
optimized the garbled circuit. Cheon et al. [9] calculated edit
distance over encrypted data with homomorphic encryption
and garbled circuit, because homomorphic encryption allows
formore flexible scenarios and functionality, and requires less
interaction. However, Cheon’s algorithm is not scalable for
larger parameter due to large memory requirement. The
above schemes are all based on Yao’s garbled circuit. How-
ever, Yao’s original construction and its variants only provide
one-time security [10], whose scalability is limited.

As the main mode of cloud computing, hybrid clouds have
been deployed by most cloud providers in recent years (e.g.,
Microsoft Azure Stack, AmazonAWS). The hybrid clouds con-
sist of public clouds and private clouds, combining the advan-
tage of security and controllability of the private clouds, the
economy, efficiency and scalability of the public clouds [11],
[12]. The public cloud can store the data owner’s data and exe-
cute lots of computation with its rich storage and computing
resources. The private cloud is trusted by the data owner, so
that it can perform secure computing on sensitive data.

In this paper, we aim to achieve scalable fuzzy keyword
ranked search over encrypted data on hybrid clouds (SFRSE).
We design an edit distance algorithm over encrypted data
(LDE algorithm) to verify the keywords similarity. LDE algo-
rithm is a basic component of our SFRSE scheme, and makes
our scheme implement fuzzy keyword search for any thresh-
old d with a constant size index. The storage cost caused by a
predefined threshold d can be avoided, and the limitation of
threshold d can be eliminated. Thus our SFRSE scheme
achieves good scalability. The clouds can compute the edit
distance between two target keywords in ciphertext based on
the LDE algorithm. Thus our scheme can ensure the accuracy
of search results, and eliminate the false negative and false
positive.

To avoid lots of unnecessary edit distance computations,
we employ the idea of ”filter-then-verify”, and construct an
index tree to improve the search efficiency. The filtering step
can filter outmost of the dissimilar or low similarity keywords
before executing the LDE algorithm. Since we can calculate
the exact edit distance and obtain keywords morphological
similarity score,we combine the scores ofmorphological simi-
larity with keyword weight to rank the search results. The file
will be ranked ahead with a higher probability, if it contains

the keywords that have higher weight score or higher mor-
phological similarity score. The comparison among several
typical fuzzy keyword SE schemes and our SFRSE scheme is
shown in Table 1.

Our contributions can be summarized as follows.

� We design a scalable fuzzy keyword ranked search
scheme over encrypted data. Our scheme can sup-
port fuzzy keyword search for any similarity thresh-
old d and long string query, and the index size is a
constant that not be influenced by the increase of the
threshold d.

� We realize the LDE algorithm under hybrid clouds
model. With the LDE algorithm, the clouds can com-
pute the edit distance in ciphertext and find similar
keywords accurately. We construct a balanced binary
tree as the index to improve search efficiency.

� We design a two-factor trade-off ranking function
to rank the search results, which combines the
keyword weight with morphological similarity. It
makes the ranked results more in line with user
expectations.

2 PRELIMINARY

Levenshtein Edit Distance (LD)was proposed by Levenshtein in
1996 [13]. It refers to the minimum number of edit operations
between two strings, which can switch one string to another.
Edit distance is generally used to quantify the similarity of
keywords, and is widely used in the fields of approximate
string match and fuzzy keyword search. The smaller the edit
distance is, themore similar the two keywords are.

The edit distance formula is presented in Equation (1),
where w and q are two keywords. ed½k�½t� represents the edit
distance of w’s pre-k substring and q’s pre-t substring

ed½k�½t� ¼

t; k ¼ 0; t > 0
k; k > 0; t ¼ 0
minfed½k� 1�½t� þ 1; ed½k�½t� 1� þ 1;
ed½k� 1�½t� 1� þ fðk; tÞg; k > 0; t > 0

8>><
>>:

(1)

fðk; tÞ ¼ 0; w½k� ¼ q½t�
1; w½k� 6¼ q½t�

�
:

Morphology Similarity Score. For any two keywords w and
q, edðw; qÞ denotes their edit distance. Their morphology
similarity score is computed by Equation (2)

TABLE 1
Comparison of Several Typical Fuzzy Keyword

SE Schemes and Our SFRSE Scheme

[1] [2] [3] SFRSE

Scalability � � � @

False positive & false negative � @ @ �
Ranking criterion � KN KW KW&MS

Multi-keyword � @ @ �

KN, KW and MS denote keyword number, keyword weight and morphological
similarity respectively.
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KSw;q ¼ 1� edðw; qÞ=maxflenðwÞ; lenðqÞg: (2)

TF-IDF rule is used to measure the relevance of a key-
word in a file [14]. TF (keyword frequency) denotes the
number of times a keyword appears in a file. IDF
(inverse file frequency) denotes the importance of a key-
word in the entire file set. There are several mathemati-
cal formulas for calculating the TF � IDF value. In this
paper, we use the Equation (3) to calculate the TF � IDF
value, i.e., the keyword weight score WSw;f of a keyword
w in the file f

TF ¼ Nf;w; IDF ¼ n=Nw

WSw;f ¼ ð1þ lnNf;wÞ � lnð1þ n=NwÞ:
(3)

Here, Nf;w denotes the keyword frequency of wi in file f , n
denotes the size of file set, Nw is the number of files contain-
ing w.

MRSE algorithm was proposed byWang et al. [15], which
can preserve the inner product of two vectors in ciphertext.
MRSE algorithm is an enhanced algorithm of ASPE algo-
rithm (asymmetric scalar-product-preserving encryption).
The original ASPE method is vulnerable to linear analysis
attack [16], and MRSE algorithm mitigates those attacks.
Now, we give the main steps of MRSE scheme combining
with our SFRSE scheme.

MRSE.KeyGen ð1sÞ ! KMRSE . This step is performed by
the data owner. The input is a security parameter s. The
output is the key KMRSE ¼ fG;M1;M2g, stored by the data
owner locally. The data owner randomly generates a
s-dimension binary vector G 2 f0; 1gs and two s � s invert-
ible matricesM1 andM2.

MRSE.EncIndex ðUw;KMRSEÞ ! U�w. This step is per-
formed by the data owner. The inputs are u dimension
uni-gram vector Uw and the key KMRSE , provided by the
data owner. The output is the ciphertext U�w, forwarded
to the public cloud. First, the data owner extends the
binary vector Uw to two s-dimension non-binary
vectors U1w and U2w. U1w ¼ ð�Uw; lenðwÞ; 1; "1; . . .Þ,
U2w ¼ ð�Uw; 1; 1; "1; . . .Þ, where "k; k 2 ½1; s � u� 2� are
series of random numbers. Second, the data owner
extends each vector Ujw to two random vectors Uj0w and
Uj00w; j ¼ 1; 2 according to the director vector G. If G½i� ¼
1, Uj0w½i� ¼ Uj00w½i� ¼ Ujw½i�. If G½i� ¼ 0, Uj0w½i� þ Uj00w½i� ¼ Ujw
½i�; j ¼ 1; 2. Finally, the data owner encrypts the vector
Uw as U�w ¼ fðM�1

1 U10w;M
�1
2 U100wÞ; ðM�1

1 U20w;M
�1
2 U200wÞg:

MRSE.EncQuery ðUq;KMRSEÞ ! U�q . This step is performed
by the user. The inputs are the u dimension query uni-gram
vector Uq and the key KMRSE , provided by the user. The out-
put is the ciphertext U�q , forwarded to the public cloud. First,
the user extends Uq to two s-dimension vectors U1q and U2q.
U1q ¼ ðUq; 1; t; u1; . . .Þ, U2q ¼ ðUq; lenðqÞ; t; u1; . . .Þ, where t is a
random number and uk; k 2 ½1; s � u� 2� are 0 or 1. By ran-
domly selects V elements from s � u� 2, the corresponding
uv; v 2 V are set to 1. Second, the user extends each vector Uiq
to two random vectors Uj0q and Uj00q ; j ¼ 1; 2 according to the
director vectorG. IfG½i� ¼ 1,Uj0w½i� þ Uj00w½i� ¼ Ujw½i�. IfG½i� ¼
0, Uj0w½i� ¼ Uj00w½i� ¼ Ujw½i�; j ¼ 1; 2. Finally, the user encrypts
the vectorUq asU

�
q ¼ fðM1U10q;M2U100q Þ; ðM1U20q;M2U200q Þg:

MRSE.Match ðU�q ; U�wÞ ! ipðU�q ; U�wÞ. This step is per-
formed by the public cloud. The inputs are two encrypted

uni-gram vectors U�q and U�w. The output is the inner product
ipðU�w; U�q Þ ¼ fip1; ip2g

ip1 ¼ �Uw � Uq þ lenðwiÞ þ tþ
X

"v

ip2 ¼ �Uw � Uq þ lenðqÞ þ tþ
X

"v:
(4)

Paillier Homomorphic Encryption algorithm is a kind of
homomorphic encryption technique. It is secure against
chosen plaintext attack (CPA) under the assumption
that the decisional composite residuosity problem is
hard [17].

In the Paillier cryptosystem, the public key is PK ¼
ðn; gÞ, and the private key is SK ¼ ð�;mÞ. n ¼ pq, � ¼ lcm
ðp� 1; q � 1Þ, m ¼ ��1 modn, g 2 Z�

n2
and gcdððg� modn2 �

1Þ=n; nÞ ¼ 1. p and q are two independent large prime num-
bers chosen randomly. gcd denotes the greatest common
divisor and lcm denotes the least common multiple. We use
PHE:Encð�Þ and PHE:Decð�Þ to denote the encryption and
decryption algorithm of Paillier cryptosystem respectively.
For a plaintext m and its ciphertext c, the encryption and
decryption process are shown as Equations (5) and (6),
where r is a random number

PHE:Encðm; rÞ ¼ gm � rn modn2; r 2 R (5)

PHE:DecðcÞ ¼
�
ðc� modn2Þ � 1

n

�
� mmodn: (6)

Paillier cryptosystem has the properties of probability,
additive and one-time multiplicative homomorphic.

Form1;m2 2 Zn; r1; r2; k 2 Z�n;m1 6¼ m2; r1 6¼ r2

PHE:Encðm1; r1Þ 6¼ PHE:Encðm1; r2Þ
PHE:Encðm; rÞk ¼ PHE:Encðkm; rÞ

PHE:Encðm1Þ � PHE:Encðm2Þ ¼ PHE:Encðm1 þm2Þ;

where r; r1; r2; k are random numbers.
Pseudo-Random Permutation (PRP). p : f0; 1gn � f0; 1gs !

f0; 1gn is a PRP, if p can be computed in polynomial-time
and cannot be distinguished from random function by any
polynomial-time adversary [18].

3 PROBLEM FORMULATION

3.1 Design Goals

To achieve scalable fuzzy keyword ranked search over
encrypted data, our scheme has the following design
goals.

Exactly Search Results. The proposed scheme should find
out all the fuzzy keywords for a fuzzy query Q ¼ fq; dg
exactly. The false positive and false negative are eliminated.

Similarity Threshold Scalability. In this paper, we define
the “scalability” from the perspective of similarity threshold
d instead of the database size. The threshold d should be
scalable and should be not limited to the predefined value.
The proposed scheme should achieve fuzzy keyword search
for any similarity threshold dwith a constant size index. The
size of the index is constant regardless of the similarity
threshold d, and the accuracy of search results will not be
affected by the increase of d.
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Two-Factor Ranking Function. To make the search results
more in line with the user’s expectations, the returned
results should be ranked according to both keyword weight
score and keyword similarity score.

Privacy-Preserving. The public cloud and the private
cloud should learn no extra information except the neces-
sary messages that appear in the entire interaction protocol.
The details are described in Section 3.2.

3.2 Security Definitions

We consider two kinds of adversaries: external adversaries
and internal adversaries. An external adversary can eaves-
drop on information in interaction protocol, and attempt to
infer privacy information as much as possible from the mes-
sage he eavesdropped on. An internal adversary intends to
obtain more sensitive information on the data owner’s files
and the user’s query. In our scheme, we assume that the
data owner and the user are both trusted. We assume that
the public cloud and the private cloud are both ”honest-but-
curious”. They will honestly execute the designed protocol,
but they are curious about the files and query contents, and
attempt to infer the privacy information by analyzing the
information obtained during the protocol [2], [3], [13]. We
assume that the user’s input keywords are allowed to be
known by the private cloud. Obviously, the internal adver-
sary is more powerful than external adversary. In our
scheme, the internal adversary may be the public cloud or
the private cloud. We only discuss how to defend such an
internal adversary in our scheme under the assumption that
the private cloud and the public cloud are non-colluding.

SFRSE scheme should provide the following security
guarantees. 1) An adversary cannot learn any extra informa-
tion about the files fi and the index keywords wi from the
encrypted file set F� and the index tree T �. 2) The search
trapdoors cannot reveal any information of the user’s query
keywords beyond what is implied by the search results. 3)
At any time, the public cloud and the private cloud can
learn only what are allowed to be leaked by the user, i.e.,
the search pattern and the access pattern. The search pattern
and the access pattern are any information that can be
derived from the search process and the access process
respectively [19], and the formal definitions are as follows.

Definition 1 (Search pattern spðQÞ). Given a sequence of t
queries, the query history is Query ¼ fQ1; Q2; . . . ; Qtg, the
information that the cloud can see is Trace ¼ fðTQ1

;Match
ðTQ1

; T �ÞÞ; . . . ; ðTQt ;MatchðTQt ; T
�ÞÞg. For a query Q, the

search pattern spðQÞ for Q is defined as

spðQÞ ¼ fQjjTQj
¼ TQ or MatchðTQj

; T �Þ
¼ MatchðTQ; T �Þ; Qj 2 Queryg:

TQj
and TQ are the trapdoors of query Qj and Q respectively.

T � is the encrypted index tree. MatchðTQj
; T �Þ is the match-

list which contains the keywords that are match with query
request Qj. The search pattern indicates that the query Q is the
same as the past query Qj.

Definition 2 (Access pattern apðQÞ). Given a fuzzy query
Q ¼ fq; dg at time t+1, the access pattern is defined as
apðQÞ ¼ idðQÞ. idðQÞ is the identifier set of files containing
the keyword wi which satisfies edðwi; qÞ � d.

Now we use the widely-accepted simulation-based
framework [19], [20], [21] to formally define the semantic
security of our SFRSE scheme against adaptive attacks. The
definition uses two models, real model RealAdvðkÞ and ideal
model IdealAdv;SðkÞ. In the RealAdvðkÞ, the challenger has the
key and runs a set of prescribed algorithms to respond to
the adversary’s challenge. In the IdealAdv;SðkÞ, a simulator is
defined to simulate the view of an adversary Adv during an
attack. We parameterize the definition for the ideal world
simulator S with a set of leakage functions. The leakage
function captures precisely what is being leaked to the
adversary during each operation [20], [21], [22]. Because our
SFRSE scheme is divided into two phases: SFRSE.Setup and
SFRSE.Search, we use (LSetup;LSearch) to denote the leakage
functions in Setup and Search phases respectively.

Since any adversary can only know the allowing limited
leakage information but not the other information in the
ideal model, we prove that the security of our SFRSE
scheme by proving that the real model and the ideal model
are indistinguishable for any PPT adversary. Specifically,
the challenger flips a coin coin at the beginning of the exper-
iment. If coin=0, the challenger interacts with the adversary
in the real model; otherwise interacts with the adversary in
the ideal model. At the end of the experiment, the adversary
outputs a bit b (0 or 1) to assert that it is in the real model or
in the ideal model. Definition 3 gives the formal security
definition. Equation (7) implies that the probabilities of the
adversary outputs 1 are approximately equal at the two
models, so the outputs of RealAdvðkÞ and IdealAdv;SðkÞ are
indistinguishable for any adversary. DðRealAdvðkÞÞ and
DðIdealAdv;SðkÞÞ denote the adversary’s outputs in the real
model and the ideal model, respectively. k is the security
parameter, neglðkÞ is a negligible function with k.

Definition 3 (L-adaptively Security for SFRSE). A
SFRSE scheme is (LSetup;LSearch)-adaptively secure, if for all
PPT adversaries, there exists a PPT simulator S such that

½Pr½DðRealAdvðkÞÞ ¼ 1�� � ½Pr½DðIdealAdv;SðkÞÞ ¼ 1�� � neglðkÞ:
(7)

� RealAdvðkÞ: Challenger runs KeyGenð�Þ to generate
the key K. Adv inputs F and receives ðF�; T �Þ  
Setup:Encð�Þ from the challenger. Adv makes a poly-
nomial number of adaptive queries Query ¼ fQij i ¼
1; . . . ; tg. For each query Q 2 Query, the challenger
runs SFRSE.Search algorithm and returns the search
results to Adv. Finally, Adv returns a bit b as the out-
put of the experiment.

� IdealAdv;SðkÞ: Adv inputs F. Given LSetupðFÞ, S gener-
ates and sends ðF�; T �Þ to Adv. Adv makes a polyno-
mial number of adaptive queries Query ¼ fQij i ¼ 1;
. . . ; tg. For each query Q 2 Query, S simulates the
Search algorithm and returns the results to Adv based
on LSearchðF;QÞ. Finally, Adv returns a bit b as the out-
put of the experiment.

4 SFRSE SCHEME

Notations. Common notations and their meanings.

� F - The outsourced file set, F ¼ ff1; . . . ; fng
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� F� - The encryption form of F.
� W - The keyword set extracted from F, W ¼
fw1; . . . ; wmg

� W� - The encryption form ofW.
� n - the number of files in the dataset F.
� m - the number of keywords in the keyword setW.
� T - The unencrypted index tree.
� T � - The encrypted index tree.
� N - The tree node.
� N:x - The element x stored in node N .
� U - The uni-gram element set
� S - The character element set.
� Uwi

- The 290 dimension uni-gram vector trans-
formed from the keyword wi.

� Cwi
- The L dimension character vector transformed

from the keyword wi.
� U - The uni-gram vector set.
� C - The character vector set.
� edðw; qÞ - The edit distance between w and q.
� M�ðwi; qÞ - The L� L encrypted edit distance matrix

of wi and q.
� lenðqÞ - The dimension or length of q.
� VS - The validation set containing the keywordswhich

need to further verify in the verification phase.
� ? - Using in a protocol, denotes the input or output

is nothing.
� PPT - Probabilistic polynomial time.
� Z�

n2
- Finite cyclic group of order n2.

� gcd - The abbreviation of greatest common divisor.
� lcm - The abbreviation of lowest common multiple.
� dij - The jth element in the vector di

4.1 SFRSE Definition

As shown in Fig. 1, a SFRSE scheme consists of four entities:
data owner, private cloud, public cloud and data user. The
data owner is an individual or a group organization (e.g.,
members of a research institution), who outsource his/her
encrypted dataset F� ¼ ff�1 ; . . . ; f�ng and searchable index
tree T � to the public cloud for data sharing. The data user is
the person authorized by the data owner, who wants to
access and search the dataset F�. The public cloud is a com-
mon commercial cloud with massive storage and comput-
ing resources, which is responsible for storing the data
owner’s data and processing the user’s queries. The private
cloud is deployed within the institution and has a partial
decryption key, which is responsible for decrypting and
ranking operations.

The “search control” and “access control” are performed
when the data user wants to obtain authority from the data
owner. The data user obtains the private key that is used to
generate the query trapdoor through search control mecha-
nisms. After executing the search protocol, the user receives
the search results which are a series of ciphertext files. The
data user obtains the files decryption key to decrypt and
access the files through access control mechanisms. These
search control and access controlmechanisms can be achieved
by secure channel or broadcast encryption [23], [24], which are
beyond the discussion scope of this paper.

Next, we give the formal syntax of our SFRSE scheme in
Definition 4. P ðx; yÞ ! ðu; vÞ represents a protocol P that

runs between two parties A and B, where x, y are the
inputs, and u, v are the outputs ofA and B, respectively.

Definition 4 (SFRSE scheme). A scalable fuzzy keyword
ranked searchable encryption scheme consists of the following
algorithms:

SFRSE.Setup ðF; 1m; 1s; 1kÞ ! ðK;F�; T �Þ: This step runs
by the data owner. The inputs are a dataset F and three secu-
rity parameters m, s and k, provided by the data owner. The
outputs are the keyK ¼ ðKSym;KMRSE;KPHE ¼ ðSK;PKÞÞ,
the encrypted dataset F� ¼ ff�1 ; . . . ; f�ng and the encrypted
index tree T �. SK is forwarded to the private cloud. F� and T �
are forwarded to the public cloud. The data owner publishes
PK.

SFRSE.Search ðK;Q;F�; T �;KPHEÞ ! ð?;F�Q;?Þ:This
step runs among the data user, the public cloud and the private
cloud. The inputs are the key K and KPHE , the fuzzy query
Q ¼ fq; dg, F� and T �. K and Q are provided by the user. F�

and T � are provided by the public cloud. KPHE is provided by
the private cloud. The output is a ranked ciphertext file set F�Q,
forwarded to the user.

4.2 SFRSE Construction

SFRSE.Setup. The setup phase is performed by the data
owner, and contains three steps: index generation IndexGen,
key generationKeyGen and encryptionEnc.

Step-1 Setup.IndexGen ðFÞ ! T . The input is the dataset F.
The output is the searchable index tree T .

Step-1.1 Extracting keywords and weight vectors ðFÞ !
ðW;WSÞ. The input is the dataset F. The outputs are a
keyword set W and a keyword weight vector set WS ¼
fWSwi

jwi 2Wg, where the dimension ofWSwi
is n. The data

owner extracts the keywords from F by stemming algo-
rithm. The ith element in weight vector WSwi

is the weight
scoreWSwi;fi computed by Equation (3).

Fig. 1. The system model of SFRSE scheme, where red, blue and black
lines represent the authority, Setup and Search phases respectively.
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Step-1.2 Transforming keyword to its uni-gram vector ðwiÞ !
Uwi

. The input is a keyword wi. The output is a u-dimension
uni-gram vector Uwi

. Uwi
is used in filtering search step. The

data owner transforms wi to Uwi
based on a preset uni-gram

element set U . The set U is adjustable according to the specific
scheme and the target dataset. In our SFRSE scheme, we
choose a 290-dimension uni-gram element setU ¼ fa1; a2; . . . ;
a10; b1; . . .g according to our experimental dataset. The set U
contains 26 � 10 letters, 30 numbers and commonly used
symbols.

The data owner first transforms the keyword to its uni-
gram set. For example, the uni-gram set of keyword 0lecture0

is fl1; e1; c1; t1; u1; r1; e2g, where 0e20 indicates 0e0 second
appearance in this keyword. The data owner matches key-
word to a u-dimension uni-gram vector. The element is set to
1 if the corresponding uni-gram character exists in the set U
for the given keyword, otherwise 0. An uni-gramvectorUwi

¼
f0; 1g290 is generated for the keyword wi. This transform
method is proposed in reference [3].

Step-1.3 Transforming keyword to its character vector ðwiÞ !
Cwi

. The input is a keyword wi. The output is a L�dimension
character vector Cwi

. Cwi
is used in verification search step.

The data owner generates the character sets S1 and S2 based
on keyword set W, and S1 \ S2 ¼ f. The data owner ran-
domly chooses a dummy edit distance d0 and a dummy vector
dq, where d0 � minflenðwiÞg. Then the data owner generates a
dummy character vector set D ¼ fdij dij 2 S2; edðdi; dqÞ ¼ d0g.
The data owner chooses a padding character � and a fixed
length L, that satisfy L > maxflenðwiÞg þmaxflenðdiÞg and
� =2 S1 [ S2.

The data owner first transforms keyword wi 2W to a
lenðwiÞ-dimension intermediate vector Iwi

. For example, the
intermediate vector of keyword 0secure0 is Iwi

¼ ðs; e; c; u;
r; eÞ. Then the data owner extends Iwi

to aL�dimension char-
acter vector Cwi

. The details of this operation is described in
Section 5.2.1 paragraph 3-5

Iwi
¼ ðwi1; wi2; . . . ; wilenðwiÞÞ; wij 2 S1

Cwi
¼ ð� � � � � jjdijjIwi

Þ; di 2 D; wi 2W; lenðCwi
Þ ¼ L:

Step-1.4 Building index (Uwi
; Cwi

; Fwi
Þ ! T . The inputs are

the tuple (Uwi
; Cwi

; Fwi
) for each wi 2W. The output is a bal-

anced binary tree T .
The elements stored in the node N of index tree T are

N ¼ fID;Nl;Nr; U; C; len;WSg:

� ID - The unique identity for each node, which is gen-
erated by a pseudorandom function denoted as
GenID().

� Nl - The pointer to the left child ofN .
� Nr - The pointer to the right child ofN .
� U - The uni-gram vector stored in N . If N is a leaf

node which stores keyword wi, U ¼ Uwi
is the uni-

gram vector of keyword wi. If N is an internal
node, U is determined by it’s left and right
children

U ½i� ¼ ORfN:Nl ! U½i�; N:Nr ! U½i�g:

� C - The character vector stored in N . If N is a leaf
node, C ¼ Cwi

is the character vector of keyword wi.
IfN is a internal node, C is set to null.

� len - The keyword length stored in N . If N is a leaf
node which stores keyword wi, len ¼ lenðwiÞ is the
length of keyword wi. If N is an internal node, len is
determined by it’s left and right children

N:len ¼ minfNl:len; Nr:leng:

� WS - The weight vector stored in N . If N is a leaf
node which stores keyword wi,WS is the weight vec-
torWSwi

. IfN is a internal node,WS ¼ null.
Step-2 Setup.KeyGen ð1m; 1s ; 1kÞ ! K. The inputs are three

secure parameters ðm; s; kÞ, provided by the data owner.
The output is the key K ¼ fKSym;KMRSE;KPHEg. KSym is a
symmetric key. KMRSE ¼ fS;M1;M2g is the key of MRSE
algorithm. KPHE ¼ fPK; SKg is the key of Paillier crypto-
system. The data owner stores K locally, sends SK to the
private cloud and publishes PK.

Step-3 Setup.EncðK;F; T Þ ! ðF�; T �Þ. The inputs are the
dataset set F, index tree T and the key K, provided by the
data owner. The outputs are the encrypted dataset set F�

and index tree T �, forwarded to the public cloud. The data
owner encrypts F to F� using the key KSym, and encrypts T
to T � using the keyKMRSE andKPHE .

When encrypting the index tree T , the data owner
encrypts each tree nodes N as N�. The element len is
embedded into the vector U� when the data owner uses the
MRSE algorithm to encrypt the vector U

N� ¼ fID;Nl;Nr; U
�; C�;WS�g; C� ¼ PHE:EncðCÞ;

U� ¼MRSE:EncIndexðUÞ; WS� ¼ PHE:EncðWSÞ:

SFRSE.Search. The search phase is an interactive process,
and runs among the user, the public cloud and the private
cloud, including: trapdoor generation (TrapGen), filtering
search (Filter), verification search (Verify) and rank (Rank).
The inputs are the fuzzy query Q ¼ fq; dg and the key K,
provided by the user, where q is a query keyword and d is
the similarity threshold. The output is the ranked file set F�Q,
forwarded to the user.

Step-1 Search.TrapGenðK;QÞ ! TQ. This step is per-
formed locally by the user. The inputs are the fuzzy query
Q ¼ fq; dg and the key K, provided by the user. The output
is the query trapdoor TQ ¼ fU�q ; C�q ; df ; dþ d0g, forwarded to
the public cloud. df is the filter threshold described in detail
in Section 5.1. The user transforms query keyword q to two
vectors Uq and Cq, and encrypts them as U�q and C�q . The
method of generating Uq is the same as the method of trans-
forming index keyword wi to Uwi

. When generating Cq, the
user adds dq to intermediate vector Iq instead of di

U�q ¼MRSE:EncQueryðUqÞ;
C�q ¼ PHE:EncðCqÞ ¼ PHE:Encð� � � � � jjdqjjIqÞ:

Step-2 Search.FilterðTQ; T �Þ ! ð?;VSÞ. This step is per-
formed between the user and the public cloud. The inputs
are the query trapdoor TQ and the encrypted index tree T �,
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provided by the user and the public cloud respectively. The
output is a validation set VS, forwarded to the public cloud.
The public cloud searches the index tree T � by the “Greedy
Depth-First Search” algorithm as described in Algorithm 1,
which is a recursive procedure. The specific filtering rules
and search example are presented in Section 5.1.

Algorithm 1. Search.FilterðTQ; T �Þ ! ð?;VSÞ
Inputs: T � and TQ The encrypted index tree and trapdoor,

TQ ¼ fU�q ; C�q ; df ; dþ d0g.
Outputs: VS \\ The validation set

Procedure
1: VS = null Initialize VS to null
2: root = root node of T �
3: t ¼ root a variable node, t ¼ fID; tl; tr; U

�; C�;WS�g
4: Procedure SearchðTQ; tÞ ! ð?;VSÞ
5: while (t:U�½1� � U�q ½1� � df ) AND (t:U�½2� � U�q ½2� � df ) do
6: if (tr = null) AND (tl = null) then
7: VS:appendðt:C�Þ t is a leaf node
8: else
9: SearchðTQ; t:lÞ ! ðVSÞ
10: SearchðTQ; t:rÞ ! ðVSÞ
11: end if
12: end while
13: returnVS.

Step-3 Search.Verify ðdþ d0;VS;SKÞ ! ð?;NC�q ;dþd0 Þ. This
step runs between the public cloud and the private cloud.
The inputs are the validation set VS, the threshold dþ d0

and the private SK of KPHE . VS and dþ d0 are provided by

the public cloud. SK are provided by the private cloud. The

output is a set NC�q ;dþd0 which contains the sequence num-

bers of the desired fuzzy keywords, forwarded to the public

cloud. In Section 5.2, we design an LDE algorithm to achieve

the verification operation. In the following description, we

use LDE.x to denote the x algorithm invoked from the LDE

algorithm.
The public cloud constructs an L� L encrypted edit dis-

tance matrix M�
C�wi

;C�q
¼ LDE:ConEDMatrixðC�wi

; C�q Þ for

each C�wi
2 VS, and obtains the matrix set M�. The public

cloud generates a PRP (Pseudo-random permutation) p and
sends pM� ¼ fM�

C�wj
; C�q j j ¼ pig to the private cloud.

The private cloud decrypts eachmatrixM�
C�wj

;C�q
and obtains

the edit distance edðC�wj
;C�q Þ ¼ LDE:ComEDðM�

C�wj
;C�q
Þ. The

private cloud stores the sequence number j ¼ pi to a set
NC�q ;dþd0 , which satisfies edðC�wj

;C�q Þ � dþ d0. NC�q ;dþd0 ¼ fjjed
ðC�q ; C�wj

Þ � dþ d0; C�wj
2 VSg

Step-4 Search.Rank (T �;F�;NC�q ;dþd0 Þ ! ðF
�
Q;RSC�q ;dþd0 Þ.

This step runs between the public cloud and the private
cloud. The inputs provided by the public cloud are T � and
F�. The input provided by the private cloud is the set
NC�q ;dþd0 . The private cloud outputs the ranked file id set
RSC�q ;dþd0 , and sends it to the public cloud. The public cloud
outputs a ranked ciphertext file set F�Q, and sends it to the
user.

Step-4.1 Obtaining weight score ðWS�;NC�q ;dþd0 Þ ! ð?;dWSC�q ;C�wj
Þ. This step runs between the public cloud and the

private cloud. The inputs are the encrypted weight vector
set WS� and the set NC�q ;dþd0 , provided by the public cloud
and the private cloud respectively. The output is the

keyword weight vector set dWSC�q ;C�wj
, forwarded to the pri-

vate cloud.

The public cloud receives set NC�q ;dþd0 , and recovers the
original sequence number i ¼ pj of similarity keyword wi

using the PRP p. The public cloud obtains the correspond-
ing encrypted weight vector WS�wj

, further encrypts it todWS�wj
for each j 2 NC�q ;dþd0 , and sends the set dWSC�q ;C�wj

to the
private cloud. This operation is to protect the weight score
from the private cloud and do not impact the rank results.
The private cloud decrypts each dWS�wj

as dWSwj
using SK,

and obtains the keyword weight vector dWSwj

dWSC�q ;C�wj
¼ fdWS�wj

j j 2 NC�q ;dþd0 gdWS�wj
¼ ðdWS�wj;f1

; . . . ; dWS�wj;fn
Þ

dWS�wj;fj
¼ ðWS�wj;fj

� PHE:EncðrÞÞh

¼ PHE:EncððWSwj;fj þ rÞ � hÞ r; h 2 R;

where r and h are random numbers.
Step-4.2 Computing morphology similarity score ðNC�q ;dþd0 ;

EDÞ ! ðKSC�q ;C�wj
Þ. This step is performed by the private cloud.

The inputs are the set NC�q ;dþd0 and the corresponding edit dis-
tance set ED, provided by the private cloud. The output is the
morphology similarity score setKSC�q ;C�wj

for each j 2 NC�q ;dþd0

ED ¼ fedðC�q ;C�wj
Þ j j 2 NC�q ;dþd0 g

KSC�q ;C�wj
¼ fKSC�q ;C�wj

j j 2 NC�q ;dþd0 g

KSC�q ;C�wj
¼ 1� edðC�q ;C�wj

Þ=maxflenðC�q Þ; lenðC�wj
Þg:

Step-4.3 Computing relevance score and ranking ðdWSC�q ;C�wj
;

KSC�q ;C�wj
;F�Þ ! ðRSC�q ;dþd0 ;F

�
QÞ. This step runs between the

private cloud and the public cloud. The inputs are setdWSC�q ;C�wj
, KSC�q ;C�wj

and F�, where dWSC�q ;C�wj
and KSC�q ;C�wj

are
provided by the private cloud. F� is provided by the public
cloud. The outputs are the ranked file id set RSC�q ;dþd0 , and
the ranked file set F�Q. RSC�q ;dþd0 is forwarded to the public
cloud, and F�Q is forwarded to the user.

The private cloud computes the relevance score RSfi for
each wj; j 2 NC�q ;dþd0 as Equation (8), obtains and sends the
set RSC�q ;dþd0 to the public cloud.

RSfi ¼
X

i2NC�q ;dþd0

KSC�q ;C�wj
� dWSwj;fi (8)

RSC�q ;dþd0 ¼ fidi j if i > j; then RSfidi
> RSfidj

g:

The public cloud finds out the corresponding encrypted
file set F�Q based on RSC�q ;dþd0 , and sends it to the user

F�Q ¼ ffidi j idi 2 RSC�q ;dþd0 g:

5 THE FILTERING ALGORITHM AND LDE
ALGORITHM

5.1 Filtering Algorithm

Filtering Rules. W is a index keyword set and Q ¼ fq; dg is
the user’s fuzzy query. The public cloud can filter out most
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dissimilarity or low similarity keywords based on these val-
ues: k, d, lenðwiÞ and lenðqÞ. k is the number of matching
characters between wi and q, k ¼ Uwi

� Uq; wi 2W. lenðwiÞ
and lenðqÞ are the lengths of keywords wi and q respectively.
If edðwi; qÞ � d, the number of mismatched characters in any
two keywords will not exceed d. When lenðqÞ � k > d or
lenðwiÞ � k > d, it needs at least dþ 1 edit operations to
switch wi to q. If two keywords wi and q are similar within
d, they should satisfy Equation (9)

lenðwiÞ � k � d and lenðqÞ � k � d: (9)

In our SFRSE scheme, the uni-gram vector is encrypted
by the MRSE algorithm. As described in MRSE scheme of
Section 2, for two uni-gram vectors Uwi

and Uq, their corre-
sponding ciphertexts are U�wi

and U�q . The inner products of
the two encrypted vectors are

ip1 ¼ �Uw � Uq þ lenðwiÞ þ tþ
X

"v

ip2 ¼ �Uw � Uq þ lenðqÞ þ tþ
X

"v:
(10)

If the inner products of vector U�wi
and U�q satisfy the fil-

tering rules, i.e., the Equation (9), the corresponding inner
products of the encrypted vectors should satisfy

ip1 � dþ
X

"ðvÞ þ t and ip2 � dþ
X

"ðvÞ þ t: (11)

Since "ðvÞ and t are randomly chosen by the data owner
and the user respectively, we set

P
"ðvÞ � 1. To make the

public cloud filter out the dissimilarity keywords, the user
submits an filtering threshold df ¼ dþ 1þ t to the public
cloud.

Search Index Tree. The public cloud receives the user’s
query Q ¼ fU�q ; dfg, and searches the index tree using the
”Greedy Depth-First Search” algorithm. The public cloud
calculates the inner product of U�wi

and U�q , and returns the
leaf nodes whose inner product is less than filtering thresh-
old df . An example of building and searching index tree in
plaintext is shown in Fig. 2.

Example: Assuming that the keyword set is W ¼ fw1 :
0

eat0; w2 :
0 let0; w3 :

0 cate0; w4 :
0 chat0; w5 :

0 teach0; w6 :
0 tache0g.

We generate a 6-dimension uni-gram set U ¼ fa; c; e; h; l; tg
based on the characters that appear in W. The keywords are
transformed into corresponding uni-gram vectors Uw1

¼
ð1; 0; 1; 0; 0; 1Þ; Uw2

¼ ð0; 0; 1; 0; 1; 1Þ; Uw3
¼ ð1; 1; 1; 0; 0; 1Þ;

Uw4
¼ ð1; 1; 0; 1; 0; 1Þ; Uw5

¼ ð1; 1; 1; 1; 0; 1Þ; Uw6
¼ ð1; 1; 1; 1;

0; 1Þ. Next, we build the balanced binary index tree based
on the post-order traversal method of the tree. First, we gen-
erate the leaf nodes which store the keyword uni-gram vec-
tor and keyword length. Second, we generate the parent
nodes. The uni-gram vector in internal node is obtained by
doing OR operation for the two uni-gram vectors stored in
its child nodes, where N:U ½i� ¼ ORfNl:U ½i�; Nr:U ½i�g. The
length stored in internal node is the minimum value of
lengths stored in its two child nodes. The corresponding fil-
tering rules in plaintext are ip01 ¼ lenðwiÞ � k � d and ip02 ¼
lenðqÞ � k � d, and the corresponding filtering threshold is
df ¼ d.

The search process is as follows. The user submits the
query Q ¼ fUq ¼ ð1; 0; 1; 0; 0; 1Þ; df ¼ d ¼ 1g to the public
cloud for the query keyword ‘eat’. The public cloud
employs the depth-first search algorithm to search the index
tree. The public cloud computes the inner product k ¼ N:U �
Uq from the root node, and judges whether the inner prod-
uct satisfies the filtering rules. If so, the public cloud contin-
ues to search its child nodes, otherwise breaks. As shown in
Fig. 2, the final similarity keywords are w1, w2 and w3.

5.2 LDE Algorithm

In this section, we present the design ideas and specific con-
struction of the LDE algorithm, i.e., the verification algo-
rithm in our SFRSE scheme.

5.2.1 Design Ideas

Transforming Keyword to its Character Vector. Edit distance
algorithm is a recursive algorithm, and the ith iteration
takes ith character of keywords as input to compute the sub-
strings edit distance recursively. To make that the clouds
can calculate the edit distance, we need to transform a key-
word into a character vector.

Achieve LDE Algorithm Under Hybrid Clouds Architecture.As
shown in Equation (1), the edit distance algorithm includes
equality test and comparison test. The former is to estimate
the equality of two characters (wi½k� ¼? q½t�). The latter is to
find the minimum edit distance currently. In our LDE algo-
rithm, the public cloud is responsible for constructing the
encrypted edit distance matrices M�

C�wi
;C�q

for each pair of tar-
get keywords ðC�wi

; C�q Þ; wi 2 VS. The private cloud is respon-
sible for executing the secure computation: equality test and
comparison test. These test operations will somewhat reveal
the character distribution of keywords. In LDE algorithm, the
public cloud sends the randomized matrixM�

C�wi
;C�q

to the pri-
vate cloud instead of the encrypted target keywords C�wi

and
C�q directly. This randomization operation is to prevent the
private cloud from decrypting and obtaining the plaintext of
query keyword and partial index keywords directly. In this
way, the public cloudhas the index but can not know the char-
acters’ relationship in the index keywords. The private cloud
knows only the characters’ equality relation of the group of
similar keywords but can not know the overall character dis-
tribution information.

Fig. 2. An instance of building and searching index tree. k denotes the
number of same characters between two vectors, l represents the key-
word length, green (or gray) nodes represents the searched nodes, blue
(or black) nodes represents the returned nodes, white nodes represents
the unsearched nodes.
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AddingDummy to Protect Keyword Privacy.To avoid the key-
word length and the character statistical information leaked to
the clouds, we generate an intermediate vector Iwi

and add
dummy characters to extending Iwi

to a L-dimension charac-
ter vector Cwi

for each keyword wi. On the one hand, the
dimension of the intermediate vector is equal to its keyword
length, and the keyword length is exposed to the two clouds.
On the other hand, the private cloud executes the equality test
and comparison test during search, and then it knows the co-
occurrence frequency of characters and its distribution infor-
mation for the keywords in the validation set. The character
statistical information is disclosed to the private cloud. If the
clouds have the potential adversary knowledge of the plain-
texts domain (e.g., English words), they can deduce the actual
plaintext keyword according to the keyword length and key-
word frequency. From the view of security and privacy, such
information should not be revealed to the clouds.

Due to the ordering of the edit distance algorithm, the
edit distance will be affected if adding the dummy to any
position of original keyword character vector randomly.
The ordering refers to the element ed½k�½t� is determined by
its previous three states ed½k� 1�½t� 1�, ed½k� 1�½t�, ed½k�½t�
1�. In the LDE algorithm, we generate a dummy character
vector dq and dummy character vector set D ¼ fdij dij 2
S2; edðdi; dqÞ ¼ d0g. We randomly choose a pair ðdi; dqÞ and
add them to the beginning of each character vector Cwi

and
the query character vector Cq respectively. In order to
ensure the accuracy of fuzzy search, the operation of adding
dummy should be not change the keywords similarity, i.e.,
this additional operation should satisfy: if edðwi; qÞ ¼ d,
then edðdijjwi; dqjjqÞ ¼ dþ d0.

Next, we choose a padding character � and further
extend the vectors Cdijjwi

to a fixed length L by adding lp
character �, where lp ¼ L� lenðdiÞ � lenðwiÞ. This step is to
prevent the public cloud from learning the relative keyword
lengths and deducing the exact length. Because the key-
word lengths are different, the numbers of padding charac-
ter to be added are different. To ensure that the addition
operation does not affect the final edit distance value, we
redefine the edit distance formula as Equation (12), where
equation bedðð� � � � � jjdijjwiÞ; ð� � � � � jjdqjjqÞÞ ¼ edðdijjwi; dqjjqÞ
holds. The correctness analysis is described in Section 6.1

bed½k�½t� ¼
0; k ¼ 0; t ¼ 0Pt

h¼0
bfð0; hÞ; k ¼ 0; t > 0Pk

h¼0
bfðh; 0Þ; k > 0; t ¼ 0

minf bed½k� 1�½t� þ 1; bed½k�½t� 1�
þ1; ed½k� 1�½t� 1� þ bfðk; tÞg; k > 0; t > 0:

8>>>>>>><
>>>>>>>:

(12)

bfðk; tÞ ¼ 0; wi½k� ¼ q½t�
1; wi½k� 6¼ q½t�

�
:

Encryption and Decryption Algorithm. To achieve character
unlinkability, the encryption algorithm should be probabi-
listic. The edit distance algorithm involves arithmetic opera-
tions, so the LDE algorithm requires the public cloud to do
some arithmetic operations in ciphertext. The encryption
algorithm should be homomorphic. We choose the Paillier
cryptosystem to encrypt the keyword character vectors.

5.2.2 LDE Algorithm Design

LDE.preprocess(W; kÞ ! ðS1;S2; d
0; dq;D; �; L;KPHEÞ. The pre-

process phase is performed by the data owner. The inputs are
the keyword set W and security parameter k. The output is
the tuple ðS1;S2; d

0; dq;D; �; L;KPHEÞ, where KPHE ¼ fPK;
SKg. The data owner sends SK to the private cloud and pub-
lishesPK.

LDE.EncIndex ðwiÞ ! C�wi
. This step is performed by the

data owner. The input is the keyword wi, provided by the
data owner. The output is the encrypted character vector
C�wi

, forwarded to the public cloud.
LDE.EncQuery ðq; dÞ ! ðC�q ; dþ d0Þ. This step is per-

formed by the user. The input is a query Q ¼ fq; dg, pro-
vided by the user. The outputs are the ciphertext C�q and the
similarity threshold dþ d0, forwarded to the public cloud.

The above three steps are described in Section 4.2, and
we will not go into details here.

LDE.ConEDMatrix ðC�wi
; C�q Þ ! pM�

C�wi
;C�q

. This step is per-
formed by the public cloud. The inputs are two encrypted
character vectors C�wi

and C�q . The output is an encrypted
edit distance matrix pM�

C�wi
;C�q

, forwarded to the private
cloud, where p is a PRP.

The elements in matrix M�
C�wi

;C�q
are calculated by Equa-

tion (13), where rkt is a random number

M�½k�½t� ¼ ðC�wi
½k�=C�q ½t�Þ

rkt ; k; t 2 ½0; L�; rkt 2 R: (13)

LDE.ComED ðM�
C�wi

;C�q
Þ ! bedðC�wi

; C�q Þ. This step is per-
formed by the private cloud. The input is the matrix
M�

C�wi
;C�q

. The output is the edit distance. The private cloud
decrypts the elements in matrix M�

C�wi
;C�q

and obtains the
plaintext matrix MC�wi

;C�q . The private cloud calculates the
edit distance bedC�wi

;C�q as Equation (12).

Because MC�wi
;C�q ½k�½t� ¼ rktðwi½k� � q½t�Þ is the randomized

difference between w½k� and q½t�, we have
ifMC�wi

;C�q ½k�½t� ¼ 0, then wi½k� ¼ q½t�,
ifMC�wi

;C�q ½k�½t� 6¼ 0, then wi½k� 6¼ q½t�.

6 CORRECTNESS AND SECURITY ANALYSIS

6.1 Correctness Analysis

Our scheme involves inner product calculation appears on
Search.Filter step, and edit distance calculation appears on
Search.Verify step. The correctness of the filtering algorithm
relies on the correctness of the MRSE algorithm. In this sec-
tion, we give the correctness analysis of our LDE algorithm.

The Correctness of Edit Distance Calculation. To prevent
the private cloud from decrypting and obtaining the plain
characters directly, the public cloud sends the encrypted edit
distance matrix M�

C�wi
;C�q

to the private cloud in LDE.ConEnc-
Matrix(�). We illustrate that this operation cannot prevent the
private cloud from computing the correct edit distance in
LDE.ComED(�).

The element ðC�wi
½k�=C�q ½t�Þ

rkt is the result of two corre-
sponding position characters’ arithmetic operations: two
characters subtract and then multiply a random number rkt.
If the two characters are equal, the difference is 0, and multi-
ply a number still is 0, so bfðk; tÞ ¼ 0. If the private cloud
decrypts M�½k�½t� 6¼ 0, it means that the two characters are
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not equal, so bfðk; tÞ ¼ 1. Thus this operation does not affect
the value of bfðk; tÞ and the final edit distance.

The purpose of multiplying a random number is to keep
the subtraction value secret for the private cloud. For exam-
ple, if the private cloud knows the character wi½1� ¼0 a0
beforehand, and then it obtains M½2�½2� ¼ 5. Obviously it
can further conclude q½1� ¼0 f 0.

The Correctness of Adding Dummy.We prove that the oper-
ation of adding dummy to extend character vectors to a
fixed length L will not impact the final fuzzy keyword
search results. A visual example is shown in Fig. 3.

The data owner adds dummy character vector to key-
word intermediate vector Iwi

in LDE.EncIndex(�). This addi-
tion operation can be divided into two steps: 1) data owner
adds di 2 D to Iwi

; 2) data owner adds L� lenðCwi
Þ � lenðdiÞ

padding character � to Iwi
. The operation of extending the

query keyword character vector Cq in LDE.EncQuery(�) is
similar. As shown in Figs. 3a and 3b, the way of adding
dummy di and dq satisfies

if : edðIwi
; IqÞ ¼ d0; edðdi; dqÞ ¼ d0

then : edðdijjIwi
; dqjjIqÞ ¼ d0 þ d0:

As shown in Fig. 3c, the edit distance is changed after
adding � to two target vectors, which is computed by the
original edit distance Equation (1). To obtain the correct edit
distance, we redesign the edit distance algorithm shown as
Equation (12). As shown intuitively in Fig. 3d, the operation
of adding padding character � to two character vectors do
not change the edit distance computed by Equation (12)

if : edðdijjIwi
; dqjjIqÞ ¼ d0 þ d0

then : bedðCwi
; CqÞ ¼ edð� � � � jjdijjIwi

; � � � � jjdqjjIqÞ
¼ d0 þ d0:

If wi is similar to q within threshold d, and satisfies edðwi; qÞ
� d, then bedðCwi

; CqÞ � dþ d0 must hold.

Theorem 1. The LDE algorithm satisfies the completeness. Spe-
cially, for the user’s fuzzy query request Q ¼ fq; dg, all of the
keywords wi are returned if edðwi; qÞ � d.

Theorem 1 indicates that our SFRSE scheme can find out
all desired fuzzy keywords without false positive and false
negative.

The proof of Theorem 1 is shown in Appendix A, which can
be found on the Computer Society Digital Library at http://
doi.ieeecomputersociety.org/10.1109/TCC.2021.3092358.

6.2 Security Analysis

In this section, we give the specific contents of the leakage
functions in our SFRSE scheme, and prove that our scheme
is secure for any PPT adversary. The leakage function L is
denoted as Lðx1; . . . ; xjÞ ¼ fy1; . . . ; ytg, where ðx1; . . . ; xjÞ
are the inputs, and fy1; . . . ; ytg are the outputs.

Our SFRSE scheme is divided into two phases: SFRSE.
Setup and SFRSE.Search. There exists two types of adversar-
ies: adversarial public cloud and adversarial private cloud.
We use (LSetup

pub ;LSearch
pub ) and (LSetup

pri ;LSearch
pri ) to denote the leak-

age functions in Setup and Search phases for the adversarial
public cloud and the adversarial private cloud respectively.

The Leakage Functions for the Adversarial Public Cloud.
a) Leakage function LSetup

pub for setup

LSetup
pub ðFÞ ¼ fF�; T

�; jFj; jWj; fjf�i jgfi2F; fU
�
wi
; C�wi
gwi2Wg:

F is the file set. F� and T � denote the encrypted file set and
index tree respectively. jFj and jWj denote the number of
files and keywords respectively. jf�i j denotes the size of
encrypted file fi. U

�
wi

and C�wi
denote the encrypted uni-

gram vector and character vector of keyword wi.
b) Leakage function LSearchpub for search

LSearchpub fF; Qg ¼ fTQ; spðQÞ; apðQÞ; fip1; ip2gwi2Wg:

Q ¼ fq; dþ d0g is the query. TQ ¼ fU�q ; C�q ; df ; dþ d0g is the
trapdoor. spðQÞ and apðQÞ are the search and access pat-
terns of the query Q. fip1; ip2g are the inner products for
each pair of U�q and U�wi

.
The Leakage Function for the Adversarial Private Cloud.
a) Leakage function LSetup

pri for setup

LSetup
pri ðm; s; k;FÞ ¼ fKPHEg:

m; s; and k are the security parameters. KPHE is the key of
paillier cryptosystem.

b) Leakage function LSearchpri for search

LSearch
pri ðF; QÞ ¼ fM�; jM�j; spðQÞ; f bedðM�

i Þ; dKSi;WSigg:

M� is the encrypted edit distance matrix set. jM�j is the size
ofM�. bed ðM�

i Þ is the edit distance of ith matrix inM�. dKSi ¼
riKSi þ ti, KSi and WSi are the keywords weight score and
morphology similarity score respectively. ri and ti are ran-
dom numbers.

Theorem 2. SFRSE scheme is Lpub-adaptively secure, assuming
that the decisional composite residuosity problem is hard,
assuming that the MRSE scheme is semantic security with
indistinguishability, and assuming that the Sym is an IND-
CPA secure symmetric encryption scheme. Lpub is the leakage
function for the adversarial public cloud and are defined above.

The proof is shown in Appendix B, available in the online
supplemental material.

Fig. 3. Example of adding dummy character vectors to original keywords
character vector do not change the final fuzzy keyword search results.
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Theorem 3. SFRSE shceme is Lpri-adaptively secure, assuming
that the PRP functions p ¼ fpi; . . . ;ptg is secure pseudo-ran-
dom permutations. Lpri is the leakage function for the adversar-
ial private cloud and are defined above.

The proof is shown in Appendix C, available in the
online supplemental material.

Theorem 4. SFRSE scheme is L-adaptive secure, if SFRSE
scheme is Lpub-adaptively secure for the adaptive adversarial
public cloud, and Lpri-adaptively secure for the adaptive adver-
sarial private cloud.

7 PERFORMANCE ANALYSIS

We implement our SFRSE scheme using Python 3.0 on a
Windows 10 PC. The public cloud is a Tencent cloud virtual
machine [25] with an AMD EPYCTM 7551 CPU (2.0GHz)
and 8G memory. The private cloud is a laptop with an Intel
Core i7-8550 1.8GHz CPU and 8G memory. The data owner
and the user both have a desktop with an Intel Core i5-3470
3.2GHz CPU and 12G memory. We use the COVID-19 Open
Research Dataset [26] as our experiment dataset. We choose
the key pairs of the Paillier cryptosystem is 1024-bit secu-
rity, and the security parameter of MRSE algorithm is s ¼
450. We choose a 290 dimension uni-gram element set U ¼
fa1; a2; . . . ; a10; . . .g, which contains 26 � 10 letters, 30 num-
bers and commonly used symbols. We set the fixed length
L ¼ 25 and the dummy edit distance is d0 ¼ 1. We estimate
the overall performance of our SFRSE scheme, including the
storage cost of encrypted index tree, the efficiency of index
generation, the efficiency of trapdoor generation, the time of
filtering search and verification search, and the rank effect of
two-factor ranking. The communication latency between the
public cloud and the private cloud is around 4 milliseconds
on average, and we omit the latency in our performance anal-
ysis as reference [27]. The complexity comparison of several
typical fuzzy keyword SE schemes with ours is shown in
Table 2, including the storage, computation and communica-
tion cost in the user side and cloud side respectively.

In our SFRSE scheme, the keyword character vectors are
extended to a fixed length L to protect the keywords length
and characters statistical information. The security of our
scheme grows with the increase of L, but the time cost also
increases meanwhile. The value of L can be determined by
the maximum length of the keywords in the keyword set. In
our experiment dataset, the maximum keyword length is
21, so we set L ¼ 25. To present the trade-off for privacy
and efficiency in our SFRSE scheme, we construct a baseline
scheme as the experimental comparison. The design of the

baseline scheme is the same as the SFRSE scheme except
that there are no dummies to be added to the keyword char-
acter vectors throughout the protocol process.

7.1 Index Generation

The process of generating an encrypted index tree T �
includes two stages: building an index tree T , and encrypt-
ing the index tree. We build the index tree based on the
post-order traversal method of a tree. m leaf nodes are gen-
erated based on the index keyword set W, where m is the
size of keyword set. The elements stored in each tree nodes
are fU;C;WSg, whose dimension are s, L and n, where n is
the size of file set.

The process of encrypting the index tree includes two types
of encryption. 1) MRSE algorithm to encrypt the uni-gram
vector U . It refers to expanding vector which takesOðsÞ time,
and two multiplications of two s-dimensional vectors which
takes Oðs2Þ time. 2) Paillier cryptographic algorithm to
encrypt the character vector C and weight vector F . It needs
an exponentiation operation E for each element in the vector.
The whole time cost is Oðmðs2 þ ðLþ nÞEÞÞ. Although it is a
time-consuming process, this is a one-time operation. Once
the index has been generated, the user can use it all the time
until it is updated. Moreover, parallel processing technique
can be used to speed up the time.

The variables that affect the time of index generation are
the size of keyword setm and the size of file set n. As shown
in Fig. 4, the time of index generation is linear increase with
the size of keyword set m and the size of file set n. Because
the time consumption of index generation is similar in the
baseline scheme and the SFRSE scheme, the two time curves
almost overlap. We only give the time cost of index genera-
tion for the SFRSE scheme in Fig. 4.

The space cost of storing the encrypted index tree T � is
Oðmðs þ Lþ nÞÞ. The balanced binary tree T has space
complexity OðmÞ and each node stores two s-dimensional
vectors U�, one L-dimensional vector C� and one n-dimen-
sional vector WS�. As listed in Table 3, when the file set is
fixed at n = 5000, the storage cost of T � is determined by the
size of keyword setm.

7.2 Trapdoor Generation

For a query request Q ¼ fq; dg, the corresponding trapdoor
is TQ ¼ fU�q ; C�q ; df ; dþ d0g. The process of trapdoor genera-
tion includes two steps. 1) Encrypting Uq with the MRSE
algorithm, which takes Oðs2Þ time. 2) Encrypting Cq with
the Paillier encryption algorithm, which takes OðLEÞ time.
The time cost of trapdoor generation is Oðs2 þ LEÞ in the

TABLE 2
Complexity Comparison of Several Typical Fuzzy Keyword Searchable Encryption Schemes With Ours

Scheme Li et al. [1] Wang et al. [2] Fu et al. [3] SFRSE

Entities User Cloud User Cloud User Cloud User Public cloud Private cloud

Storage Oð1Þ OðmldaveÞ Oð1Þ OðntÞ Oð1Þ OðntÞ Oð1Þ Oðmðs þ LÞÞ Oð1Þ
Computation OðlkqÞ Oðmldavel

k
qÞ Oðt2Þ OðntÞ Oðt2Þ OðntÞ OðLE þ s2Þ Oðslogmþ jVSjL2EÞ OðjVSjL2EÞ

Communication OðlkqÞ Oðnq;kÞ OðtÞ Oðnq;kÞ OðtÞ Oðnq;kÞ OðLþ sÞ OðjVSjL2 þ nq;kÞ OðjSimq;kjÞ

s is the dimension of uni-gram set, U is the number of the dummy entries in MRSE algorithm, E denotes the exponential operation, L is a pre-defined length, m
and n is the number of keywords and files, d is the pre-defined threshold, t is the security parameter of EASPE. Where s ¼ 160, L ¼ 30, t ¼ 8000 and d ¼ 2.
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SFRSE scheme and Oðs2 þ lenðqÞEÞ in the baseline scheme,
where lenðqÞ represents the length of keyword q.

As shown in Fig. 5a, the time cost of trapdoor generation
is almost constant with the increase of lenðqÞ in SFRSE
scheme. The reason is that the values of s and L are fixed in
SFRSE scheme. In the baseline scheme, the length of C�q is
lenðqÞ instead of a constant L, so the time consumption
grows linearly with the increase of lenðqÞ. As shown in
Fig. 5b, the time of trapdoor generation is almost unaffected
by the query similarity threshold d both in SFRSE scheme
and baseline scheme.

7.3 Filtering Search

The public cloud receives the trapdoor, searches the
encrypted index tree T � and obtains the validation set VS.
This process only involves inner product computation. The
time cost of computing the inner product of two s dimen-
sion vectors U� and U�q is Oðs2Þ. The height of T � is log2m.
In the best case, the search time cost is Oðs2log2mÞ. In the
worst case, the search time cost is Oðs2mÞ, the public cloud
needs to search all leaf nodes to obtain the results.

The time cost of searching the index tree is related to the
size of keyword set m and validation set VS. On one hand,
m affects the height of the index tree. On the other hand, the
public cloud at least needs to search all leaf nodes in VS and
their parent nodes. The size of VS depends on the specific
query keyword and similarity threshold d. We estimate the
time cost of searching the index tree according to a specific
query task 00query ¼ transfect00. As shown in Fig. 6, the time
of searching the index tree is almost sub-linear growth with
the size of keyword set. The search time in the SFRSE
scheme and the baseline scheme are approximately equal,
because the dimension of U� and U�q are the same in two
schemes. The size of VS for different thresholds d and dif-
ferent keyword set sizem are shown in Table 4.

7.4 Verification Search

The verification stage contains two steps. 1) Constructing
the encrypted edit distance matrix. 2) Decrypting the matrix

and calculating the edit distance. These two steps are com-
pleted by the public cloud and the private cloud separately,
so we analyze their time cost respectively.

1) ConEDmatrix. The public cloud constructs the encrypted
edit distance matrix M�

C�wi
;C�q

for each wi 2 VS. For each ele-

ment in thematrix, the public cloud needs to perform a homo-
morphic addition and a multiplication operations, and we use
AM to denote these operations. The dimension of matrix
M�

C�q ;C�wi
is L� L and lenðaveÞ � lenðqÞ, and the time costs of

constructing jVSj matrices are OðL2AMjVSjÞ and OðlenðaveÞ
lenðqÞAMjVSjÞ in the SFRSE scheme and the baseline scheme,
respectively. lenðaveÞ denotes the average keyword length in
VS, and jVSj denotes the size ofVS.

Since the values jVSj; lenðaveÞ; and lenðqÞ depend on
the specific query task, we estimate the time cost accord-
ing to a specific query task 00query ¼ transfect00. Fig. 7a
shows that the time of ConEDmatrix is linear growth
with the increase of the jVSj. As shown in Fig. 7b, in the
case of the query threshold d ¼ 0, the time cost of Con-
EDmatrix is approximately the same for different sizes
of keyword set. When d ¼ 0, it can be viewed as an exact
keyword search task, and the jVSj is small and almost
the same for different size of keyword set, which only
contains exactly query keyword and its anagram key-
words (e.g., ‘atom’ and ‘moat’ are anagram keywords).
Figs. 7c and 7d show that the time of ConEDmatrix
increases with the increase of the threshold d.

2) ComED. The private cloud decrypts each element in the
matrix M�

C�wi
;C�q

, and computes the edit distance. It needs L2

and lenðaveÞ � lenðqÞ decryption operations for each matrix,
and the time costs are OðL2DEjVSjÞ and OðlenðaveÞlen

Fig. 4. Index tree generation time. a) with the size of keyword set, files
number n=5000; b) with the size of file set, keywords number m=6000.

TABLE 3
Storage Cost of Encrypted Index Tree

size of keyword set 2000 3000 4000 5000 6000

Baseline scheme(MB) 307.79 460.71 614.25 767.81 921.41
SFRSE scheme(MB) 316.79 474.25 631.65 789.53 948.38

Fig. 5. Trapdoor generation time. a) with the query keyword length for a
single query keyword when d ¼ 0; b) with the query similarity threshold d
for a specific query task “query = transfect”.

Fig. 6. Time of searching index tree with the keyword set size for different
similarity threshold d, query task is “query = transfect”. a) for d ¼ 0; 1; b)
for d ¼ 2; 3.
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ðqÞDEjVSjÞ in the SFRSE scheme and the baseline scheme
respectively. DE denotes the operation of homomorphic
decryption.

We also estimate the total time cost according to the spe-
cific query task 00query ¼ transfect00. Fig. 8a shows that the
time of ComED is linear growth with the increase of the
jVSj. As shown in Fig. 8b, when query threshold d ¼ 0, the
time consumption of ComED is approximately the same for
different sizes of keyword set. The reason has been
explained in the description of Fig. 7b. Figs. 8c and 8d show
that the time of ComED is increasing with the increase of
threshold d.

Summary. Figs. 7 and 8 both show that our SFRSE scheme
consumes about six times as much time as the baseline
scheme. The gap between these two schemes is larger because
the fixed length L is larger than the average keyword length.
This shows a trade-off in efficiency and security. The time cost
in Fig. 8 is much larger than Fig. 7, because the decryption
operation consumes more time than homomorphic addition
and multiplication operations. When d ¼ 0, the search time is
in seconds, so our scheme can achieve exact keyword search
efficiently. When d ¼ 1, the search time is always less than 10
seconds. For the two clouds, the time consumption is larger
with the increase of d, and the two clouds can use parallel
processing to improve the search efficiency. For the user, our
scheme can ensure that the cost of the user’s computation and
communication is constant for any threshold d (as shown in
Fig. 5b).

7.5 Misspelled Type and Ranking Effect

Our scheme ranks the results based on keyword similarity
score and keyword weight score. The experiments indicate
the most relevant files will be on the top in returned results.
Although the time cost of computing edit distance over
encrypted data is relatively larger, it ensures that the accuracy
of search results without false positives and false negatives
(the proof is presented in Appendix A of Theorem 1, available
in the online supplemental material). Our scheme can achieve
fuzzy keyword search for any similarity threshold d, and sup-
port anymisspelled types, while Fu et al.’s scheme cannot dis-
tinguish the anagram keywords and Wang et al.’s scheme
cannot represent the same bi-gram [3]. The comparison of
search and rank effects with several typical fuzzy keyword
ranked SE schemes [2], [3] is represented in Table 5. It shows
that our ranking results are more in line with the user’s
expectations and our scheme has good scalability.

8 RELATED WORK

Song et al. [28] first proposed a practical SSE scheme. Goh et al.
[29] proposed a formal security definition of SSE and con-
structed an index to improve the search efficiency. Curtmola
et al. [19] gave an improved security definition under the
adaptive adversary model. Subsequently, Cao et al. [15]
achieved ranked multi-keyword search by the method of
”coordinate matching”. Xu et al. [30] added the keyword
access frequency to rank the results and supported the index
update. Sun et al. [47] ranked the results with the cosine simi-
larity. Guo et al. [31] proposed a ranked SE scheme for multi-
ple data owners. To enrich the search functions, Xia et al. [32]
proposed a SSE scheme that supports dynamic update. Zhang
et al. [33] proposed a dynamic cloud storage auditing services.
Ning et al. [34] proposed a flexible access control scheme
which could audit the correctness of outsourced decryption
results. Li et al. [35] and Wang et al. [36] proposed a fine-
grained SE scheme. Zhang et al. [37] designed a linear region
search service. Recently, a series of dynamic searchable sym-
metric encryption schemes (DSSE) [38], [39], [40], [41] were
proposed to achieve forward security against file-injection
attacks [42].

Li et al. [1] first proposed the conception of fuzzy key-
word search and employed a wildcard-based method to
design their scheme, but the storage cost is growing expo-
nentially with the increase of threshold d. Liu et al. [43] and
Chuah et al. [44] improved it by limiting the fuzzy key-
word’s numbers or constructing a bedtree as the index, but

TABLE 4
The Size of Validation Set VS and Similarity Keyword Set Simq

for Different Thresholds d and Different Keyword Set Sizem, for
the Query Task 00query ¼ 0transfect00

Size of keyword set
(m)

2000 3000 4000 5000 6000

d = 0 size of VS 1 1 1 1 1
size of Simq 1 1 1 1 1

d = 1 size of VS 1 1 3 5 8
size of Simq 1 1 1 1 1

d = 2 size of VS 6 7 7 9 12
size of Simq 2 3 3 3 4

d = 3 size of VS 48 54 59 80 101
size of Simq 8 9 11 12 15

Fig. 7. Time of constructing encrypted edit distance matrix, for a specific query task “q = transfect”. a) with size of validation set; b) with size of key-
word set for d ¼ 0; c) with size of keyword set for d ¼ 1 and d ¼ 2; d)with size of keyword set for d ¼ 3.
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the storage cost is still huge. Bringer et al. [6] achieved the
fuzzy search by embedding the edit distance to Hamming
distance and using the bloom filter to store index, it has a
small distance distorted and false positive and false nega-
tive appears. Kuzu et al. [45] and Yu et al. [46] used a bloom
filter combined with LSH to process and store all keywords
extracted from files. Their schemes achieve multi-keyword
search easily, but there exist false positive and false negative
in their schemes. All the above schemes used the edit dis-
tance to measure the keyword similarity.

Wang et al. [2] and Fu et al. [3] used the euclidean dis-
tance as the similarity measure to achieve fuzzy multi-key-
word search. Wang et al. transformed the keyword to big-
gram as the input of LSH, but is only effective for one letter
mistake in a keyword. Fu et al. transformed keywords to
uni-gram to improve the accuracy, but their scheme only
support at least two letter mistakes. Fu et al. also enabled
the ranking function by adding keyword weight to the
index vector. Besides, Wang et al. [18] designed a similarity
search scheme over feature-rich multimedia data support-
ing dynamic update and forward security.

9 CONCLUSION

In this paper, we design a scalable fuzzy keyword ranked
search scheme over encrypted data on hybrid clouds. We
propose a LDE algorithm which makes the clouds calculate
the edit distance in ciphertext, and eliminates the limitation
of query threshold d. Our SFRSE scheme ranks the search
results according to the keyword weight as well as the key-
word similarity score, so the ranked results are more

reasonable. The performance evaluations show that our
SFRSE scheme is a trade-off in efficiency and security. In the
future, we will further study how to improve the search effi-
ciency and achieve multi-keyword fuzzy search.
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