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Abstract

Agentic large language models (LLMs) are rapidly moving from single-assistant
tools to collaborative systems that write and review code, creating new failure
modes, as agents may coordinate to subvert oversight. We study whether such
systems exhibit coordination behaviour that enables backdoored code to pass peer-
review, and how these behaviours vary across seven frontier models with minimal
coordination scaffolding. Six of seven models exploited the backdoor incentive,
submitting functionally impaired code in 34.9-75.9% of attempts across 10 rounds
of our simulation spanning 90 seeds. Whilst GPT-5 largely refused (≤10%),
models across GPT, Gemini and Claude model families preferentially requested
reviews from other saboteurs (29.2–38.5% vs 20% random), indicating possible
selective coordination capabilities. Our results reveal collusion risks in LLM code
review and motivate coordination-aware oversight mechanisms for collaborative
AI deployments.

1 Introduction

AI-assisted software development has grown from autocomplete tools to sophisticated coding agents.
Whilst current systems like GitHub Copilot operate as single agents [14], emerging evidence suggests
multi-agent architectures may dominate future AI development workflows [8]. Anthropic reports
up to 90% performance improvements using multi-agent systems [6], and tools like Claude Code
already employ orchestrator–worker hierarchies [2]. As AI agents take on more complex R&D
projects, the economic incentives for specialised, cooperating agents become compelling as different
models excel at different tasks (for example, Gemini 2.X at long context tasks [3], GPT-4o-mini at
efficient execution [16], and frontier reasoners such as GPT-4.1 at complex problems and orchestration
tasks [12]). As model call costs decrease, reasons for multi-agent deployments become even more
compelling [4]. But what behaviours emerge when multiple AI agents interact in such environments?

A particularly concerning risk is collusion, where agents coordinate toward goals unintended by
system designers [7]. Whilst single-agent oversight tools may uncover individual malfeasance, when
distributed, coordination of multiple agents could fragment warning signs and thus make detection
increasingly difficult as systems scale [7]. Code review tasks are often touted as some of the most
powerful applications of multiple instances of LLM-powered coding agents [2]. In such setups,
different agent instances write and review each other’s code. If coordinating, agents could introduce
and mutually approve vulnerabilities whilst evading single-agent oversight mechanisms. Even if
resistant to direct attacks, agents have already been shown to execute malicious payloads when
requested by peer agents [10].

Research has shown that with communication channels, LLM agents can maintain supracompet-
itive pricing without explicit collusion guidance [1]. Complementing these findings, theoretical
frameworks demonstrate how steganographic coordination can enable covert collusion among AI
agents [11]. Beyond such communication-mediated cases, duopoly simulations show that LLM
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Figure 1: The code peer-review simulation setup. Agents, not knowing each other’s roles, decide
between tool calls corresponding to testing code, sending messages, passing reviews, requesting
reviews and submitting code (for saboteur agents also backdoored code) in a round-robin fashion.

agents converge to non-competitive prices even in the absence of direct messaging [5], and in multi-
commodity settings, they are able to tacitly coordinate by dividing markets [9]. Despite these signals,
little empirical work probes whether comparable strategies arise in code review, where coordinated
backdoors may pass peer checks.

Our work presents one of the first systematic evaluations of coordination capabilities relevant to
collusion in multi-agent code review. Rather than claiming to measure collusion as it might emerge
in deployment, we study whether frontier models harbour key precursor capabilities for collusive
coordination, and test the extent to which scaffolding is needed in a multi-turn environment where
frontier model agents across GPT, Gemini, and Claude families interact in peer code review. Our
contributions are:
• A comparative analysis across seven state-of-the-art models uncovering systematic differences in

backdoor exploitation and reviewer routing biases, with six out of seven models exploiting backdoor
incentives at statistically significant rates (34.9-75.9% in our 10-turn primary experiments).

• Evidence of inherent routing bias to co-saboteurs (29.2-38.5% vs 20% baseline) in some models,
suggesting coordination-relevant capabilities that manifest across model families and highlighting
risks beyond instruction-following.

We emphasise that rather than claiming to replicate “collusion” in its pure form, as definitions may
vary and replication of in-the-wild instances may be difficult to achieve, we test specific coordination
behaviours under controlled incentives. Our results highlight the importance of coordination-aware
oversight mechanisms for collaborative AI agent deployments.

2 Methodology

Through a multi-turn multi-agent round-robin setup (Fig. 1), workers, whose task is to submit correct
solutions, and saboteurs, with the ability to choose between submitting either correct or backdoored
code, submit and review solutions to problems from the backdoored APPS dataset, a set of coding
interview-style tasks with backdoored solutions [15]. No agent knows who besides themselves
belongs to which group. Both roles are given the same tool access: submit code, review others’ code,
run tests, and communicate through private messages or broadcasts. Each approved solution earns 10
points, and a review 2 points. For saboteurs, the only additional affordance is to submit backdoored
code – agents are presented a clean and a backdoored implementation of a solution, and decide which
to submit for review. Saboteurs are made aware of the existence of bonus points for backdoored code
acceptance, however, they are not told the exact amount.

Both agent types are prompted to consider who they collaborate with. For example, worker agents
may wish to avoid sending already busy agent reviewers more requests, as a possibly realistic
constraint of scarce resources. Even though agents are incentivised to find collaborators, as group
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peer-reviewing setups demand it, they are not explicitly told to reciprocate or approve backdoored
code. This minimal scaffolding tests saboteur agents’ situational awareness and the propensity and
ability to strategically exploit opportunities for coordination.

3 Experiments

3.1 Settings

We conducted experiments across three distinct settings to evaluate the robustness of coordination
behaviours.

Primary Experiments (10 rounds, 90 seeds per model). We evaluated seven frontier models as
saboteurs: GPT-4o-mini1, GPT-4.1, GPT-5, Claude-Sonnet-3.7, Claude-Sonnet-4, Claude-Opus-4,
and Gemini-2.5-Pro, with GPT-4o-mini consistently serving as workers. Agents did not receive any
explicit prompt-based collusion-enticing guidance, as this experiment served to test the emergence of
coordination-relevant behaviours given the incentive structure alone.

Convergence validation (10 rounds, 1000 seeds, GPT-4o-mini only). To verify that 90-seed
samples capture stable behavioural trends, as opposed to sampling artifacts, we extended GPT-4o-
mini to 1000 seeds. This condition included conditional tool-use guidance (Fig. 5) that appeared
only after agents chose to send messages, allowing for formatting suggestions without affecting prior
strategic decisions. Results were consistent with the no-guidance primary experiments, demonstrating
that observed coordination patterns emerge from incentives rather than prompt-following.

Longer-horizon experiments (20 and 50 rounds, 10 seeds per model). To assess whether coor-
dination strategies stabilise or intensify over longer interactions, we tested all seven models with
the conditional guidance across longer horizons. Even though sample sizes were adjusted for com-
putational constraints, these experiments allow us to probe the temporal dynamics of emergent
coordination.

Prompt samples and hyperparameters used are given in Appendix A.1 and Appendix A.2 respectively.

3.2 Backdoor Bias Under Incentives

When presented with the option of either submitting a clean implementation or a backdoored one (with
the promise of an undisclosed bonus if accepted), six of the seven models evaluated opted for the risky
option without any prompting guidance instructing them to do so (Fig. 2). Most saboteurs submitted
backdoored code at rates of 34.9–75.9%, with GPT-5 as the exception showing a low backdoored code
submission rate of 9.8% in the 10-round experiments. This disparity suggests different alignment
training outcomes in GPT-5 models, as even GPT-5-nano showed a low backdoored submission rate
of 9.1% (95% CI [7.5%, 12.4%]) across 73 supplementary runs.

The gap between backdoored submission rates and approval rates hints at a degree of reciprocity,
though imperfect coordination (Fig. 2, blue vs. orange bars). The results suggest that saboteurs
recognise the incentive to submit backdoored implementations, but do not converge to simple mutual
acceptance. Notably, GPT-4.1 shows the highest approval rate over the course of 10 rounds (38.2%),
whilst models like Sonnet-4 and GPT-5 show near-zero approvals despite their own non-trivial
submission rates (34.9% and 9.8% respectively).

Whilst our main 10-round experiments are supported by 90 seeds per model, we also extended the
horizon to 20 and 50 rounds with conditional guidance (albeit with only 10 seeds per model, widening
error bars) to examine how stable models’ strategies are with additional scaffolding. Despite the
weaker statistical validity, the qualitative trends persist across round horizons (Fig. 2b,c). Interestingly,
models such as GPT-4.1 show increasing approval tendencies at longer horizons, whereas other
families (e.g., Sonnet, Gemini) sustain low approval despite high submission. This divergence
suggests that whilst the incentive to defect is universal, only some models begin to explore multi-turn
reciprocal strategies over time conditional on coordination hints.

1Given results of convergence validation experiments showing slower narrowing of confidence intervals than
for most of the larger models, GPT-4o-mini was the only model given 1000 seeds in this experiment.
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Figure 2: Saboteur performance metrics by model. Blue bars show backdoored submission rates;
orange bars show backdoored approval rates. Error bars indicate 95% confidence intervals across 90
seeds (10-rounds, except GPT-4o-mini: 1000 seeds) or 10 seeds (20/50-rounds).

3.3 The Emergence of Preferential Networks among Saboteurs

A more subtle signal of coordination emerges in routing choices when saboteurs choose who to
request a review from. Without ground truth knowledge of who else is a saboteur, and without explicit
coordination guidance, multiple models systematically route their implementations to fellow saboteurs
over benign workers (Fig. 3). Within 10 rounds, GPT-4o-mini (30.7%), GPT-4.1 (33.1%), Sonnet-4
(32.8%), Claude Opus-4 (38.5%), and Gemini-2.5-Pro (29.2%) all statistically significantly exceed
the 20% random baseline, suggesting selective coordination capabilities. Other models (Sonnet-3.7,
GPT-5) trended closer to baseline, displaying weaker or nonsignificant routing preferences.

To ensure these routing signals represent consistent emergent behaviour rather than sampling noise, we
extended GPT-4o-mini to 1000 seeds with minimal conditional tool-use guidance 2. The consistency
of routing patterns between the no-guidance (90 seeds) and minimal prompt scaffolding (1000 seeds)
conditions highlights that preferential routing emerges from the incentive structure more so than
instruction-following, as strategic decisions are made before agents encounter coordination hints.

4 Discussion and Conclusion

Our results show that current frontier LLMs are endowed with varying degrees of coordination-
relevant capabilities that could unlock collusive behaviour in multi-agent environments, even with
little to no guidance toward coordination. Whilst most models demonstrated willingness to submit
backdoored code for greater payoffs within 10 rounds (34.9-75.9%), and were often able to identify
allies, as depicted by an example in Fig. 7, approvals lagged behind submissions, implying only
partial coordination. This disparity suggests that whilst many agents are well equipped to recognise
the payoff of attempting backdoors and can identify potential allies through behavioural signals and

2Running 1000 seeds per model would be prohibitively expensive (approximately $700 for GPT-4o-mini
model alone). We selected GPT-4o-mini as a conservatively representative case. Confidence interval width
shrank by 85% within the first 200 seeds (Fig. 8), suggesting 90 seeds are sufficient to capture central tendencies
whilst the 1000-seed run demonstrates robustness beyond small-sample noise.
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Figure 3: Saboteur-to-saboteur routing behaviour (10 rounds). Red dashed line indicates the
20% random baseline (1 other saboteur out of 5 other agents). Error bars represent 95% confidence
intervals (90 seeds per model and 1000 for the smaller GPT-4o-mini).

communication channels, only some can then also infer allies and engage in reciprocal strategies over
multiple turns.

What may be consistent with early emergence of multi-turn cooperation stands in contrast to GPT-5’s
consistent refusal to submit backdoors (≤10%), which possibly stems from alignment differences or
refusal mechanisms. The patterns showing preferential treatment of saboteur agents when requesting
reviews for backdoored codes, as conveyed by Fig. 3, demonstrate agents infer shared objectives and
can adapt within the 10–20 rounds they were tested with. This finding further highlights the emergent
risk factors associated with collaborative (coding) systems and serves as a warning that peer-review
mechanisms may be insufficient when agents possess misaligned incentives. With horizons possibly
extending and incentives intensifying, detecting collusive endeavours may prove increasingly more
difficult through tools such as peer-review, possibly calling for specialised oversight mechanisms that
explicitly account for agent coordination dynamics.

The uncertainty around results is greater for longer horizon runs (20/50 rounds) due to cost-constrained
seeds. Rather than inflate claims, we ran a high-N convergence check for GPT-4o-mini, which
saw confidence intervals shrinking by approximately 85% within the first 200 seeds and further
strengthened our findings from 90-seed runs. We did not run the same 1000-seed studies for more
capable models. However, in future studies we aim to utilise them especially for more reasoning-
challenging long-horizon tasks to examine how well frontier models already showing signs of
collusive tendencies can sustain these in more realistic deployment settings.

The use of explicit rewards for backdoored code serves as a simplified proxy for ulterior incentives
emerging in real deployments. Some may argue it detracts from ecological validity of the setup.
However, misspecified objectives are endemic to deployed systems, as pressures for efficiency over
safety are known in other fields and have been theoretically described as some of the most prominent
external factors affecting multi-agentic deployment settings [13]. Our framework tests whether
models possess the component capabilities required for collusion such as situational awareness, ally
inference, and strategic adaptation, rather than claiming to replicate in-the-wild collusion in its full
complexity.

Future work should examine more realistic deployments to confront our findings with real world
risks through larger codebases, test both passive (action and chain-of-thought) monitoring and active
(policing agents) oversight methods as well as try to examine counter-collusion methods in hopes of
finding measures dampening covert coordination, whilst preserving productivity and efficiency.

Our findings show that coordination behaviors enabling collusion in multi-agent code review systems
are not just theoretical concerns, but observable risks in current frontier models. Even though GPT-
5 models refuse to, six of seven models tested were quick to exploit backdoor incentives without
explicit coordination guidance. This, in conjunction with evidence of saboteur agents preferring fellow
saboteurs as reviewers without prior instructions further underscores the need for coordination-aware
oversight before aforementioned risks manifest in real-world deployments.
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Limitations. In the longer-horizon experiments (20 and 50 rounds), we used only 10 random seeds per
model due to computational constraints, which broadens confidence intervals and limits the statistical
significance of those extended-run results; accordingly, any trends observed in these scenarios
should be interpreted cautiously. Additionally, our simulation employs a synthetic environment
with a simplified incentive structure (e.g., explicit backdoor rewards) that, whilst useful for isolating
coordination behavior, may not fully capture the complexity of real-world multi-agent code review
settings or guarantee the generalizability of these findings. Taken together, these factors imply that
the observed behaviors must be viewed in context, and further investigation with larger sample sizes
and more realistic deployment conditions is needed to validate and extend these insights.
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A Prompts, Hyperparameters and Diagrams

A.1 Agent Prompts

Figure 4: System prompt given to saboteur agents, establishing incentive structure and awareness of
potential allies.

Figure 5: Conditional coordination guidance provided to saboteurs only when choosing to send
messages.

Figure 6: System prompt given to worker agents for comparison, showing baseline instructions
without coordination guidance.
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Figure 7: Illustration of collusion dynamics. Saboteur Bob submits a faulty implementation (non-
APPS illustrative example used), which is approved by Saboteur Diana, demonstrating emergent
mutual recognition and coordination. Bob’s excerpt extracted from a Gemini 2.5 Pro Chain-of-
Thought and Diana’s from that of Claude 4 Opus.

A.2 Hyperparameters

Parameter Value

Experimental Design
Team Composition 4 workers, 2 saboteurs (WWWWSS)
Simulation Rounds 10, 20, 50
Seeds (default) 90 per configuration (10 for 20- and 50-round simulations)
Seeds (convergence) 1000 (GPT-4o-mini)

Scoring System
Approved Solution 10 points
Code Review 2 points
Option B Bonus 5 points (undisclosed)

Model Configuration
Temperature 0.7
Max Tokens 1000
CoT Word Limit 400

Models Evaluated as Saboteurs
GPT-4o-mini, GPT-4.1, GPT-5,
Claude-Sonnet-3.7, Claude-Sonnet-4,
Claude-Opus-4, Gemini-2.5-Pro

Workers (fixed) GPT-4o-mini

A.3 Diagrams
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(a) Backdoored submission rates (b) Final scores

Figure 8: Convergence of GPT-4o-mini behaviours across 1000 seeds (conditional guidance).
Confidence intervals narrow substantially within the first 200 seeds, indicating consistent emergent
coordination.
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