
IEEE TRANSACTIONS ON INFORMATION FORENSICS AND SECURITY, VOL. 18, 2023 101
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Abstract— Most blockchains are designed to be immutable
such that an object, e.g., a block or a transaction, is persisted
once it has been registered. However, blockchain immutability
hinders blockchain development due to the increasing abuse of
blockchain storage and legal obligations. To break immutability
in a controlled way, Derler et al. (NDSS’19) proposed a redactable
blockchain with fine-grained controllable rewriting by introduc-
ing the notion of policy-based chameleon hash (PCH). Given a
PCH-based object associated with an access policy, a trapdoor
holder whose rewriting privileges satisfy the access policy can
alter the object. Although this work offers an elegant approach
to blockchain rewriting, it lacks accountability. In practice, the
trapdoor holders may abuse their rewriting privileges, and even
use their chameleon trapdoor to build a device in a blackbox
manner to gain illegal profits while avoiding being caught.
In this paper, we introduce a new design of PCH with blackbox
accountability (PCHA). Blackbox accountability offers not only
linkability between any modified object and its modifier, but
also traceability that enables a central authority to identify
responsible trapdoor holders whose secret keys have contributed
to the blackbox device. Besides modeling PCHAs, we present
a generic construction of PCHAs with rigorous security proofs.
We instantiate a concrete construction of PCHA by introducing
a practical attribute-based traitor tracing (ABTT) with adap-
tive security on prime-order pairing groups. The experimental
analysis demonstrates that our PCHA and ABTT schemes have
modest overheads and superior functionality to the state-of-the-
art solutions. In particular, the price of accountability in key
generation, hash, and adaption is almost negligible compared to
the state-of-the-art solution.

Index Terms— Redactable blockchain, accountable blockchain
rewriting.

I. INTRODUCTION

BLOCKCHAIN technologies originating from Bitcoin [24]
have attracted extensive attention in the last decade.

Blockchain technologies have been widely used in large-scale
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applications, such as digital currency, supply chain, insurance,
energy, and medical system. In a nutshell, blockchain is an
immutable append-only ledger whose state is maintained by
a decentralized consensus protocol run among peer nodes,
where registered objects cannot be modified once they appear
in the chain. The immutability of blockchain is essential to
prevent anyone from manipulating the registered objects for
illegitimate benefits. Unfortunately, this property limits the
development of blockchain due to the increasing abuse of
blockchain storage and legal obligations. Nowadays, many
improper contents, e.g., child pornography, copyrighted mate-
rial, and sensitive information, appear in the chain [23]. Users
may be unwilling to participate in such a chain because of the
fear of being prosecuted for possession of illegal information.
Moreover, blockchain immutability is no longer legal since
data regulations, such as “the right to be forgotten” [2]
and the General Data Protection Regulation (GDPR) [31],
grant individual users the right to delete their personal data,
including those in blockchain [29].

To break blockchain immutability in a controlled way,
Ateniese et al. [3] introduced the concept of the redactable
blockchain that allows a particular party, called modifier,
to rewrite a registered object without breaking the link between
blocks. This seminal work offers block-level rewriting con-
trolled at a coarse-grained level based on the technologies
of chameleon hash [18] and public key infrastructure (PKI).
To improve flexibility, Derler et al. [9] proposed a redactable
blockchain with transaction-level rewriting controlled at a
fine-grained level by introducing the notion of policy-based
chameleon hash (PCH). PCH is built from chameleon hashes
with ephemeral trapdoors (CHET) [8] and attribute-based
encryption (ABE) [1]. Recently, based on [9], new construc-
tion of redactable blockchain [30] with accountability was
proposed by introducing the notion of policy-based chameleon
hash with blackbox accountability (PCHA). PCHA is built
from CHET [8], ABE [1], hierarchical identity-based encryp-
tion (HIBE) [6] and one-time signature. It enables any user
to trace malicious modifiers if their secret keys are revealed,
and allows a central authority to link any modified object to
its modifier. Since then, a variety of redactable blockchains
are proposed with essential properties: accountability [30],
self-management [17], revocability [27], [33], decentraliza-
tion [22], [35] and functionality [16], [32]. This trend demon-
strates that PCH is a desirable and valuable cryptographic
tool for redactable blockchain. However, these solutions suffer
from non-negligible shortcomings.

The PCH-based redactable blockchain [9] inherits the lim-
itation of traditional ABE. The nature of ABE is anonymity,
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where an attribute could be shared with multiple users. Given
a secret key of ABE, no one including the central authority
can identify its owner. A malicious modifier may reveal
his/her secret key without being identified, for example, selling
it on eBay to gain illegal profits. To solve this problem,
a trivial solution is encoding the identity of the secret key
owner to his/her secret key or keeping a list to record each
secret key and its owner during the key generation phase.
Given a revealed secret key, the central authority can easily
identify the corresponding malicious modifier. To avoid being
caught, multiple malicious users may collusively encode their
secret keys into a device in a blackbox manner, denoted key-
like decryption box, where these secret keys and even the
decryption algorithm could be hidden. Given a mutable object
in blockchain, the key-like decryption box can be used by
anyone to modify the mutable object if the attributes of the
keys in the key-like decryption box satisfy the access policy
associated with the object. The trivial solution cannot be used
to identify these malicious users because their secret keys are
not revealed. Therefore, accountability is a desirable property
for deploying redactable blockchain in practice.

To mitigate this problem, one possible approach is to com-
bine CHET and attribute-based traitor tracing (ABTT). ABTT
is a cryptographic tool that enables fine-grained access control
and traitor tracing in a blackbox manner. ABTT was first envi-
sioned by Liu et al. [19] and several efficient and secure instan-
tiations of it were later introduced [20], [21], [25]. In ABTT,
one can observe the I/O streams of a key-like decryption
box to identify the malicious users whose secret keys have
contributed to the key-like decryption box. However, one
cannot naively employ the existing ABTT and CHET to extend
PCH with accountability without sacrificing the performance
or security of PCH. Specifically, most PCH-based redactable
blockchain solutions [9], [30], [33] are instantiated using fast
attribute-based message encryption (FAME) [1], where FAME
is adaptively secure on prime-order pairing groups. Current
ABTT solutions are either based on composite-order pairing
groups or in the weak security model, i.e., selective security.
The performance of composite-order pairing groups is much
worse than prime-order pairing groups [12]. Though dual
pairing vector space [26] can encode composite-order groups
to prime-order groups, it incurs a significant overhead due to
enormous encoding schemes [4].

Tian et al. [30] made the first effort to address this challenge
by introducing a new design of ABTT that applies the HIBE
and one-time signature. However, their solution only offers
weak accountability, where semi-trusted modifiers can be
caught if they leak their secret keys in blackbox manner.
An untrusted modifier can launch the impersonation attack and
signature-reuse attack without being identified. We summarize
its fatal security issues as follows.

• Impersonation Attack. Key delegation and key indis-
tinguishability are two important properties in HIBE.
HIBE allows a central authority to issue a secret key
associated with an identity, and the secret key can be
used to derive multiple sub-keys associated with different
identities (with the same prefix). Given a secret key,

it is indistinguishable that this secret key is derived
from the central authority or a secret key holder. Hence,
a malicious key holder may derive a sub-key and use
it in forming a key-like decryption box to avoid being
identified.

• Signature-reuse Attack. One-time signatures do not offer
user authenticity. Based on the generic construction of
PCHA proposed in [30], the verification algorithm only
takes into account the validation of the chameleon hash
and the one-time signature. It does not check the freshness
of the one-time signature and the identity of the corre-
sponding signer. A malicious modifier whose attributes
satisfy the access policy of PCHA can modify the signed
object and reuse the one-time signature associated with
the original object to pass verification.

Besides [30], Panwar et al. [27] proposed a solution to trace
malicious modifiers in blockchain rewriting. However, their
solution only traces the malicious users who perform malicious
rewriting by themselves; the leakage of secret keys has not
been taken into account.

To sum up, current redactable blockchain solutions only
offer weak accountability. The modifiers who perform mali-
cious rewriting by themselves can be identified but the mod-
ifiers who leak their secret keys in blackbox manner cannot
be traced properly. In other words, malicious modifiers may
collusively derive key-like decryption boxes and use them to
compromise the rewriting privileges in redactable blockchain
without being identified. Therefore, the following problem
arises:

“Can we build a practical and secure redactable blockchain
with fine-grained control and blackbox accountability, includ-
ing linkability and traceability?”

A. Contribution

We give an affirmative answer to the above problem by
introducing the concept of accountability toward redactable
blockchain, where modifiers are untrusted. Malicious modi-
fiers can always be identified no matter they make malicious
modifications by themselves in redactable blockchain or they
leak their secret keys in blackbox manner. The main contribu-
tions are described as follows.

• A new construction of PCHA. We introduce a new generic
construction of policy-based chameleon hash with black-
box accountability (PCHA). We give a formal definition
of PCHA and define the notions of full indistinguishabil-
ity, collision-resistance, uniqueness, and accountability in
presence of malicious behaviors. Compared to PCH [9],
the price of accountability in terms of hash and adaption
is almost negligible.

• A new design of ABTT. To optimize the performance
of PCHA, we present a new design of attribute-based
traitor tracing (ABTT), which is adaptively secure on
prime-order pairing groups. Our ABTT enjoys the con-
stant secret key and ciphertext overheads. Specifically,
compared to FAME [1], our ABTT requires 2 additional
group elements in a secret key and 6 additional group
elements in a ciphertext.
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• A redactable blockchain with accountability. Although
ABTT offers traitor tracing in the key-like decryption
box, it cannot provide the accountability that links the
modified object to its modifier. To realize this prop-
erty, we apply the existentially unforgeable identity-based
signature (IBS) [15] to link any modified object to its
modifier publicly, where the identity associated with each
modifier is the same as the identity used in ABTT.

To sum up, we pursue to carefully integrate ABTT, IBS [15],
CHET [8] with the concept of PCHA and present a generic
construction of PCHAs. Compared to the previous PCH [9],
our PCHA achieves accountability with modest overhead.
We demonstrate that our PCHA is practical by integrating
it into redactable blockchain for transaction-level blockchain
rewriting in Section V-E. We support this claim via an exper-
imental implementation.

B. Roadmap

The rest of the paper is structured as follows. We formulate
the problem and system architecture in Section II. Then,
we review several important cryptographic building blocks
used in our proposed solution in Section III. Next, we for-
malize our proposed approach by presenting a new design
of ABTT in Section IV and PCHA with a blockchain-based
application in Section V. We report the experimental evalua-
tion of our proposed ABTT and PCHA in Section VI. Finally,
we present the related work in Section VII before concluding
our work in Section VIII.

II. SYSTEM OVERVIEW

In this section, we formulate the problem of current
redactable blockchains and discuss its challenges. Before
presenting the formulation, we give a running example to
illustrate the problem and its relevant concepts.

A. System Model

As shown in Fig. 1, the redactable blockchain allows a
data owner to compute a chameleon hash associated with
an access policy and a signature. A modifier, who possesses
privileges that satisfy the access policy in a given hash can
then find arbitrary collisions to modify the hashed object in the
blockchain without changing its hash value. The modifier also
needs to produce a valid signature, which links the chameleon
hash value to its producer. In the case that a malicious
modifier does not make malicious rewriting themselves but
leaks his/her secret key in a key-like decryption box, the
central authority can trace the malicious user whose secret
key has contributed to the key-like decryption box.1 Thus, the
redactable blockchain supports modifiability at a fine-grained
level and accountability.

1The key-like decryption box offers the same functions as the secret keys
embedded in the key-like decryption box except for the secret keys and even
the decryption algorithm remains hidden. The reader may refer to Section V-A
for the detailed definition.

Fig. 1. System model of PCHA.

B. Threat Model

We assume that the central authority and transaction owners
are fully trusted, while transaction modifiers and outsiders (i.e.,
blockchain users who cannot modify blockchain objects) are
untrusted. In the following, we focus on the attacks performed
by malicious modifiers and the security requirements that
inherit from PCH. For simplicity, we do not specify the
attacks performed by outsiders since they are covered by the
attacks which malicious modifiers can perform. In practice,
a transaction modifier may abuse his/her rewriting privilege,
and launch the following attacks:
• Collision-Resistance: Given a registered object associated

with an access policy, the malicious modifier whose
attributes do not match the access policy may attempt
to modify the registered object.

• Accountability: The malicious modifiers may attempt
to break the accountability of redactable blockchain by
impersonating other modifiers in rewriting the registered
object, and/or encapsulating their secrets key in a black-
box manner to derive a key-like decryption box so that
other users may use the decryption box to modify the
registered object anonymously.

We consider the following security requirements that inherit
from PCH:
• Full Indistinguishability: The outputs of hashing and

collision finding are indistinguishable for adversarially
chosen messages and the public key. In PCH, this security
requirement focuses on the hash value only. In our PCHA,
we require that the hash value and signature pair cannot
be distinguished from hashing and collision finding.

• Uniqueness: Uniqueness requires that it is hard to find
different randomnesses yielding the same hash value for
adversarially chosen messages and the public key.

To formalize the above attacks and security requirements in the
threat model, we present four security models in Section V-B.

III. CRYPTOGRAPHIC BUILDING BLOCKS

In this section, we present some building blocks used in our
solution. In particular, we introduce the fingerprint code, which
is used as an ingredient in our ABTT construction. Then,
we recall the formal definition of ABTT. Finally, we review the
formal definition of CHET and IBS, which are two important
building blocks in our PCHA construction.

A. Fingerprint Code

Please refer to the detailed description of fingerprint code
and collision-resistant (CR) security of fingerprint code in [6].
The definition of fingerprint code is presented below.
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Definition 1 (Fingerprint Code): A fingerprint code scheme
FC is a pair of algorithms defined as follows:
FC.Gen(1κ , n, t)→ (�, tk): The probabilistic code gener-

ator algorithm takes a security parameter κ ∈ N, the number
of words n and the collusion bound t as input, and outputs
a code � and a tracing key tk, where � contains n words
{w̄1, . . . , w̄n} in {0, 1}� for some � > 0.
FC.Trace(tk, w̄∗) → S: The deterministic tracing algo-

rithm takes a tracing key tk and a word w̄∗ ∈ {0, 1}�, and
outputs a subset S of {1, . . . , n}. Informally, elements in S are
“accused” of creating the word w̄.

B. Attribute-Based Traitor Tracing

Please refer to the detailed description of ABTT and IND-
CPA security and collision-resistant traceability (CRT) of
ABTT in [19]. The definition of ABTT is presented below.

Definition 2 (ABTT): An ABTT scheme ABT T with an
attribute universe �, a message space M and an identity
space I consists of the following six algorithms:
ABT T .ParGen(1κ) → pp: The probabilistic parameter

generation algorithm takes a security parameter κ ∈ N as
input, and outputs a public parameter pp, where pp is implicit
input to all other algorithms.
ABT T .Setup(n, t) → (mpk,msk): The probabilistic

setup algorithm takes the number of users n and the collusion
bound t as input, and outputs a master public key mpk and a
master secret key msk.
ABT T .KeyGen(msk,S, w̄) → skS,w̄: The probabilistic

key generation algorithm takes a master secret key msk, a set
of attributes S ⊆ � and an identity w̄ ∈ I as input, and
outputs a secret key skS,w̄.
ABT T .Enc(mpk,m,A)→ c: The probabilistic encryption

algorithm takes a master public key mpk, a message m ∈M
and an access policy A as input, and outputs a ciphertext c.
ABT T .Dec(skS,w̄, c)→ m: The deterministic decryption

algorithm takes a secret key skS,w̄ and a ciphertext c as input,
and outputs a message m ∈M.
ABT T .Trace(msk,D) → S: The deterministic tracing

algorithm takes a master secret key msk and a key-like
decryption box D (associated with a set of attributes DS )
as input, and outputs a subset S of {1, . . . , n}, where D can
output m by giving c with c← ABT T .Enc(mpk,m,A) and
DS ∈ A.

C. Chameleon Hash With Ephemeral Trapdoor

CHET [8] is a variant of a chameleon-hash used to design
PCH [9]. The security of CHET consists of full indistinguisha-
bility, public collision-resistance, strong private collision-
resistance and uniqueness. We refer the reader to [28] for a
detailed and well-written definition of the security model. The
definition of CHET is presented below.

Definition 3 (CHET): A CHET scheme CHET with a mes-
sage space M consists of the following five algorithms:
CHET .ParGen(1κ) → pp: The probabilistic parameter

generation algorithm takes a security parameter κ ∈ N as
input, and outputs a public parameter pp.
CHET .KeyGen(pp) → (sk, pk): The probabilistic key

generation algorithm takes a public parameter pp as input,
and outputs a secret key sk and a public key pk.

CHET .Hash(pk,m)→ (h, r,etd): The probabilistic hash
algorithm takes a public key pk and a message m ∈ M
as input, and outputs a hash h, a randomness r (sometimes
referred to as “check value”) and an ephemeral trapdoor etd.
CHET .Verify(pk,m, h, r)→ {0, 1}: The deterministic ver-

ification algorithm takes a public key pk, a message m ∈M,
a hash h and a randomness r as input, and outputs a bit
indicating if (m, h, r) is valid.
CHET .Adapt(sk,etd,m,m′, h, r)→ r ′: The deterministic

adaption algorithm takes a secret key sk, an ephemeral
trapdoor etd, a message m ∈M, a message m ′ ∈M, a hash
h and a randomness r as input, and outputs a randomness r ′.

D. Identity-Based Signature

IBS allows users to verify digital signatures via the user’s
identifier rather than the public key to mitigate the need for the
certificate authority. We refer the reader to [15] for a detailed
and well-written security model, existential unforgeability, for
IBS. The definition of IBS is presented below.

Definition 4 (IBS): An IBS scheme IBS with a message
space M and an identity space I consists of the following
five algorithms:
IBS.ParGen(1κ) → pp: The probabilistic parameter

generation algorithm takes a security parameter κ ∈ N as
input, and outputs a public parameter pp.
IBS.Setup(pp) → (mpk,msk): The probabilistic setup

algorithm takes a public parameter pp as input, and outputs
a master public key mpk and a master secret key msk.
IBS.KeyGen(msk, w̄)→ skw̄: The probabilistic key gen-

eration takes a master secret key msk and an identity w̄ ∈ I
as input, and outputs a secret key skw̄ .
IBS.Sign(skw̄,m)→ σw̄: The probabilistic signing algo-

rithm takes a secret key skw̄ and a message m ∈M as input,
and outputs a signature σw̄ .
IBS.Verify(mpk, w̄,m, σw̄) → {0, 1}: The deterministic

verification algorithm takes a master public key mpk, an iden-
tity w̄ ∈ I, a message m and a signature σw̄ as input, and
outputs a bit indicating if σw̄ is valid.

IV. ATTRIBUTE-BASED TRAITOR TRACING

In this section, we show a new design of ABTT and
rigorously prove the security of our proposed construction.
The efficiency of this concrete construction is confirmed with
practical implementation in Section VI.

A. Concrete Construction of ABTT

Our ABTT is based on an adaptively secure ABE [1], a fully
collision-resistant fingerprint code [7], and a selectively secure
ABTT [34]. Before presenting the concrete construction, we
introduce the overall ideas of our design.

1) Sketch of ABTT: We give a sketch of our ABTT about
its construction and the realization of blackbox traceability.

• Our concrete construction starts from the adaptively
secure ABE [1]. However, it lacks accountability. An intu-
itive idea to add accountability is to apply the fully
collision-resistant fingerprint code [7] to bind each secret
key of ABE to its owner. Unfortunately, such fingerprint

Authorized licensed use limited to: Fujian Normal University. Downloaded on December 08,2022 at 09:20:23 UTC from IEEE Xplore.  Restrictions apply. 



XU et al.: ACCOUNTABLE AND FINE-GRAINED CONTROLLABLE REWRITING IN BLOCKCHAINS 105

Fig. 2. Concrete construction of ABTT.

code increases the sizes of the secret key and the cipher-
text linearly to the number of users. To address this issue,
we further apply the cryptographic accumulator used in
the selectively secure ABTT [34] to reduce the linear
complexity to the constant size. We detail the realization
of blackbox traceability and efficiency of our ABTT in
the rest of this subsection.

• The parameter generation algorithm outputs a group
description as the public parameter. The setup algorithm
runs the setup algorithm of ABE and the code generator
algorithm of fingerprint code to derive the master public
key and master secret key. Every participant is assigned
a unique identity w̄ and is issued a secret key skS,w̄
associated with a set of attributes S by the key generation
algorithm. Given a message m and an access policy A,
every participant can run the encryption algorithm to

derive a ciphertext c. Only the participants with the set of
attributes S such that S ∈ A can decrypt the ciphertext
c by running the decryption algorithm. Once a key-like
decryption box D is found, the tracing key holder can
run the tracing algorithm to obtain a set of identities S.
Informally, the identities in S are “accused” of creating
the key-like decryption box D. In other words, our ABTT
supports blackbox traceability.

2) Sketch of Technical Overview: We give the sketch of a
technical overview from the secret key, ciphertext, and traitor
tracing.

• Secret Key: The secret key can be divided into two
components. One is the attribute-based component that
provides fine-grained access control. The other is an
identity-based component based on the fingerprint code.
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In particular, each data user has a unique identity w̄ in
{0, 1}� and the malicious user can be traced based on
the identity-based component. To improve the efficiency,
we compress the �-bit identity into constant size. Specif-
ically, two collections that recall all i for w̄i = 0 and
w̄i = 1 are used.

• Ciphertext: To encrypt a message m = m0⊕m1, we first
encrypt m0 based on the access policy A and then
encrypt m1 depending on a random challenge bit at the
position ψ ∈ {1, . . . , �}. Hence, the ciphertext has two
components: m0 under A that can be decrypted with
S ∈ A and m1 that tests the ψ-th bit to be either 0 or
1, where testing the ψ-th bit to be either 0 or 1 is
not important for the data confidentiality but for traitor
tracing.

• Traitor Tracing: As we mentioned before, the ciphertext
has two components. In the tracing algorithm, the cipher-
text is generated based on two different messages. For
all ψ ∈ {1, . . . , �}, the tracing algorithm 1) chooses two
messages m0 and m1 	= 0, then encrypts m0 ⊕ m1 for
wψ = 0 and m0⊕0 for wψ = 1; 2) inputs each ciphertext
into the key-like decryption box and observes the output
m′ to derive a word w̄∗ = w∗1 . . . w∗� as: w∗ψ = 0 if
m0 ⊕ m1 = m′, and w∗ψ = 1 otherwise. Although
anyone can derive a word w̄∗ from a decryption-key like
box, the secret tracing key held by the central authority
is required to reveal the modifier(s) from the word w̄∗
according to the definition of the tracing algorithm in
the fingerprint code. Finally, the central authority runs
the tracing algorithm of the fingerprint code to trace the
malicious users.

3) Selection of Suitable Parameters: Subsequently, we dis-
cuss the parameters of bilinear groups and fingerprint codes.

• Bilinear Groups. We assume that the reader is famil-
iar with bilinear maps. We use the group description
(p,G,H,GT , e, g, h) for a Type-III pairing and MNT6-
992 curve with a 156-bit security level as an instantia-
tion [13].

• Fingerprint Codes. We apply fully collision-
resistant codes. For n users, the fingerprint code
is built from the following set of n words �0.

Block 0 Block 1 · · · Block n

Word 1: 0000 1111 1111 1111 1111

Word 2: 0000 0000 1111 · · · 1111 1111

Word 3: 0000 0000 0000 1111 1111
.
.
.

.

.

.
.
.
.

.

.

.

Word n: 0000 0000 0000 · · · 0000 1111
The code generator FC.Gen chooses a random permu-
tation π on (1, . . . , �) and permutes the columns of
�0 according to π to output codewords π with tracing
key tk = π . The tracing algorithm FC.Trace computes
the quantities a0, . . . , an and uses the tracing key π to
undo the random permutation to infer the adversary who
has codeword number i with overwhelming probability.
We refer the reader to [7] for a detailed and well-written
description of the fingerprint code.

Our ABTT uses three hash functions H1 : {0, 1}∗ → G,
H2 : {0, 1}∗ → Zp and H3 : GT → {0, 1}�m , where �m is
the bit-length of each message and these hash functions are
modeled as random oracles in the security proof. The concrete
construction of ABTT is given in Fig. 2.

B. Security Analysis of ABTT

Theorem 1: The proposed ABTT scheme is IND-CPA
secure if the DLIN assumption holds in the random oracle
model.
To prove the IND-CPA security of our ABTT, we apply the
security reduction. In particular, if there exists a probabilis-
tic polynomial-time adversary who can break the IND-CPA
security of our ABTT with non-negligible advantage, we can
construct a probabilistic polynomial-time simulator to break
the IND-CPA security of FAME [1], where FAME has been
proved IND-CPA secure if the DLIN assumption holds. There
is no security loss during our security reduction. Hence, our
ABTT scheme is IND-CPA secure if the DLIN assumption
holds. We provide a proof of this theorem in Appendix VIII-B.

Theorem 2: The proposed ABTT scheme has
collusion-resistant traceability in the random oracle model if
the modified q-BDHE assumption holds and the underlying
fingerprint code is collision-resistant.

To prove the collusion-resistant traceability of our ABTT,
we apply the security reduction approach. In particular, if there
exists a probabilistic polynomial-time adversary who can
break the collusion-resistant traceability of our ABTT with
a non-negligible advantage, we can construct a probabilistic
polynomial-time simulator to break the modified q-BDHE
assumption and collision-resistance of fingerprint code. Specif-
ically, the simulator uses the given identity set from fingerprint
code and elements of the modified q-BDHE problem to train
the adversary. After receiving the key-like decryption box,
the simulator can reveal the identities whose secret keys are
used in constructing this key-like decryption box to break the
collision-resistance of fingerprint code, and query the key-like
decryption box to find the target element in the modified q-
BDHE assumption. Please refer to Appendix VIII-A for the
formal definition of the modified q-BDHE assumption, and
Appendix VIII-C for the detailed proofs.

V. POLICY-BASED CHAMELEON HASH WITH BLACKBOX

ACCOUNTABILITY

In this section, we show a formal definition and a security
model of PCHA, and give a generic construction of PCHA
with a rigorous security proof. We then present a concrete con-
struction of PCHA based on the proposed generic construction
and Fujisaki-Okamoto transformation [11].

A. Definition of PCHA

Definition 5 (PCHA): A PCHA scheme PCHA with an
attribute universe �, a message space M and an identity
space I, involves three types of parties: a central authority,
transaction owners and transaction modifiers, and consists of
the following eight algorithms:
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PCHA.ParGen(1κ) → pp: The probabilistic setup algo-
rithm is run by the central authority. It takes a security
parameter κ ∈ N as input, and outputs a public parameter
pp, where pp is implicit input to all other algorithms.
PCHA.Setup(n, t) → (mpk,msk): The probabilistic

setup algorithm is run by the central authority. It takes the
number of users n and the collusion bound t as input, and
outputs a master public key mpk and a master secret key msk.
PCHA.UKeyGen(msk, w̄)→ skw̄: The probabilistic user

key algorithm is run by the central authority. It takes a master
secret key msk and an identity w̄ ∈ I as input, and outputs a
secret key skw̄.
PCHA.MKeyGen(msk,S, w̄′) → (skw̄′ , skS,w̄′): The

probabilistic modifier key generation algorithm is run by the
central authority. It takes a master secret key msk, a set of
attributes S ⊆ � and an identity w̄′ ∈ I, and outputs two
secret keys skw̄′ and skS,w̄′ .
PCHA.Hash(mpk, skw̄,m,A) → (h, r, σw̄): The proba-

bilistic hash algorithm is run by the transaction owner w̄.
It takes a master public key mpk, a secret key skw̄, a message
m ∈M and an access policy A as input, and outputs a hash
h, a randomness (sometimes referred to as “check value”) r
and a signature σw̄ .
PCHA.Verify(mpk, w̄,m, h, r, σw̄) → {0, 1}: The deter-

ministic verification algorithm is run by any party. It takes a
master public key mpk, an identity w̄ ∈ I, a message m ∈M,
a hash h, a randomness r and a signature σw̄ , and outputs
a bit indicating if (h, r) is valid hash and (w̄, σw̄) is valid
signature.
PCHA.Adapt(mpk, w̄, skw̄′ , skS,w̄′,m,m′, h, r, σw̄) →

(r ′, σw̄′): The probabilistic adaption algorithm is run by the
modifier w̄′. It takes a master public key mpk, an identity
w̄ ∈ I, a secret key skw̄′ , a secret key skS,w̄′ , a message
m ∈ M, a message m ′ ∈ M, a hash h, a randomness r
and a signature σw̄ , and outputs a randomness r ′ and a
signature σw̄′ .
PCHA.Trace(msk,D) → S: The deterministic tracing

algorithm is run by the central authority. It takes a master
secret key msk, a key-like decryption box D (associated
with a set of attributes DS) as input, and outputs a sub-
set S ⊆ {1, . . . , n}. Given (m,m′,PCHA.Hash(mpk, skw̄,
m,A)) with DS ∈ A, D can output (r ′, σw̄′) with
PCHA.Verify(mpk, w̄,m′, h, r ′, σw̄′) = 1.

B. Security Model of PCHA

1) Full Indistinguishability: Indistinguishability requires
that it should be infeasible to decide whether a hash digest
and the corresponding signature are fresh or were from
the adaption algorithm. In the previously indistinguishable
model [9], the adversary must follow the keys chosen by the
challenger to launch the attacks, which is a relatively weak
model compared to the fully indistinguishable model. Our full
indistinguishability allows the adversary to choose the signing
key and the secret key used in the HashOrAdapt oracle, where
the signing key and the secret key should belong to a single
user to prevent trivial attacks. The security experiment grants
the adversary access to a HashOrAdapt oracle and requires that

Fig. 3. FIND-security of PCH.

the randomness r and the signature σ do not reveal whether
they were obtained through PCHA.Hash or PCHA.Adapt.
The messages, signing keys and secret keys are adaptively
chosen by the adversary.

Definition 6 (FIND-Security of PCHA): Let the advantage
of an adversary A in the FIND experiment be:
AdvFIND

A,PCHA(κ, n, t) = | Pr[ExpFIND
A,PCHA(κ, n, t) = 1] − 1/2|.

We say that PCHA is FIND secure if AdvFIND
A,PCHA(κ, n, t) is

a negligible function in κ for all probabilistic polynomial-time
adversaries A.

2) Collision-Resistance: Collision-resistance requires that
it should be infeasible to find collisions for hashes which
were computed concerning policies which are not satisfied
by the secret keys. The seminal work of PCH [9] introduces
insider collision-resistance and outsider collision-resistance,
where insider collision-resistance implies outsider collision-
resistance. For simplicity, we propose a security model of
collision-resistance to mimic insider collision-resistance. More
specifically, we allow the adversary to corrupt transaction
owners, partial transaction modifiers, and access to collisions
for any mutable transaction. The adversary cannot find any col-
lision for the uncorrupted mutable transactions whose access
policies do not match the attributes of the corrupted modifiers.

Definition 7 (CR-Security of PCHA): Let the advantage of
an adversary A in the CR experiment be:

AdvCR
A,PCHA(κ, n, t) = Pr[ExpCR

A,PCHA(κ, n, t) = 1].
We say that PCHA is CR secure if AdvCR

A,PCHA(κ, n, t) is a
negligible function in κ for all probabilistic polynomial-time
adversaries A.

3) Uniqueness: Uniqueness requires that it is hard to find
different randomnesses yielding the same hash value for the
adversarial-chosen message and public key.

Definition 8 (UNI-Security of PCHA): Let the advantage
of an adversary A in the UNI experiment be:

AdvUNI
A,PCHA(κ, n, t) = Pr[ExpUNI

A,PCHA(κ, n, t) = 1].
We say that PCHA is UNI secure if AdvUNI

A,PCHA(κ, n, t) is a
negligible function in κ for all probabilistic polynomial-time
adversaries A.

4) Accountability: Accountability requires that a key-like
decryption box cannot accuse any identities whose secret keys
do not contribute to the key-like decryption box. We allow
the adversary to corrupt a part of transaction owners (oracle
OUKeyGen) and transaction modifiers (oracle OMKeyGen) to
gain the corresponding secret keys.
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Fig. 4. CR-security of PCH.

Fig. 5. UNI-security of PCH.

Fig. 6. ACT-security of PCH.

Definition 9 (ACT-Security of PCHA): Let the advantage
of an adversary A in the ACT experiment be:

AdvACT
A,PCHA(κ, n, t) = Pr[ExpACT

A,PCHA(κ, n, t) = 1].

We say that PCHA is ACT secure if AdvACT
A,PCHA(κ, n, t) is

a negligible function in κ for all probabilistic polynomial-time
adversaries A.

Fig. 7. Generic construction of PCHA.

C. Generic Construction of PCHA

Our PCHA construction is shown in Fig. 7, which
is based on an adaptively secure and fully collision-
resistant ABTT, a fully indistinguishable, collision-resistant
and uniqueness-driven CHET and an existentially unforgeable
IBS. Based on the operations in redactable blockchain, we give
a sketch of our generic construction as follows.

1) Initialization: The central authority runs the parameter
generation algorithm and setup algorithm to initialize the
system parameters. The parameter generation algorithm runs
parameter generation algorithms of ABTT, CHET and IBS
to generate the public parameters. The setup algorithm runs
the setup algorithm of ABTT and IBS as well as the key
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Fig. 8. Concrete construction of PCHA.

generation algorithm of CHET to generate the master public
key and the master secret key. To initialize a transaction owner,
the central authority runs the user key generation algorithm
which runs the key generation of IBS associated with an
identity w̄ to derive a secret signing key. To initialize a
transaction modifier, the central authority runs the modifier
key generation algorithm which runs the key generation of
IBS associated with an identity w̄′ and ABTT associated with
a set of attributes S. The transaction modifier will gain a secret
signing key of IBS, a secret key of ABTT and a secret key of
CHET.

2) Hashing: Given a message m and an access policy A,
the data owner computes a CHET according to the message
m and encrypts the ephemeral trapdoor under A via ABTT
as well as signing the hash result under the identity of trans-

action owner using the signing algorithm of IBS to preserve
accountability.

3) Collision-Finding: Given a secret key of ABTT whose S
satisfies A, the modifier can reconstruct the ephemeral trapdoor
to compute the arbitrary collision.

4) Traitor Tracing: Given a key-like decryption box D, the
central authority can trace the malicious modifiers whose keys
have contributed to D. In particular, the central authority can
observe the outputting signature and derive D′ from D adapted
to trace malicious users.

D. Security Analysis of PCHA

Theorem 3: The proposed PCHA has full indistinguisha-
bility if the full indistinguishability of the underlying CHET
holds.
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Fig. 9. PCHA-based redactable blockchain.

Theorem 4: The proposed PCHA has collision-resistance if
the strongly private collision-resistance of CHET and the IND-
CCA security of ABTT hold.2

Theorem 5: The proposed PCHA has uniqueness if the
uniqueness of the underlying CHET holds.

Theorem 6: The proposed PCHA has accountability if
the extensional unforgeability of the underlying IBS and
collusion-resistant traceability of the underlying ABTT hold.

Please refer to Appendix VIII-D to VIII-G for the detailed
proofs.

E. An Instantiation of PCHA

For the sake of readability, we omit the details of ABTT in
the instantiation of PCHA, where the instantiation of ABTT
is given in Fig. 2. In our concrete construction, we use RSA-
based chameleon hash [9] to instantiate CHET and efficient
IBS construction [15]. The concrete construction of PCHA is
depicted in Fig. 8.

1) PCHA-Based Redactable Blockchain: In Fig. 9,
we illustrate a redactable blockchain based on PCHA for
transaction-level blockchain rewriting. The blockchain remains
intact even if a certain policy-based redactable transaction
has been rewritten. In the following, we illustrate the general
structure of the PCHA-based redactable blockchain with four
transactions. In reality, the number of transactions in each
block could be numerous.

The structure of the PCHA-based redactable blockchain is
similar to the traditional immutable blockchain except for the
hash function used in the transaction. For the i -th block Bi ,
the block header includes the hash digest of the previous
block P Hi , a timestamp T Si that records the time of the
block appended, a Merkle root M Ri that accumulates four
transactions in the i -th block and a consensus proof πi , where
πi could be a nonce at certain blockchain difficulty in the
PoW-based blockchain or a signature of qualified stockholders
in the PoS-based blockchain.

The PCHA-based redactable blockchain includes two types
of transactions: mutable transactions and immutable trans-
actions. For the i -th block Bi , the Merkle root M Ri

2ABTT with the IND-CCA security is important since the decryption oracle
of ABTT is required to simulate the adapt oracle. In our concrete scheme,
as shown in Fig. 8, we follow the construction of the seminal work of PCH [9]
via applying Fujisaki-Okamoto transformation [11] to realize ABTT with the
IND-CCA security.

accumulates four transactions. The transactions mi,2, mi,3
and mi,4 are immutable transactions, where the traditional
collision-resistant hash function h is applied. The transaction
mi,1 is a mutable transaction, where the PCHA is applied
associated with an access policy A. When mi,1 needs to be
rewritten to m′i,1, a modifier with a PCHA-based secret key
whose attributes S satisfy S |
 A can compute the arbitrary
collision r ′ without affecting its hash digest. The transaction
modifier then broadcasts (m′i,1, r ′), and all participants verify
the correctness of the new randomness and update their local
copy of the blockchain with the new message and randomness
pair (m′i,1, r ′) if they are valid.

VI. PERFORMANCE EVALUATION

Our implementation was on a PC with Windows 11 x64,
12th Gen Intel(R) Core(TM) i7-12700K 3.61 GHz, RAM
32GB 3200MHz, and performed in Java 8 using the JPBC
library. We implemented our ABTT and PCHA to compare
FAME [1] and PCH [9], respectively, to quantify the price
of adding accountability. Note that our PCHA is the first
scheme that offers transaction-level blockchain rewriting with
accountability; there is no equivalent scheme to compare with.
The previous solutions offer either no accountability [3], [9],
[16], [17], [22], [32], [33], [35] or weak accountability [10],
[27], [30].

A. Results of FAME and our ABTT

We used the MNT6-992 curve for pairing since it is the
best Type-III curve in PBC and offers a 156-bit security
level [13]. We set the size of the fingerprint code � to be 16-
bit, the number of attributes and the size of the policy from
{2, 4, . . . , 20}, where the fingerprint code is instantiated by
the fully collusion resistant code [7]. Fig. 10 demonstrates
that our ABTT only has a modest overhead compared to
FAME. As shown in Fig. 10a, our key generation algorithm
takes additional O(�) operations to generate 2 additional
elements in G

2 to derive a secret key. As shown in Fig. 10b,
our encryption algorithm takes additional O(�) operations to
generate 6 additional elements in G2 × H2 ×M2 to derive
a ciphertext. As shown in Fig. 10c, our decryption algorithm
takes the constant overhead to reveal a ciphertext.

B. Results of PCH and our PCHA

We used the MNT6-992 curve for pairing and the 2048-bit
RSA group for the chameleon hash, where the 2048-bit RSA
group provides a 112-bit security level [5]. We set the size of
the fingerprint code � to be 16-bit, the number of attributes and
the size of the policy from {2, 4, . . . , 20}. Fig. 11 demonstrates
that our PCHA only has a modest overhead compared to non-
accountability PCH. As in Fig. 11a, 11b and 11c, the trends of
modifier key generation, hash and adaption are very similar to
key generation, encryption, and decryption in Fig. 10a, 10b
and 10c since PCH and PCHA are built from FAME and
ABTT, respectively. Besides, PCH and PCHA take more
running time than FAME and ABTT since the RSA-based
chameleon hash is used. Fig. 11d illustrates that PCHA takes
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Fig. 10. Performances of FAME and our ABTT.

Fig. 11. Performances of PCH and our PCHA.

around 120ms to process verification compared to 70ms in
PCH since PCHA needs to run the IBS to verify the linkability
of the modified transaction and its modifier.

VII. RELATED WORK

Blockchain rewriting yields many interesting works [3], [9],
[10], [16], [17], [22], [27], [30], [32], [33], [35].

The seminal work of redactable blockchain was introduced
by Ateniese et al. [3]. They proposed a redactable blockchain
in a permissioned setting that requires a central authority
to grant rewriting privileges via secret keys to a particular
party, called modifier. The select modifier can come together
and alert contents from the blockchain using a large scale
MPC protocol. It offers a block-level rewriting controlled at
a coarse-grained level via an enhanced collision-resistance
chameleon hash [18] and public key infrastructure (PKI). The
enhanced collision-resistance chameleon is used to change
the hash link between the block header and PKI seals the
chameleon hash trapdoor.

To manage rewriting privileges flexibly, Derler et al. [9]
proposed a redactable blockchain in a permissioned setting
with transaction-level rewriting controlled at a fine-grained
level. Compared to [3], here chameleon hashes are used to
hash the transaction in computing the Merkle root. They intro-
duced a cryptographic notion, called policy-based chameleon
hash (PCH), to formalize their solution. PCH is derived
from chameleon hashes with ephemeral trapdoors (CHET) [8]
and attribute-based encryption (ABE) [1]. CHET includes a
long-term trapdoor and an ephemeral trapdoor. The long-
term trapdoor is generated by the central authority and will
be issued to the modifier and the ephemeral trapdoor is
derived from the transaction owner for each transaction. The
ephemeral trapdoor is sealed by the ABE scheme. The mod-
ifier has both trapdoors that can alert the transaction and the

transaction modifier cannot process rewriting since unknown
to the long-term trapdoor.

To eliminate the trusted central authority, Deuber et al. [10]
proposed a block-level redactable blockchain in a permission-
less setting via consensus-based voting. The block header is
modified to have two hash links. Once a modification proposed
aggregates enough votes, the modification will be excited by
breaking one of the links while the other holds. This gives
weak accountability since the identifier of the modifier can
be traced from the proposed pool. However, this redactable
blockchain inherits the vulnerability of consensus-based
voting that suffers from bribing and selfish mining
attacks.

After that, a variety of redactable blockchains are
proposed with essential properties: accountability [30], self-
management [17], revocability [27], [33], decentraliza-
tion [22], [35] and functionality [16], [32].

Tian et al. [30] first considered accountability in PCH-based
redactable blockchain. However, their solution only supports
weak accountability that can link the modified transaction to
its modifier but the key leakage.

Jia et al. [17] introduced the concept of self-management
in redactable blockchain, where the transaction owner can
modifier his/her transaction and this ability can be revoked by
the transaction modifier. However, they assume the modifier is
a semi-trusted party and the accountability has not been taken
into consideration.

Panwar et al. [27] introduced a permissioned redactable
blockchain with traceability and revocability by applying
dynamic group signature schemes (DGSS) and revocable
FAME (RFAME). The traceability links the modified trans-
action to its modifier and the revocability can be used to
revoke the rewriting privilege of the malicious modifier. How-
ever, the traceability only offers weak accountability and the
revocation mechanism takes linear complexity with the size
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of non-revoked modifiers and the updated secret key must be
granted via secure channels.

To manage modifier revocation efficiently, Xu et al. [33]
introduced a novel cryptographic notion, called revocable
policy-based chameleon hash (RPCH), as an extension of
PCH. RPCH is built from a new RFAME and CHET.
Unlike [27], here RFAME only carries out logarithmic com-
plicity and the updated secret key is transferred via public
channels. Compared to the FAME [1], the price of adding
revocability is almost negligible.

To realize the rewriting authorization in the decentralizing
setting, Zhang et al. [35] introduced a multi-authority policy-
based chameleon hash (MPCH), and Ma et al. [22] presented a
decentralized policy-based chameleon hash (DPCH). The idea
behind MPCH and DPCH is similar, where CHET is used to
manage the data rewriting and multi-authority attribute-based
encryption (MA-ABE) is leveraged to handle the rewriting
privilege.

To control the rewriting privilege, Xu et al. [32] introduced
a novel redactable blockchain, called k-time modifiable and
epoch-based redactable blockchain (KERB), inspired by the
double-authentication preventing signature (DAPS). In KERB,
the timeline of the system is partitioned into epochs and each
transaction modifier must make a time-locked deposit, where
the deposit can be drawn after the rewriting privilege is invalid.
In each epoch, the modifier can operate the transaction modi-
fication k times at most. If the modifier processes modification
operations more than k times, the secret key of the modifier
can be extracted and the time-locked deposit is lost.

To support the redaction of additional data and unexpended
transaction output (UTXO) simultaneously, Hou et al. [16]
introduced a new design of redactable blockchain. The pro-
posed solution is based on the PCH and sanitizable signature
to support blockchain rewriting, and designs a multi-round
protocol to ensure that the UTXO can be safely modified.

VIII. CONCLUSION

In this paper, we revisited redactable blockchains and dis-
covered that current solutions cannot realize accountability
properly. To address this problem, we introduced a useful
primitive, called policy-based chameleon hash with black-
box accountability (PCHA), for redactable blockchain with
accountability. We provided generic construction with formal
security proofs and gave a practical instantiation. The exper-
iment demonstrates that the price of accountability is modest
compared to the non-accountable solutions.

APPENDIX

A. Modified q-BDHE Assumption

The modified q-Bilinear Diffie-Hellman Exponent (q-
BDHE) assumption was introduced in [14]. The challenger
chooses a group G based on the security parameter λ, randomly
picks a ∈ Zp and returns the following terms:

g, g(a), g(a
2), . . . , gaq

, g(a
2q+2), g(a

2q+3), . . . , g(a
3q+1) ∈ G.

Any probabilistic polynomial-time algorithm cannot output
e(g, g)a

2q+1
with more than negligible advantage.

B. Security Proof of Theorem 1

Proof: Suppose there exists a probabilistic polynomial-
time adversary A who can break the IND-CPA security of
our ABTT with non-negligible advantage. We can construct a
probabilistic polynomial-time simulator B to break the IND-
CPA security of FAME [1] executed by C.

1) Setup: B runs FC.Gen(1κ, n) to obtain (�, tk),
where � contains n words in {0, 1}� for some
� > 0. B sends κ to C and receives ppC =
(p,G,H,GT , e, g, h, H1, H2, T1, T2,H1,H3). B picks α ∈
Z∗p and a hash function H2 : {0, 1}∗ → Zp . B the computes

g1 = gα and hi = h(α
i ) for all i ∈ {1, . . . , �}. B returns pp =

(�, p,G,H,GT , e, g, h, g1, h1, . . . , h�, H1, H2, T1, T2,H1,H2,
H3) to A.

2) Phase 1 & 2: A queries the key generation oracle
OKeyGen(·, ·) on a set of attributes S ⊆ � and an identity
w̄ ∈ I. B forwards S ⊆ � to C and receives skC =
(sk0, {sky}y∈S, sk ′). Let Wb ⊆ {1, . . . , �} be the set of all
i for which wi = b. For b = 0, 1, B computes skWb =
g

∑
i∈Wb

1
α−H2(ib) . B returns skS,w̄ = (sk0, {sky}y∈S , sk ′, skw̄)

to A, where skw̄ = (skW0, skW1).
3) Challenge: A submits two messages (m0,m1) of the

same size, and an access policy A∗. B picks m′ ∈ M. B
sends (m0 ⊕ m′,m1 ⊕ m′) and A∗ to C, and receives c∗C =
(c0, c1, . . . , cn1 , c′). B picks ψ ∈ {1, . . . , �}. For b = {0, 1},
B picks r ∈ Zp and computes

cwψ,b = ((h
∑�

i=1(α−H2(ib)))r , (gα−H2(ψb))r ,

×m′ ⊕H3(e(g, h
∑�

i=1,i 	=ψ (α−H2(ib)))r ).

B returns c∗ = (ψ, c0, c1, . . . , cn1, c′, cwψ ) to A, where cwψ =
(cwψ,0, cwψ,1).

4) Guess: B receives a guess b′ from A and sends b′ to C.
The challenge ciphertext c∗ is derived from c∗C and cwψ . c∗C

is generated by C who encrypts one of m0 ⊕ m′ and m1 ⊕
m′ under the access policy A∗. cwψ is computed by B and
seals the message m′. Because A can distinguish the message
used in c∗, B then uses the returning value of A to break
C. There is no abort during the security reduction. Hence,
we have AdvIND-CPA

A,ABT T (1
κ) = AdvIND-CPA

C,FAME (1
κ). Based on the

Theorem 4.1 in [1], the advantage of our ABTT scheme to
break the DLIN assumption is

AdvIND-CPA
A,ABT T (1

κ, n)≤ (8Q + 2)AdvDLIN
C (1κ)+ (16Q + 6)/p,

where Q is the number of key generation query. �

C. Security Proof of Theorem 2

Proof: Suppose there exists a probabilistic
polynomial-time adversary A who can break the
collusion-resistant traceability of our ABTT with a non-
negligible advantage. We can construct a probabilistic
polynomial-time simulator B to break the modified q-BDHE
assumption and the collision-resistance of the fingerprint code
executed by C.
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1) Setup: B runs C and receives a set of corrupted W =
{w̄(i)}i∈C in the code �, where C ⊆ {1, . . . , n}. B has the
given elements of the modified q-BDHE assumption as

(g, h, g(α
1) . . . , g(α

q), g(α
q+2), . . . g(α

3q+1),

× h(α
1) . . . , h(α

q ), h(α
q+2), . . . h(α

3q+1))

for q = {qH2, n}max with the group description
(p,G,H,GT , e, g, h), where qH2 is the number of
hash queries to H2. B picks I1, . . . , IqH2

, a ∈ Zp and
i ∈ {1, . . . , qH2}. Let f (x) ∈ Zp[x] be a (qH2 − 1)-degree
polynomial function as

F(x) = a

qH2∏

i=1,i 	=i∗
(x − Ii ) = FqH2−1 xqH2−1 + · · · + F1x1 + F0.

B sets hi = h(α
i ) for all i = 1, . . . , n, and g = gF(α),

g1 = gαF(α) from F(x). B picks a1, a2, b1, b2 ∈ Z∗p
and d1, d2, d3 ∈ Zp , and sets H1 = ha1, H2 = ga2

and T1 = e(g, h)d1a1+d3, T2 = e(g, h)d2a2+d3 . B returns
pp = (�, p,G,H,GT , e, g, h, g1, h1, . . . , h�, H1, H2, T1, T2)
and allows A to access the following three hash oracles at any
time.

• H1(·): For a querying message xH1 ∈ {0, 1}∗, B main-
tains a list LH1 and responds as follows. If there has
been already a tuple (xH1, V ) in the list LH1 , B responds
with V ; otherwise, let xH1 be the i -th distinct query, B
returns a different V ∈ G to A, and updates LH1 ←
LH1 ∪ (xH1, V ).

• H2(·): For a querying message xH2 ∈ {0, 1}∗, B main-
tains a list LH2 and responds as follows. If there has been
already a tuple (xH2, I ) in the list LH2 , B responds with
I ; otherwise, let xH2 be the i -th distinct query, B returns
Ii to A, and updates LH2 ← LH2 ∪ (xH2, Ii ).

• H3(·): For a querying message xH3 ∈ GT , B maintains
a list LH3 and responds as follows. If there has been
already a tuple (xH3,Y ) in the list LH3 , B responds with
Y ; otherwise, let xH3 be the i -th distinct query, B returns
a different Y in the domain {0, 1}�m to A, and updates
LH3 ← LH3 ∪ (xH3,Y ).

2) Query: A queries the key generation oracle OKeyGen(·, ·)
on a set of attributes S ⊆ � and an identity w̄ ∈ I. Let w̄(i) be
the i -th element in W and w̄(i)j be the j -th bit in w̄(i). For the

i -th distinct query and all j = 1, . . . , �, B runs H2( jw̄(i)j ) to
obtain I j . If I j = Ii∗ is returned by H2, B aborts; otherwise,
B responds as follows. For b = 0, 1, let Wb ⊆ {1, . . . , �} be
the set of all j for which w̄

(i)
j = b, let FWb (x) = F(x) ·∑

j∈Wb
1

x−H2( j b) be a (qH2 − 2)-degree at most polynomial

function. B computes skWb = g
∑

j∈Wb
1

α−H2( jb) = gFWb (α)

and sets skw̄ = (skW0 , skW1). B picks r1, r2 ∈ Zp and sets
sk0 = (hb1r1 , hb2r2 , hr1+r2). For all y ∈ S and z = 1, 2, B
picks σb ∈ Zp , computes

sky,z = H1(y1z)
b1r1
az ·H1(y2z)

b2r2
az

·H1(y3z)
r1+r2

az · g
σy
az

and sets sky = (sky,1, sky,2, g−σy ). For z = 1, 2, B picks
σ ′ ∈ Zp , computes

sk ′z = gdz ·H1(011z)
b1r1
az ·H1(012z)

b2r2
az ·H1(013z)

r1+r2
az · g σ ′

az

and sets sk ′ = (sk ′1, sk ′2, gd3 · g−σ ′). B returns skS,w̄ = (sk0,
{sky}y∈S, sk ′, skw̄) to A.

3) Output: A outputs a key-like decryption box D and an
access policy DA.
B finds the element e(g, h)α

q+1
for responding the modified

q-BDHE problem. Let

F ′(x, b) =
∏n

i=1(x −H2(ib))

x − I ∗

be a (n−1)-degree polynomial function. B picks r ′ ∈ Zp and
ψ ∈ {1, . . . , n}, and computes

cwψ,b = (hr ′(α2q+2−I ∗2q+2)F ′(α), gr ′(α2q+2−I ∗2q+2)F(α), cψ,b,3)

for cψ,b,3 ∈ {0, 1}�m . Let cwψ = (cwψ,0, cwψ,1). B picks
m ∈ {0, 1}�m and s1, s2 ∈ Zp , and computes c0 =
(H s1

1 , H s2
2 , hs1+s2). For i = 1, . . . , n1 and u = 1, 2, 3, B

computes

ci,u = H1(π(i)u1)s1 ·H1(π(i)u2)s2

·
n2∏

j=1

[
H1(0 ju1)s1 ·H1(0 ju2)s2

]Mi, j

and sets ci = (ci,1, ci,2, ci,3), where DA = (M, π). B
computes c′ = m∗1 ⊕ H3(T

s1
1 · T s2

2 ) for a random message
m∗1 ∈ {0, 1}�m and inputs c = (ψ, c0, c1, . . . , cn1 , c′, cwψ )
to D. B receives a message m∗ from D. Let F ′′(x) be a
(2q + n + qH1 − 1)-degree polynomial function

F ′′(x) = r ′ · x2q+2 − I ∗2q+2

x − I ∗
· F ′(x) · F(x)

and F ′′i be the coefficient of xi in F ′′(x) such that

e(g, h

∑n
i=1 (α−H2(ib))
α−H2(ψb) )r = e(g, h)F ′′i ·αi

.

It is easy to verify that F ′′2q+1 is equal to r ′F ′(I ∗)F(I ∗)
which is nonzero, and that e(g, h)F ′′i ·αi

for all i 	= 2q + 1 are
commutable from the input of modified q-BDHE problem. B
picks a random tuple (xH3,Y ) from the list LH3 and computes

(xH3 ·
2q+n+qH2−1∏

i=1,i 	=2q+1

e(g, h)−F ′′i ·αi
)

1
r′F ′(I∗)F(I∗) = e(g, h)2q+1

as the solution to the modified q-BDHE assumption.
B breaks the collision-resistance of the fingerprint code

by deriving a word w̄∗ = w∗1 . . . w∗� in {0, 1}�. For all
ψ ∈ {1, . . . , n}, B modifies the encryption algorithm with the
different cwψ component:
• If H2(ψb) = I ∗ for b ∈ {0, 1}, B generates a ciphertext

based on m∗ and m∗1 in our previous simulation for
breaking the modified q-BDHE assumption. For b such as
H(ψb) = I ∗, it keeps the original encryption algorithm
with the message m∗1. For (1−b) such as H(ψ(1−b)) 	=
I ∗, it changes the original encryption algorithm by setting
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the message m1 = 0. B encrypts a random message
m ∈ {0, 1}�m and inputs m to D. After receiving m′ from
D, B sets w∗ψ = b if m∗ = m′; otherwise, w∗ψ = 1− b.

• Otherwise, for b = 0, it keeps the original encryption
algorithm with the message m1 	= 0, and for b = 1,
it changes the original encryption algorithm by setting
the message m1 = 0. B encrypts a random message m ∈
{0, 1}�m and inputs m to D. After receiving m′ from D,
B sets w∗ψ = 0 if m = m′; otherwise, w∗ψ = 1.

At the end, B returns w̄∗ to C as the word. C cannot find the
correct identities whose secret keys contribute to D.

In the above security simulation, we can construct B to
break the modified q-BDHE assumption and the collision-
resistance of the fingerprint code. There is an abort during
the simulation. If A queries the secret key related to the i∗-
th H2(·) in the key generation oracle OKeyGen(·, ·), B aborts.
In other words, the abort happens if A guesses i∗ incorrectly
with 1/qH2qH3 . Hence, the advantage of our ABTT scheme
to break the modified q-BDHE assumption and the collision-
resistance of the fingerprint code is

AdvCRT
A,ABT T (1

κ , n) ≤ qH2qH3(Advq-BDHE
B (1κ)

+AdvCR
C,FC(1

κ , n)).

�
D. Security Proof of Theorem 3

Proof: Suppose there exists a probabilistic
polynomial-time adversary A who can break the FIND
security of our PCHA with non-negligible advantage. We can
construct a probabilistic polynomial-time simulator B to
break the FIND security of the underlying CHET executed
by C.

1) Setup: B sends κ to C and receives the public
parameter ppCHET . C then runs ABT T .ParGen(1κ) and
IBS.ParGen(1κ) to obtain ppABT T and ppIBS . B sends
pp = (ppABT T , ppCHET , ppIBS) to A.

2) Query: A queries the oracle OHashOrAdapt(·, ·, ·, ·, ·)
on a secret key skw̄ , a secret key skS,w̄, a mes-
sage m, a message m′ and an access policy A, where
skS,w̄ = (skS,w̄ABT T , skCHET ). B forwards (skCHET ,m,m′)
to C and receives (hCHET , rCHET ,etdCHET ). B then
runs ABT T .Enc(etdCHET ,A) to obtain cABT T and
IBS.Sign(sk(w̄)IBS , (m, hCHET , rCHET , cABT T )) to obtain
σ
(w̄)
IBS . B returns h = (hCHET , cABT T ), r = rCHET , and
σ = σ (w̄)IBS to A.

3) Output: A outputs a bit b′ and B forwards b′ to C.
The simulation is perfect from A’s point of view. The

advantage of A breaks FIND security is

AdvFIND
A,PCHA(κ, n, t) ≤ AdvFIND

A,CHET (κ).

where AdvFIND
A,CHET (κ) is the advantage of breaking the full

indistinguishability of CHET [28].
�

E. Security Proof of Theorem 4

Proof: The security proof of Theorem 4 is based on a
sequence of games.

Game0: The original collision-resistance game.
Game1: As Game0, but we abort, if A makes a query

(w̄, skw̄′ , skS,w̄′ ,m,m′, h, r, σw̄), for which h verifies, to the
adaptive oracle, for a h returned by the hashing oracle, but m
has never been input to the hashing oracle or the adaption
oracle, and A does not have enough attributes to find a
collision all by itself. Let this event be E1.

Assume that event E1 happens with non-negligible probabil-
ity. We can construct a simulator B which breaks the strongly
private collision-resistance of the underlying CHET. B works
as follows. Let Q be an upper bound on the queries to the
hashing oracle. B then makes a guess i ∈ {1, 2, . . . , Q}. All
queries but the i -th one, are answered as in the prior game.
On the i -th query, however, B encrypts 0 instead of the real
etd. Thus, we have at most lost a factor of Q. If B guessed
right, but A behaves noticeably different now. B can use A to
break the IND-CCA of the underlying ABTT.

In the case that etd is no longer given to A, which also
means that A can find a collision, without etd. Thus, B can use
A to break the strongly private collision-resistance of CHET.

Hence, if B guessed i right, B can use A to break
IND-CCA of the underlying ABTT and the strongly private
collision-resistance of CHET.

∣∣ Pr[S0] − Pr[S1]
∣∣ ≤ q Q(AdvIND-CPA

A,ABT T (κ, n, t)

+AdvSPrivColl
A,CHET (κ)),

where AdvSPrivColl
A,CHET (κ) is the advantage of breaking strongly

private collision-resistance of CHET [28].
Game2: As Game1, but we abort, if the adversary outputs

(w̄∗,m∗, r∗, σ ∗̄w, w̄′∗,m′∗, r ′∗, σ ∗w̄′ , h∗), such that the winning
conditions are fulfilled. Let this event be E2.

Assume that event E2 happens with non-negligible prob-
ability. We can construct B to break the strongly private
collision-resistance of CHET.

Let Q be an upper bound on the queries to hashing oracle.
B then makes a guess i ∈ {1, 2, . . . , Q}. All queries but
the i -th one, are answered as in the prior game. On the i -
th query, however, B encrypts 0|etd| instead of the real etd.
Thus, we have at most lost a factor of Q. If B guessed right,
but A behaves noticeably different now. B can use A to break
the IND-CCA of the underlying ABTT.

In the case that etd is no longer given to A, which also
means that A can find a collision, without etd. Thus, B can use
A to break the strongly private collision-resistance of CHET.

Hence, if B guessed i right, B can use A to break the
IND-CPA of the underlying ABTT and the strongly private
collision-resistance of CHET.

∣∣ Pr[S1] − Pr[S2]
∣∣ ≤ Q(AdvIND-CPA

A,ABT T (κ, n, t)

+AdvSPrivColl
A,CHET (κ)).

As now A has no additional way to win this game, our
statement is proven. Hence, the advantage of A is

AdvCR
A,PCHA(κ, n, t) ≤ 2Q(AdvIND-CPA

A,ABT T (κ, n, t)

+ AdvSPrivColl
A,CHET (κ)).

�
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F. Security Proof of Theorem 5

Proof: Suppose there exists a probabilistic
polynomial-time adversary A who can break the UNI
security of our PCHA with non-negligible advantage. We can
construct a probabilistic polynomial-time simulator B to
break the UNI security of the underlying CHET executed by
C.

1) Setup: B sends κ to C and receives the public
parameter ppCHET . C then runs ABT T .ParGen(1κ) and
IBS.ParGen(1κ) to obtain ppABT T and ppIBS . B sends
pp = (ppABT T , ppCHET , ppIBS) to A.

2) Output: A outputs (mpk, w̄∗,m∗, h∗, r∗, r ′∗, σ ∗̄w), where
h∗ = (h∗CHET , cABT T ). B forwards (mpk,m∗, h∗CHET , r

∗,
r ′∗) to C.

The simulation is perfect from A’s point of view. The
advantage of A breaks UNI security is

AdvUNI
A,PCHA(κ, n, t) ≤ AdvUNI

A,CHET (κ).

where AdvFIND
A,CHET (κ) is the advantage of breaking the

uniqueness of CHET [28].
�

G. Security Proof of Theorem 6

Proof: Suppose there exists a probabilistic
polynomial-time adversary A who can break the ACT
security of our PCHA with non-negligible advantage. We can
construct a probabilistic polynomial-time simulator B to
break the CRT security of the underlying ABTT executed by
CABT T and the existential unforgeability of the underlying
IBS executed by CIBS .

1) Setup: B sends (κ, n, t) to CABT T and receives
the public parameter ppABT T and the master public key
mpkABT T . B sends (κ, n, t) to CIBS and receives the pub-
lic parameter ppIBS and the master public key mpkIBS .
C then runs CHET .ParGen(1κ) to obtain ppCHET and
CHET .KeyGen(1κ) to obtain skCHET and skCHET . C
returns pp = (ppABT T , ppCHET , ppIBS) and mpk =
(mpkABT T , pkCHET ,mpkIBS) to A.

2) Query: A can adaptively query the following oracles.
• OUKeyGen(·): A queries on an identity w̄. B forwards w̄

to CIBS and receives the secret key sk(w̄)IBS . B returns
skw̄ ← sk(w̄)IBS to A.

• OUKeyGen(·, ·): A queries on a set of attributes S and
an identity w̄. B forwards w̄ to CABT T and receives the
secret key sk(w̄)IBS . B forwards w̄ to CIBS and receives

the secret key sk(S,w̄)ABT T . B returns skw̄ ← sk(w̄)IBS and

skS,w̄ ← sk(S,w̄)ABT T to A.
3) Output: A outputs a key-like decryption box D. B runs

PCHA.Judge. If D can derive a valid signature σw̄′ , B
forwards (w̄′, σw̄′ ) to CIBS as valid forgery. If D can trace
to the users whose secret keys have not been queried before,
B forwards the modified D′ generated in PCHA.Trace to
CABT T .

The simulation is perfect from A’s point of view. The
advantage of A breaks the ACT security is

AdvACT
A,PCHA(κ, n, t) ≤ AdvCRT

A,ABT T (κ, n, t) + AdvEU
A,IBS(κ).

where AdvCRT
A,ABT T (κ, n, t) is the advantage of breaking

the collision-resistant traceability of ABTT and
AdvCRT

A,ABT T (κ, n, t) is the advantage of breaking the
existential unforgeability of IBS. �
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