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Abstract

Artificial intelligence (AI) now permeates critical infrastructures and decision-
making systems where failures produce social, economic, and democratic harm.
This position paper challenges the entrenched belief that regulation and innovation
are opposites. As evidenced by analogies from aviation, pharmaceuticals, and
welfare systems and recent cases of synthetic misinformation, bias and unaccount-
able decision-making, the absence of well-designed regulation has already created
immeasurable damage. Regulation, when thoughtful and adaptive, is not a brake
on innovation—it is its foundation. The present position paper examines the EU
AI Act as a model of risk-based, responsibility-driven regulation that addresses the
Collingridge Dilemma: acting early enough to prevent harm, yet flexibly enough
to sustain innovation. Its adaptive mechanisms—regulatory sandboxes, small and
medium enterprises (SMEs) support, real-world testing, fundamental rights im-
pact assessment (FRIA)—demonstrate how regulation can accelerate responsibly,
rather than delay, technological progress. The position paper summarises how
governance tools transform perceived burdens into tangible advantages: legal cer-
tainty, consumer trust, and ethical competitiveness. Ultimately, the paper reframes
progress: innovation and regulation advance together. By embedding transparency,
impact assessments, accountability, and AI literacy into design and deployment,
the EU framework defines what responsible innovation truly means—technological
ambition disciplined by democratic values and fundamental rights.

1 Introduction

In recent years, Artificial Intelligence (AI) has gained remarkable traction in fields ranging from
specialized research domains to becoming indispensable drivers of economic growth, social trans-
formation, and scientific discovery. Advocates of deregulation argue that reducing legal constraints
fuels rapid innovation [1, 2, 3, 4, 5]. Yet this position overlooks a crucial insight from Collingridge’s
Dilemma [6]: while the need for governance remains less obvious in the early stages of a technology,
once its societal consequences become apparent, the technology is often too deeply embedded to
be meaningfully altered by regulation and other normative instruments. In this position paper,
we argue that regulation is not only necessary but also a fundamental enabler of innovation,
particularly in critical AI-based systems.
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Drawing on historical precedents—ranging from pharmaceuticals to welfare systems or aviation—this
position paper demonstrates how robust regulation has frequently fostered, rather than hindered,
significant advancements. AI is not different: left unregulated, it can entrench harmful risks such as
bias and discrimination, and unaccountable decision-making can have high-stake consequences. By
examining the proposed EU AI Act as both an illustrative example and a case study, we explore how
a risk-based approach to governance [7], combined with mechanisms like regulatory sandboxes, can
unlock technical breakthroughs while safeguarding fundamental rights. In fact, neglecting sustainable
governance today is not just a regulatory risk—it might be an existential threat to the future of
humankind 1. Ultimately, we ask whether innovations that systematically violate human dignity and
perpetuate inequities can truly be labeled “innovative,” and we urge stakeholders to view legislation
not as a barrier, but as a cornerstone for AI’s long-term viability.

Paper Structure This position paper is organized into seven sections. Section 2 explains why
the tension between regulation and innovation constitutes a false dichotomy, drawing on historical
precedents and on the Collingridge Dilemma to show why late-stage regulation often arrives too late
to prevent systemic harm. Section 3 examines the concrete risks of deregulated AI, from large-scale
disinformation to bias and unaccountable decision-making in high-stakes contexts. Section 4 presents
the EU AI Act as a model for risk-based, innovation-enabling governance, detailing its adaptive
mechanisms—regulatory sandboxes, real-world testing, and SMEs support—and summarising their
benefits in Table 1. Section 5 analyses transparency, impact assessments, accountability, and AI
literacy as operational tools of responsible innovation. Section 6 engages with alternative views,
addressing concerns about over-regulation and demonstrating how a well-designed framework aligns
innovation with trust and legal certainty. Finally, Section 7 concludes by arguing that regulation, far
from constraining progress, defines the conditions for technological ambition to endure responsibly.

2 The False Dichotomy: Regulation vs. Innovation

2.1 Historic Tensions in High-Risk Sectors

The prevailing narrative suggests that regulation hinders innovation [10, 11, 12, 13, 14, 15], creating
a false dichotomy between governance and technological progress [16, 17].

Historically, the United States (USA) has led AI development, buoyed by robust free markets,
eminent research institutions, and a longstanding entrepreneurial ethos [18]. Nevertheless, the new
administration has revoked the Executive Order 14110 of October 30, 2023 (“Safe, Secure, and
Trustworthy Development and Use of AI”) [19], emphasizing the removal of regulatory “barriers” to
foster unimpeded AI innovation. This deregulatory turn is reinforced in the AI Action Plan 2025,
which cautions against “smothering” AI in bureaucracy “at this early stage” and calls for “removing
red tape and onerous regulation” to accelerate innovation [20]. This approach signals a commitment
to accelerate AI advancements by minimizing governmental constraints 2, under the premise that
fewer regulations will spur competitive advantage and technological breakthroughs. However, it
overlooks critical lessons from other sectors where lack of regulation has led to severe societal harms.
No field with major public implications has flourished without a regulatory framework.

In pharmaceuticals, for instance, the thalidomide scandal [24], where over 10,000 babies were born
with severe physical abnormalities due to the drug thalidomide [25], highlighted the critical need
for stringent drug regulation and clinical trial oversight. This tragedy led to the Kefauver-Harris
Amendments [26] in the USA, which mandated rigorous clinical trials and oversight for new drugs,
ensuring such a disaster would not occur again. These regulations have since formed the foundation
of modern pharmaceutical safety protocols.

1“Mitigating the risk of extinction from AI should be a global priority alongside other societal-scale risks
such as pandemics and nuclear war.” [8] The 2025 UN “Red Lines on AI” initiative [9] echoed this call by
urging global ethical boundaries to prevent catastrophic risks from high-impact AI systems.

2Despite this federal deregulatory vision, several U.S. states—most notably California—have begun to adopt
AI-specific legislation in recognition of the societal importance of the technology. For instance, California’s SB
53 [21] requires certain obligations for frontier models, while SB 243 [22] regulates AI companions chatbots,
including disclosure and safety protocols for interactions with minors. For a state-by-state overview, see the
IAPP’s US State AI Governance Legislation Tracker [23].
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Additionally, the Dutch SyRI scandal [27, 28] exemplifies the dangers of opaque AI-driven decision-
making in welfare systems. In 2020, a court [29] ruled that the automated fraud detection system
violated human rights due to its lack of transparency and disproportionate targeting of low-income
communities, ultimately leading to the government’s resignation. This case underscores the risks of
unregulated AI in public administration, where biased algorithms can entrench systemic discrimina-
tion and erode trust in institutions.

Similarly, the aviation industry once operated with far higher accident rates; in 1959, a passenger in
the USA or Canada faced a 1-in-25,000 chance of a fatal crash on each departure. However, with the
implementation of increasingly stringent safety regulations, aviation safety improved dramatically.
The Federal Aviation Act of 1958 established the Federal Aviation Administration (FAA) [30],
centralizing safety oversight and enforcement in the USA. In the 1980s, the introduction of Advisory
Circular AC 25.1309-1 [31, 32] provided systematic guidelines for aircraft system safety assessments,
further reinforcing risk mitigation measures. Over time, these regulatory developments, along with
international safety protocols [33], contributed to an over 1,000-fold improvement in aviation safety.
In the last years, the odds of a fatal accident in the USA or EU have dropped to 1 in 29 million
[34, 35, 36], demonstrating how robust oversight not only mitigates catastrophic risks [37] but also
fosters public confidence and technological innovation, as seen in modern aviation advancements.

A failed or non-existent regulation can stifle progress, among other things, but what these examples
reflect are design flaws in the regulatory frameworks (or their absence), rather than an inherent tension
between rules and advancement. Effective regulation must be thoughtfully designed to support
innovation while safeguarding fundamental rights, ensuring that AI serves as a transformative force
[38] for good [39] without compromising or even improving ethical standards. While the nature of
harms differs—physical in aviation and pharmaceutics, systemic in AI—the rationale for regulation
remains: to prevent irreparable consequences before they scale, ensure the security of investment,
create public trust, etc.

By doing so, a shared understanding of what constitutes valid innovation is essential; this is what the
following Section is dedicated to.

2.2 Defining Responsible Innovation

Traditionally, innovation has been measured by economic growth and technological novelty, often
with scant attention to its social or ethical ramifications. As Smith [40] notes, the conceptual founda-
tions of innovation stem from both management and economics, where innovation has long been seen
as a driver of competitiveness and productivity. Building on Schumpeter’s [41] concept of creative de-
struction—the process of innovation that replaces obsolete technologies and transforms the economic
structure—, formalised by Aghion and Howitt [42], the 2025 Nobel Prize in Economics reaffirmed
that sustained prosperity depends on openness to knowledge and technological renewal [43].

However, the landscape of innovation has evolved to incorporate broader considerations. The Oslo
Manual [44] has expanded its guidelines to highlight sustainability and societal well-being as core
aspects of modern innovation. This shift acknowledges that true innovation must not only advance
technology and economic performance but also contribute positively to society and the environment.

In this regard, the OECD has enshrined a novel concept: responsible innovation, which means “a
trustworthy technology development guided by democratic values, responsive to social needs and
accountable to society. Adopting a responsible innovation approach in the development of emerging
technologies can help align research and commercialisation with societal needs” [45].

Interestingly, the revoked Executive Order 14110 [46] also emphasized the promotion of respon-
sible innovation. It’s Section 2. b) stated: “Promoting responsible innovation, competition, and
collaboration will allow the USA to lead in AI and unlock the technology’s potential to solve some
of society’s most difficult challenges. . . ”. Nevertheless, its revocation has signaled a shift away
from these principles, potentially deprioritizing the alignment of AI [47] innovation with ethical and
societal values.

In the EU context, the EU AI Act [48] embodies the principles of Responsible innovation by integrat-
ing regulatory oversight as a means to ensure that AI development aligns with ethical standards and
societal values. The Recital 138 of the EU AI Act acknowledges that “AI is a rapidly developing
family of technologies that necessitates both a regulated environment and safe spaces for experimen-
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tation, while ensuring responsible innovation and integration of appropriate safeguards and risk
mitigation measures. . . ”

This responsible innovation framework upholds that rigorous governance can coexist with, and even
enhance, innovation by ensuring that technological advancements do not come at the expense of
societal well-being. By treating regulation as inherent to innovation, this approach demonstrates
that effective governance is not a barrier but an integral part of fostering sustainable and ethical
technological progress.

Consequently, in this position paper, innovation is inherently synonymous with responsible innovation,
thereby rejecting the notion of innovation devoid of accountability and ethical consideration.

2.3 Collingridge Dilemma

To address the issue of responsible innovation, the timely introduction of regulation plays a crucial
role. The tension between early and late regulation has been characterized by Collingridge as
a dilemma [6]: in the early stages of technology, it is difficult to foresee all risks, yet once the
technology is deeply entrenched, change becomes exceedingly costly or even impossible. In AI, this
is exacerbated by continuous deployment in high-stakes sectors and critical infrastructures where
undesirable consequences may only be recognized after significant harm has occurred.

Collingridge’s Dilemma highlights the challenge of regulating technology at the right time: “when
change is easy, the need for it cannot be foreseen; when the need for change is apparent, change has
become expensive, difficult and time consuming” [6]. Although this captures the epistemological
and societal hurdles of anticipating future harms, Collingridge does not claim the dilemma is
insurmountable [49]. He advocates for proactive governance mechanisms that adapt to new evidence
—a perspective highly relevant to AI, where deployment in high-stakes sectors can embed problematic
issues before they are fully recognized. This dilemma is not a static, universal constant; rather, it
emerges from human decisions and institutional frameworks 3 , suggesting that deliberate regulatory
strategies can and should be employed to address the inherent risks of this technology.

3 The Risks of Deregulated AI

While some critiques frame AI regulation as a precautionary response to hypothetical risks, there is
growing empirical evidence that insufficient oversight has already enabled significant and recurring
harm across multiple domains [51]. During the 2023 Slovak elections, deepfake audio mimicking
a candidate went viral, undermining trust in the democratic process [52]. AI enables large-scale
political manipulation via synthetic media, voice cloning, and micro-targeted persuasion [53].

In parallel, generative AI has enabled the spread of synthetic non-consensual sexual content, includ-
ing deepfake pornography and child sexual abuse material (CSAM) [54]. Notable cases include
Spain’s “Almendralejo case” involving minors [55] or AI-generated explicit images of Taylor Swift
[56]. These cases highlight the urgent need for enforceable safeguards [57] to prevent reputational,
emotional, and psychological harm.

Beyond information harms, courts and regulators have sanctioned opaque AI systems in housing,
credit, welfare, and education for violating due process and fundamental rights [58]. Further risks
have emerged in healthcare, financial fraud, and autonomous systems—often amplified by regulatory
gaps [59]. Complementing this picture, a comparative review confirms that vulnerable groups are
disproportionately affected across high-stakes domains [60].

These examples show that AI-related harms are neither speculative nor isolated—they are real,
ongoing, and escalating. The next sections examine two of the most urgent manifestations of these
risks: bias and discrimination, and unaccountable decision-making in high-impact domains.

3.1 Bias and Discrimination

Recent discussions, particularly in USA, have emphasized deregulation as a means to accelerate AI
development [61]. However, even with existing regulations, AI presents significant risks, notably the
perpetuation and amplification of societal biases [62], especially when affecting high-stakes domains.

3As Carissa Véliz reminds us, “AI is not God-given, we are designing it. We can do better.”[50]
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AI systems frequently learn from historical data imbued with racial [63, 64], gender [65], or socioe-
conomic biases [66], thereby reinforcing existing disparities [67]. The lack of stringent regulations
mandating transparent reporting and fairness audits allows these biases to remain undetected and
unaddressed, potentially scaling injustices across entire populations [68].

Biases are not purely algorithmic: human and machine decisions often reinforce each other[69],
creating compounded discrimination [59]. Such dynamics highlight the complexity of mitigating
discrimination, necessitating not only the identification and correction of algorithmic biases but also
addressing human factors that interact with AI systems [69].

Effectively mitigating these challenges requires robust strategies bolstered by specialized tools and
frameworks. A comprehensive literature review identifies 152 concrete measures for addressing and
reducing biases in AI systems, encompassing interventions such as bias detection algorithms, the
establishment of diverse and inclusive datasets, and rigorous auditing processes [70]. By employing
these tools, organizations can systematically identify and rectify discriminatory patterns, thereby
fostering fairer and more equitable AI-driven outcomes.

3.2 Unaccountable Decision-Making in High-Risk Scenarios

When AI-based decisions lack regulatory oversight, affected individuals are unable to effectively
challenge or seek redress for resulting harms [71]. The absence of humans in the loop is worrisome.
But integrating human overseers without adequate training, competence or authority could be even
worse, creating a false sense of legitimacy and reducing oversight to a token gesture [72, 73].
Furthermore, oversight systems frequently lack clear guidelines on when to override AI decisions,
how to incorporate additional relevant information, or how to systematically audit the combined
AI-human decision-making processes for cumulative biases.

This deficiency leads to “unaccountable decision-making”, wherein neither the human operators
nor the algorithms bear full responsibility for the outcomes. Such unaccountability is particularly
detrimental in high-stakes scenarios, including medical diagnoses and criminal proceedings, where
the concealment of biases within opaque models or data pipelines results in unjust consequences
for individuals, who are then deprived of fair and transparent appeals mechanisms [74]. Effective
oversight therefore requires not only technical safeguards but also structured governance mechanisms
built on institutionalised distrust [75] and inclusive review processes, engaging diverse stakeholders
across the AI lifecycle—such as operators, auditors, end-users, and affected communities [76].

Additionally, the phenomenon of moral outsourcing [77, 78] exacerbates this issue by transferring
ethical responsibility from human decision-makers to AI systems. This occurs through the attribution
of agency to AI 4, allowing both developers and deploying institutions to deflect accountability
for negative outcomes onto the algorithms themselves. As a result, technical advancements are
pursued as inevitable progress, while adverse effects are reframed as neutral byproducts of complex
systems. This linguistic and conceptual shift places the burden of adverse outcomes on the technology
itself, enabling the continued deployment of profitable AI products while perpetuating the illusion of
mathematical objectivity, neutrality and accuracy [80].

Real-world examples, such as predictive policing software that utilizes racially skewed datasets
[81, 82, 83], opaque credit-scoring algorithms that disadvantage low-income applicants or under-
represented minorities [84], or automated eligibility assessments in welfare and healthcare [85],
illustrate the potential for unaccountable systems and irresponsible actors to inflict irreversible harm.
These systems often lack auditability, transparency, or mechanisms for individual redress, leading to
decisions that are difficult to contest or revise. Once embedded into institutional infrastructures, they
become resistant to scrutiny or structural change, embodying Collingridge Dilemma of being “too
late to fix”. However, regulations like the EU AI Act seek to address these risks proactively, ensuring
that harm can be mitigated before it becomes irreversible and expands.

4A scenario that could be aggravated by the emergence of AI agents. AI agents are autonomous systems
capable of sensing, learning and acting upon their environments [79].
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4 The EU AI Act: Perceived Burdens vs. Actual Benefits

4.1 Overview of key provisions

The proposed EU AI Act introduces a risk-based classification for AI systems [86, 87], stipulating
stricter requirements for ’high-risk’ systems in fields like employment, healthcare, and education 5.

While some critics perceive these constraints as innovation-blocking [14], the EU AI Act explicitly
acknowledges the need to foster responsible AI innovation, offering mechanisms such as regulatory
sandboxes and support measures for SMEs and start-ups. These tools aim to accelerate compliance
through a structured and supervised environment. This section aims to debunk the myth that regulation
is an impediment to innovation [88]. On the contrary, it could become a competitive advantage.

4.2 Regulatory sandboxes and real-world testing

Regulatory sandboxes [89, 90, 91, 92] —a concept well established in fintech 6—will be mandatory
in each EU Member State by August 2026, according to the Art. 57 AI Act. They provide a controlled
environment where developers can train, test, and validate AI systems under regulatory supervision
before the AI systems are placed on the market or otherwise put into service. Spain has already
launched its first national sandbox for high-risk AI systems, offering practical insights into early
implementation under real-world conditions [94].

These are not deregulated zones, but co-regulatory spaces where legal and technical innovation align
to reduce uncertainty and uphold rights. This approach yields several benefits:

• Legal certainty through structured guidance: Competent authorities provide iterative
regulatory mentorship that helps participants identify and mitigate risks, clarify compliance
expectations, and generate documentation that accelerates conformity assessments.

• Risk mitigation: If significant health, safety, or rights violations arise, the sandbox environ-
ment allows authorities to temporarily suspend or even end experimentation.

• No fines: As long as companies follow the sandbox plan and act in good faith, no adminis-
trative fines apply for AI Act infringements during sandbox testing.

• Cross-sectoral collaboration: The sandbox fosters meaningful interaction between public
institutions, private companies, and academia, reinforcing shared understanding and co-
responsibility in the interpretation of AI obligations.

• Mutual Learning: Different actors co-construct applicable guidelines based on real evi-
dence and case-specific interaction.

Outside these sandboxes, providers of specific high-risk AI systems—like biometrics, education,
worker management—may conduct real-world testing (Art. 60 AI Act) under conditions ensuring
informed consent, robust oversight, and the right to withdraw without penalty. Notably, the market
surveillance authority may veto or stop tests if unaddressed risks emerge.

4.3 Support measures for SMEs and start-ups

Given the potentially steep costs of compliance for smaller developers, the Art. 62 of the AI Act
prescribes four main forms of support:

• Priority access to sandboxes: SMEs that have either a registered office or a branch
established within the EU receive preferential treatment for sandbox participation, facilitating
early compliance, removing barriers and faster market. This principle is also reflected in
Spain’s national sandbox, where Article 8(j) of the Royal Decree explicitly favors start-ups
and SMEs in the selection process [95];

5According to the EU AI Act, this category comprises a strictly circumscribed subset of AI systems whose
deployment or use may adversely affect individuals’ safety, health, or fundamental rights.

6Currently, 57 countries operate 73 fintech sandboxes [93].
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• Awareness and training: Member States must provide targeted outreach, such as accessible
information resources and tailored training sessions on the AI Act 7, to raise awareness
among smaller businesses and support regulatory implementation;

• Dedicated communication channels: National authorities should promptly address SME
inquiries to minimize confusion regarding compliance procedures. Where appropriate, they
may also establish dedicated communication channels to enhance clarity and support. Thus,
the Commission has launched the AI Act Service Desk and the AI Act Single Information
Platform, which include tools such as a Compliance Checker, an AI Act Explorer, and direct
channels for expert guidance [98];

• Facilitating standardization: SMEs should be encouraged to join standard-setting pro-
cesses [99, 100, 101], ensuring that industry norms align with real-world developer chal-
lenges.

Furthermore, microenterprises (fewer than 10 employees, less than C2 million turnover) can imple-
ment a simplified version of the quality management system required for high-risk AI, minimizing
administrative burdens without compromising user safety, as stated in the Art. 63 AI Act. Lastly, the
Commission will provide standardized templates for the areas covered by the regulation and should
work with Member States to lower red tape and compliance costs [102].

4.4 Competitive advantages of regulation

Contrary to perceptions of regulatory overreach, structured regulation can bolster consumer trust and
market stability [16].

Historical evidence from data protection (e.g., General Data Protection Regulation (GDPR) [103])
shows that companies adhering to clear legal frameworks often reap reputational benefits and avoid
hefty compliance [104]. While initial compliance may disrupts operations and increases costs, it
ultimately enhances privacy awareness, modernizes IT infrastructure, and improves risk management
processes [104]. Notably, GDPR catalyzed the development of privacy-enhancing technologies
(PETs), including differential privacy and federated learning [105, 106], both embedding fundamental
rights into system design and reinforcing accountability and transparency [107, 63].

A similar dynamic is now unfolding under AI regulation. Legal obligations are accelerating the adop-
tion of watermarking technologies to identify AI-generated content —including synthetic deepfakes—
[108, 109, 110]. In parallel, developers are being required to implement state-of-the-art technical
measures to safeguard copyright —particularly during the training of general-purpose AI models—
[111] 8. These compliance-driven innovations not only meet regulatory thresholds but also function
as trust-building mechanisms that differentiate responsible actors.

Beyond technical innovation, a distinct yet complementary strategy lies in embedding ethical princi-
ples at the core of a product’s identity. A pertinent example is Apple Inc., where CEO Tim Cook
strategically positioned user data privacy as both a business strategy and an ethical imperative, thereby
transforming privacy into a market differentiator [113, 16].

In light of these examples, by proactively ensuring AI meets ethical and legal standards, organizations
could promote responsible innovation, while reducing the risk of reputation damage, costly litigation,
and opposition from civil society. As Lucilla Sioli, head of the European Commission’s AI Office,
aptly states, “You need the regulation to create trust, and that trust will stimulate innovation” [114].

The strategic benefits of early compliance are well illustrated by two complementary insights: the
Porter hypothesis, which holds that regulation can stimulate firms to innovate in ways that produce
both societal and market benefits [115, 116]; and the already discussed Collingridge Dilemma, which
highlights the tension between limited foresight at early stages and reduced flexibility once technolo-
gies become entrenched [6]. While the dilemma does not prescribe a solution, it underscores the cost
of inaction. In this context, proactive regulatory strategies—anchored in early engagement—can help
mitigate long-term risks, reinforce institutional trust, and sustain the long-term viability of the AI

7This includes support through initiatives like the EU’s Living Repository on AI Literacy and its accompany-
ing FAQ guidance [96, 97]

8Complying with Intellectual Property (IP) law has become one of the most pressing legal and operational
challenges for the AI industry, as illustrated by the growing wave of litigation concerning training data and
copyright infringement. See: Updated Map of US Copyright Suits v. AI Companies [112].
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Perceived Burdens vs. Actual Benefits of the EU AI Act

Sandboxes (Regulatory Testing & Experimentation)

Regulation blocks innovation Regulatory Sandboxes (Art. 57) – Safe environments for AI testing.

Limited flexibility for developers Real-world testing (Art. 60) – Controlled testing under oversight.

Support for SMEs & Startups

High compliance costs SME support (Art. 62) – Priority access, training, and cost reduction.

Complex compliance for SMEs Standardized templates (Art. 62) – Simplifies compliance process.

Excessive bureaucracy Dedicated support (Art. 62) – Direct communication channels.

General Measures & Competitive Advantages

Slows AI adoption Consumer trust – Clear rules prevent legal and market risks.

Limits technological progress Compliance-driven innovation – Rights-based technologies by design.

Stifles market growth Legal certainty – Ensures stability and reduces compliance costs.

Competitive disadvantage Ethical leadership – EU compliance signals responsible AI.

Short-term burden Long-term advantage – Reduces legal, reputational, and market risks.

Table 1: Perceived Burdens vs. Actual Benefits of the EU AI Act: Categorized by Key Mechanisms

sector, which ultimately depends on its ability to align with ethical and regulatory imperatives by
design [117]. Firms that anticipate regulatory expectations may also capture a first-mover advantage,
shape emerging markets, and convert compliance into strategic differentiation [16].

History reinforces this logic. Industries that internalized strong safety regulations—such as medical
devices or chemical manufacturing—have not only avoided crises but also secured sustained public
trust and long-term leadership. Like those sectors, AI presents distinct risks when applied in sensitive
domains such as healthcare, public services, and education. It must therefore follow a comparable
regulatory trajectory: short-term gains from unregulated deployment may appear attractive, but risk
triggering systemic failures, undermining trust, and eroding long-term viability.

Far from impeding commercial viability, the EU AI Act introduces targeted incentives—such as
regulatory sandboxes, real-world testing, and SME support—that foster responsible experimentation
under supervised conditions. These mechanisms not only facilitate compliance but also reduce
deployment risks and accelerate market readiness.

Table 1 provides a structured comparison of common perceived burdens and their corresponding
advantages under the EU AI Act. While not exhaustive, it highlights key instruments outlined above
that exemplify how regulation can transform constraints into drivers of responsible AI innovation.

5 Transparency, Impact Assessments, Accountability and AI Literacy

Beyond incentives and support structures, regulation also defines how innovation is practiced. By
translating legal obligations into actionable requirements and measurable design routines, gover-
nance tools such as transparency, impact assessments, accountability mechanisms, and AI literacy
operationalize regulation into continuous feedback and institutional learning.

5.1 Transparency

In a democratic context, the legitimacy of any decision-making process depends on transparency9.
The EU AI Act embodies this principle through structured documentation duties (Arts. 11, 13, and
50), ensuring that deployers, operators, and affected individuals can scrutinize AI systems, contest
outcomes, and seek effective redress while aligning with fundamental rights [119, 120, 67]. Building
on this approach, the Code of Practice on General-Purpose AI—endorsed by most major technology

9 “With AI decision-making and its perceived legitimacy, an important question to ask is not whether we
should have transparency, but rather which kind of transparency should be applied.” [118]
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companies except Meta—extends these principles by promoting voluntary yet structured transparency
commitments for general purpose AI models (Arts. 53 and 55) [121]. Transparency—understood
not merely as the provision of well-structured documentation but as the capacity to comprehend,
interpret, and scrutinize the functioning of AI models—constitutes a cornerstone of trustworthy AI
[122, 123, 124].

This principle extends beyond EU borders, as reaffirmed by the Council of Europe’s Framework
Convention on AI, Human Rights, Democracy and the Rule of Law [125], which mandates context-
sensitive transparency and oversight across the AI lifecycle. Recent proposals advance this toward
meaningful transparency—information accessible and interpretable by citizens and regulators alike
[126]. In this sense, transparency reduces the opacity 10, that breeds distrust, transforming compliance
into a shared basis for accountability and innovation.

5.2 Impact Assessments

The integration of impact assessments, such as the Fundamental Rights Impact Assessment (FRIA),
represents a regulatory innovation that shifts AI governance from reactive compliance to anticipatory
design. Under Article 27 of the EU AI Act, the FRIA operationalizes the protection of fundamental
rights [128] through ex ante evaluation of potential interferences. Rather than a procedural checklist, it
constitutes a substantive, context-sensitive process grounded in legal and ethical expertise [129, 130].

Emerging scholarship proposes hybrid frameworks that assess the severity, duration, and reversibility
of rights interferences [131]. Through supervisory oversight, the FRIA embeds proportionality,
stakeholder participation, and institutional transparency, transforming abstract legal rights into
measurable criteria and accountability mechanisms. Practical implementations [132, 133, 134, 135,
136], show how iterative, context-aware evaluation and continuous feedback loops sustain regulatory
learning—evidence that adaptive governance itself can drive responsible innovation.

5.3 Accountability Mechanisms

Accountability mechanisms address the structural gaps that render AI decisions unaccountable. Under
Article 14 of the EU AI Act, human oversight must be exercised by competent, authorised individuals
within institutional architectures that ensure traceability and reversibility. Moving beyond symbolic
supervision, effective oversight relies on structured distrust—a governance principle that embeds
verification and challenge throughout the AI lifecycle [137, 106, 75].

Human oversight entails trained discretion, the ability to interrupt or override automated operations,
and procedures for detecting and responding to adverse outcomes [138]. Yet, the deeper risk is not
full automation but induced irreflexivity [139]: automated systems press humans to decide without
questioning authorship or consequence, eroding the reflective judgement. Effective governance
must therefore preserve human spaces for reflexivity, to interrogate, contest and revise algorithmic
outputs. When implemented through layered responsibility—linking providers, deployers, auditors
and affected stakeholders—these mechanisms ensure that accountability remains both operational
and reflective, sustaining trustworthy and rights-aligned innovation.

Additionally, the AI Act also foresees enforceable remedies: affected persons may file complaints
with market-surveillance authorities and obtain clear, meaningful explanations for decisions that sig-
nificantly impact their rights [140, 141]. Whistleblower protections further strengthen this ecosystem.
Together, these measures ensure that accountability is not only procedural but actionable—closing
the loop from oversight to redress.

5.4 AI literacy

AI literacy functions as the connective tissue of AI governance. Beyond technical fluency, it enables
institutions and individuals to develop and use AI systems, while navigating complex regulatory land-
scapes and ethical dilemmas [142]. Defined in Article 3(56) of the EU AI Act, literacy encompasses
the skills, knowledge, and understanding required to deploy and scrutinize AI responsibly.

10AI models can identify complex correlations and make predictions based on vast numbers of interacting
parameters, often rendering their decision-making processes opaque, even to experts. This “black box” effect
can obscure the rationale behind AI-generated decisions, potentially leading to misplaced trust or over-reliance,
with adverse consequences for individuals. [127]
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Regular, practice-oriented training [143]—particularly in high-risk domains—ensures that oversight
remains meaningful rather than symbolic or ineffective. Through initiatives such as the EU Living
Repository on AI Literacy [96], these programs transform awareness into operational capacity,
allowing teams to conduct risk assessments and engage with feedback mechanisms.

Ultimately, literacy sustains the reflexive dimension of governance: it turns transparency into under-
standing, impact assessment into learning, and accountability into institutional memory. In this sense,
AI literacy is not peripheral but constitutive of responsible innovation.

6 Alternative Views

Some scholars argue that regulation constrains innovation, especially in fast-moving fields like
AI. The Draghi report [10] warns that excessive regulation may hinder EU digital competitiveness.
Ridley [11] and Braben [12] contend that scientific breakthroughs require freedom from bureaucratic
and ethical constraints, and caution against premature intervention when risks are still unclear.
Castro et al. [13] argue that anxiety-driven regulation risks delaying adoption, constraining beneficial
applications of AI, and undermining innovation itself, calling instead for optimism-driven and targeted
governance frameworks. Specific critiques of the EU AI Act include Gikay’s argument that its rigid
risk classification fails to balance innovation and risk [14], and Wachter’s [144] identification of legal
loopholes that may undermine enforcement and clarity.

While we acknowledge these concerns, we argue that, as documented in Section 3, the absence of well-
designed regulation has already triggered severe harms: the viral spread of synthetic misinformation,
bias and discrimination embedded in data-driven systems, and unaccountable decision-making in
high-stakes contexts such as healthcare and welfare. These are not speculative threats but concrete
evidence of governance failures.

The risk-based approach adopted by the EU AI Act is therefore the appropriate regulatory model:
it differentiates obligations according to risk categorization while preserving the conditions for
innovation. Far from stifling innovation, it enables it through adaptive, risk-proportionate mechanisms
that convert perceived burdens into competitive advantages (see table 1). These instruments foster
consumer trust, legal certainty, and ethical leadership, transforming the deregulation race into a driver
of competitive trust.

The governance instruments analysed in Section 4 and Section 5 operationalise this balance, showing
that regulation and innovation advance hand in hand. By providing the structure and accountability
that make progress sustainable, the EU’s framework turns regulation into the very condition of
responsible innovation.

7 Conclusion

This position paper has challenged the assumption that every technological advancement in AI
automatically constitutes innovation. That belief ignores the extensive empirical and historical
societal costs that certain AI systems have already imposed—from biased models and synthetic
misinformation to unaccountable decision-making. Calling such systems “innovative” is, at best,
questionable and, at worst, contradictory.

As AI becomes embedded in essential infrastructures and social decision-making, neglecting regula-
tion in the name of “progress” invites the very irreversible harms that Collingridge foresaw in his
Dilemma. Well-designed governance is not a brake on innovation but its catalyst—the mechanism
through which technological ambition becomes sustainable, accountable, and aligned with human
values. The EU AI Act exemplifies this principle: its risk-based, adaptive framework couples legal
certainty with flexibility, through mechanisms such as regulatory sandboxes, small and medium
enterprises (SME) support, real-world testing, fundamental rights impact assessment (FRIA), which
operationalises responsible innovation.

Ultimately, innovation and regulation advance together. The future of AI will not be defined by
the speed of invention but by the integrity of its governance. Regulation—when well-designed,
proportionate, and rooted in fundamental rights—is the discipline that allows innovation to endure.
Indeed, if AI systematically violates rights, can we truly call it innovation?
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