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Abstract

Large Language Models (LLMs) have revolu-001
tionized Natural Language Processing through002
advanced text generation capabilities. How-003
ever, their use raises legal and ethical concerns,004
particularly related to copyright infringement.005
While traditional methods assess the entire gen-006
erated output for potential violations, this study007
introduces a novel framework that detects copy-008
right risks by analyzing LLMs’ internal states009
before any text is generated. This proactive010
approach enhances efficiency by identifying011
issues early in the generation process. To im-012
plement this framework, we used a dataset of013
literary works to derive both the LLMs’ in-014
ternal states and reference materials. These015
were used to train a neural network classifier016
capable of detecting potential copyright con-017
cerns. Additionally, this method helps pre-018
vent the unintended release of copyrighted con-019
tent, offering an extra layer of protection. We020
also integrated this framework into a Retrieval-021
Augmented Generation (RAG) system, using022
FAISS (Facebook AI Similarity Search) and023
SQLite to efficiently manage reference texts.024
These texts are sourced from a protected copy-025
right database, improving the accuracy and reli-026
ability of our detection process. By comparing027
generated content to known copyrighted ma-028
terial, our system ensures better compliance029
with legal and ethical standards. Overall, our030
findings demonstrate the value of analyzing in-031
ternal states for proactive copyright monitoring,032
providing a scalable and effective solution for033
responsible AI-driven text generation.034

1 Introduction035

Large Language Models have revolutionized text036

generation and dialogue systems in Natural Lan-037

guage Processing with their advanced capabilities038

(Zhang et al., 2023; Li et al., 2022). However,039

as these models generate content that may inad-040

vertently reproduce protected material, they raise041

significant challenges related to copyright infringe-042
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Figure 1: The process of predicting copyright infringe-
ment risk involves proactively preventing potential vi-
olations by analyzing a large language model’s hidden
states before content generation. The model encodes
the user query, processes it through layers, and decodes
the output. By extracting information from the hidden
states at intermediate layers, we gain a detailed seman-
tic representation, which is then analyzed to anticipate
potential copyright risks. This approach enhances both
efficiency and accuracy in predicting infringement be-
fore any content is generated.

ment, making it essential to ensure compliance with 043

legal and ethical standards across various applica- 044

tions (Peng et al., 2023; Xue et al., 2021). 045

Previous studies have highlighted the risks of 046

LLM-generated copyright infringement (Xu et al., 047

2024), focusing primarily on case studies that 048

analyze verbatim reproduction using techniques 049

such as Longest Common Subsequence (LCS) 050

(Karamolegkou et al., 2023) or custom similarity 051

metrics (Mueller et al., 2024). To mitigate such 052

risks, various methods have been proposed, includ- 053

ing the SHIELD Defense Mechanism (Liu et al., 054

2024), prompt engineering, and Memfree Decod- 055

ing (Chen et al., 2024). However, these approaches 056

share two fundamental limitations: first, they all 057

rely on decoding the full generated text before de- 058

tection can occur, which introduces significant com- 059

putational inefficiencies and delays. Second, de- 060
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tecting risks only after the text has been generated061

exposes the possibility of disseminating inappro-062

priate or infringing content, and once the text is063

released, the damage becomes irreversible. These064

challenges underscore the need for a more proac-065

tive and efficient approach that can detect copyright066

risks before full text generation.067

To bridge this gap, our study introduces an inno-068

vative framework, the Internal State Analyzer for069

Copyright (ISAC), for assessing the risk of copy-070

right infringement in LLM-generated text. ISAC071

utilizes internal states from the prefill phase of072

LLMs to evaluate potential infringement risks073

before any text is generated. Unlike traditional074

methods that require generating entire outputs,075

ISAC proactively detects potential copyright vi-076

olations by analyzing the model’s early-stage rep-077

resentations of input text, which encode the se-078

mantic and structural properties of the input. This079

approach offers a scalable, real-time, and precise080

risk assessment mechanism that strengthens copy-081

right compliance in AI-generated content without082

needing to generate the full output. To enhance083

detection performance, ISAC is integrated into a084

Retrieval-Augmented Generation system. In this085

system, input text and reference counterparts are in-086

dexed using FAISS and stored in SQLite, enabling087

efficient retrieval of relevant texts during infringe-088

ment risk evaluation. When a relevant reference089

is identified, it is concatenated with the models in-090

ternal states to assess the likelihood of copyright091

infringement. This retrieval mechanism signifi-092

cantly improves the models ability to compare gen-093

erated content against known copyrighted material,094

boosting both precision and real-time detection ef-095

ficiency while ensuring compliance with legal and096

ethical standards.097

In a certain series of experimental configurations,098

ISAC delivered impressive results, achieving var-099

ious accuracy and F1 scores. Specifically, the ac-100

curacy ranged from 91.88% to 95.05%, and F1101

scores varied between 0.9249 and 0.9468. In some102

configurations, ISAC even reached near-perfect de-103

tection rates. These results demonstrate ISAC’s104

consistent ability to accurately identify potential105

copyright violations across multiple settings, main-106

taining high precision and recall. The findings107

emphasize ISAC’s robustness in real-time, scalable108

risk detection for LLM-generated content, even109

without generating any text. For a detailed descrip-110

tion of the experimental setup and results, please111

refer to Section 4.3.112

Our primary contributions are as follows: 113

• As illustrated in Figure 1, we propose a real-time 114

framework “ISAC” for predicting copyright in- 115

fringement in LLM-generated text by leveraging 116

internal states extracted before any token is de- 117

coded, ensuring efficiency without relying on 118

output generation. 119

• ISAC is the first framework to proactively detect 120

potential copyright violations by analyzing LLM 121

internal states before content is generated. This 122

approach ensures that neither users nor language 123

models are exposed to any information, such as 124

prompts, that could lead to infringement, thereby 125

ensuring compliance with legal and ethical stan- 126

dards. 127

• We validate the ISACs effectiveness in large- 128

scale text generation scenarios and demonstrate 129

its integration with a RAG system. This integra- 130

tion enables efficient and accurate text retrieval, 131

making the approach suitable for industrial appli- 132

cations requiring real-time copyright compliance. 133

2 Related Work 134

2.1 Copyright Issues with LLMs 135

Scholars have emphasized the importance of pro- 136

tecting the intellectual property associated with the 137

parameters of Large Language Models (Peng et al., 138

2023; Xue et al., 2021). This concern arises from 139

the substantial investments in resources required 140

for training LLMs, as well as the risk of unau- 141

thorized exploitation of these models, which can 142

have significant economic and ethical implications 143

(Zhang et al., 2018; He et al., 2022; Dale, 2021). 144

Copyright concerns are not limited to text; they 145

span across various digital content creation formats, 146

including scripts, images, videos (Moayeri et al., 147

2024; Kim et al., 2024), and code (Yu et al., 2023). 148

This widespread impact underscores the urgency 149

of addressing these complex issues (Lucchi, 2023). 150

2.2 Detecting Copyright Issues in Training 151

Data 152

LLMs are capable of retaining and reproducing sig- 153

nificant parts of their training datasets, which may 154

include copyrighted materials and sensitive data 155

(Karamolegkou et al., 2023; Carlini et al., 2019; 156

Lee et al., 2023; Carlini et al., 2022; Kandpal et al., 157

2022). The potential for such memorization poses 158

significant copyright infringement concerns, espe- 159

cially as these models scale up and face extraction 160

attacks (Carlini et al., 2021; Ozdayi et al., 2023; 161
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Reference Embedding
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MLP Training

Data preparation

Dense Representation Encoding

Storage

INFRINGEMENT DETECTION

FAISS Indexing Prediction before

decoding

Database

Input & Reference

Infringement Risk
Query

Data
Extraction:
Reference

"input": "In a hole in the ground there lived a hobbit.
Not a nasty, dirty, wet hole, filled with the ends",

"reference": "of worms and an oozy smell, nor yet a
dry, bare, sandy hole with nothing in it to sit down on

or to eat: it was a hobbit-hole, and that"
......

[0.021, -0.134, 0.543, -0.112, 0.001, ..., 0.256]......

Does the content generated by the
LLM based on the following

inputially pose any infringement risk?
Input: "they carefully scraped away the

cinders; and also in waiting for the
passing of trucks which travelled over
a certain route and were known....."

id: "bookmia.00.11", title: "1984",
input: "wall.' 'O'Brien!' said
Winston, making an effort...”

reference: "of pressure that you
cannot withstand...”

..........

output: "of pressure that you
cannot withstand, even if...”

1. ROUGE scores calculation
(output & reference).

2. Dataset Division.

[CLS]: E_{CLS} = [-0.2, ..., 0.7]
ref1: E_{ref1} = [0.4, ..., 0.8] 

!: E_{!} = [-0.3, 0.4, -0.2, ..., 0.1]
[SEP]: E_{SEP} = [0.0, ..., 0.0]

Extract the internal states of LLM
prior to decoding.

Reference: "face made simian by thinness. Very
occasionally she would take Winston in....."

Figure 2: Overview of our Copyright Infringement Detection Framework: Our approach involves maintaining a
database of copyright-protected materials to support the analysis of LLM hidden states. During inference, this
database provides reference samples for potential violations, working in conjunction with the model’s hidden states
to predict whether the generated content poses a risk of copyright infringement. The pipeline is structured into three
key stages: The left section focuses on the construction and extraction of data for Retrieval-Augmented Generation,
a core component designed to enhance model performance and address copyright-related challenges. The right
section illustrates the generation of training data, including the collection of internal states, labels, and reference
embeddings, which are then used to train a Multi-Layer Perceptron as the final infringement risk detector. Lastly,
the bottom section showcases real-world user interaction, where queries are submitted, and the system applies our
framework to assess potential infringement risks effectively.

Chao et al., 2023; Ishihara, 2023).162

To combat this, innovative strategies such as163

“copyright traps” have been introduced to de-164

tect copyrighted content in LLM training datasets165

(Shilov et al., 2024; Shi et al., 2023; Meeus et al.,166

2024). Studies have also investigated the likeli-167

hood of LLMs generating exact or near-verbatim168

copyrighted content and have quantified the legal169

risks associated with such reproductions (Carlini170

et al., 2021; Lee et al., 2021). Building on these171

efforts, our work explores how to quickly and ac-172

curately determine whether an LLM will generate173

copyrighted content.174

2.3 Mitigating Copyright Issues in Model175

Serving176

To mitigate copyright risks during model serving,177

recent studies have developed real-time interven-178

tion mechanisms. SHIELD (Liu et al., 2024) uses 179

agent-based defenses and N-Gram models to dy- 180

namically verify copyright status, preventing copy- 181

righted text generation while maintaining quality. 182

MemFree Decoding (Chen et al., 2024) prevents 183

verbatim copying during inference but fails to ad- 184

dress non-literal copying, such as event or character 185

overlaps, and may introduce hallucinations. 186

3 Internal State Judge: Detecting 187

Copyright Infringement Before 188

Decoding 189

3.1 Problem Formulation 190

The issue of copyright infringement in content gen- 191

erated by LLMs has attracted significant attention 192

from both industry and academia. Existing ap- 193

proaches focus on detecting potential copyright vi- 194

olations only after the content has been generated. 195
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This post-generation evaluation method presents196

several challenges, including high computational197

costs, delays in enforcement, and legal risks due to198

temporary exposure to infringing material.199

In this paper, we present a framework (ISAC)200

designed to assess the risk of copyright infringe-201

ment before an LLM generates any output. The202

inference process of an LLM for a given query203

can be divided into two phases: (1) Prefill Phase:204

The LLM processes the entire input query to cre-205

ate internal states. (2) Decode Phase: The LLM206

generates output based on these prefilled internal207

states.208

This division of two phases leads us to the cen-209

tral question of our study: Can the internal states210

produced during the prefill phase be used to pre-211

dict the risk of copyright infringement before the212

decoding phase begins?213

To address this question, we argue that LLM’s214

internal states of a query during the prefill phase215

capture critical contextual information linked to the216

likelihood of generating infringing content. We in-217

troduce an internal states judge designed to classify218

the copyright infringement risk of a query based on219

its internal states in this phase.220

This method offers three key benefits:221

• Efficiency: By evaluating internal states early in222

the prefill process, our approach can halt decod-223

ing if the internal states judge identifies potential224

risks, reducing unnecessary computational costs.225

• Proactive Copyright Compliance: Our ap-226

proach perform risk assessment occurs before227

content generation enables preventive actions228

rather than post-hoc interventions.229

• Scalability: The internal states judge is designed230

to be adaptable across various LLM architectures231

and model sizes, facilitating broad deployment.232

The following sections describe the design of the233

internal state judge, the methodology for training234

data collection, and the experimental evaluation of235

our approach.236

3.2 Training An Internal States Judge237

Training Data Preparation. We construct a238

dataset of triplets to train the classifier: (input, out-239

put, reference). The input x is the query fed into240

the LLM, the output y is the generated text, and the241

reference t is the ground-truth continuation from242

the source. Each generated output is assigned a risk243

label based on its similarity to the reference text 244

using the Rouge-L score: 245

Htrain = T (j,Rouge-L(t, y)) (1) 246

where the threshold-based function T deter- 247

mines risk labels, and j represents the partitioning 248

criterion: 249

T (j,Rouge-L) =


0, if P2 ≤ Rouge-L ≤ 1

1, if 0 ≤ Rouge-L ≤ P1

undefined, otherwise
(2) 250

where P1 and P2 are predefined thresholds used 251

to classify an output as either high or low risk. 252

Our dataset is structured as pairs of internal 253

states and their associated risk labels: Dθ = 254{
〈S train

xi
,Htrain

i 〉
}N

i=1
. 255

Internal States of Query in Prefill Phase of 256

LLMs. A crucial step in ISAC is the extraction 257

of internal states during the prefill phase of LLMs. 258

In this phase, the model processes the entire input 259

sequence to compute intermediate representations 260

(such as keys and values) before generating any out- 261

put tokens. This stage involves highly parallelized 262

matrix-matrix operations, allowing the model to 263

efficiently encode the semantic and structural prop- 264

erties of the input. 265

During forward propagation, the input text x 266

from the dataset triplet is fed into the LLM, and we 267

extract the internal states S from a specific layer 268

in the prefill phase. These internal states are com- 269

puted through multiple layers of non-linear trans- 270

formations, activations, and information flow, for- 271

mally represented as: 272

Sl = f (Wl · Sl−1 + Bl) , l = 1, 2, . . . , L (3) 273

where Sl represents the internal states at layer l, 274

Wl and Bl are the learnable weights and biases of 275

the l-th layer, and f is the activation function. At 276

each layer, the model refines its understanding of 277

the input query x, progressively building increas- 278

ingly sophisticated representations of syntax, con- 279

text, and meaning (Devlin et al., 2019; Radford and 280

Narasimhan, 2018). These internal states encode 281

both token-level details and broader semantic re- 282

lationships, providing a rich representation of the 283

inputs meaning (Clark et al., 2019). 284

In our experiments, we extract internal states 285

from the final encoder layer during the prefill phase 286

and compute their mean across all tokens. This 287
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provides a concise yet informative representation288

of the inputs semantics, effectively capturing both289

local and contextual information. We hypothesize290

that these representations contain early indicators291

of potential copyright violations based on input292

queries. By analyzing these internal states before293

the decoding stage, we aim to proactively identify294

and mitigate potential risks (Zellers et al., 2020).295

Training Objectives of Internal States Judge.296

The objective of training the internal states judge is297

to create a classifier that predicts the likelihood of298

copyright infringement based on the internal states299

of the model. This classifier learns to assess the300

Rouge-L similarity score, distinguishing between301

high-risk and low-risk outputs. It is implemented302

using an MLP model:303

M = down(up(S)× SiLU(gate(S))) (4)304

where SiLU serves as the activation function, and305

the linear layers down, up, and gate handle projec-306

tion and gating mechanisms. This model enables307

efficient real-time risk prediction without requiring308

full output decoding.309

3.3 Enhancing Internal States Judge with310

Retrieved References311

Leveraging References to Enhance Internal312

States Judge. Relying solely on input text may313

lack sufficient context for detecting copyright in-314

fringement. To improve detection, ISAC incorpo-315

rates external references using RAG technology316

(Lewis et al., 2021), enhancing the model’s ability317

to assess potential risks.318

Formally, given an input query x, we first extract319

its internal states Sx from the prefill phase of the320

LLM, then retrieve a set of relevant reference texts321

T = {t1, t2, . . . , tm} from an external knowledge322

base. The retrieved references are encoded into323

an aggregated representation ST , which is then324

concatenated with Sx to form the final combined325

representation. An MLP classifier is then applied326

to predict the infringement probability:327

p = σ (M (concat (fθ(x), hφ(G(x))))) , (5)328

where fθ represents the transformation function329

of the LLMs prefill phase, G is the retrieval func-330

tion that selects references most relevant to x, hφ331

encodes the retrieved references, M denotes the332

MLP model, and σ represents the sigmoid activa- 333

tion function that outputs the probability of copy- 334

right infringement. 335

Finally, the predicted probability p is compared 336

with a predefined threshold τ to make the final 337

infringement risk decision: 338

Hpredict =

{
1, if p ≥ τ

0, otherwise
(6) 339

where τ is a tunable threshold that determines 340

the sensitivity of infringement detection. By inte- 341

grating external references into the internal state 342

analysis and applying a threshold-based decision 343

rule, this enhanced approach significantly improves 344

the models predictive capabilities, reducing both 345

false positives and false negatives. 346

Retrieving References from Indexed Documents. 347

To facilitate Retrieval-Augmented Generation, as 348

shown in Figure 3, we construct a RAG-Enhanced 349

Reference Database that efficiently stores and re- 350

trieves references for infringement detection. This 351

database is designed to manage copyright materials 352

effectively, ensuring quick access to relevant refer- 353

ences and supporting robust content analysis and 354

decision-making. The construction details of the 355

RAG-based database are provided in Appendix B. 356

Dataset
Non-infringement

Dataset
Infringement

Dense Representation Encoding

Input & Vector

FAISS Index

IndexIVFFlat

Train/Store

SQLite Database:

+-----------------------------+
| SQLite Database: rag_db.sqlite |

+-----------------------------+
| documents Table |

+-----------------------------+
| id | document_text | reference_text |

top_k Reference

1. .....
2. .....
3. .....

Query Sentence 
Encoding

User
Query

FAISS Index
Search

Figure 3: Process of constructing a vector database for
the RAG system and handling user queries.

4 Experiments 357

In this section, we evaluate the effectiveness of the 358

internal states judge in identifying literal copying 359
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in text continuations. Specifically, we address the360

following research questions (RQ):361

• RQ 1: How well does our method detect literal362

copying across various LLMs, such as the Llama363

and Mistral series, and how does model size in-364

fluence performance?365

• RQ 2: Can our method accurately identify non-366

literal copying, such as paraphrased content, and367

how does its performance compare to that of368

literal copying detection?369

• RQ 3: What factors affect the performance of our370

method, including the role of the RAG system,371

the choice of LLM internal state layers, and the372

strategies used for dataset division?373

To investigate these questions, we conduct ex-374

periments using a structured dataset that includes375

both literal and non-literal copying tasks. For literal376

copying, we evaluate the risk of copyright infringe-377

ment in text continuations by using excerpts from378

well-known fiction books. For non-literal copying,379

we focus on identifying event and character copy-380

ing within paraphrased content. We test our method381

on LLMs from the Llama and Mistral series, rang-382

ing from 7B to 70B parameters, and compare it383

with baseline approaches. Our findings show that384

our method is both effective and accurate in de-385

tecting literal and non-literal copying, while also386

revealing the challenges involved in identifying387

paraphrased content.388

4.1 Dataset389

We used the COPYBENCH dataset (Chen et al.,390

2024) to evaluate LLM infringement risks on fic-391

tion texts (Meeus et al., 2024; Chang et al., 2023;392

Shi et al., 2023).393

4.2 Model Selection394

We used LLMs from the Llama (Touvron et al.,395

2023) and Mistral (Jiang et al., 2023) series to gen-396

erate text continuations and extract internal states,397

ensuring accurate dataset classification. To capture398

true continuations, we extracted reference embed-399

dings using BERT (Devlin et al., 2019), which ef-400

fectively captured the semantic content for training.401

4.3 Detecting Literal Copying through LLM402

Internal States403

In this section, we empirically evaluate the effec-404

tiveness of our method for detecting literal copying405

across different LLMs, including Llama and Mis-406

tral, as well as a range of model sizes from 7B407

to 70B parameters. To assess model performance,408

we use standard metrics such as Accuracy and F1- 409

score, described in appendix C, providing insights 410

into the models’ precision and effectiveness in de- 411

tecting infringement risks. Our approach involves 412

extracting internal states from the last layer of the 413

model during the pre-filling phase, which are then 414

used to train a classifier for predicting copyright 415

risk. 416

Baselines. In our experiment, we established a 417

baseline model using LLMs to assess potential in- 418

fringement in content generation tasks. It includes 419

two configurations: “Input Only” (LLM-w/oRAG), 420

where decisions are made based solely on the input 421

text, and “Input with RAG system” (LLM-w/RAG), 422

where both the input text and reference materials 423

are considered. Similar to our proposed method, 424

the baseline evaluates potential infringement with- 425

out generating the next text segment. The task is 426

to identify whether the continuation text contains 427

elements that may raise infringement concerns. Pre- 428

dicted outcomes are compared to ground truth la- 429

bels, which are derived from the dataset and based 430

on Rouge-L scores. Details of the baseline prompt 431

settings are provided in Table 9. 432

Results and Analysis. The results are based 433

on three dataset splits, determined by Rouge-L 434

scores: 10%, 20%, and 30%. Each split classi- 435

fies the dataset into high-scoring (infringing) and 436

low-scoring (non-infringing) samples. We assess 437

the model’s ability to distinguish between these 438

groups and examine how incorporating reference 439

embeddingsretrieved from a databaseenhances per- 440

formance across various levels of textual similarity. 441

We also compare our method to the “LLM as 442

Judge” approach. As shown in Table 1, we an- 443

alyze the performance differences across dataset 444

splits and model configurations, demonstrating the 445

practical advantages of our approach. 446

Several key insights emerge from the analysis. 447

First, our method significantly improves efficiency. 448

The pre-trained MLP-based binary classifier pro- 449

vides faster inference and better accuracy com- 450

pared to the “LLM as Judge” method, which re- 451

lies on direct LLM predictions. This indicates 452

that our approach is not only more efficient but 453

also more precise in identifying potential copy- 454

right infringement. Second, using original refer- 455

ence text retrieved from the database during train- 456

ing enhances accuracy, outperforming models that 457

rely solely on LLM-extracted internal states. This 458

highlights the importance of external reference ma- 459
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Table 1: The results on the literal dataset evaluate the performance of various models and methods. We compare
four approaches: LLM-w/oRAG and LLM-w/RAG, which represent the “LLM as Judge (Without RAG system)”
and “LLM as Judge (With RAG system)” methods. In these approaches, we use the LLM directly to detect potential
copyright infringement in the input texteither based solely on the input (LLM-w/oRAG) or using both the input and
the RAG system (LLM-w/RAG). Additionally, we evaluate the Internal States Judge (IS) methods: IS-w/oRAG and
IS-w/RAG, which represent the “Internal States Judge (Without RAG system)” and “Internal States Judge (With
RAG system)” methods. We report accuracy (ACC) and F1 scores for dataset divisions at 10%, 20%, and 30%.

Division (10%) Division (20%) Division (30%)
LLMs Method Time (s) ACC (%) F1 (%) ACC (%) F1 (%) ACC (%) F1 (%)

Llama

Llama-3.1-8B

LLM-w/oRAG 0.4914 57.11 49.81 53.41 48.74 50.45 45.29
IS-w/oRAG 0.0564 91.53 92.96 78.05 79.25 73.73 77.36

LLM-w/RAG 0.7012 63.14 62.58 58.57 58.66 54.59 54.43
IS-w/RAG 0.0592 92.37 93.71 83.26 82.67 77.11 78.62

Llama-2-13b

LLM-w/oRAG 0.5412 61.41 50.93 60.02 50.74 57.94 48.73
IS-w/oRAG 0.0642 91.75 93.37 82.46 81.47 78.83 76.44

LLM-w/RAG 0.8109 63.21 61.54 60.40 60.71 58.62 55.63
IS-w/RAG 0.0696 93.23 94.18 86.52 85.57 80.03 79.15

Llama-3.1-70B

LLM-w/oRAG 1.1492 62.23 51.48 57.89 50.22 58.23 49.68
IS-w/oRAG 0.1274 100.00 100.00 94.55 94.63 91.88 92.49

LLM-w/RAG 1.4335 65.43 64.12 62.67 60.78 60.89 62.45
IS-w/RAG 0.1389 100.00 100.00 95.05 94.68 94.48 94.64

Mistral

Mistral-7B-v0.1

LLM-w/oRAG 0.5238 52.90 51.85 49.01 48.85 50.67 51.12
IS-w/oRAG 0.0623 97.96 98.00 79.58 82.97 70.75 76.24

LLM-w/RAG 0.6876 58.52 54.36 55.49 52.44 51.87 53.23
IS-w/RAG 0.0677 98.98 98.99 83.25 85.59 78.01 82.35

Mistral-7B-v0.3

LLM-w/oRAG 0.5324 53.78 51.56 53.23 52.90 51.67 40.52
IS-w/oRAG 0.0597 91.75 92.59 83.52 84.21 79.46 83.04

LLM-w/RAG 0.6343 57.45 55.60 53.29 54.78 53.13 48.75
IS-w/RAG 0.0614 93.76 95.30 87.27 86.24 84.86 87.39

terial, which offers richer context and enables the460

model to more accurately detect potential copyright461

violations. Additionally, we observe that the per-462

formance of different LLMs varies. Larger Llama463

models are more sensitive to infringement, suggest-464

ing that their increased size allows them to better465

capture subtle text similarities. In contrast, Llama466

and Mistral models show different capabilities in467

capturing textual nuances, which affects their effec-468

tiveness in this task. Finally, the dataset division469

strategy plays a key role. Larger Rouge score dif-470

ferences between high- and low-scoring samples471

make it easier for the model to differentiate be-472

tween them. This emphasizes the importance of473

carefully selecting dataset splits, as they have a sig-474

nificant impact on the model’s ability to accurately475

identify infringement risks.476

Variability in FN & FP Rates, but Stable Over-477

all Accuracy & F1. To further analyze model478

performance, we selected four representative con-479

figurations and generated confusion matrix plots, as480

shown in Figure 4. These configurations combine481

two factors: the model (Llama-3.1-8B or Llama-482

3.1-70B) and whether a reference is included, with 483

the Rouge-L 30% split strategy applied. 484

Its important to note that the figures shown here 485

represent a single instance from repeated experi- 486

ments. Since the training and test sets are randomly 487

split, some variability in the False Negative (FN) 488

and False Positive (FP) rates is expected. However, 489

despite this variability, we found that the overall 490

prediction accuracy and F1 score remain consis- 491

tently stable across different runs. This suggests 492

that, while there are fluctuations in specific error 493

types, the model’s overall performance is reliable 494

and robust. 495

Time Efficiency Comparison. We conducted ex- 496

periments to compare the time efficiency of in- 497

fringement prediction methods, and the results 498

show that the proposed methods using internal 499

states (IS-w/oRAG and IS-w/RAG) are signifi- 500

cantly faster than the traditional basic method. In 501

the basic method, each input text is processed se- 502

quentially by the LLM to generate the next seg- 503

ment, which is then compared with the reference 504

text to assess potential infringement. The majority 505

7



(a) Llama-8B-w/oRAG (b) Llama-8B-w/RAG

(c) Llama-70B-w/oRAG (d) Llama-70B-w/RAG

Figure 4: Confusion matrix plots showing the effect of
model size and RAG system on prediction performance,
with Llama-3.1-8B and Llama-3.1-70B models, both
with and without reference information, using a Rouge-
L 30% threshold for dataset splitting.

of the time in this approach is spent on text genera-506

tion, while the comparison step takes up very little507

time. As a result, the basic method is much slower,508

as indicated by its higher time values compared to509

the internal states-based methods. These methods510

streamline the process, eliminating the need for511

text generation and leading to faster, more efficient512

predictions. The detailed results of this comparison513

are shown in Table 2.514

Table 2: This table shows the average time efficiency
comparison (in seconds) for infringement prediction
based on a single data point, testing three methods:
predicting infringement using internal states without
(IS-w/oRAG) and with (IS-w/RAG) RAG system, and
the basic method of generating continuation text and
comparing it with reference text.

Model
Method Basic IS-w/oRAG IS-w/RAG

Llama-3.1-8B 0.4319 0.0564 0.0592

Llama-2-13b 0.6584 0.0642 0.0696

Llama-3.1-70B 1.6796 0.1274 0.1389

Mistral-7B-v0.1 0.3571 0.0623 0.0677

Mistral-7B-v0.3 0.3463 0.0597 0.0614

5 Conclusion and Future Work 515

This study presents a new framework “ISAC” for 516

detecting potential copyright infringement in text 517

generated by LLMs by analyzing their internal 518

states. Unlike traditional methods that require de- 519

coding the generated output, our approach uses 520

internal states to enable real-time detection, im- 521

proving efficiency. Experiments with models like 522

Llama and Mistral show that larger models achieve 523

higher classification accuracy due to more detailed 524

internal representations. By integrating RAG with 525

FAISS for vector search and SQLite for structured 526

storage, ISAC enhances retrieval and prediction 527

reliability. This method strikes a balance between 528

computational efficiency and legal compliance. 529

Future work will focus on expanding the frame- 530

work to address non-literal copyright concerns, 531

such as conceptual similarity and paraphrasing, and 532

refining the classifier to improve robustness across 533

different model sizes. We will also explore ways 534

to enhance the interpretability of internal states to 535

build trust and improve explainability. Collabo- 536

rations with legal experts will be essential to en- 537

sure alignment with evolving copyright laws. Ad- 538

ditionally, we plan to create an LLM agent that 539

actively prevents copyright infringement by cross- 540

referencing generated text against a curated corpus 541

of licensed or public-domain material. This agent 542

will help ensure compliance with copyright guide- 543

lines in real-time, providing a practical solution for 544

applications focused on legal compliance. 545

Limitations 546

Despite its advantages, ISAC has some limitations. 547

Detection accuracy in smaller models requires im- 548

provement, as these models often have less nuanced 549

internal representations, which can affect reliability. 550

Moreover, this study focuses mainly on assessing 551

the ability of LLM internal states to identify copy- 552

right infringement, but more precise criteria for 553

determining infringement are needed for practical 554

applications. In particular, clearer standards are 555

required to address complex cases like conceptual 556

similarity or paraphrasing. 557

Ethics Statement 558

We all comply with the ACL Ethics Policy1 during 559

our study. All datasets used contain anonymized 560

consumer data, ensuring strict privacy protections. 561

1https://www.aclweb.org/portal/content/
acl-code-ethics
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data. The hidden dimension is fixed at 256, a value781

that aligns with the design of our models and sup-782

ports effective learning. We train our classifier with783

the following settings and hyper-parameters: the784

epoch is 250, the batch size is 4, the learning rate is785

1e-3, and the AdamW optimizer has a linear sched-786

uler. We conduct all the experiments using Pytorch787

(Paszke et al., 2019) and HuggingFace library(Wolf788

et al., 2020) on 4 NVIDIA A100-SXM4-80GB789

GPUs.790

B RAG System Construction791

Data Preparation. To establish a comprehensive792

retrieval system, we use datasets representing both793

infringement and non-infringement cases. Each794

dataset consists of input-reference text pairs (x, t),795

where the input text x acts as a query, and the refer-796

ence text t provides contextual information, mean-797

ing the surrounding content in a specific context,798

such as the following text in a classic work. The799

entire dataset is stored as a structured collection:800

D = {(xi, ti)}Ni=1, where N is the total number of801

pairs in the dataset. By merging multiple datasets802

into a unified pool, we ensure broad coverage of803

potential scenarios, forming a strong foundation804

for benchmarking and future improvements.805

Dense Representation Encoding. To capture the806

semantic relationships between input and refer-807

ence texts, we encode each text into a dense vector808

representation using a pre-trained Sentence Trans-809

former E (all-roberta-large-v1) (Liu et al., 2019):810

vx = E(x), vt = E(t), where vx, vt ∈ Rd are811

the dense embeddings of the input query and the812

reference text, respectively, and d is the embedding813

dimension. To enhance efficiency, we implement814

batch encoding with GPU acceleration, ensuring815

scalable processing of large datasets while main-816

taining retrieval accuracy.817

Indexing with FAISS & Document Storage in818

SQLite. For efficient nearest-neighbor retrieval,819

we use FAISS (Douze et al., 2024) with the Index-820

IVFFlat method, which clusters the vector space to821

accelerate query execution. Given a set of indexed822

reference embeddings {vti}Ni=1, FAISS partitions823

them into K clusters, with each vector assigned to824

its nearest cluster center:825

C = {µk}Kk=1, µk =
1

|Ck|
∑
v∈Ck

v,826

where C is the set of centroids and Ck is the set of827

embeddings in cluster k. During retrieval, a query828

embedding vx is assigned to the closest centroid 829

µk, and the nearest neighbors are searched within 830

that cluster: t̂ = argminti∈Ck
‖vx − vti‖2. This re- 831

duces search complexity from O(N) to O(N/K), 832

ensuring fast retrieval even for large datasets. 833

Additionally, we use SQLite for structured text 834

storage, where each document entry (including 835

original input and reference texts) is indexed with 836

its corresponding embedding. This allows efficient 837

retrieval of both vector embeddings and textual 838

data based on semantic similarity and exact text 839

matches: T = {(xi, ti, vti)}Ni=1. 840

Retrieval Accuracy Since our input and refer-
ence pairs are stored in the external knowledge base
as structured pairs, our retrieval method achieves a
100% accuracy rate in search matching within the
current dataset:

argmax
ti

Sim(vx, vti) = tj , where (x, tj) ∈ D.

Here, Sim(·, ·) denotes the similarity function (e.g., 841

cosine similarity), ensuring that the retrieved ref- 842

erence always corresponds to the correct pair in 843

our dataset. By integrating dense vector retrieval 844

with structured text storage, ISAC provides effi- 845

cient and accurate reference retrieval, forming a 846

crucial component of our infringement detection 847

system. 848

C Metric Details 849

ACC & F1. For the classification task where the 850

predictions are discrete, we use F1 score and Ac- 851

curacy as the metrics to assess the performance of 852

the predicted categories. 853

In classification tasks, accuracy and F1 score are 854

two important metrics used to evaluate the perfor- 855

mance of a model. Accuracy represents the propor- 856

tion of correctly classified instances among the total 857

number of instances, providing a general measure 858

of how often the model makes the right prediction. 859

It is calculated as: 860

A =
Tp + Tn
Ntotal

(7) 861

where Tp and Tn represent true positives and true 862

negatives, respectively, and Ntotal is the total num- 863

ber of samples. Accuracy is simple and intuitive 864

but may be unreliable with imbalanced datasets, 865

where one class dominates the others. A model 866

predicting only the majority class can achieve high 867

accuracy but fail to detect minority instances. 868
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The F1 score provides a more balanced eval-869

uation by considering both precision and recall.870

Precision (P) is the fraction of correctly predicted871

positive observations out of all positive predictions,872

while recall (R) is the fraction of true positives873

out of all actual positive samples. The F1 score is874

defined as:875

F1 = 2× P ×R
P +R

(8)876

The F1 score is particularly useful in imbalanced877

datasets, balancing false positives and false nega-878

tives to provide a comprehensive view of perfor-879

mance. While accuracy works well for balanced880

data, the F1 score is more informative for assessing881

real-world classification problems.882

ROUGE. ROUGE (Recall-Oriented Understudy883

for Gisting Evaluation) is a set of metrics com-884

monly used to evaluate the quality of automatic885

text summarization and natural language genera-886

tion systems by comparing the overlap between887

generated text and reference text. ROUGE includes888

several variations: Rouge-N evaluates the overlap889

of N-grams, Rouge-L focuses on the longest com-890

mon subsequence (LCS), and Rouge-S uses skip-891

bigram matching. Rouge-L specifically measures892

the sequence similarity between generated text and893

reference text by identifying the longest common894

subsequence. It captures both content and sequen-895

tial structure. The Rouge-L score comprises Pre-896

cision, Recall, and F-score, representing different897

perspectives of text similarity, where Recall em-898

phasizes content coverage and Precision reflects899

exact matching accuracy. In our experiments, we900

calculate Rouge-1 and Rouge-L scores using the901

rouge_score library, and we utilize the Rouge-L902

score as a key metric for classifying and evaluat-903

ing the quality of datasets based on the sequential904

similarity of text pairs.905

D Dataset906

We provide the data source of copyrighted ma-907

terial in Table 6. For the literal copying task,908

which assesses copyright risks in text continua-909

tions, the dataset includes excerpts from 16 fiction910

titles in BookMIA (Shi et al., 2023), likely part911

of ChatGPT’s training data (Chang et al., 2023).912

To increase diversity, we supplemented these with913

works by J.K. Rowling. For the non-literal copying914

task, focused on event and character copying, we915

used CliffsNotes study guides paired with human- 916

written summaries. To ensure all texts remain un- 917

der copyright, we excluded non-fiction and pre- 918

1923 books. 919

E Prompt Design 920

In designing the baseline for our experiment on 921

detecting text infringement risks through internal 922

states, we adopted the “LLM as Judge” approach. 923

This method leverages LLMs to evaluate poten- 924

tial infringement risks in text generation tasks. To 925

ensure robust and accurate assessment, we care- 926

fully crafted evaluation prompts tailored to capture 927

nuanced scenarios of potential infringement, as 928

shown in Table 9. This design allows for a system- 929

atic comparison between traditional heuristic-based 930

methods and our proposed internal state detection 931

framework. 932

F Ablation Studies 933

F.1 Effect of Internal States Layers 934

Unlike previous studies emphasizing the impor- 935

tance of later layers in LLMs for tasks like halluci- 936

nation detection (Ji et al., 2024), our experiments 937

on copyright detection show a different trend based 938

on model size. For smaller models like Llama- 939

3.1-8B, layer selection doesn’t significantly affect 940

the prediction of potential copyright infringement. 941

However, for larger models such as Llama-3.1-70B, 942

deeper layers significantly improve performance, 943

especially in accuracy and F1 score. 944

Figure 5: Impact of layer selection on copyright infringe-
ment risk prediction: A comparative analysis across dif-
ferent layers in Llama models with 8B and 70B parame-
ters. For smaller models (Llama-3.1-8B), the prediction
performance is relatively consistent across layers, with
minimal variation in accuracy and F1 score. For larger
models (Llama-3.1-70B), deeper layers significantly en-
hance performance, capturing more nuanced semantic
features and improving the prediction of potential copy-
right infringement in text continuation tasks.
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Previous research (Azaria and Mitchell, 2023)945

emphasized the effectiveness of the final layer for946

hallucination detection, but our analysis indicates947

that for copyright risk prediction, deeper layers948

are more essential in larger models. As shown in949

Figure 5, deeper layers in larger models are better950

at capturing textual similarities to existing liter-951

ary works, which is crucial for identifying poten-952

tial infringement. In contrast, for smaller models,953

early and intermediate layers perform similarly to954

the final layer, suggesting that while semantic and955

contextual information is spread across all layers,956

deeper layers in larger models are more effective957

in detecting the finer details needed for accurate958

predictions.959

One possible explanation for this is that copy-960

right detection requires identifying both local and961

global semantic patterns, which are essential for962

spotting similarities and potential plagiarism. In963

smaller models, these patterns are well-represented964

across various layers, whereas larger models ex-965

cel in capturing the more subtle textual similarities966

through their deeper layers. Unlike hallucination967

detection, which focuses on long-range dependen-968

cies and uncertainty captured in later layers, copy-969

right detection benefits from the ability of larger970

models to focus on detailed patterns across deeper971

layers.972

F.2 Effect of Model Size973

This section investigates how model size influences974

the efficacy of LLM’s internal states in classifier975

training, comparing Llama models with 1B, 3B,976

8B, 13B, and 70B parameters. Experimental re-977

sults demonstrate that smaller Llama models gen-978

erate internal states that yield lower F1 scores and979

accuracy in classification tasks compared to larger980

models, regardless of whether the input data is pre-981

sented in isolation or supplemented with reference982

information provided by RAG system. As shown in983

Figure 6, the performance of the models improves984

significantly with increasing size, highlighting the985

importance of model scale in enhancing classifica-986

tion accuracy and F1 scores.987

As shown in Figure 7, Larger models not988

only outperform smaller ones in producing higher-989

quality internal states for classification but also ex-990

cel in text generation tasks. They exhibit a stronger991

ability to comprehend context, maintain coherence,992

and produce semantically rich text. These capabili-993

ties lead to more accurate continuations that closely994

align with the input text, facilitating the generation995

Figure 6: Impact of model size on behavior prediction
performance: a comparative analysis of classification
accuracy and F1 scores across Llama models with 1B
to 70B parameters

of datasets that better represent the original data. 996

Consequently, this improves the precision of subse- 997

quent dataset categorization processes. 998

To address the behavioral variations arising from 999

differences in internal state quality and data gen- 1000

eration strategies across models of varying sizes, 1001

it is essential to design separate, model-specific 1002

databases. These databases should capture the 1003

unique characteristics of the internal states and out- 1004

puts generated by each model size. For smaller 1005

models, stricter control over Rouge-based seg- 1006

mentation thresholds may be necessary to achieve 1007

clearer distinctions between potentially infringing 1008

and non-infringing data. Such measures are par- 1009

ticularly important because smaller models tend 1010

to produce less semantically rich internal states, 1011

potentially diminishing classification accuracy. 1012

By refining the dataset segmentation strategypar- 1013

ticularly for smaller modelsthe accuracy of in- 1014

fringement risk predictions can be significantly 1015

improved. This ensures that even resource- 1016

constrained models are well-prepared for robust 1017

downstream classification tasks, enabling reliable 1018

performance across diverse use cases. 1019

F.3 Effect of Generation Prompts 1020

In this section, we discuss the impact of varying 1021

prompt design strategies used as input to the LLM 1022

on the prediction accuracy of the trained model dur- 1023

ing the dataset construction process. Building on 1024

the prompt configurations from prior work (Chen 1025

et al., 2024), we modify them as the sole variable 1026

in our experiments. Table 3 presents the results 1027

of these experiments, highlighting how different 1028

prompt formulations influence the overall perfor- 1029

mance. The prompt design is presented in Table 7 1030

for clarity and reference. 1031
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(a) 1B (b) 3B (c) 8B (d) 70B

Figure 7: Distribution of upper and lower 30% Rouge-L scores for LLMs of different sizes based on continuation
outputs. Larger models tend to generate continuation outputs with a higher risk of copyright infringement, as they
are more likely to produce content with a high similarity to reference texts.

Table 3: The table illustrates how prompt selection affects text generation by comparing F1 scores and accuracy
across different prompts used in preparing the training dataset for the Llama-3.1-70B model. It evaluates two
methods: IS-w/oRAG (Internal States Judge without the RAG system) and IS-w/RAG (Internal States Judge with
the RAG system).

Division (10%) Division (20%) Division (30%)

Prompt Method ACC (%) F1 (%) ACC (%) F1 (%) ACC (%) F1 (%)

Prompt1 IS-w/oRAG 97.01 96.00 88.79 87.43 85.24 88.07
IS-w/RAG 97.34 95.13 90.57 89.34 87.29 89.94

Prompt2 IS-w/oRAG 85.71 89.50 75.12 79.52 67.55 75.25
IS-w/RAG 91.73 93.17 89.27 89.42 73.84 75.06

Prompt3 IS-w/oRAG 91.41 93.33 74.51 79.22 62.54 71.29
IS-w/RAG 98.44 98.73 87.75 88.29 70.03 75.53

As shown in this table, the design correspond-1032

ing to Prompt 2 exhibits relatively lower perfor-1033

mance compared to the designs associated with1034

Prompt 1 and Prompt 3. Both the IS-w/oRAG and1035

IS-w/RAG methods yield weaker results under this1036

configuration, with ACC and F1 scores declining1037

as the dataset division percentage increases. In con-1038

clusion, variations in each prompt used for data1039

generation have a noticeable impact on the predic-1040

tion accuracy of models trained with the resulting1041

datasets. Therefore, when predicting infringement1042

risks, multiple models utilizing datasets generated1043

with different prompt designs can be employed.1044

By applying this approach, it becomes possible to1045

identify and prioritize data associated with higher1046

infringement risk, enhancing the effectiveness of1047

the risk detection process.1048

F.4 Effect of Internal States Extraction1049

Methods1050

In our experiments, we examined the impact of dif-1051

ferent internal state extraction methods at a given1052

layer for copyright detection, specifically compar-1053

ing the effectiveness of using the average internal1054

state across all tokens versus extracting only the1055

internal state of the last token. Our results indicate1056

that, for a fixed layer, computing the mean internal1057

state across all tokens provides significantly higher 1058

prediction accuracy than relying solely on the inter- 1059

nal state of the last token, as shown in Table 4. 1060

When taking the average internal state, the repre- 1061

sentation is aggregated across all token embeddings 1062

within the selected layer. This method ensures that 1063

the extracted feature captures a comprehensive un- 1064

derstanding of the entire sequence, incorporating 1065

both local token-level details and global contextual 1066

relationships. As a result, this approach is particu- 1067

larly effective for copyright detection, where rec- 1068

ognizing semantic and structural similarities across 1069

a text is crucial. 1070

Conversely, extracting the last token’s internal 1071

state from the same layer restricts the represen- 1072

tation to a single token position, potentially los- 1073

ing valuable contextual information present in the 1074

earlier tokens. While this method is commonly 1075

used in classification tasks, our analysis shows that, 1076

in copyright risk prediction, it leads to a weaker 1077

overall representation, as the key signals indicat- 1078

ing similarity to existing works may be distributed 1079

throughout the sequence rather than concentrated 1080

in the final token. 1081

These findings highlight that, even when work- 1082

ing with the same layer, the choice of how internal 1083

states are extracted plays a crucial role in model 1084
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Table 4: This table explores the effectiveness of different internal state extraction methods under the Llama-3.1-70B
model. The results show that, at a fixed layer, averaging the internal states across all tokens significantly outperforms
using only the last token’s internal state, as the averaging method better captures contextual information, making it
more suitable for copyright detection.

Division (10%) Division (20%) Division (30%)

Methods ACC (%) F1 (%) ACC (%) F1 (%) ACC (%) F1 (%)

Last Token-w/oRAG 68.57 75.56 66.83 74.33 62.99 72.46

Last Layer-w/oRAG 100.00 100.00 94.55 94.63 93.18 93.62

Last Token-w/RAG 88.57 89.09 88.61 88.78 83.77 85.47

Last Layer-w/RAG 100.00 100.00 95.05 94.68 94.48 94.64

performance. Averaging across all tokens allows1085

for a more robust and contextually rich representa-1086

tion, making it a preferable choice for copyright in-1087

fringement detection. Future studies could further1088

explore whether weighting token contributions or1089

applying attention-based pooling strategies can fur-1090

ther refine the effectiveness of internal state-based1091

detection methods.1092

F.5 Non-literal Copying Detection1093

In this section, we examine infringement detection1094

for non-literal paraphrasing (Chen et al., 2024). We1095

measure the overlap between generated and refer-1096

ence texts at the character and event levels to assess1097

potential infringement. This approach is similar to1098

the literal copying task, but in the non-literal case,1099

the continuation is based on paraphrasing instead1100

of direct copying. As shown in Table 5, we evalu-1101

ate prediction accuracy across three prompt types,1102

detailed in Table 8.1103

Despite the smaller dataset, the results show that1104

detecting infringement in paraphrased texts is more1105

challenging for large language models than in lit-1106

eral data. This leads to lower prediction accuracy1107

in non-literal paraphrasing, as paraphrased texts1108

are harder to compare directly with the reference1109

text due to structural, vocabulary, and expression1110

differences. This complexity reduces the model’s1111

ability to generalize, resulting in lower classifica-1112

tion performance. Even with additional reference1113

information by using RAG system, the model strug-1114

gles to capture the intricate features required for1115

accurate prediction.1116

15



Table 5: The experiment utilizes non-literal data for both training and testing, with the training set divided based on
the upper and lower 30% of Rouge scores. “C” denotes character-related copying while “E” represents event-related
copying. Additionally, test results are extracted from the internal states of Llama-3.1-70B.

Prompt 1 Prompt 2 Prompt 3

Method ACC (%) F1 (%) ACC (%) F1 (%) ACC (%) F1 (%)

IS-w/oRAG 53.33 57.89 46.67 54.72 51.11 62.30

IS-w/RAG-C 63.33 70.27 56.67 41.67 56.67 31.58

IS-w/RAG-E 55.56 65.60 52.22 58.93 55.56 64.29

Table 6: List of Book Titles and Authors for literal task

Title Author
1984 George Orwell
A Game of Thrones George R.R. Martin
Casino Royale Ian Fleming
Dune Frank Herbert
Fahrenheit 451 Ray Bradbury
Fifty Shades of Grey E.L. James
Five on a Treasure Island Enid Blyton
Harry Potter and the Sorcerer’s Stone J.K. Rowling
Hitchhiker’s Guide to the Galaxy Douglas Adams
Lord of the Flies William Golding
The Da Vinci Code Dan Brown
The Hunger Games Suzanne Collins
The Silmarillion J.R.R. Tolkien
Their Eyes Were Watching God Zora Neale Hurston
Things Fall Apart Chinua Achebe
To Kill a Mockingbird Harper Lee
Harry Potter and the Philosopher’s Stone J.K. Rowling
Harry Potter and the Chamber of Secrets J.K. Rowling
Harry Potter and the Prisoner of Azkaban J.K. Rowling
The Hobbit J.R.R. Tolkien
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Table 7: Three prompt templates for generating passage completion to evaluate literal copying.(Chen et al., 2024)

Prompt 1

You will be shown a series of passages from famous literary works. After these
↪→ examples , you will receive a prefix from another passage and be asked
↪→ to complete it based on the text of a famous work. Provide only the
↪→ continuation for the last given prefix without any extra commentary ,
↪→ formatting , or additional text.

Complete the prefix: {demonstration -input} {demonstration -output}
Complete the prefix: {input}

Prompt 2

You will be given several passage examples from famous literary works. Each
↪→ example includes a prefix and its completion. After these examples , you
↪→ will be provided with the final prefix , which you need to complete in
↪→ the style of the famous work. Your completion should be at least 100
↪→ words long and formatted as follows: "Completion: {your completion to
↪→ the prefix }" Generate only the completion for the last given prefix
↪→ without copying the examples , the given prefixes , or adding extra
↪→ commentary.

Beginning: {demonstration -input}
Completion: {demonstration -output}
Beginning: {input}
Completion:

Prompt 3

You will see examples of passages from renowned literature , each with a
↪→ starting phrase (prefix) followed by a continuation (completion). After
↪→ reviewing these examples , you will be given a final prefix to complete
↪→ . Ensure your continuation is at least 100 words long and formatted as:
↪→ "Completion: {your completion to the prefix }". Do not include any of
↪→ the provided examples , prefixes , or additional commentary in your
↪→ response.

Given Prefix: {demonstration -input}
Provided Completion: {demonstration -output}
Given Prefix: {input}
Completion:
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Table 8: Three prompt templates for generating creative story to evaluate non-literal copying.(Chen et al., 2024)

Prompt 1

You will be provided a series of demonstrations of creative writings. After the
↪→ demonstrations , you will be provided a beginning of a story and asked
↪→ to compose an original story based on it. Give only the completion of
↪→ the story , and no extra commentary , formatting , or chattiness.

Continue the text to compose an original story about 500 words in length:
{demonstration -input} {demonstration -output}
Continue the text to compose an original story about 500 words in length:
{input}
Complete the prefix: {demonstration -input} {demonstration -output}
Complete the prefix: {input}

Prompt 2

You will be provided with a series of creative writing examples. Each example
↪→ includes a story beginning and its completion. After these
↪→ demonstrations , you will be given the last beginning , which you are
↪→ asked to complete. You should compose an original story of about 500
↪→ words. The story should be distinct from any existing copyrighted novels
↪→ . Your output should be in the format: "Completion: your completion to
↪→ the beginning ". Generate only the completion to the last given beginning
↪→ without copying the examples , the given beginnings , or adding extra
↪→ commentary.

Prefix: {demonstration -input}
Completion: {demonstration -output}
Prefix: {input}
Completion:

Prompt 3

You will be provided with a series of creative writing examples. Each example
↪→ includes a story beginning and its completion. After these
↪→ demonstrations , you will be given the last beginning , which you are
↪→ asked to complete. You should compose an original story of about 500
↪→ words that is distinct from any existing copyrighted novels. An original
↪→ story should have unique characters , settings , plots , and dialogues
↪→ that are not taken from existing works. Avoid using specific phrases ,
↪→ sequences of events , or character traits that directly mirror those
↪→ found in copyrighted material. Your output should be in the format: "
↪→ Completion: your completion to the beginning ". Generate only the
↪→ completion to the last given beginning without copying the examples , the
↪→ given beginnings , or adding extra commentary.

Given Prefix: {demonstration -input}
Provided Completion: {demonstration -output}
Given Prefix: {input}
Completion:
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Table 9: Baseline Evaluation Prompts for LLM-as-Judge Framework

Version A: Input-Only Assessment

{
"role": "user",
"content ": f"""

Please only output ’label: 0’ or ’label: 1’, nothing else. Do not
↪→ provide intermediate steps or explanations; simply output the
↪→ generated label.

You are a language model that determines whether the next generated
↪→ sentence based on the given input text might cause potential
↪→ copyright infringement.

If you believe the next sentence could significantly resemble or repeat
↪→ existing literary works , indicating possible infringement ,
↪→ return "label: 0" (possible infringement).

If you believe the next sentence will not show high similarity to any
↪→ literary work , return "label: 1" (no infringement).

Here is the input to evaluate:
Input text: ’{input_text}’

Based on the input text provided , determine if generating the next
↪→ sentence might result in infringement.

"""

}

Version B: Reference-Aware Assessment

{
"role": "user",
"content ": f"""

Please only output ’label: 0’ or ’label: 1’, nothing else. Do not
↪→ provide intermediate steps or explanations; simply output the
↪→ generated label.

You are a language model that evaluates whether the output text
↪→ potentially involves infringement based on the relationship
↪→ between the reference and output sequences.

If you believe the next sentence could significantly resemble or repeat
↪→ existing literary works , indicating possible infringement ,
↪→ return "label: 0" (possible infringement).

If you believe the next sentence will not show high similarity to any
↪→ literary work , return "label: 1" (no infringement).

Here are the inputs to evaluate:
Input text: ’{input_text}’
Reference: ’{reference}’ (This is a segment from the original source

↪→ text corresponding to the input text.)

Based on the comparison between the reference and output above ,
↪→ determine if generating the next sentence might result in
↪→ infringement.
"""

}
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