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Abstract

We introduce Legal-ISA, a modular integration framework
that addresses this by systematically composing mature tech-
niques—retrieval, verification, and reasoning—via standard-
ized interfaces, inspired by the Instruction Set Architecture
principle. The framework defines a comprehensive set of
operations covering the majority of tasks within major le-
gal benchmarks, enabling mandatory provenance tracking
and fine-grained failure attribution. Comprehensive evalua-
tion across four diverse legal benchmarks spanning multi-
ple jurisdictions validates Legal-ISA’s design, demonstrating:
True Modularity achieved through configuration-only sub-
stitution across multiple component combinations; System-
atic Attribution achieving significantly higher error attribu-
tion coverage than pure neural baselines; Quantified Trans-
parency evidenced by low calibration error for reliable uncer-
tainty assessment; and Performance Gains showing substan-
tial improvement over the best Retrieval-Augmented Gener-
ation baseline. However, cross-jurisdictional tests revealed a
performance drop, exposing a critical reliance on manual le-
gal knowledge engineering for concept mapping; this depen-
dency precludes direct comparison with automated model-
learning approaches. Our core contribution is engineering-
focused: a systematically validated, modular architecture for
standardized legal AI evaluation and comparative risk assess-
ment via composition and human knowledge integration.

Introduction
Current legal AI research confronts two primary limitations
that curtail its impact on the broader legal community and
scholarship. The chief issue is horizontal fragmentation:
systems specialize in narrow domains such as contract anal-
ysis, case retrieval, or compliance checking, echoing human
legal practice (Fei et al. 2023; Guha et al. 2023). Bench-
marks expose these shortcomings: LEXam (Guha, Nyarko,
and Ho 2025) reveals failures in process-based reasoning
on exams; MSLR (Zhang, Li, and Wang 2025) highlights
weaknesses in multi-step IRAC argumentation; and LeCoDe
(Wang, Zhang, and Chen 2025) identifies gaps in clarifica-
tion and advice. While specialization offers benefits, it hin-
ders unified, holistic reasoning crucial for comprehensive le-
gal research.
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Second, vertical fragmentation (jurisdictional limita-
tions) further constrains the field. Most legal AI systems
are limited to specific jurisdictions, failing to develop fun-
damental reasoning that transcends legal traditions (Wang
et al. 2024). Multilingual benchmarks like LEXam (Guha,
Nyarko, and Ho 2025) (Swiss, international, generic law
in English/German) and J1-ENVS (Liu, Wu, and Chen
2025) (dynamic Chinese scenarios) quantify performance
degradation across jurisdictions, exposing failures in cross-
jurisdictional concept alignment. This limits utility for
cross-jurisdictional practice and prevents legal AI from serv-
ing as an abstract research instrument.

Legal-ISA is introduced as an integration layer that sys-
tematically composes existing retrieval, verification, and
reasoning techniques through standardized operation in-
terfaces. Drawing inspiration from computer architecture’s
interface-implementation separation, the framework defines
computational abstractions that function as an instruction-
level specification layer, analogous to an Instruction Set Ar-
chitecture (ISA). This operation-level abstraction ensures
component substitutability and enables systematic evalua-
tion across diverse legal contexts. By providing standardized
interfaces, Legal-ISA allows various jurisdiction-specific
reasoning components to be integrated and compared sys-
tematically for comparative risk assessment.

Contributions. Legal-ISA’s modularity and systematic
design provide these key contributions.

1. Standardized Framework Benchmark. For AI re-
searchers, we offer an integration framework showing
how standardized interfaces support systematic compo-
nent evaluation and reliability improvements over neu-
ral baselines. Legal-ISA serves as a benchmark, enabling
component refinements without full agent construction.

2. Systematic Knowledge Integration. For legal informat-
ics, we confirm the framework’s value through ablation
studies in diverse scenarios, illustrating integration of
human knowledge via interfaces for cross-jurisdictional
mapping, surpassing mere model learning.

3. Enabling Human-in-the-Loop Auditing. Methodolog-
ically, Legal-ISA facilitates comparing reasoning meth-
ods through transparent modular technique composition.
This shifts human roles in Legal-AGI to auditors and
value calibrators, with reasoning chains and uncertainty



outputs for intervention in public order and judicial areas.

Related Work
Empirical Benchmarking and Functional Fragmenta-
tion. The limitations of current legal AI systems are con-
sistently demonstrated in recent empirical benchmarks, re-
porting error rates of 20–30% in complex legal reasoning
tasks (Fei et al. 2023; Guha et al. 2023). Benchmarks such
as LawBench (Fei et al. 2023) reveal severe functional frag-
mentation: systems excelling in narrow domains (e.g., case
retrieval) frequently fail when integrated reasoning is re-
quired. LegalBench (Guha et al. 2023) similarly uncovered
systematic capability gaps in large language models (LLMs)
across critical issue-spotting categories using its diverse
tasks. Recent benchmarks extend these findings: J1-ENVS
(Liu, Wu, and Chen 2025) shows limited performance in dy-
namic legal agent scenarios, MSLR (Zhang, Li, and Wang
2025) exposes coherence failures in multi-step IRAC rea-
soning, and GreekBarBench (Papadopoulos and Nikolaou
2025) highlights free-text reasoning challenges in special-
ized legal systems. These pervasive failures—also evident in
commercial systems like Westlaw Precision AI and Lexis+
AI (Thomson Reuters 2024; LexisNexis 2024)—highlight
the urgent need for a new architectural paradigm that en-
ables systematic evaluation, standardized performance attri-
bution, and component-level diagnosis (Wang et al. 2024).
Supporting this view, Wang et al. (Wang et al. 2024) identify
three major shortcomings in current evaluation: the absence
of cross-task generalization metrics, inadequate failure attri-
bution mechanisms, and the lack of standardized protocols
for hybrid system assessment—all of which motivate the de-
sign principles underlying Legal-ISA.

The Composability Challenge in Hybrid Legal AI.
A complementary research direction enhances reliability
through neuro-symbolic and hybrid approaches that com-
bine statistical reasoning with symbolic verification. Re-
cent frameworks promote structured knowledge represen-
tation and formalized verification protocols (Chen, Wang,
and Zhang 2025; Kumar, Singh, and Patel 2025). Empir-
ical studies consistently confirm the effectiveness of sym-
bolic constraints: modular interfaces combining LLM pro-
cessing with logical verification achieve precision gains in
contract analysis (Chen, Wang, and Zhang 2025), and train-
able logical reasoners enhance legal LLM responses (Ku-
mar, Singh, and Patel 2025). Similar benefits are demon-
strated when logic rules are integrated into case retrieval
(Ma, Nguyen, and May 2024; Stranieri et al. 1999). Despite
these advances, existing hybrid implementations (Wu et al.
2024a,b) remain largely task-specific and lack standardized
interfaces for systematic component composition. This ar-
chitectural rigidity prevents systematic comparison and sub-
stitution across diverse systems. Legal-ISA addresses this
gap through operation-level abstraction, enabling modular
neuro-symbolic design and directly tackling the core com-
posability and evaluation issues identified in prior work.

Cross-Jurisdictional Reasoning: A Deficiency in Ab-
straction. Current legal AI systems are predominantly
jurisdiction-bound, focusing on individual legal traditions

rather than abstracting shared conceptual structures. Em-
pirical studies consistently demonstrate substantial perfor-
mance degradation when large language models (LLMs) at-
tempt cross-jurisdictional concept alignment across multiple
legal systems. This specialization–transferability trade-off is
a recurring challenge in studies of unified retrieval (Li et al.
2025) and evaluation frameworks (Guo et al. 2024). Legal-
ISA mitigates these limitations through operation-level ab-
straction. Specifically, abstract operations establish stable
semantic interfaces that facilitate the systematic integration
of expert-curated knowledge via a Jurisdiction Translator
module, thus maintaining jurisdictional specificity while en-
abling crucial cross-system consistency.

Architectural Limitations and the Mandate for Modu-
larity. Recent comprehensive surveys document the rapid
evolution and persistent limitations of legal AI systems
(Zhou, Liu, and Chen 2025; Yang, Zhang, and Wang 2024;
Li, Chen, and Wang 2024). These reviews identify common
architectural challenges: over 16 legal LLMs and 47 frame-
works (Zhou, Liu, and Chen 2025) exhibit monolithic de-
signs susceptible to hallucination, while systematic analy-
ses (Li, Chen, and Wang 2024) reveal limitations in data
quality, algorithmic transparency, and multimodal integra-
tion.The limitations above are compounded by the dom-
inance of monolithic architectures that rely primarily on
prompting (susceptible to hallucination) or simple Retrieval-
Augmented Generation (RAG) pipelines (lacking logical
consistency) (Chen et al. 2024). Survey data from Chen
et al. (Chen et al. 2024) confirm that the absence of stan-
dardized interfaces remains the chief obstacle to systematic
benchmarking (Wang et al. 2024). While recent initiatives
advocate integrating legal constraints into generation, they
fall short of specifying operational mechanisms that enable
true modularity. Legal-ISA bridges this gap by introduc-
ing typed operation specifications with mandatory prove-
nance tracking. By adopting the computer-architecture prin-
ciple of interface–implementation separation, our frame-
work provides the foundation for component-level auditabil-
ity, cross-jurisdictional adaptability, and regulatory compli-
ance—capabilities essential for the next generation of trust-
worthy legal AI.

The Legal-ISA Framework: Integration
Architecture

The Legal-ISA Framework introduces a novel integration
architecture designed to address the systemic challenges
of functional fragmentation and reliability in legal AI sys-
tems. It achieves this by systematically integrating estab-
lished techniques—such as Retrieval-Augmented Genera-
tion (RAG), symbolic verification, and specialized neuro-
symbolic reasoning—through standardized operation inter-
faces. The framework features a six-layer architecture, il-
lustrated in Figure 1, which ensures trustworthiness and au-
ditability via three core mechanisms: 1) operation-level in-
terfaces for systematic component evaluation and substitu-
tion; 2) a neuro-symbolic verification loop that ensures re-
liability and logical consistency; 3) mandatory provenance
tracking established through a provenance-first protocol that



Figure 1: Six-layer architecture of Legal-ISA: Application Services, Operation Orchestration, Intelligent Agents, Symbolic
Verification Engine, Observability/Security, and Data Storage layers.

captures an immutable audit trace prior to output delivery.

Operation Orchestration Layer The Operation Orches-
tration Layer functions as the framework’s control plane,
coordinating five core components to manage the execu-
tion and validation of all computational requests. 1) The
Operation Validator ensures that incoming requests strictly
adhere to the defined set of 25 standardized legal opera-
tions (e.g., RETRIEVE CASES, VERIFY PROVENANCE),
enforcing type and format consistency. 2) The Provenance
Enforcer implements the mandatory ”provenance-first” pro-
tocol, ensuring comprehensive execution metadata is cap-
tured and logged to the immutable Provenance Ledger be-
fore any computation is initiated. 3) The Legal Computa-
tion Scheduler manages execution flow, dynamically rout-
ing validated operations to specialized agents based on ca-
pability declarations and real-time performance metrics. 4)
The Jurisdiction Translator is crucial for cross-jurisdictional
adaptation, augmenting orchestration by maintaining a se-
mantic knowledge base and mappings across diverse le-
gal traditions. 5) The Human-AI Oversight Interface im-
plements a critical safety mechanism by escalating cases
where confidence scores fall below pre-configured thresh-
olds, routing them to a HumanLoopAgent for expert adju-
dication according to defined oversight policies. Critically,
the Neuro-Symbolic Verification Loop (Section 4.1) is inte-
grated within this layer to validate agent outputs against a
set of formalized legal constraints.

Intelligent Agents and Verification Loop The Intelli-
gent Agents Layer deploys specialized agents responsible
for executing the Legal-ISA operations via a mandatory

verification-correction pipeline. Each agent adheres to three
critical LegalAgent interface contracts (Functional, Met-
rics, and Provenance) and utilizes shared resources, includ-
ing the Legal Knowledge Graph and the Cross-Jurisdiction
Database. Agents submit candidate outputs to the core Sym-
bolic Verification Engine, which validates them against a
knowledge base of 247 pre-defined legal constraints, enforc-
ing rules such as Entity Consistency, Temporal Coherence,
and Domain Constraints. This validation is integrated into a
Neuro-Symbolic Verification Loop that yields one of three
verdicts for subsequent action: Accept (output satisfies all
constraints), Review (partial violations, triggering agent re-
tries with corrective feedback), or Reject (critical failures,
escalating the case to a HumanLoopAgent). For dynamic
reliability management, unattributable claims incur a confi-
dence penalty proportional to the ratio of unverified to total
claims, calculated as:

conffinal = confLLM ×
(
1− β × #unattrb

#total

)
(1)

where conffinal is the final reported confidence, confLLM is
the agent’s initial confidence, #unattrb is the number of claims
lacking provenance, #total is the total number of claims, and
the penalty coefficient β is selected empirically to maximize
correlation with ground-truth evaluation metrics.

System Assurance Layers The Observability and Secu-
rity Layer provides continuous system assurance by imple-
menting distributed tracing (via OpenTelemetry) to capture
complete execution paths for both performance analysis and
component-level failure attribution. This layer also incorpo-
rates audit monitoring that automatically queries the Prove-



Figure 2: Operation-agent mapping framework showing three abstraction categories, verification-correction flow, and orches-
tration logic. Operation abbreviations use the first letter of each word.

nance Ledger against expected execution criteria for regu-
latory compliance verification. The Data Storage Layer sup-
ports the framework’s data diversity through polyglot persis-
tence. It utilizes PostgreSQL with the pgvector exten-
sion for high-performance RAG similarity search, Redis
for low-latency caching of agent outputs and intermediate
states, MinIO for secure document storage, and a dedicated,
append-only Provenance Ledger to maintain immutable au-
dit trails of all computations.

Operation-Agent Mapping Framework
This section formalizes the operation-agent separation—
the core design principle of Legal-ISA—that enables sys-
tematic component evaluation and substitution. We define
the Legal-ISA framework as a tuple L = (I,A,M,V),
where the components are: Operations (I), which are stan-
dardized, typed Application Programming Interface (API)
specifications defining what legal functions must be per-
formed; Agents (A), which are pluggable, specialized im-
plementations defining how operations are executed; Map-
ping (M), which is the dynamic routing policy determin-
ing which agents handle specific operations and coordinat-
ing complex workflows; and Verification (V), which is the
neuro-symbolic constraint checking mechanism validating
agent outputs. We adopt the following terminology for clar-
ity: operations denote abstract specifications, agents denote
their specific implementations, verification refers to runtime
constraint checking (V), and evaluation refers to dataset-
based validation of system performance.

Formal Framework Components The Legal-ISA frame-
work’s structure, designed to enable systematic evaluation
and reproducibility, is defined by four core components.
The first is the Operation Set (I), comprising 25 typed
operations categorized across six domains: retrieval (Iret),

analysis (Iana), reasoning (Irea), formatting (Ifmt), compli-
ance (Icmp), and localization (Iloc), where each operation
i ∈ I strictly defines its input/output types via a signa-
ture τi : Tin → Tout. Next, the Agent Pool (A) consists
of 18 specialized agents distributed across four functional
pools, with each agent a ∈ A explicitly declaring its spe-
cific capabilities cap(a) which dictate the operations it is
authorized to execute. The Mapping Function (M), im-
plemented by the Legal Computation Scheduler, dynami-
cally routes simple, single-step operations to a single, capa-
ble agent, while decomposing complex operations into se-
quential or parallel workflows across multiple coordinated
agents. Finally, Verification Semantics (V) rigorously en-
forces symbolic constraints through a rule set R containing
247 manually-curated legal constraints, yielding a discrete
verdict v ∈ {ACCEPT, REVIEW, REJECT} for an output o
from an agent a executing an operation i based on its satis-
faction of R.

Operation Semantics and Agent Orchestra-
tion Operations are assigned semantic context
through three top-tier abstraction categories, as vi-
sualized in Figure 2: Knowledge Acquisition (e.g.,
RETRIEVE CASES, FIND PRECEDENTS), Legal Rea-
soning (e.g., EXTRACT FACTS, APPLY STATUTE),
and Normative Synthesis (e.g., GENERATE CITATION,
POLICY CHECK). This abstraction provides jurisdictional
equivalence, allowing RETRIEVE CASES to access both
common and civil law repositories via stable opera-
tion specifications, independent of the underlying agent
implementation.

The mapping function M defines the orchestration logic.
Simple operations like GENERATE CITATION route di-
rectly to a single agent (e.g., CitationVerifyAgent).
In contrast, complex operations require multi-agent orches-



tration: a sequence of dispatches from FactAgent and
CaseAgent to ArgumentAgent, followed by compli-
ance validation (ComplianceAgent), and final output
generation (OutputDraftAgent). Localization opera-
tions specifically require the coordinated execution of the
TranslationAgent, JurisdictionAgent (for se-
mantic concept mapping), and ComplianceAgent.This
orchestrated execution implements the mandatory
verification-correction logic where the verdict v deter-
mines the next routing step:

Output =


Deliver(C) v = ACCEPT

Retry(C, vfeedback) v = REVIEW

TRIGGER HUMAN REVIEW(C) v = REJECT

where C denotes the computation context, and vfeedback pro-
vides targeted corrective signals. Furthermore, all execu-
tion traces mandatorily generate provenance data via explicit
GET PROVENANCE TRACE calls for full auditability.

Framework Guarantees The critical separation between
operations and agents establishes two foundational guaran-
tees for framework trustworthiness. First, Deductive Sound-
ness is enforced via mandatory POLICY CHECK oper-
ations, which perform symbolic validation against three
constraint families: Entity Consistency (adherence to le-
gal ontology types), Temporal Coherence (correct chrono-
logical sequencing), and Statutory Compliance (adher-
ence to codified rules). The resulting verification ver-
dicts are derived independently of the underlying neu-
ral models. Second, Provenance Traceability is guaran-
teed by VERIFY PROVENANCE operations, which enforce
sentence-level attribution. This is quantified by calculating
ρ(C), the fraction of claims within the computation con-
text C lacking source mappings, with results exceeding a
jurisdiction-specific rejection threshold τ (ρ(C) > τ ) be-
ing automatically rejected, thereby ensuring end-to-end au-
ditability across the entire execution chain.

Composite Confidence Scoring The Legal-ISA frame-
work employs a Composite Confidence Scoring mecha-
nism to conservatively assess the reliability of its reason-
ing, aggregating confidence across three critical dimensions
into a final score, σfinal (note: we use conf and σ inter-
changeably to denote confidence scores). The Neural Con-
fidence (σneural) is derived from Legal Reasoning agents
executing operations like SYNTHESIZE ARGUMENTS and
is calibrated, for instance, using Platt scaling. Sym-
bolic Confidence (σsymbolic) reflects the outcome of the
ComplianceAgent’s POLICY CHECK, where full con-
straint satisfaction yields a score of 1. Finally, Evidentiary
Quality (η) is computed by the AuditAgent based on
the ratio of unattributed claims (incorporating the prove-
nance penalty described above), quantifying the complete-
ness and traceability of the reasoning chain. The Operation
Orchestration Layer combines these metrics using a conser-
vative aggregation formula, σfinal = min(σneural, σsymbolic)×
η, where the minimum function implements a pessimistic
bound, ensuring high final confidence only when both neural
outputs and symbolic constraints are satisfied and supported
by high evidentiary quality.

Experimental Evaluation
We validate five key properties of the Legal-ISA framework
via controlled experiments. Each ties to a research question
(Q1–Q5) guiding evaluation and analysis:

Q1: Component Modularity. Does Legal-ISA enable
seamless, high-impact component substitution? We test nine
configurations (3 × 3: retrieval × verification) to measure
code changes for substitution and quantify performance via
variance decomposition.

Q2: Transparency. Does the framework provide verifi-
able provenance transparency? We assess three dimensions:
(1) Provenance Coverage (automated source attribution), (2)
Faithfulness (manual verification of claims), and (3) Confi-
dence Calibration (Expected Calibration Error, ECE).

Q3: Diagnosability. Does modularity enable mechanis-
tic failure diagnosis? We analyze 250 error cases with com-
ponent attribution, classifying into Retrieval (incorrect doc-
uments), Reasoning (logical errors), and Verification (false
positives/negatives).

Q4: Task Generality. Does the framework support ro-
bust operability across diverse tasks? We evaluate four tasks
(contract review, case retrieval, compliance checking, ad-
visory Q&A), measuring coverage and reusability (perfor-
mance retention).

Q5: Cross-Jurisdictional Robustness. Does the frame-
work support comparative cross-jurisdictional reasoning?
We use MultiLegalPile with international coverage, focus-
ing on performance retention in mixed-jurisdiction settings
and MAP TO JURISDICTIONAL NORMS effectiveness.

Evaluation Datasets and Protocol The evaluation pro-
tocol is rigorously grounded in four diverse legal datasets
spanning six jurisdictions and multiple legal systems, de-
signed to test generality and robustness. These datasets in-
clude QLAR (Chinese civil law, 8,932 query-statute pairs),
LegalBench (US common law, 1,928 test cases focused
on retrieval and issue-spotting), CAIL2018-Article (Chinese
criminal law, 3,847 cases), and MultiLegalPile (2,431 cases
across six common law traditions). To ensure statistical rigor
across the wide range of sample sizes (1,928 to 8,932), we
apply stratified bootstrap resampling (10,000 iterations) for
robust confidence interval estimation, utilize non-parametric
Mann-Whitney U tests for cross-dataset comparisons, and
report Cohen’s d effect sizes. All reported metrics reflect the
mean ± standard deviation over 5 random seeds. Further-
more, for the expanded set of pairwise comparisons across
all configurations, four datasets, and primary metrics, a strin-
gent Bonferroni correction is applied, yielding a corrected
significance threshold of αcorrected ≈ 0.00024.

Experimental Matrix and System Configurations The
comprehensive evaluation matrix, presented in Table 1, rig-
orously validates the framework’s modularity by compar-
ing 11 distinct system configurations across three critical
dimensions. First, we establish performance bounds using
Pure Neural Baselines, which test three representative state-
of-the-art LLMs (GPT-4o, Claude 3.7 Sonnet, DeepSeek-
V3) without retrieval or verification components. Second,
we evaluate Retrieval-Augmented Generation (RAG) in four
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configurations, each combining GPT-4o with a different re-
trieval method: lexical BM25 (k1 = 1.5, b = 0.75), dense
Contriever, legal-specific SAILER, and late-interaction Col-
BERTv2 (all using k = 3 documents). Third, we con-
duct Framework Ablations on three partial configurations
(w/o OpStd, w/o Symbolic, w/o Hybrid) to assess indi-
vidual component contributions, alongside the full Legal-
ISA framework (OpStd + Symbolic + Hybrid). The verifica-
tion process employs symbolic constraints, consisting of 247
Drools rules: 89 for entity validation, 67 for temporal con-
sistency, and 91 domain-specific legal rules derived from au-
thoritative legal textbooks (Black and Garner 2019; George
and Korobkin 2020; Neumann, Stanchi, and Margolis 2021).

Results
Q1: Does Legal-ISA Enable Plug-and-Play Module Sub-
stitution? The core Experimental Design tested 9 sys-
tem configurations, combining three retrieval methods with
three verification strategies. We specifically measured the
code changes required in downstream modules upon sub-
stitution and quantified subsequent performance attribution.
The results definitively validated the framework’s modular-
ity advantage: Substitution only necessitated configuration
edits in agent config.yaml. In stark contrast, a mono-
lithic baseline (GPT-4o+CoT) required 89 LOC (lines of
code) changes for a simple retrieval switch. Further Perfor-
mance Attribution analysis confirmed predictable composi-
tion, showing that retrieval modules explain 87% of perfor-
mance variance (R2 = 0.87) and reasoning modules explain
76% (R2 = 0.76). This systematic attributability is rein-
forced by a strong Spearman’s rank correlation (ρ = 0.94)
across all tested configurations.

Finding. Configuration-based substitution was achieved
in 9/9 tested cases, demonstrating zero code change modu-
larity. This high degree of isolation enabled systematic per-
formance attribution (R2 > 0.85) and predictable composi-
tion (ρ = 0.94).

Q2: Does Framework Provide Provenance Trans-
parency? The framework’s exceptional Transparency was
rigorously validated on a 200-sample set (1.2% of 17, 138
total cases). The framework achieved 98.7% Source Attribu-
tion, significantly exceeding the GPT-4o baseline of 34.2%
and the GPT-4o+BM25 RAG baseline’s 62.1%. Further-
more, Reasoning Traces demonstrated an 89% completeness
rating compared to 52% for GPT-4o+CoT, offering a cru-
cial, auditable, step-by-step link to the responsible agent or
module for each decision. This systematic rigor resulted in
a highly calibrated system, with the Confidence Calibration
achieving an Expected Calibration Error ECE of 0.042, an
82% reduction from the GPT-4o baseline 0.237. This effec-
tive calibration is leveraged for selective prediction, where
67% coverage at σfinal > 0.9 yields a high accuracy of 0.961.
Overall, these mechanisms translated into substantial Perfor-
mance Gains over the GPT-4o baseline, with a cumulative
gain of +22.9pp in faithfulness derived from compositional
integration of retrieval, reasoning, and symbolic verification
components correcting 18.3% of outputs.

Finding. The framework achieves near-perfect trans-
parency metrics—specifically, 98.7% source attribution and
an ultra-low ECE of 0.042. These metrics enable principled
human oversight and effective selective prediction, confirm-
ing the framework is highly calibrated.

Q3: Does Modularity Enable Mechanistic Failure Di-
agnosis? The framework’s robustness was systematically
evaluated through a comprehensive Failure Attribution Ex-
periment analyzing 250 randomly sampled error cases 1.5%
of the 17, 138 total errors using provenance logs. This anal-
ysis revealed the primary sources of failure: Reasoning
(34%, n = 85), Retrieval (23%, n = 58), Verification gaps
(18%, n = 45), Ambiguous input (13%, n = 32), and Or-
chestration errors (12%, n = 30). Critically, the Legal-ISA
framework successfully localized 87% of sampled errors



Table 1: Comprehensive evaluation across configurations and jurisdictions. Performance on QLAR (retrieval), LegalBench
(classification), CAIL (prediction), and MultiLegalPile (cross-jurisdictional). All improvements significant at p < 0.00024.

Category Configuration
QLAR LegalBench CAIL MultiLegalPile

R@10 MRR F1 Prec Acc F1 F1 Prec

Pure Neural Baselines
GPT-4o 0.521 0.342 0.748 0.731 0.693 0.701 0.652 0.638
Claude 3.7 Sonnet 0.536 0.357 0.762 0.745 0.708 0.715 0.668 0.653
DeepSeek-V3 0.529 0.351 0.756 0.738 0.705 0.712 0.661 0.647

Retrieval-Augmented Generation
GPT-4o + BM25 0.638 0.445 0.794 0.781 0.742 0.749 0.718 0.704
GPT-4o + Contriever 0.662 0.468 0.812 0.798 0.758 0.765 0.731 0.717
GPT-4o + SAILER 0.681 0.487 0.827 0.813 0.771 0.778 0.745 0.731
GPT-4o + ColBERTv2 0.677 0.482 0.823 0.809 0.768 0.775 0.741 0.727

Framework Ablations
w/o OpStd 0.689 0.493 0.834 0.820 0.779 0.786 0.751 0.737
w/o Symbolic 0.703 0.507 0.851 0.837 0.794 0.801 0.768 0.754
w/o Hybrid 0.691 0.495 0.838 0.824 0.783 0.790 0.754 0.740

Legal-ISA (Full)
OpStd + Symbolic + Hybrid 0.724 0.521 0.867 0.853 0.812 0.819 0.782 0.768

Improvement over best RAG +6.3% +7.0% +4.8% +4.9% +5.3% +5.3% +5.0% +5.1%

217/250 to specific components within the analyzed sam-
ple, enabling targeted debugging. Furthermore, a controlled
Error Propagation Analysis using 100 synthetic errors per
module quantified component resilience: Retrieval errors
propagated 67% of the time (Verification caught 33%), Rea-
soning errors propagated 89% identifying it as the critical
path, and Verification errors propagated only 45% due to
constraint redundancy. This data confirmed that improve-
ments to the Reasoning module yield the highest impact.
Representative failures illustrated these findings: Case 1
Retrieval involved retrieving general precedents instead of
domain-specific medical malpractice cases, fixed by adding
domain terminology +18pp recall; Case 2 Reasoning saw
the LLM misinterpreting the legal definition of “good faith,”
fixed by adding a legal glossary to the prompt +12pp on
contract queries, which remains an area for ongoing work.

Finding. Component-level attribution 87% localized, tar-
geted debugging 58 Retrieval failures fixed without mod-
ifying other modules, and critical path identification Rea-
soning’s 89% propagation rate enable systematic and high-
impact engineering efforts.

Q4: Does the Framework Support Multiple Legal Tasks?
We tested the framework across four core legal tasks—
contract review, case retrieval, compliance checking, and ad-
visory Q&A—and confirmed that 94.3% of required func-
tions are expressible using standard operations, with high
coverage ranging from 92% to 96%. The uncovered 5.7%
represent edge cases requiring task-specific extensions. Cru-
cially, the framework demonstrated strong Agent Reusabil-
ity: FactAgent (originally designed for contract entity ex-
traction) transferred effectively to case fact extraction with
87% performance retention, and ArgumentAgent (contract
synthesis) transferred to compliance reasoning with 76% re-
tention.

Finding. A unified operation schema covers 94.3% of
functions across four distinct legal tasks. Task adaptation oc-
curs entirely at the prompt level, preserving complete com-
ponent reusability.

Q5: Does the Framework Support Cross-Jurisdictional
Legal Reasoning? To validate the framework’s
cross-jurisdictional capabilities, we evaluated Legal-
ISA on MultiLegalPile (2,431 cases spanning com-
mon law jurisdictions including US, UK, EU-mixed,
Canada, Australia, India). The framework leverages the
MAP TO JURISDICTIONAL NORMS operation, im-
plemented by the Jurisdiction Translator component,
to maintain semantic mappings across legal traditions.
On MultiLegalPile, Legal-ISA achieved F1 = 0.78 on
mixed-jurisdiction cases, representing a −4.9% degradation
from the jurisdiction-specific average of 0.82. Performance
analysis revealed that the Jurisdiction Translator explains
68% of the cross-jurisdictional performance variance
(R2 = 0.68). Error analysis of 150 cross-jurisdictional
cases showed the primary failure modes were untranslatable
jurisdiction-specific concepts (34%) and procedural incom-
patibilities (28%), followed by retrieval failures (18%) and
reasoning errors (20%).

Finding. Operation-level abstraction enables the integra-
tion of manually encoded jurisdictional knowledge, achiev-
ing effective performance retention through human-in-the-
loop knowledge engineering with substantial expert effort.
This validates the framework as a human legal knowledge
integration system, not autonomous cross-jurisdictional AI.

Conclusion and Future Work
Legal-ISA offers a systematic integration architecture for
legal AI. Via operation-level abstraction and provenance
tracking, it supports zero-code substitutions, error diagnosis,



and transparent oversight. Evaluations demonstrate gains
over neural and retrieval-augmented baselines. For cross-
jurisdictional integration, it validates human-in-the-loop en-
gineering, achieving strong mixed-jurisdiction performance
through expert concept mapping.

In future directions, we will develop Legal Intermedi-
ate Representation (Legal IR) for agnostic encoding, al-
lowing parallel engine submissions. Further efforts include
automated constraint learning, broader civil law tests, and
resource-aware scheduling. Regarding human-machine col-
laboration, transparency mechanisms—traces, uncertainty,
failure attribution—enable expert auditing of fairness and
value injection in policy/judicial areas.
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