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Exploring Unconfirmed Transactions for Effective Bitcoin
Address Clustering
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ABSTRACT
The advancement of clustering heuristics has demonstrated that the
addresses of Bitcoin, which are protected by their anonymous mech-
anisms, can be de-anonymized. While the state-of-the-art (SOTA)
clustering heuristics focus on confirmed transactions stored in the
blockchain, they ignore unconfirmed transactions in the mempool.
These unconfirmed transactions contain information about trans-
actions before being stored in the blockchain, covering additional
address associations that can improve Bitcoin address clustering.

In this paper, we bridge the gap by combining confirmed and
unconfirmed transactions for effective Bitcoin address clustering.
First, we introduce a reliable data collection framework to collect
both confirmed and unconfirmed Bitcoin transactions. Second, we
propose two novel clustering heuristics that exploit specific behav-
ior patterns in unconfirmed transactions and uncover additional
address associations. Finally, we construct a labeled dataset and
experimentally show that the effectiveness of our proposed cluster-
ing heuristics, improving recall by at least three times compared
to the SOTA clustering heuristics. Our findings demonstrate the
value of unconfirmed transactions for Bitcoin address clustering
and further reveal the challenges of achieving anonymity in cryp-
tocurrencies. To the best of our knowledge, our study is the first to
explore unconfirmed transactions for Bitcoin address clustering.

CCS CONCEPTS
• Security and privacy → Pseudonymity, anonymity and untrace-
ability.

KEYWORDS
Bitcoin, address clustering, unconfirmed transactions, confirmed
transactions, de-anonymization

1 INTRODUCTION
Introduced in 2008, Bitcoin [30] provides a pseudo-anonymous pay-
ment system that tries to decouple a user’s real identity from his
or her Bitcoin addresses. Bitcoin utilizes the blockchain as the dis-
tributed ledger. In Bitcoin, when a transaction is initiated, it is stored
in the temporary storage of unconfirmed transactions, commonly
referred to as the mempool. An unconfirmed transaction becomes
a confirmed transaction only when stored in a confirmed block of
the blockchain. Notably, a new confirmed transaction is considered
irreversible when the blockchain receives six confirmed blocks after
the transaction [4]. Furthermore, a portion of unconfirmed trans-
actions may become failed transactions with no chance of being
confirmed, due to either being replaced or paying insufficient fees.

In Bitcoin transactions, users employ a set of addresses to hide
their real identities. That is, they can generate an unlimited number
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of new addresses for various transactions without revealing their
real identities. The pseudo-anonymous ecosystem of Bitcoin has
attracted an increasing number of users, including criminals who
leverage Bitcoin to obfuscate their real identities during the transfer
of illicit funds. To deal with such criminal activities in Bitcoin, a
large number of studies focus on Bitcoin de-anonymization. Central
to this domain is the notion of Bitcoin address clustering [50], which
aims to identify multiple addresses controlled by the same entity,
thus de-anonymizing these addresses. At present, the clustering
heuristic stands as the predominant method for Bitcoin address
clustering, which achieves address clustering by analyzing behav-
ior patterns in confirmed transactions [17, 19, 28, 37, 41, 43]. For
instance, transactions with multiple inputs usually arise when a
user lacks an Unspent Transaction Output (UTXO) that has suf-
ficient bitcoins to cover the payment. One straightforward idea,
known as the co-spend heuristic [17, 28, 41], considers that all input
addresses in a Bitcoin transaction belong to the same entity. In
practice, clustering heuristics find extensive application in various
domains, including case investigations [5, 9, 32] and the tracking
of illicit funds [13, 24, 43], particularly within firms specializing in
blockchain data analytics, such as Chainalysis [3].

However, the state-of-the-art (SOTA) clustering heuristics focus
only on confirmed transactions but ignore unconfirmed transac-
tions, leading to numerous undiscovered address associations. On
the one hand, a portion of unconfirmed transactions will inevitably
turn into failed transactions. Thus, the blockchain no longer con-
tains information about these transactions. Consequently, focusing
only on confirmed transactions results in the omission of potentially
valuable address associations hidden in these failed transactions.
On the other hand, unconfirmed transactions can provide several
important insights into the state of transactions before being stored
in the blockchain. For example, to incentivize miners to store a
user’s unconfirmed transaction in the blockchain more quickly, the
user may initiate a new transaction with a high fee that spends
the UTXO(s) of the unconfirmed transaction. This behavior forms
a dependency chain in the mempool that contains address asso-
ciations. However, the dependencies among transactions are not
stored in the blockchain later. Thus, such insight cannot be captured
by the analysis only based on confirmed transactions. Therefore,
the comprehensive analysis of unconfirmed transactions can play
an important role in Bitcoin address clustering.

In this paper, we present a practical approach for improving
Bitcoin address clustering, leveraging both confirmed and uncon-
firmed transactions. First, we introduce a reliable data collection
framework, including two sub-components: Confirmed Transac-
tion Collector (CTC) and Unconfirmed Transaction Processor (UTP).
Hereby, CTC, which utilizes a single node running a Bitcoin client
Bitcoin Core1, is responsible for copying confirmed transactions

1 https://bitcoin.org/en/releases/22.0/
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in the blockchain. UTP is responsible for recording and process-
ing all unconfirmed transactions in real time. It comprises five
nodes, each of which runs a modified Bitcoin Core. Subsequently,
we propose two novel clustering heuristics specifically designed
for unconfirmed transactions, aiming to uncover additional address
associations that are beyond the capabilities of the SOTA cluster-
ing heuristics. The principles of our proposed clustering heuristics
are derived from the Replace-by-fee (RBF) proposed by Bitcoin
Improvement Proposal (BIP)125 [11] and the unconfirmed trans-
action dependency chain mentioned in BIP141 [26]. Experimental
results reveal the effectiveness of our approach in leveraging uncon-
firmed transactions to uncover address associations, significantly
improving the clustering results of the SOTA clustering heuristics.
To validate our approach, we construct a labeled dataset based
on Bitcoin ordinal inscriptions [38] and demonstrate that our ap-
proach improves the recall with high precision by at least three
times compared to the SOTA clustering heuristics. The increase
in recall indicates that our approach uncovers additional address
associations, thus reducing entities incorrectly clustered. Further-
more, we show that our approach reduces the number of entities in
the clustering results of the SOTA clustering heuristics by at least
20.28%, which can reduce the error of addresses that should belong
to the same entity, but being clustered into multiple entities. Finally,
we find that unconfirmed transactions have a greater impact on the
clustering results for future periods than those from past periods.

To the best of our knowledge, our study is the first to explore un-
confirmed transactions to cluster addresses in Bitcoin. In summary,
our main contributions in this paper are threefold:

• Novel heuristics: We propose two novel clustering heuristics to
uncover additional address associations by analyzing the specific
behavior patterns in unconfirmed transactions, in order to im-
prove Bitcoin address clustering. Experimental results show that
our proposed clustering heuristics can effectively utilize uncon-
firmed transactions to uncover address associations, significantly
improving recall with high precision by at least three times.

• Data collection: We introduce a reliable data collection frame-
work to record and process all unconfirmed transactions in Bit-
coin in real time. We release a part of the dataset2 as a benchmark
for future studies.

• Labeling method: We present a method for constructing a la-
beled dataset based on Bitcoin ordinal inscriptions. This method
addresses, to some extent, the critical issue in the field of Bitcoin
address clustering, i.e., the lack of labeled datasets to validate clus-
tering results. In this paper, we construct and release a dataset3
encompassing 20 entities and 62,971 addresses.

2 BACKGROUND
2.1 Mempool in a Bitcoin Node
Bitcoin is established on a set of Bitcoin nodes, each of which stores
a ledger of confirmed transactions. Bitcoin blockchain acts as the
distributed ledger.

2See details at https://drive.google.com/drive/folders/1Vc5p9qro8zh6lV6lLqQMB4AtS
vdhLjiT?usp=sharing
3See details at https://github.com/UnconfirmedTransactions/LabeledDataset

Bitcoin

Ledger
(Confirmed transactions)

Mempool
(Unconfirmed transactions)Failed transactions

Bitcoin node

Transactions received 
from other nodes

Transactions initiated 
by oneself

Figure 1: Life-cycle of a Bitcoin transaction.

As shown in Figure 1, before a transaction is stored in the
blockchain, it (as an unconfirmed transaction) will be temporar-
ily stored in the mempool of a node. The node will validate (or
reject) the transaction that is from other nodes or initiated by itself
based on established criteria. For instance, it validates the correct-
ness of signatures. If the transaction meets the established criteria,
the node will add the transaction to its mempool. Miners select
transactions from their own mempools and then packaging these
transactions to a block. They compete to append the block to the
blockchain through proof-of-work. The winning miner propagates
his or her block to other nodes, while other nodes append the block
to their own ledgers. When the block is appended to the ledgers of
all nodes, it indicates that the block is appended to the blockchain.
Then, the transactions in the block become confirmed transactions.
Note that a portion of unconfirmed transactions might never get
confirmed due to, e.g., being replaced or paying insufficient fees.
These transactions are considered as failed transactions.

Each unconfirmed transaction in the mempool has some addi-
tional fields, e.g., replaceable, time, depends, and spentby, which are
not present in confirmed transactions. The latter three fields are
exclusively available when a transaction is in Bitcoin mempool and
disappear once the transaction is confirmed. (1) The field replace-
able is a Boolean value, indicating whether this transaction can be
replaced by another transaction. (2) The field time annotates the
moment at which the transaction enters a particular node’s mem-
pool that may exhibit minor variances across different mempools.
(3) The field depends of a transaction records unconfirmed trans-
actions whose UTXO(s) is spent by this transaction. (4) The field
spentby of a transaction records unconfirmed transactions spending
outputs of this transaction. These fields contain rich information
about a transaction before it is confirmed, which can be utilized in
our study for Bitcoin address clustering.

2.2 Bitcoin Address Clustering
The SOTA clustering heuristics rely on behavior patterns in con-
firmed transactions to uncover address associations, which indicate
whether these addresses are controlled by the same entity. For
example, a common heuristic, known as the co-spend heuristic, con-
siders that all inputs of a transaction are controlled by the same
entity, because a valid transaction requires the signature of private
keys corresponding to all inputs. In practice, however, a few stud-
ies [13, 17, 19] advocate the exclusion of Coinjoin transactions [27]
prior to applying the co-spend heuristic. This is mainly because
Coinjoin transactions employ a trustless method for combining

2
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Figure 2: Our approach for Bitcoin address clustering by combining unconfirmed transactions and confirmed transactions.

multiple Bitcoin payments into a single transaction, thereby obfus-
cating the relationship between senders and recipients.

In addition, various heuristics, known as the change heuristics,
have been introduced in previous studies [1, 6, 7, 19, 28]. In Bit-
coin, an Unspent Transaction Output (UTXO) represents a certain
amount of bitcoins. It is an indivisible unit and must be fully spent
in a transaction. This results in the need for senders to use a change
address to receive the remaining amount of bitcoins. Thus, the
address of the sender (the input address) and the change address
should be controlled by the same entity. For such heuristics, it is
key to identify change addresses in transactions.

So far, the SOTA clustering heuristics focus only on behavior
patterns in confirmed transactions that are already stored in the
blockchain. However, they all ignore the additional information of
a transaction before it is stored in the blockchain.

3 APPROACH
3.1 Overview
As shown in Figure 2, our approach consists of two components:
Data Collector and Heuristics Executor. Data Collector contains
two sub-components: Confirmed Transaction Collector (CTC) and
Unconfirmed Transaction Processor (UTP). CTC copies confirmed
transactions from the ledger of a node, while UTP collects and
processes all unconfirmed transactions that appeared in mempools
of deployed nodes. Data Collector subsequently transfers both con-
firmed and unconfirmed transactions to Heuristics Executor. Then,
Heuristics Executor, consisting of our proposed clustering heuris-
tics and the SOTA clustering heuristics, clusters Bitcoin addresses.

3.2 Data Collector
CTC. As shown in Figure 2, CTC with one node running a Bitcoin
client, referred to as Bitcoin Core, copies confirmed transactions
from the ledger of the node. In CTC, we optimize BlockSci [17], a
widely used Bitcoin transaction parsing tool, as BlockSci-modified4,
which can parse Taproot addresses [46].
UTP. UTP consists of a set (five in this paper) of nodes, each of
which runs a modified Bitcoin Core. It aims to collect as many
unconfirmed transactions as possible in Bitcoin and continuously
reconstruct the state of the Bitcoin mempool in each node. This

4See details at https://github.com/UnconfirmedTransactions/BlockSci-modified
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Figure 3: The number of transactions collected vs. the number
of nodes running a modified Bitcoin core.

state hereby contains the details of each transaction in the mempool
at a moment. Here, UTP tries to solve two key issues as follows:

(1) How can UTP collect unconfirmed transactions in real time?
When using the Remote Procedure Call interface provided by Bit-
coin Core to collect unconfirmed transactions, the first call has to ob-
tain hashes of unconfirmed transactions in the mempool presently.
Then, the second call retrieves detailed transactions based on these
hashes. Due to the time gap between these two calls, part of the
transactions may be removed from the mempool, resulting in miss-
ing these removed transactions. To collect unconfirmed transactions
in real time, we modify Bitcoin Core. Our modified Bitcoin Core5
can monitor the arrival of each transaction, then record transaction
details from the moment it enters the mempool until it is confirmed
or failed. The arrival of each unconfirmed transaction triggers UTP
of a node for recording in real time to ensure that no unconfirmed
transactions received by the node are missed.

(2) How can UTP collect unconfirmed transactions in Bitcoin as
many as possible? Due to multiple factors such as the decentralized
network of Bitcoin, network latency, and bandwidth limitations,
unconfirmed transactions received by different nodes might vary.
To achieve a comprehensive collection of unconfirmed transactions
in Bitcoin, we perform experiments to evaluate the completeness
of unconfirmed transactions collected by UTP. We increase the

5See details at https://github.com/UnconfirmedTransactions/BitcoinCore-modified
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Table 1: Fields of an unconfirmed transaction.

Name Content

txid hash of transaction, not including witness data.
wtxid hash of transaction, including witness data.
inputs the inputs of transaction.
outputs the outputs of transaction.
fee transaction fee in BTC
vsize virtual transaction size
weight transaction weight
time∗ local time when the transaction enters mempool
removetime∗ local time when the transaction is removed
height∗ block height when transaction enters mempool
descendantcount∗ number of descendant transactions
descendantsize∗ vsize of descendant transactions
descendantfees∗ modified fees of descendant transactions
ancestorcount∗ number of ancestor transactions
ancestorsize∗ vsize of ancestor transactions
ancestorfees∗ modified fees of ancestor transactions
depends∗ unconfirmed transactions used as inputs
spentby∗ unconfirmed transactions spending outputs
replaceable∗ whether this transaction could be replaced

1 Fields with a star (∗) are only present in unconfirmed transactions.

number of nodes and measure the number of deduplicated uncon-
firmed transactions collected per day from May 1, 2022 to May 7,
2022. Figure 3 shows that the number of deduplicated unconfirmed
transactions rarely increases when the number of nodes reaches
five. That is, UTP can collect approximately all unconfirmed trans-
actions in Bitcoin when deploying five nodes. Therefore, we deploy
five nodes, each of which runs a modified Bitcoin Core, to collect all
unconfirmed transactions in Bitcoin. Table 1 shows the fields of an
unconfirmed transaction in the mempool. In this paper, we focus on
seven fields, i.e., fee, vsize, time, removetime, depends, spentby, and
replaceable, which are relevant to subsequent analysis of behavior
patterns in unconfirmed transactions. As shown in Table 1, there
are additional fields that are not present in confirmed transactions,
such as the field ancestorcount.

Finally, we build a mempool state database for the mempools
of five nodes. In the database, we set time and removetime as in-
dexes for each unconfirmed transaction. Given a specific time, the
database is able to retrieve all unconfirmed transactions in each
mempool at the moment. Note that a transaction output may be
spent by multiple unconfirmed transactions. We make two adjust-
ments to the original transaction structure. Specifically, the first
field output.is_spent, a Boolean type, indicates whether the output
has been spent by transactions. The second field output.spent_tx is
a list containing hashes of transactions that spend this output.

Since failed transactions are removed from the mempool and no
longer exist in Bitcoin, we can simply identify failed transactions by
excluding confirmed transactions from unconfirmed transactions.

3.3 Novel Clustering Heuristics
We explore two mechanisms in unconfirmed transactions to design
novel clustering heuristics.
(1) Replace-by-fee (RBF) [11]. It allows a sender to replace his or
her unconfirmed transaction by initiating another transaction that
pays a higher fee. Due to the limitation of fixed block size, miners
give priority to transactions with a higher feerate (fee/vsize) to
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<latexit sha1_base64="Vqnq0SJrT0AVR98DCL245hncFx0=">AAACCHicbVC7TsMwFHV4lvAqMLJYtEhMVVKJ11aJhbFI9CHaqHIcp7VqO5HtIKooP8DMCt/Ahlj5Cz6Bv8BpM9CWI1k6Oue+fPyYUaUd59taWV1b39gsbdnbO7t7++WDw7aKEolJC0cskl0fKcKoIC1NNSPdWBLEfUY6/vgm9zuPRCoaiXs9iYnH0VDQkGKkjfRQRUEgB6mbVQflilNzpoDLxC1IBRRoDso//SDCCSdCY4aU6rlOrL0USU0xI5ndTxSJER6jIekZKhAnykunF2fw1CgBDCNpntBwqv7tSBFXasJ9U8mRHqlFLxf/83qJDq+8lIo40UTg2aIwYVBHMP8+DKgkWLOJIQhLam6FeIQkwtqENLclnx1r/pTZtsnGXUximbTrNfeidn5XrzSui5RK4BicgDPggkvQALegCVoAAwFewCt4s56td+vD+pyVrlhFzxGYg/X1CyvQmcY=</latexit>

addr1

<latexit sha1_base64="9vY1mAS1kLG9wSVLZF+7wv3/aD0=">AAACCHicbVC7TsMwFHV4lvAqMLJYtEhMVVKJ11aJhbFI9CHaqHIcp7VqO5HtIKooP8DMCt/Ahlj5Cz6Bv8BpM9CWI1k6Oue+fPyYUaUd59taWV1b39gsbdnbO7t7++WDw7aKEolJC0cskl0fKcKoIC1NNSPdWBLEfUY6/vgm9zuPRCoaiXs9iYnH0VDQkGKkjfRQRUEgB2k9qw7KFafmTAGXiVuQCijQHJR/+kGEE06Exgwp1XOdWHspkppiRjK7nygSIzxGQ9IzVCBOlJdOL87gqVECGEbSPKHhVP3bkSKu1IT7ppIjPVKLXi7+5/USHV55KRVxoonAs0VhwqCOYP59GFBJsGYTQxCW1NwK8QhJhLUJaW5LPjvW/CmzbZONu5jEMmnXa+5F7fyuXmlcFymVwDE4AWfABZegAW5BE7QABgK8gFfwZj1b79aH9TkrXbGKniMwB+vrFy1tmcc=</latexit>

addr2

<latexit sha1_base64="9vY1mAS1kLG9wSVLZF+7wv3/aD0=">AAACCHicbVC7TsMwFHV4lvAqMLJYtEhMVVKJ11aJhbFI9CHaqHIcp7VqO5HtIKooP8DMCt/Ahlj5Cz6Bv8BpM9CWI1k6Oue+fPyYUaUd59taWV1b39gsbdnbO7t7++WDw7aKEolJC0cskl0fKcKoIC1NNSPdWBLEfUY6/vgm9zuPRCoaiXs9iYnH0VDQkGKkjfRQRUEgB2k9qw7KFafmTAGXiVuQCijQHJR/+kGEE06Exgwp1XOdWHspkppiRjK7nygSIzxGQ9IzVCBOlJdOL87gqVECGEbSPKHhVP3bkSKu1IT7ppIjPVKLXi7+5/USHV55KRVxoonAs0VhwqCOYP59GFBJsGYTQxCW1NwK8QhJhLUJaW5LPjvW/CmzbZONu5jEMmnXa+5F7fyuXmlcFymVwDE4AWfABZegAW5BE7QABgK8gFfwZj1b79aH9TkrXbGKniMwB+vrFy1tmcc=</latexit>

addr2

<latexit sha1_base64="9vY1mAS1kLG9wSVLZF+7wv3/aD0=">AAACCHicbVC7TsMwFHV4lvAqMLJYtEhMVVKJ11aJhbFI9CHaqHIcp7VqO5HtIKooP8DMCt/Ahlj5Cz6Bv8BpM9CWI1k6Oue+fPyYUaUd59taWV1b39gsbdnbO7t7++WDw7aKEolJC0cskl0fKcKoIC1NNSPdWBLEfUY6/vgm9zuPRCoaiXs9iYnH0VDQkGKkjfRQRUEgB2k9qw7KFafmTAGXiVuQCijQHJR/+kGEE06Exgwp1XOdWHspkppiRjK7nygSIzxGQ9IzVCBOlJdOL87gqVECGEbSPKHhVP3bkSKu1IT7ppIjPVKLXi7+5/USHV55KRVxoonAs0VhwqCOYP59GFBJsGYTQxCW1NwK8QhJhLUJaW5LPjvW/CmzbZONu5jEMmnXa+5F7fyuXmlcFymVwDE4AWfABZegAW5BE7QABgK8gFfwZj1b79aH9TkrXbGKniMwB+vrFy1tmcc=</latexit>

addr2

<latexit sha1_base64="9D1toVn7flAtSjVm1mcaFY5WMOM=">AAACCHicbVC7TsMwFHXKq5RXgZHFokViqpIiXlslFsYi0Ydoo8pxnNaq7US2g6ii/AAzK3wDG2LlL/gE/gKnzUBbjmTp6Jz78vEiRpW27W+rsLK6tr5R3Cxtbe/s7pX3D9oqjCUmLRyyUHY9pAijgrQ01Yx0I0kQ9xjpeOObzO88EqloKO71JCIuR0NBA4qRNtJDFfm+HCRnaXVQrtg1ewq4TJycVECO5qD80/dDHHMiNGZIqZ5jR9pNkNQUM5KW+rEiEcJjNCQ9QwXiRLnJ9OIUnhjFh0EozRMaTtW/HQniSk24Zyo50iO16GXif14v1sGVm1ARxZoIPFsUxAzqEGbfhz6VBGs2MQRhSc2tEI+QRFibkOa2ZLMjzZ/SUslk4ywmsUza9ZpzUTu/q1ca13lKRXAEjsEpcMAlaIBb0AQtgIEAL+AVvFnP1rv1YX3OSgtW3nMI5mB9/QIvCpnI</latexit>

addr3

<latexit sha1_base64="9D1toVn7flAtSjVm1mcaFY5WMOM=">AAACCHicbVC7TsMwFHXKq5RXgZHFokViqpIiXlslFsYi0Ydoo8pxnNaq7US2g6ii/AAzK3wDG2LlL/gE/gKnzUBbjmTp6Jz78vEiRpW27W+rsLK6tr5R3Cxtbe/s7pX3D9oqjCUmLRyyUHY9pAijgrQ01Yx0I0kQ9xjpeOObzO88EqloKO71JCIuR0NBA4qRNtJDFfm+HCRnaXVQrtg1ewq4TJycVECO5qD80/dDHHMiNGZIqZ5jR9pNkNQUM5KW+rEiEcJjNCQ9QwXiRLnJ9OIUnhjFh0EozRMaTtW/HQniSk24Zyo50iO16GXif14v1sGVm1ARxZoIPFsUxAzqEGbfhz6VBGs2MQRhSc2tEI+QRFibkOa2ZLMjzZ/SUslk4ywmsUza9ZpzUTu/q1ca13lKRXAEjsEpcMAlaIBb0AQtgIEAL+AVvFnP1rv1YX3OSgtW3nMI5mB9/QIvCpnI</latexit>

addr3

<latexit sha1_base64="9D1toVn7flAtSjVm1mcaFY5WMOM=">AAACCHicbVC7TsMwFHXKq5RXgZHFokViqpIiXlslFsYi0Ydoo8pxnNaq7US2g6ii/AAzK3wDG2LlL/gE/gKnzUBbjmTp6Jz78vEiRpW27W+rsLK6tr5R3Cxtbe/s7pX3D9oqjCUmLRyyUHY9pAijgrQ01Yx0I0kQ9xjpeOObzO88EqloKO71JCIuR0NBA4qRNtJDFfm+HCRnaXVQrtg1ewq4TJycVECO5qD80/dDHHMiNGZIqZ5jR9pNkNQUM5KW+rEiEcJjNCQ9QwXiRLnJ9OIUnhjFh0EozRMaTtW/HQniSk24Zyo50iO16GXif14v1sGVm1ARxZoIPFsUxAzqEGbfhz6VBGs2MQRhSc2tEI+QRFibkOa2ZLMjzZ/SUslk4ywmsUza9ZpzUTu/q1ca13lKRXAEjsEpcMAlaIBb0AQtgIEAL+AVvFnP1rv1YX3OSgtW3nMI5mB9/QIvCpnI</latexit>

addr3

time:

time:

time:

<latexit sha1_base64="SgtmMnTeu7q6a322IU0QRhL1lOc=">AAACBXicbVDLSsNAFJ3UV42vqks3g63gqiQFH7gquHFZwT6gDWUynbRDZ5IwcyOWkLVrt/oN7sSt3+En+BdO2yxs64GBwzn3NcePBdfgON9WYW19Y3OruG3v7O7tH5QOj1o6ShRlTRqJSHV8opngIWsCB8E6sWJE+oK1/fHt1G8/MqV5FD7AJGaeJMOQB5wSMFK7Av3UzSr9UtmpOjPgVeLmpIxyNPqln94goolkIVBBtO66TgxeShRwKlhm9xLNYkLHZMi6hoZEMu2ls3MzfGaUAQ4iZV4IeKb+7UiJ1HoifVMpCYz0sjcV//O6CQTXXsrDOAEW0vmiIBEYIjz9Ox5wxSiIiSGEKm5uxXREFKFgElrYMp0dg3zKbNtk4y4nsUpatap7Wb24r5XrN3lKRXSCTtE5ctEVqqM71EBNRNEYvaBX9GY9W+/Wh/U5Ly1Yec8xWoD19QvaupiC</latexit>t1

<latexit sha1_base64="5w9l562qCSuOMflvxia+KNtd7t4=">AAACBXicbVDLSsNAFJ3UV42vqks3wVZwVZKCD1wV3LisYB/QhjKZTtqhM5MwcyOW0LVrt/oN7sSt3+En+BdO2ixs64GBwzn3NSeIOdPgut9WYW19Y3OruG3v7O7tH5QOj1o6ShShTRLxSHUCrClnkjaBAaedWFEsAk7bwfg289uPVGkWyQeYxNQXeChZyAgGI7Ur0E9r00q/VHar7gzOKvFyUkY5Gv3ST28QkURQCYRjrbueG4OfYgWMcDq1e4mmMSZjPKRdQyUWVPvp7Nypc2aUgRNGyjwJzkz925FiofVEBKZSYBjpZS8T//O6CYTXfspknACVZL4oTLgDkZP93RkwRQnwiSGYKGZudcgIK0zAJLSwJZsdg3ia2rbJxltOYpW0alXvsnpxXyvXb/KUiugEnaJz5KErVEd3qIGaiKAxekGv6M16tt6tD+tzXlqw8p5jtADr6xfcV5iD</latexit>t2

<latexit sha1_base64="7dFIVw0LHdjgxjzA5yltOda9etk=">AAACBXicbVC7TsMwFHV4lvAqMLJYtEhMVVLEQ0yVWBiLRB9SG1WO67RWHSeybxBV1JmZFb6BDbHyHXwCf4HTZqAtR7J0dM59+fix4Boc59taWV1b39gsbNnbO7t7+8WDw6aOEkVZg0YiUm2faCa4ZA3gIFg7VoyEvmAtf3Sb+a1HpjSP5AOMY+aFZCB5wCkBI7XK0EvPJ+VeseRUnCnwMnFzUkI56r3iT7cf0SRkEqggWndcJwYvJQo4FWxidxPNYkJHZMA6hkoSMu2l03Mn+NQofRxEyjwJeKr+7UhJqPU49E1lSGCoF71M/M/rJBBceymXcQJM0tmiIBEYIpz9Hfe5YhTE2BBCFTe3YjokilAwCc1tyWbHED5NbNtk4y4msUya1Yp7Wbm4r5ZqN3lKBXSMTtAZctEVqqE7VEcNRNEIvaBX9GY9W+/Wh/U5K12x8p4jNAfr6xfd9JiE</latexit>t3

<latexit sha1_base64="SgtmMnTeu7q6a322IU0QRhL1lOc=">AAACBXicbVDLSsNAFJ3UV42vqks3g63gqiQFH7gquHFZwT6gDWUynbRDZ5IwcyOWkLVrt/oN7sSt3+En+BdO2yxs64GBwzn3NcePBdfgON9WYW19Y3OruG3v7O7tH5QOj1o6ShRlTRqJSHV8opngIWsCB8E6sWJE+oK1/fHt1G8/MqV5FD7AJGaeJMOQB5wSMFK7Av3UzSr9UtmpOjPgVeLmpIxyNPqln94goolkIVBBtO66TgxeShRwKlhm9xLNYkLHZMi6hoZEMu2ls3MzfGaUAQ4iZV4IeKb+7UiJ1HoifVMpCYz0sjcV//O6CQTXXsrDOAEW0vmiIBEYIjz9Ox5wxSiIiSGEKm5uxXREFKFgElrYMp0dg3zKbNtk4y4nsUpatap7Wb24r5XrN3lKRXSCTtE5ctEVqqM71EBNRNEYvaBX9GY9W+/Wh/U5Ly1Yec8xWoD19QvaupiC</latexit>t1
<latexit sha1_base64="5w9l562qCSuOMflvxia+KNtd7t4=">AAACBXicbVDLSsNAFJ3UV42vqks3wVZwVZKCD1wV3LisYB/QhjKZTtqhM5MwcyOW0LVrt/oN7sSt3+En+BdO2ixs64GBwzn3NSeIOdPgut9WYW19Y3OruG3v7O7tH5QOj1o6ShShTRLxSHUCrClnkjaBAaedWFEsAk7bwfg289uPVGkWyQeYxNQXeChZyAgGI7Ur0E9r00q/VHar7gzOKvFyUkY5Gv3ST28QkURQCYRjrbueG4OfYgWMcDq1e4mmMSZjPKRdQyUWVPvp7Nypc2aUgRNGyjwJzkz925FiofVEBKZSYBjpZS8T//O6CYTXfspknACVZL4oTLgDkZP93RkwRQnwiSGYKGZudcgIK0zAJLSwJZsdg3ia2rbJxltOYpW0alXvsnpxXyvXb/KUiugEnaJz5KErVEd3qIGaiKAxekGv6M16tt6tD+tzXlqw8p5jtADr6xfcV5iD</latexit>t2

<latexit sha1_base64="7dFIVw0LHdjgxjzA5yltOda9etk=">AAACBXicbVC7TsMwFHV4lvAqMLJYtEhMVVLEQ0yVWBiLRB9SG1WO67RWHSeybxBV1JmZFb6BDbHyHXwCf4HTZqAtR7J0dM59+fix4Boc59taWV1b39gsbNnbO7t7+8WDw6aOEkVZg0YiUm2faCa4ZA3gIFg7VoyEvmAtf3Sb+a1HpjSP5AOMY+aFZCB5wCkBI7XK0EvPJ+VeseRUnCnwMnFzUkI56r3iT7cf0SRkEqggWndcJwYvJQo4FWxidxPNYkJHZMA6hkoSMu2l03Mn+NQofRxEyjwJeKr+7UhJqPU49E1lSGCoF71M/M/rJBBceymXcQJM0tmiIBEYIpz9Hfe5YhTE2BBCFTe3YjokilAwCc1tyWbHED5NbNtk4y4msUya1Yp7Wbm4r5ZqN3lKBXSMTtAZctEVqqE7VEcNRNEIvaBX9GY9W+/Wh/U5K12x8p4jNAfr6xfd9JiE</latexit>t3
<latexit sha1_base64="n/fUhn+qV7Hij6uzNCHEiolOiS0=">AAACBHicbVC7TsMwFHXKq5RXgZHFokViqpJKPMRUiYWxSPQhtVHluDetqeME20FUUVdmVvgGNsTKf/AJ/AVOm4G2HMnS0Tn35eNFnClt299WbmV1bX0jv1nY2t7Z3SvuHzRVGEsKDRryULY9ooAzAQ3NNId2JIEEHoeWN7pO/dYjSMVCcafHEbgBGQjmM0q0kZrlLoeHcq9Ysiv2FHiZOBkpoQz1XvGn2w9pHIDQlBOlOo4daTchUjPKYVLoxgoiQkdkAB1DBQlAucn02gk+MUof+6E0T2g8Vf92JCRQahx4pjIgeqgWvVT8z+vE2r90EyaiWIOgs0V+zLEOcfp13GcSqOZjQwiVzNyK6ZBIQrUJaG5LOjvSwdOkUDDZOItJLJNmteKcV85uq6XaVZZSHh2hY3SKHHSBaugG1VEDUXSPXtArerOerXfrw/qcleasrOcQzcH6+gUchpga</latexit> <latexit sha1_base64="n/fUhn+qV7Hij6uzNCHEiolOiS0=">AAACBHicbVC7TsMwFHXKq5RXgZHFokViqpJKPMRUiYWxSPQhtVHluDetqeME20FUUVdmVvgGNsTKf/AJ/AVOm4G2HMnS0Tn35eNFnClt299WbmV1bX0jv1nY2t7Z3SvuHzRVGEsKDRryULY9ooAzAQ3NNId2JIEEHoeWN7pO/dYjSMVCcafHEbgBGQjmM0q0kZrlLoeHcq9Ysiv2FHiZOBkpoQz1XvGn2w9pHIDQlBOlOo4daTchUjPKYVLoxgoiQkdkAB1DBQlAucn02gk+MUof+6E0T2g8Vf92JCRQahx4pjIgeqgWvVT8z+vE2r90EyaiWIOgs0V+zLEOcfp13GcSqOZjQwiVzNyK6ZBIQrUJaG5LOjvSwdOkUDDZOItJLJNmteKcV85uq6XaVZZSHh2hY3SKHHSBaugG1VEDUXSPXtArerOerXfrw/qcleasrOcQzcH6+gUchpga</latexit>

Figure 4: Example of replacement change heuristic.

maximize their profit. Note that a transaction can only be replaced
when the field replaceable of the transaction is set to true.
(2) Unconfirmed transaction dependency chain [26]. The Bit-
coin mempool is designed to accept unconfirmed transactions that
spend UTXO(s) of other unconfirmed transactions. The user can ini-
tiate a new transaction to spend UTXO(s) of his or her unconfirmed
transactions. As a result, it is common to form an unconfirmed trans-
action dependency chain in the mempool. In a dependency chain,
each unconfirmed transaction spends UTXO(s) of the preceding
unconfirmed transaction, which in turn spends UTXO(s) of another
unconfirmed transaction, and so forth. Dependency chains typically
form for two reasons. One is that users want miners to store their
multiple transactions in the blockchain at one time, without waiting
for a transaction to be confirmed before initiating a new one that
spends UTXO(s) of the transaction. The other reason is related to
a transaction pattern known as Child-Pays-for-Parent (CPFP). To
incentivize miners to store the parent transaction of a user in the
blockchain early, the user can initiate a child transaction that pays
a high fee and spends UTXO(s) of the parent transaction.

For the first mechanism, we design a clustering heuristic, replace-
ment change shown in Figure 2, to identify the change address.
Replacement Change heuristic. Let𝑇 denote a set of transactions,
defined as 𝑇 = {𝑡𝑥1, 𝑡𝑥2, . . . , 𝑡𝑥𝑛} with 𝑛 ≥ 2. We identify the
change address if (1) the field replaceable of each transaction in
𝑇 is True; (2) transactions in 𝑇 spend the same UTXO; (3) fees
of transactions in 𝑇 increase as the field time increases; and (4)
the address appears in the output of each transaction in 𝑇 and the
amounts received by the address decrease as the field time increases.

This heuristic works for the following reason. In real-world trade
of goods, the price of goods is typically negotiated between two
parties and does not change arbitrarily. When the sender increases
the fee, the amount paid to the recipient remains the same, while
the amount received by the change address decreases. As shown in
Figure 4, 𝑡𝑥2, 𝑡𝑥3, and 𝑡𝑥4 all attempt to spend the 0.35 BTC in 𝑎𝑑𝑑𝑟1.
When the fee increases, the amount received by 𝑎𝑑𝑑𝑟2 remains the
same, and the amount received by 𝑎𝑑𝑑𝑟3 decreases. Therefore, we
can identify 𝑎𝑑𝑑𝑟2, which consistently receives the same amount, as
the recipient address, and identify 𝑎𝑑𝑑𝑟3, which receives a gradually
smaller amount, as the sender’s change address.

For the second mechanism, we design another clustering heuris-
tic, dependency chain shown in Figure 2, for the unconfirmed trans-
action dependency chain.
Dependency Chain heuristic. Let 𝑇 denote a sequence of uncon-
firmed transactions, defined as 𝑇 = ⟨𝑡𝑥1, 𝑡𝑥2, . . . , 𝑡𝑥𝑛⟩ with 𝑛 ≥ 2.
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<latexit sha1_base64="kJECpjn8OZTSbs8/ufNnkdYMoO8=">AAACBHicbVDLSsNAFJ3UV62vqks3wVZwVZKCD1wV3LisYB/QhjKZTtqhM5MwcyMtIVs/wK1+gjtx63/4Bf6GkzYLbT0wcDjnvub4EWcaHOfLKqytb2xuFbdLO7t7+wflw6O2DmNFaIuEPFRdH2vKmaQtYMBpN1IUC5/Tjj+5zfzOI1WahfIBZhH1BB5JFjCCwUjdKkwHiZtWB+WKU3PmsFeJm5MKytEclL/7w5DEgkogHGvdc50IvAQrYITTtNSPNY0wmeAR7RkqsaDaS+b3pvaZUYZ2ECrzJNhz9XdHgoXWM+GbSoFhrJe9TPzP68UQXHsJk1EMVJLFoiDmNoR29nl7yBQlwGeGYKKYudUmY6wwARPRny3Z7AjENDXJuMs5rJJ2veZe1i7u65XGTZ5REZ2gU3SOXHSFGugONVELEcTRM3pBr9aT9Wa9Wx+L0oKV9xyjP7A+fwCm35jk</latexit>tx1

<latexit sha1_base64="bBPA9GWSwGY56gzmMuYYTLmUSP8=">AAACBHicbVDLSsNAFJ3UV62vqks3wVZwVZKCD1wV3LisYB/QhjKZTtqhM5MwcyMtIVs/wK1+gjtx63/4Bf6GkzYLbT0wcDjnvub4EWcaHOfLKqytb2xuFbdLO7t7+wflw6O2DmNFaIuEPFRdH2vKmaQtYMBpN1IUC5/Tjj+5zfzOI1WahfIBZhH1BB5JFjCCwUjdKkwHST2tDsoVp+bMYa8SNycVlKM5KH/3hyGJBZVAONa65zoReAlWwAinaakfaxphMsEj2jNUYkG1l8zvTe0zowztIFTmSbDn6u+OBAutZ8I3lQLDWC97mfif14shuPYSJqMYqCSLRUHMbQjt7PP2kClKgM8MwUQxc6tNxlhhAiaiP1uy2RGIaWqScZdzWCXtes29rF3c1yuNmzyjIjpBp+gcuegKNdAdaqIWIoijZ/SCXq0n6816tz4WpQUr7zlGf2B9/gCoepjl</latexit>tx2

<latexit sha1_base64="CtFTnTgt8fBAfBED8F40W5tXRDs=">AAACBHicbVDLTgIxFO3gC/GFunTTCCauyAzGR1yRuHGJiTwSmJBO6UBDpzNp7xjIhK0f4FY/wZ1x63/4Bf6GHZiFgCdpcnLOffV4keAabPvbyq2tb2xu5bcLO7t7+wfFw6OmDmNFWYOGIlRtj2gmuGQN4CBYO1KMBJ5gLW90l/qtJ6Y0D+UjTCLmBmQguc8pASO1yzDuJRfTcq9Ysiv2DHiVOBkpoQz1XvGn2w9pHDAJVBCtO44dgZsQBZwKNi10Y80iQkdkwDqGShIw7Saze6f4zCh97IfKPAl4pv7tSEig9STwTGVAYKiXvVT8z+vE4N+4CZdRDEzS+SI/FhhCnH4e97liFMTEEEIVN7diOiSKUDARLWxJZ0cQjKcmGWc5h1XSrFacq8rlQ7VUu80yyqMTdIrOkYOuUQ3dozpqIIoEekGv6M16tt6tD+tzXpqzsp5jtADr6xeqFZjm</latexit>tx3

<latexit sha1_base64="7JrQxSKr7Uvt/qlLE2+4EpqZH7c=">AAACBHicbVDLTgIxFO3gC/GFunTTCCauyAzxFVckblxiIo8EJqRTOtDQ6UzaOwYyYesHuNVPcGfc+h9+gb9hB2Yh4EmanJxzXz1eJLgG2/62cmvrG5tb+e3Czu7e/kHx8Kipw1hR1qChCFXbI5oJLlkDOAjWjhQjgSdYyxvdpX7riSnNQ/kIk4i5ARlI7nNKwEjtMox7ycW03CuW7Io9A14lTkZKKEO9V/zp9kMaB0wCFUTrjmNH4CZEAaeCTQvdWLOI0BEZsI6hkgRMu8ns3ik+M0of+6EyTwKeqX87EhJoPQk8UxkQGOplLxX/8zox+DduwmUUA5N0vsiPBYYQp5/Hfa4YBTExhFDFza2YDokiFExEC1vS2REE46lJxlnOYZU0qxXnqnL5UC3VbrOM8ugEnaJz5KBrVEP3qI4aiCKBXtArerOerXfrw/qcl+asrOcYLcD6+gWrsJjn</latexit>tx4

<latexit sha1_base64="hTxRzkGvLIrUFOjz7F9MVo3rCKs=">AAACBHicbVDLTgIxFO3gC/GFunTTCCauyAwJalyRuHGJiTwSmJBO6UBDOzNp7xjIhK0f4FY/wZ1x63/4Bf6GHZiFgCdpcnLOffV4keAabPvbym1sbm3v5HcLe/sHh0fF45OWDmNFWZOGIlQdj2gmeMCawEGwTqQYkZ5gbW98l/rtJ6Y0D4NHmEbMlWQYcJ9TAkbqlGHST2qzcr9Ysiv2HHidOBkpoQyNfvGnNwhpLFkAVBCtu44dgZsQBZwKNiv0Ys0iQsdkyLqGBkQy7Sbze2f4wigD7IfKvADwXP3bkRCp9VR6plISGOlVLxX/87ox+DduwoMoBhbQxSI/FhhCnH4eD7hiFMTUEEIVN7diOiKKUDARLW1JZ0cgJzOTjLOawzppVSvOVaX2UC3Vb7OM8ugMnaNL5KBrVEf3qIGaiCKBXtArerOerXfrw/pclOasrOcULcH6+gWtS5jo</latexit>tx5

<latexit sha1_base64="i18Xp/X3KJXNVGCs7/7O2itwJkM=">AAACBHicbVDLTgIxFO3gC/GFunTTCCauyAyJaFyRuHGJiTwSmJBO6UBDOzNp7xjIhK0f4FY/wZ1x63/4Bf6GHZiFgCdpcnLOffV4keAabPvbym1sbm3v5HcLe/sHh0fF45OWDmNFWZOGIlQdj2gmeMCawEGwTqQYkZ5gbW98l/rtJ6Y0D4NHmEbMlWQYcJ9TAkbqlGHST2qzcr9Ysiv2HHidOBkpoQyNfvGnNwhpLFkAVBCtu44dgZsQBZwKNiv0Ys0iQsdkyLqGBkQy7Sbze2f4wigD7IfKvADwXP3bkRCp9VR6plISGOlVLxX/87ox+DduwoMoBhbQxSI/FhhCnH4eD7hiFMTUEEIVN7diOiKKUDARLW1JZ0cgJzOTjLOawzppVStOrXL1UC3Vb7OM8ugMnaNL5KBrVEf3qIGaiCKBXtArerOerXfrw/pclOasrOcULcH6+gWu5pjp</latexit>tx6

<latexit sha1_base64="WXsjsQqz3GinrzDDk6JFA/dID8E=">AAACBnicbVC7TsMwFL3hWcqrwMhi0SIxVUklXlslFsYi0Ydoo8pxnNaq40S2g6ii7nwAK3wCG2LlN/gCfgOnzUBbjmTp6Jz78vFizpS27W9rZXVtfWOzsFXc3tnd2y8dHLZUlEhCmyTikex4WFHOBG1qpjntxJLi0OO07Y1uMr/9SKVikbjX45i6IR4IFjCCtZEeKtj3ZT+1J5V+qWxX7SnQMnFyUoYcjX7pp+dHJAmp0IRjpbqOHWs3xVIzwumk2EsUjTEZ4QHtGipwSJWbTi+eoFOj+CiIpHlCo6n6tyPFoVLj0DOVIdZDtehl4n9eN9HBlZsyESeaCjJbFCQc6Qhl30c+k5RoPjYEE8nMrYgMscREm5DmtmSzYx0+TUwyzmIOy6RVqzoX1fO7Wrl+nWdUgGM4gTNw4BLqcAsNaAIBAS/wCm/Ws/VufVifs9IVK+85gjlYX78MSpml</latexit>

addr0

<latexit sha1_base64="4dodsMgarev9C6JSitWlDfUJhtU=">AAACBnicbVC7TsMwFL3hWcqrwMhi0SIxVUklXlslFsYi0Ydoo8pxnNaq40S2g6ii7nwAK3wCG2LlN/gCfgOnzUBbjmTp6Jz78vFizpS27W9rZXVtfWOzsFXc3tnd2y8dHLZUlEhCmyTikex4WFHOBG1qpjntxJLi0OO07Y1uMr/9SKVikbjX45i6IR4IFjCCtZEeKtj3ZT91JpV+qWxX7SnQMnFyUoYcjX7pp+dHJAmp0IRjpbqOHWs3xVIzwumk2EsUjTEZ4QHtGipwSJWbTi+eoFOj+CiIpHlCo6n6tyPFoVLj0DOVIdZDtehl4n9eN9HBlZsyESeaCjJbFCQc6Qhl30c+k5RoPjYEE8nMrYgMscREm5DmtmSzYx0+TUwyzmIOy6RVqzoX1fO7Wrl+nWdUgGM4gTNw4BLqcAsNaAIBAS/wCm/Ws/VufVifs9IVK+85gjlYX78N5Zmm</latexit>

addr1

<latexit sha1_base64="QI96fBZnviDEPvRJPqmijTMWS6M=">AAACBnicbVC7TsMwFL3hWcqrwMhi0SIxVUklXlslFsYi0Ydoo8pxnNaq40S2g6ii7nwAK3wCG2LlN/gCfgOnzUBbjmTp6Jz78vFizpS27W9rZXVtfWOzsFXc3tnd2y8dHLZUlEhCmyTikex4WFHOBG1qpjntxJLi0OO07Y1uMr/9SKVikbjX45i6IR4IFjCCtZEeKtj3ZT+tTSr9Utmu2lOgZeLkpAw5Gv3ST8+PSBJSoQnHSnUdO9ZuiqVmhNNJsZcoGmMywgPaNVTgkCo3nV48QadG8VEQSfOERlP1b0eKQ6XGoWcqQ6yHatHLxP+8bqKDKzdlIk40FWS2KEg40hHKvo98JinRfGwIJpKZWxEZYomJNiHNbclmxzp8mphknMUclkmrVnUuqud3tXL9Os+oAMdwAmfgwCXU4RYa0AQCAl7gFd6sZ+vd+rA+Z6UrVt5zBHOwvn4BD4CZpw==</latexit>

addr2

<latexit sha1_base64="rHw4/XRttTK/PbZoKw0X1rHgHnc=">AAACBnicbVC7TsMwFHXKq5RXgZHFokViqpIiXlslFsYi0Ydoo8pxnNaq7US2g6ii7HwAK3wCG2LlN/gCfgOnzUBbjmTp6Jz78vEiRpW27W+rsLK6tr5R3Cxtbe/s7pX3D9oqjCUmLRyyUHY9pAijgrQ01Yx0I0kQ9xjpeOObzO88EqloKO71JCIuR0NBA4qRNtJDFfm+HCRnaXVQrtg1ewq4TJycVECO5qD80/dDHHMiNGZIqZ5jR9pNkNQUM5KW+rEiEcJjNCQ9QwXiRLnJ9OIUnhjFh0EozRMaTtW/HQniSk24Zyo50iO16GXif14v1sGVm1ARxZoIPFsUxAzqEGbfhz6VBGs2MQRhSc2tEI+QRFibkOa2ZLMjzZ9Sk4yzmMMyaddrzkXt/K5eaVznGRXBETgGp8ABl6ABbkETtAAGAryAV/BmPVvv1of1OSstWHnPIZiD9fULERuZqA==</latexit>

addr3

<latexit sha1_base64="0/yeZq3WiGLCFMSMgy+BN9ZQVPg=">AAACBnicbVC7TsMwFHXKq5RXgZHFokViqpKK51aJhbFI9CHaqHIcp7VqO5HtIKooOx/ACp/Ahlj5Db6A38BpM9CWI1k6Oue+fLyIUaVt+9sqrKyurW8UN0tb2zu7e+X9g7YKY4lJC4cslF0PKcKoIC1NNSPdSBLEPUY63vgm8zuPRCoains9iYjL0VDQgGKkjfRQRb4vB8lZWh2UK3bNngIuEycnFZCjOSj/9P0Qx5wIjRlSqufYkXYTJDXFjKSlfqxIhPAYDUnPUIE4UW4yvTiFJ0bxYRBK84SGU/VvR4K4UhPumUqO9Egtepn4n9eLdXDlJlREsSYCzxYFMYM6hNn3oU8lwZpNDEFYUnMrxCMkEdYmpLkt2exI86fUJOMs5rBM2vWac1E7v6tXGtd5RkVwBI7BKXDAJWiAW9AELYCBAC/gFbxZz9a79WF9zkoLVt5zCOZgff0CEraZqQ==</latexit>

addr4

<latexit sha1_base64="UAgyLmn8JgkjkCvI4vOI3ptbRt8=">AAACBnicbVC7TsMwFHXKq5RXgZHFokViqpJK5bFVYmEsEn2INqocx2mt2k5kO4gqys4HsMInsCFWfoMv4Ddw2gy05UiWjs65Lx8vYlRp2/62CmvrG5tbxe3Szu7e/kH58Kijwlhi0sYhC2XPQ4owKkhbU81IL5IEcY+Rrje5yfzuI5GKhuJeTyPicjQSNKAYaSM9VJHvy2HSSKvDcsWu2TPAVeLkpAJytIbln4Ef4pgToTFDSvUdO9JugqSmmJG0NIgViRCeoBHpGyoQJ8pNZhen8MwoPgxCaZ7QcKb+7UgQV2rKPVPJkR6rZS8T//P6sQ6u3ISKKNZE4PmiIGZQhzD7PvSpJFizqSEIS2puhXiMJMLahLSwJZsdaf6UmmSc5RxWSadecy5qjbt6pXmdZ1QEJ+AUnAMHXIImuAUt0AYYCPACXsGb9Wy9Wx/W57y0YOU9x2AB1tcvFFGZqg==</latexit>

addr5

<latexit sha1_base64="CoOh+WRZc5RxObSysKSRZ2KTU3E=">AAACBnicbVC7TsMwFHXKq5RXgZHFokViqpJKFNgqsTAWiT5EG1WO47RWbSeyHUQVZecDWOET2BArv8EX8Bs4bQbaciRLR+fcl48XMaq0bX9bhbX1jc2t4nZpZ3dv/6B8eNRRYSwxaeOQhbLnIUUYFaStqWakF0mCuMdI15vcZH73kUhFQ3GvpxFxORoJGlCMtJEeqsj35TBppNVhuWLX7BngKnFyUgE5WsPyz8APccyJ0JghpfqOHWk3QVJTzEhaGsSKRAhP0Ij0DRWIE+Ums4tTeGYUHwahNE9oOFP/diSIKzXlnqnkSI/VspeJ/3n9WAdXbkJFFGsi8HxREDOoQ5h9H/pUEqzZ1BCEJTW3QjxGEmFtQlrYks2ONH9KTTLOcg6rpFOvOY3axV290rzOMyqCE3AKzoEDLkET3IIWaAMMBHgBr+DNerberQ/rc15asPKeY7AA6+sXFeyZqw==</latexit>

addr6

<latexit sha1_base64="T4N1WC5hASBRIRqcM7KMLTBBgXU=">AAACBnicbVC7TsMwFHXKq5RXgZHFokViqpJKUMRUiYWxSPQh2qhyHKe1ajuR7SCqKDsfwAqfwIZY+Q2+gN/AaTPQliNZOjrnvny8iFGlbfvbKqytb2xuFbdLO7t7+wflw6OOCmOJSRuHLJQ9DynCqCBtTTUjvUgSxD1Gut7kJvO7j0QqGop7PY2Iy9FI0IBipI30UEW+L4dJI60OyxW7Zs8AV4mTkwrI0RqWfwZ+iGNOhMYMKdV37Ei7CZKaYkbS0iBWJEJ4gkakb6hAnCg3mV2cwjOj+DAIpXlCw5n6tyNBXKkp90wlR3qslr1M/M/rxzq4chMqolgTgeeLgphBHcLs+9CnkmDNpoYgLKm5FeIxkghrE9LClmx2pPlTapJxlnNYJZ16zbmsXdzVK83rPKMiOAGn4Bw4oAGa4Ba0QBtgIMALeAVv1rP1bn1Yn/PSgpX3HIMFWF+/F9SZrQ==</latexit>

addr7

<latexit sha1_base64="KiErY9EvoW+UFZzS/PgQHzaYVco=">AAACBnicbVC7TsMwFHXKq5RXgZHFokViqpJKQMVUiYWxSPQh2qhyHKe1ajuR7SCqKDsfwAqfwIZY+Q2+gN/AaTPQliNZOjrnvny8iFGlbfvbKqytb2xuFbdLO7t7+wflw6OOCmOJSRuHLJQ9DynCqCBtTTUjvUgSxD1Gut7kJvO7j0QqGop7PY2Iy9FI0IBipI30UEW+L4dJI60OyxW7Zs8AV4mTkwrI0RqWfwZ+iGNOhMYMKdV37Ei7CZKaYkbS0iBWJEJ4gkakb6hAnCg3mV2cwjOj+DAIpXlCw5n6tyNBXKkp90wlR3qslr1M/M/rxzpouAkVUayJwPNFQcygDmH2fehTSbBmU0MQltTcCvEYSYS1CWlhSzY70vwpNck4yzmskk695lzWLu7qleZ1nlERnIBTcA4ccAWa4Ba0QBtgIMALeAVv1rP1bn1Yn/PSgpX3HIMFWF+/GW+Zrg==</latexit>

addr8

<latexit sha1_base64="VT9snMI+GE5FAMxomtpQ0iRtjAw=">AAACBnicbVC7TsMwFHXKq5RXgZHFokViqpJKPKdKLIxFog/RRpXjOK1V24lsB1FF2fkAVvgENsTKb/AF/AZOm4G2HMnS0Tn35eNFjCpt299WYWV1bX2juFna2t7Z3SvvH7RVGEtMWjhkoex6SBFGBWlpqhnpRpIg7jHS8cY3md95JFLRUNzrSURcjoaCBhQjbaSHKvJ9OUiu0uqgXLFr9hRwmTg5qYAczUH5p++HOOZEaMyQUj3HjrSbIKkpZiQt9WNFIoTHaEh6hgrEiXKT6cUpPDGKD4NQmic0nKp/OxLElZpwz1RypEdq0cvE/7xerINLN6EiijUReLYoiBnUIcy+D30qCdZsYgjCkppbIR4hibA2Ic1tyWZHmj+lJhlnMYdl0q7XnPPa2V290rjOMyqCI3AMToEDLkAD3IImaAEMBHgBr+DNerberQ/rc1ZasPKeQzAH6+sXGwqZrw==</latexit>

addr9

Figure 5: Example of dependency chain heuristic.

Each transaction 𝑡𝑥𝑘 in the range 2 ≤ 𝑘 ≤ 𝑛 spends partial outputs
of the previous transaction 𝑡𝑥𝑘−1, denoted as 𝑂𝑘−1. Considering
that 𝑡𝑥1 is the first transaction and spends outputs of confirmed
transactions, we use 𝑂0 to represent all inputs of 𝑡𝑥1. For every 𝑘
in the range 2 ≤ 𝑘 ≤ 𝑛, if (1) the hash of 𝑡𝑥𝑘 is in the field spentby
of 𝑡𝑥𝑘−1; or (2) the hash of 𝑡𝑥𝑘−1 is in the field depends of 𝑡𝑥𝑘 , all
transactions in 𝑇 are initiated by one same entity, i.e.,

⋃𝑛
𝑘=0𝑂𝑘 are

all controlled by the same entity.
This heuristic works for two reasons. First, in the design of popu-

lar Bitcoin wallets like Binance, Coinbase, Electrum, and BlueWallet,
users can view and spend UTXO(s) of unconfirmed transactions
initiated by themselves. To protect funds for users, these wallets
do not allow users to view and spend UTXO(s) sent to them in
the unconfirmed transactions initiated by others. Second, a Bitcoin
transaction is considered irreversible after the blockchain receives
six new blocks. Therefore, for commercial trades, users do not use
unconfirmed transactions as an indicator of fund arrival and do not
spend UTXO(s) of unconfirmed transactions. Instead, they have to
wait for new blocks to ensure the security and irreversibility of the
transactions. As a result, transactions between different entities do
not form an unconfirmed transaction dependency chain.

As shown in Figure 5, we can identify two dependency chains:
⟨𝑡𝑥1, 𝑡𝑥2, 𝑡𝑥4⟩ and ⟨𝑡𝑥1, 𝑡𝑥2, 𝑡𝑥5⟩, while the three transactions 𝑡𝑥1,
𝑡𝑥3 and 𝑡𝑥6 and the two transactions 𝑡𝑥1 and 𝑡𝑥3 do not form a
dependency chain. Applying this new heuristic, we can cluster
{𝑎𝑑𝑑𝑟0, 𝑎𝑑𝑑𝑟1, 𝑎𝑑𝑑𝑟3} into the first entity and {𝑎𝑑𝑑𝑟0, 𝑎𝑑𝑑𝑟1, 𝑎𝑑𝑑𝑟4}
into a second entity. These two entities can be further merged into
a larger entity due to the common address 𝑎𝑑𝑑𝑟0 in both clusters.

4 EVALUATION
To evaluate the effectiveness of our approach, this section presents
the experimental results to address three key issues as follows:
(1) Clustering result validation. Is the clustering result of our

approach accurate, and does our approach possess the capability
to uncover additional address associations? (Section 4.3)

(2) Impact measurement. How much impact does our approach
have on the clustering results of the SOTA clustering heuristics?
(Section 4.4)

(3) Temporal analysis.What pattern does the impact of our ap-
proach show across different periods? (Section 4.5)

4.1 Dataset
We collect a total of 116,514,258 unconfirmed transactions (from
May 1, 2022 to May 31, 2023). Among these, 113,296,795 (97.24%) un-
confirmed transactions become confirmed transactions, while the

rest of them become failed transactions. These confirmed transac-
tions involve 179,352,220 Bitcoin addresses, while the failed transac-
tions involve 12,366,745 Bitcoin addresses, 843,892 of which are not
recorded in any confirmed transactions. As shown in Appendix A,
we perform two case studies on these unconfirmed transactions.
Both demonstrate the presence of behavior patterns in unconfirmed
transactions, while not present in confirmed transactions.

4.2 Baseline
As shown in Figure 2, we employ six SOTA clustering heuristics as
the baseline.

Co-spend (short for CS) considers all inputs of a transaction are
controlled by the same entity if the transaction is not a Coinjoin
transaction. We use the algorithm developed by Goldfeder et al. [7]
to determine whether a transaction is a Coinjoin transaction.
Androulaki et al. (short for A) [1] identify the change address of
a transaction sender if (1) the transaction must have exactly two
outputs; and (2) the address is the only fresh address in the outputs,
meaning that it has not been previously used in the blockchain.
Meiklejohn et al. (short forM) [28] identify the change address of a
transaction sender if (1) the transaction is not a coinbase transaction;
(2) the address is the only fresh address in the outputs; and (3) there
is no address used as both an input and an output in this transaction.
Goldfeder et al. (short for G) [7] utilize the criteria established by
Meiklejohn et al. [28], but they also add a further condition: (4) the
transaction cannot be a Coinjoin transaction.
Ermilov et al. (short for E) [6] identify the change address of a
transaction sender if (1) the number of inputs is not two; (2) the
transaction has exactly two outputs; (3) there is no address used
both as an input and an output in the transaction; (4) the address is
the only fresh address in outputs; and (5) the amount received by
the address is precise to a minimum of four decimal places.
Kappos et al. (short for K) [19] identify the change address of a
transaction sender if (1) the transaction is a node in a peel chain;
(2) the amount received by the address is spent and the spent trans-
action is also a node in the peel chain.

To describe experimental results clearly, we assign a name for
each clustering result, composed of the heuristic and the state of
transactions. The SC clustering result refers to the result of apply-
ing one of the SOTA clustering heuristics to confirmed transactions.
The SF clustering result refers to the result of applying one of the
SOTA clustering heuristics to failed transactions. The NU cluster-
ing result refers to the result of applying our proposed clustering
heuristics to unconfirmed transactions. We denote the merging of
clustering results with a plus sign. For instance, SC+SF represents
a merge of SC and SF clustering results under the same heuristic.
In cases where no clustering heuristic is applied, we refer to it as
None, with each address being considered as an isolated entity.

4.3 Clustering Result Validation
To validate clustering results, we construct a labeled dataset and
analyze the clustering results from multiple metrics.

Labeling method. Validating clustering results requires the avail-
ability of labeled datasets. However, there is no publicly available
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labeled dataset since Bitcoin is pseudo-anonymous, and the transac-
tions we analyze are relatively recent. Thus, we propose a method
for constructing a labeled dataset to validate our clustering results.

The labeling method is based on Bitcoin ordinal inscriptions [44].
Bitcoin ordinal inscriptions are digital assets created by attaching
information to an individual satoshi, the smallest denomination in
Bitcoin, through the Ordinals protocol [38]. Two features are worth
noting in this protocol. First, creating an individual ordinal inscrip-
tion must follow a two-phase procedure: a commit transaction and
a reveal transaction [38]. Thus, both commit and reveal transac-
tions are initiated by the same entity. Second, an ordinal inscription
collection consists of a set of individual ordinal inscriptions cre-
ated by an artist or a group of artists. The parent-child inscription
mechanism is utilized to create a collection, with child inscriptions
being created exclusively by the owner of the parent inscription,
resulting in all children being members of the same collection [38].
Thus, all ordinal inscriptions of a collection are created by the same
entity. In summary, the input addresses of both commit and reveal
transactions for each inscription in a collection are controlled by
the same entity (see more details in Appendix B.1).

The specific process of the labeling method is given as follows.
First, we gather a Bitcoin ordinal inscription collection, defined
as 𝑆 = {𝑜1, 𝑜2, . . . , 𝑜𝑛} with 𝑛 ≥ 2. For each ordinal inscription 𝑜𝑘
in 𝑆 , we identify its corresponding commit transaction 𝑐𝑡𝑥𝑘 and
reveal transaction 𝑟𝑡𝑥𝑘 . Next, we extract the input addresses of
transaction 𝑐𝑡𝑥𝑘 and 𝑟𝑡𝑥𝑘 in the range 1 ≤ 𝑘 ≤ 𝑛, denoted as 𝐼𝑘 .
Finally, we consider

⋃𝑛
𝑘=0𝐼𝑘 are controlled by the same entity.

For this paper, we gather 20 collections (entities) from the web-
site [33] and label 62,971 addresses as the validation dataset. Specific
details of the dataset are described in Appendix B.2.
Validation metrics.We measure clustering results from two as-
pects. First, we show the number of entities successfully identi-
fied (𝑁 ). Second, we evaluate the quality of addresses in each identi-
fied entity through four metrics: Precision (P), Recall (R), Weighted
Precision (WP), and Weighted Recall (WR). The first two metrics
are commonly used in the study [2], while the last two metrics are
introduced in the study [43]. The definitions of these four metrics
are as follows, where𝑚 denotes the total number of entities, i.e.,
20, and 𝐸𝑖 denotes 𝑖th entity. Addresses of 𝐸𝑖 are clustered into
𝑛 clusters, with 𝑐ij representing the 𝑗th cluster of 𝐸𝑖 . We denote
the union of these clusters as 𝐶𝑖 . We use the set 𝑣ij to denote the
addresses of 𝐸𝑖 that are clustered into the cluster 𝑐ij . We denote the
union of 𝑣ij as𝑉𝑖 .𝑤ij represents the proportion of the set 𝑐ij within
entity 𝐸𝑖 . The greater the number of addresses within a cluster, the
more accurately it reflects the characteristics of the entity and, thus,
the higher its significance in the clustering results.

P =

∑𝑚
𝑖=1 |𝑉𝑖 |∑𝑚
𝑖=1 |𝐶𝑖 |

, R =

∑𝑚
𝑖=1 |𝑉𝑖 |∑𝑚
𝑖=1 |𝐸𝑖 |

WP =
1
𝑚

𝑚∑︁
𝑖=1

𝑛∑︁
𝑗=1

𝑤ij
|𝑣ij |
|𝐶𝑖 |

, WR =
1
𝑚

𝑚∑︁
𝑖=1

𝑛∑︁
𝑗=1

𝑤ij
|𝑣ij |
|𝐸𝑖 |

where 𝑣ij = 𝐸𝑖 ∩ 𝑐ij, 𝑉𝑖 =

𝑛⋃
𝑗=1

𝑣ij, 𝐶𝑖 =

𝑛⋃
𝑗=1

𝑐ij, 𝑤ij =
|𝑐ij |
|𝐶𝑖 |

.

Validation results. Table 2 demonstrates the effectiveness of our
proposed clustering heuristics compared to the SOTA clustering
heuristics. Our proposed clustering heuristics identify more entities

Table 2: Comparison between our proposed clustering heuris-
tics and SOTA clustering heuristics.

Heuristics N P(%) R(%) WP(%) WR(%)
CS 8 0.09 4.47 7.37 2.81
CS+NU 18 94.27 74.32 42.23 18.73
CS+A 10 28.49 3.93 14.11 2.85
CS+A+NU 16 94.49 59.58 35.53 18.24
CS+M 12 55.29 11.84 11.75 0.24
CS+M+NU 15 90.29 52.04 27.89 6.23
CS+G 12 55.29 11.84 11.75 0.24
CS+G+NU 15 90.29 52.04 27.89 6.23
CS+E 9 35.43 4.96 11.96 2.81
CS+E+NU 18 94.58 73.87 42.15 18.74
CS+K 12 75.21 12.46 12.52 8.32
CS+K+NU 16 90.43 77.53 27.72 16.28

while achieving a precision of over 90%. Notably, our proposed
heuristic significantly improves recall. Even in the cases of CS+M
and CS+G, where the improvement is the smallest, our proposed
clustering heuristics still improve recall by three times. This indi-
cates that our proposed clustering heuristics can uncover many ad-
ditional address associations that are beyond the scope of the SOTA
clustering heuristics. Both weighted precision and weighted recall
exhibit a significant improvement, further showing our proposed
clustering heuristics can uncover additional address associations
and identify more addresses belonging to the same entity. Signifi-
cantly, the results for both CS+M and CS+G are identical. This is
because CS already achieves the exclusion of Coinjoin transactions,
which is the sole distinction between CS+G and CS+M.

4.4 Impact Measurement
Building upon the demonstrated effectiveness of our proposed clus-
tering heuristics in Section 4.3, we proceed with measuring their
impact on the SC clustering results.
Settings.We apply the SOTA clustering heuristics to failed transac-
tions and our proposed clustering heuristics to unconfirmed trans-
actions to uncover additional address associations. When no cluster-
ing heuristic is applied, we consider each address in the confirmed
transactions between May 1, 2022 and May 31, 2023 as an isolated
entity, resulting in a total count of 179,352,220 isolated entities.
Measurement metric. We employ the reduced number of entities
in the clustering results as the metric to measure the impact of our
approach. Suppose the SOTA clustering heuristics cluster addresses
of an entity into 𝑛 clusters, denoted as {𝐶1,𝐶2, . . . ,𝐶𝑛} with 𝑛 ≥ 2.
Our proposed clustering heuristics produce an additional cluster,
denoted as 𝐶𝑛+1. If 𝐶𝑛+1 ∩ 𝐶𝑖 ≠ ∅ for 𝑖 in the range 1 ≤ 𝑖 ≤ 𝑛,
𝐶𝑛+1 can merge these 𝑛 clusters, resulting in a reduced number of
entities. It is worth noticing that 𝐶𝑖 may contain only one Bitcoin
address for 𝑖 in the range 1 ≤ 𝑖 ≤ 𝑛. Therefore, the reduction in
the number of entities reflects the ability of our approach to reduce
the error of addresses that should belong to the same entity being
clustered into multiple entities.
Measurement results. Figure 6(a) shows the impact of failed trans-
actions on the SC clustering results. The SC+SF clustering result
has a reduced number of entities compared to the SC clustering
result across various SOTA clustering heuristics. Notably, the most
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Figure 6: Comparison of the number of entities in the SC clustering result and other three clustering results. While an isolated
entity contains only one Bitcoin address, a non-isolated entity contains multiple Bitcoin addresses.

significant reduction is observed in the result of the CS heuristic,
with a reduction of 1,770,474 entities (2.41% of the total entities).
This highlights that failed transactions contain additional address
associations that can be uncovered by the SOTA clustering heuris-
tics but are currently ignored.

Figure 6(b) shows the impact of our proposed clustering heuris-
tics on the SC clustering results. The SC+NU clustering result has
significantly fewer entities than the SC clustering result across vari-
ous clustering heuristics. Notably, the CS+M clustering result is the
most affected, with a reduction of 9,377,248 entities (21.01% of the
total entities). This indicates that our proposed clustering heuristics
reveal numerous address associations in unconfirmed transactions
that are beyond the scope of the SOTA clustering heuristics.

Figure 6(c) shows the comprehensive impact of both failed trans-
actions and our proposed clustering heuristics on the SC clustering
results. The results indicate that a portion of the SF clustering re-
sults and NU clustering results exhibit no overlap, further reducing
the number of entities. The CS+M clustering result is the most
affected, with a reduction of 10,214,920 entities (22.89% of the total
entities). Our approach utilizes failed transactions and our pro-
posed clustering heuristics to uncover numerous additional address
associations, significantly improving the SC clustering results.

4.5 Temporal Analysis
Considering that the state of a transaction changes over time, and
UTP and CTC capture distinct state information about the same
transaction at different moments, our approach has varying degrees
of impact on the SC clustering results across different periods.
In the following, we conduct a monthly temporal analysis of our
approach’s impact on the SC clustering results in different periods.
Moreover, we also measure this impact by the reduced number of
entities in the clustering results.

First, as shown in Figure 7, our approach has the most significant
impact on the SC clustering results in the current month, and the
impact on other months decreases month by month. Notably, we
observe that the clustering results of our approach in the current
month have a more significant impact on the SC clustering results
in the subsequent month compared to the previous month. This
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Figure 7: Temporal impact of our approach on the SC clus-
tering results.

is primarily attributed to the fact that unconfirmed transactions
collected by UTP in the current month may be confirmed in the
subsequent month, thus leading to a more significant impact on
the SC clustering results in the subsequent month.

Second, as shown in the diagonal, the impact of our approach
exhibits a growing trend over time, indicating its enduring effect.
Notably, the impact experiences a significant enhancement in Janu-
ary 2023. Our analysis attributes this phenomenon primarily to the
emergence and widespread adoption of Bitcoin ordinal inscriptions
in January 2023 [38]. When users create a collection of ordinal in-
scriptions, they often utilize unconfirmed transaction dependency
chains to create numerous ordinal inscriptions at the same time.

5 DISCUSSION
The impact of Coinjoin transactions on clustering heuris-
tics. Coinjoin transactions render the SOTA clustering heuristics
ineffective. However, our proposed clustering heuristics utilize re-
placement transactions and unconfirmed transaction dependency
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chains. To ensure timely transaction confirmation, users avoid em-
ploying Coinjoin transactions to facilitate operations in both cases.
Furthermore, the replacement transaction heuristic identifies the
change address definitely, unlike the SOTA clustering heuristics,
which may produce false positives.

False positive of our proposed clustering heuristics. The de-
pendency chain heuristic may produce false positives under the
following specific situation. To accelerate the confirmation of a
transaction, the sender transmits the transaction hash and the corre-
sponding UTXO to the recipient before the transaction is confirmed.
The recipient then utilizes this UTXO to initiate a new transaction,
forming an unconfirmed transaction dependency chain. In this de-
pendency chain, the Bitcoin addresses involved are not controlled
by the same entity. However, this situation remains infrequent due
to its potential association with unconfirmed transaction attacks, a
subtype of double-spend attacks.

Labeled dataset construction. With the development of third-
party platforms (no-code inscription tools) for Bitcoin ordinal in-
scriptions, users often use these platforms to create ordinal inscrip-
tion collections for convenience. In this situation, a third-party
platform creates multiple collections on behalf of users. Conse-
quently, all input addresses for the ordinal inscription creation
transactions in these collections are controlled by the third-party
platform. While this situation introduces certain imperfections into
the labeled dataset we construct, the address associations within
each entity in our dataset remain accurate. Furthermore, a sig-
nificant portion of ordinal inscription collections in our dataset
are created in the early days when Bitcoin ordinal inscriptions
are prevalent, predating the development of third-party platforms.
Therefore, our dataset is minimally affected by this situation.

User privacy leakage in unconfirmed transactions. The experi-
mental results in Section 4 reveal that unconfirmed transactions can
significantly reduce the anonymity of Bitcoin, but it ultimately ben-
efits Bitcoin users by motivating further research into privacy proto-
cols for the mempool. Individuals who are worried about protecting
their privacy may opt to cryptocurrencies that prioritize privacy,
such as Zcash. However, prior studies demonstrate that even these
cryptocurrencies do not guarantee complete anonymity [18, 22].

6 RELATEDWORK
6.1 Clustering Bitcoin Addresses
Many studies attempt to achieve de-anonymization by proposing
various clustering heuristics. The SOTA clustering heuristics can
generally be categorized into two main groups: the co-spend heuris-
tic and the change heuristic. The co-spend heuristic, observed in
the white paper [30], is applied in many studies [1, 23, 28, 37, 41].
On the basis of the co-spend heuristic, Kalodner et al. [17] propose
to reduce clustering interference caused by Coinjoin transactions.
Then, Meiklejohn et al. [28] and Androulaki et al. [1] propose the
change heuristic to determine which transaction output is the ad-
dress to receive change. Goldfeder et al. [7] and Ermilov et al. [6]
further refine this heuristic. The change heuristic has been used
in multiple studies to track illicit fund flows [13, 14, 24, 34–36, 47].
Recently, Kappos et al. [19] consider the transaction pattern peel
chain to identify the change address.

There are also studies on analyzing the effectiveness of various
clustering heuristics [2, 8, 12, 25, 31, 50]. Cazabet et al. [2] highlight
that only employing the co-spend heuristic has a relatively low
recall but a high precision. Nick et al. [31] assess the accuracy
of various clustering heuristics using a ground-truth dataset and
find that, on average, over 69% of an entity’s addresses could be
successfully clustered using only the co-spend heuristic. Zheng
et al. [50] demonstrate that the existing clustering heuristics do
not guarantee the comprehensiveness, accuracy, and efficiency of
the clustering results. Liu et al. [25] point out that all clustering
heuristics rely on confirmed transactions stored in the blockchain.
In this paper, we propose two clustering heuristics to uncover
additional address associations in unconfirmed transactions.

6.2 Analyzing Bitcoin Mempool
Related studies focus on two issues: predicting the transaction
confirmation time and analyzing unconfirmed transactions.
Predicting the transaction confirmation time. Many studies [10,
21, 29, 42, 48, 49] propose various methods to estimate the confir-
mation time. Gundlach et al. [10] predict the confirmation time of
Bitcoin transactions by modeling the confirmation time as the time
to ruin of a Cramer-Lundberg (CL) model. Ko et al. [21] and Zhang
et al. [48] employ machine learning techniques to predict confirma-
tion time of unconfirmed transactions, taking into account various
factors such as the confirmation time of historical transactions,
block states, and mempool states.
Analyzing unconfirmed transactions. Saad et al. [39, 40] in-
vestigate the impact of DDoS attacks on the mempool size and
the fees paid by users. Meanwhile, Dae-Yong et al. [20] examine
the variation of unconfirmed transactions in different mempools
through the Jaccard similarity index. They find that unconfirmed
transactions in mempools are significantly different when a new
block is produced. Kallurkar et al. [16] focus on statistics of failed
transactions and the primary reasons for the transaction failure.
Furthermore, they point out that the area of failed transactions
remains unexplored. To further explore the impact of the mempool
on users, we focus on the user privacy disclosed by unconfirmed
transactions (including failed transactions) in the mempool, and
design clustering heuristics for unconfirmed transactions.

7 CONCLUSION AND FUTUREWORK
In this paper, we present a practical approach to cluster Bitcoin
addresses by combining confirmed and unconfirmed transactions,
significantly improving Bitcoin address clustering. The key idea
is to explore specific behavior patterns in unconfirmed transac-
tions and propose two novel clustering heuristics for unconfirmed
transactions. Then, we construct a labeled dataset based on Bitcoin
ordinal inscription to validate the clustering result, and measure
the impact of our approach. Experimental results reveal that our
proposed clustering heuristics can uncover additional address asso-
ciations and reduce the error of addresses controlled by the same
entity being clustered into multiple entities.

In future, we aim to extend our analysis to other cryptocurrencies
based on the UTXO model, such as Litecoin and Dogecoin. We will
also analyze the Ethereum mempool and use the mempool data to
explore the traceability of funds under the account-balance model.
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APPENDIX
A CASE STUDIES
Although unconfirmed transactions or even failed transactions are
not stored in the blockchain, they still reveal the motivations behind
why users initiate these transactions. This information is highly
valuable for analyzing transaction behaviors. In this section, we
demonstrate the utility of failed transactions in analyzing transac-
tion behaviors through two case studies.

A.1 Binance Exchange Address Analysis
One of the main safeguards used by Bitcoin exchanges to prevent
attacks is the use of cold and hot storage technology, with carefully
designed risk control systems [23].

There are three main types of addresses controlled by Bitcoin
exchanges: hot wallet addresses, cold wallet addresses, and user
wallet addresses. The primary function of the hot wallet is to main-
tain a bitcoin pool for the user’s withdrawal demand. The user
wallet address is created by the Bitcoin exchange and the private
key of the address is held by the Bitcoin exchange. Users can deposit
bitcoins to Bitcoin exchange by the user wallet address.

Figure 8 shows a failed transaction related to the Binance ex-
change, a confirmed transaction to replace the failed transaction,
and another two confirmed transactions related to Binance ex-
change. The address bc1q...7s3h is labeled with the Binance ex-
change by Blockchain.com [15]. When the transaction 66c1...9dc6 is
confirmed, the transaction dc43...ef51 is initiated to transfer bitcoins
in the address bc1q...wwvq to Binance exchange address. Three
minutes after the transaction dc43...ef51 is initiated, the same user
initiates the transaction 4161... bb25. The second transaction spends
the same UTXO as the first transaction but pays a much higher
fee. As a result, miners choose the second transaction to pack into
a block that is eventually confirmed. The transaction dc43...ef51
turns out to be a failed transaction that is removed by all Bitcoin
nodes and can never be confirmed again. Then, another transaction
6903...4583 is initiated with 100 inputs and 1 output, which transfers
bitcoins in the address 19Fa...Hd5X to the address bc1q...7s3h.

From the content of the transaction dc43...ef51 and transaction
6903...4583, the purpose of the address bc1q...wwvq is to transfer
its bitcoins to the address bc1q...7s3h. A question worth analyzing
is why the user would replace the transaction dc43...ef51 with the
second one 4161...bb25.

To answer this question, we investigate 127 confirmed transac-
tions involving the address bc1q...wwvq. All outgoing transactions
of the address bc1q...wwvq consist of one input and one output.
When the address bc1q...wwvq transfers bitcoins to other addresses,
the recipient address is always the address 19Fa...Hd5X. Then, the
address 19Fa...Hd5X transfer bitcoins to the address bc1q...7s3h. Both
incoming and outgoing transactions of the address bc1q...wwvq oc-
cur in pairs, i.e., the address receives bitcoins and then transfers
out all the bitcoins it receives. Therefore, we infer that the trans-
action dc43...ef5 was a mistake by the Binance exchange. Address
bc1q...7s3h is a hot wallet address of Binance exchange, and un-
der the rules of Binance exchange, address bc1q cannot transfer
bitcoins directly to address bc1q...7s3h. Therefore, when the transac-
tion dc43...ef51 was initiated, the operator or script discovered the
misoperation and initiated another high-fee transaction 4161...bb25
to replace the first one.

As seen from the above discussion, the addresses controlled
by the Binance exchange have distinct roles and perform specific
responsibilities. The Binance exchange carefully plans the transac-
tion relationships among addresses to prevent the casual transfer
of bitcoins among them.

Through analysis of unconfirmed transactions, we can shed light
on the Binance exchange’s internal risk prevention and control
mechanisms, and can assist regulators in verifying the cryptocur-
rency exchange’s reported information and inadvertently disclosed
transfer behavior.

A.2 Potential Dust Attacks Against Whale
Addresses

The dust attack is defined as malicious behavior targeting Bitcoin
users and privacy by sending tiny amounts of bitcoins to victims’
addresses [45]. The aim of the dust attacker is to reveal the user’s
identity by collecting information on where these tiny amounts are
combined when the user initiates a new transaction through their
cryptocurrency wallet software. The attackers track the transaction
activity of these addresses in an attempt to link the dusted addresses
and identify the person or company behind them [45].

Figure 9 shows a potential dust attack against whale addresses
found in a failed transaction. Figure 9 contains two confirmed trans-
actions and one failed transaction. In this scenario, the transaction
3180...a362 is first initiated with two inputs and two outputs. When
this transaction is confirmed, the address 1KqX...JYEQ transfers its
received bitcoins to the address 1FU6...8hKf through the transac-
tion 4f6e...9ce3. We cannot find anything unusual about this address
1KqX...JYEQ from confirmed transactions.

However, before the transaction 4f6e...9ce3 is initiated, the trans-
action f125...6b9a is first initiated. These two transactions spend
the same UTXO 1KqX...JYEQ. Due to the much higher fee of the
transaction 4f6e...9ce3, miners choose the transaction 4f6e...9ce3 to
package into a block that eventually is confirmed. Therefore, the
transaction f125...6b9a turns out to be a failed transaction. However,
the failed transaction f125...6b9a reflects the malicious behavior of
the user that is not presented in confirmed transactions.

More specifically, the transaction f125...6b9a has one input and
9 outputs. It is noteworthy that all 8 outputs of this transaction
have the same revenue, i.e. 0.00000666 BTC ($ 0.12). The remaining
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Figure 8: Binance exchange address analysis.
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Figure 9: Potential dust attack against whale addresses.

output is the same as the sender and is the change address of the
sender. The address bc1q...wczt, bc1q...9hz6 and 1Fee...b6uF are la-
beled with FBI3, FBI 2 (Silk Road) andMtGox Hacker respectively by
Blockchain.com [15]. The stolen bitcoins of the Bitfinex Hack 2016
continue to converge to the address bc1q...wczt that currently has a
balance of more than 94,643 BTC without any transfers out. Nearly
70,000 BTC confiscated by the U.S. government from the black
market site Silk Road are transferred to the address bc1q...9hz6 in
early November, 2020. As of this writing, the bitcoins have not been
moved or liquidated. Former Mt.Gox CEOMark Karpeles confirmed
that the bitcoins residing at the address 1Fee...b6uF were stolen from
the Mt.Gox exchange. The address 1P5Z...DfHQ is controlled by the
FTX exchange which declared bankruptcy on November 14, 2022.
The other addresses except 1FU6...8hKf also have a large balance
when this failed transaction f125...6b9a is initiated. Currently, the
balance of the address 3CkU...wz5M is 0. But, the balance of the
address 3CkU...wz5 is more than 50,620 BTC when the failed trans-
action f125...6b9a is initiated. Therefore, the address 1KqX...JYEQ
sends a very small amount of bitcoins to multiple whale addresses
via the transaction f125...6b9a, with the purpose of a dust attack.

Focusing only on confirmed transactions in the blockchain fails
to uncover hidden users’ intentions. On the one hand, unconfirmed
transactions can also be used to identify malicious behavior that
cannot be identified by confirmed transactions alone. On the other
hand, unconfirmed transactions allow for the identification of mali-
cious behavior before it takes place.

Table 3: Number of addresses per collection that we collect.

Name Number name Number

DogePunks 11,596 Battle of BTC 11,118
BTC Virus 9,993 Bixels 10,024
Bitcoin Crypto DickButts 8,195 Mesh Beatles 3,305
OrdiRats 2,317 Bsos 1,819
420 Rabbits 1,192 Block Gods 1,049
Taproot Cows 557 Pixel Panda Wars 399
STARBREEDER 374 bitCroSkull 334
Cubic A: Kaz Marquis 196 Familiar Fronks 169
Majo 110 Ordinal Cat Warriors 102
102 Islands 101 iDclub Pass 21

B BITCOIN ORDINAL INSCRIPTION
B.1 Detailed reasons for the effectiveness of the

labeling method
Since taproot script spends can only be made from existing tap-
root outputs [46], inscriptions are created using a two-phase com-
mit/reveal procedure. First, a taproot output is created in the commit
transaction, committing to a script that contains the inscription con-
tent. Second, the reveal transaction spends the output of the commit
transaction, revealing the inscription content in the blockchain.

To make an inscription a child of another, the parent inscrip-
tion has to be inscribed and present in the wallet. Users use an
inscription as an input in the reveal transaction, designating it as
the parent of the new inscription. For a root to be acknowledged as
the parent of a new inscription, the inputs of the reveal transaction
should contain the parent inscription, thereby proving that the
creator of the child inscription controls the parent inscription.

B.2 Validation dataset
Our collection consists of 20 Bitcoin ordinal inscription collections,
as shown in Table 2. These collections are created between February
and May 2023, during the early phase of Bitcoin ordinal inscription
development. The earliest collection Familiar Fronts in our dataset
emerges in February 2023, with over two-thirds of these collections
created from February to April 2023. Of these 20 collections, most
contain hundreds to thousands of addresses, while a few contain
about 10,000 addresses each.

In these collections, there is only one input address in reveal
transactions for each ordinal inscription. Moreover, entities have
the option to reuse addresses when creating ordinal inscriptions. For
instance, the creator of the iDclub Pass collection uses 21 addresses
to create 500 ordinal inscriptions.
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