
Under review as a conference paper at ICLR 2024

PROMPT BACKDOORS IN VISUAL PROMPT LEARNING

Anonymous authors
Paper under double-blind review

ABSTRACT

Fine-tuning large pre-trained computer vision models is infeasible for resource-
limited users. Visual prompt learning (VPL) has thus emerged to provide an
efficient and flexible alternative to model fine-tuning through Visual Prompt as a
Service (VPPTaaS). Specifically, the VPPTaaS provider optimizes a visual prompt
given downstream data, and downstream users can use this prompt together with the
large pre-trained model for prediction. However, this new learning paradigm may
also pose security risks when the VPPTaaS provider instead provides a malicious
visual prompt. In this paper, we take the first step to explore such risks through
the lens of backdoor attacks. Specifically, we propose BadVisualPrompt, a simple
yet effective backdoor attack against VPL. For example, poisoning 5% CIFAR10
training data leads to above 99% attack success rates with only negligible model
accuracy drop by 1.5%. In particular, we identify and then address a new technical
challenge related to interactions between the backdoor trigger and visual prompt,
which does not exist in conventional, model-level backdoors. Moreover, we provide
in-depth analyses of seven backdoor defenses from model, prompt, and input levels.
Overall, all these defenses are either ineffective or impractical to mitigate our
BadVisualPrompt, implying the critical vulnerability of VPL.1

1 INTRODUCTION

Large pre-trained computer vision models have shown great success in various (downstream)
tasks (Aygun et al., 2017; Dosovitskiy et al., 2021; Fang et al., 2021; Zhuang et al., 2021). However,
the conventional approach to adapting pre-trained models based on fine-tuning model parameters
requires large computations and memories. To address such limitations, inspired by the success of
prompt learning in NLP (Shin et al., 2020; Hambardzumyan et al., 2021; Lester et al., 2021; Li &
Liang, 2021), recent work has introduced visual prompt learning (VPL) (Bahng et al., 2022; Gan
et al., 2023; Wu et al., 2022; Chen et al., 2023a;b; Huang et al., 2023) as an efficient alternative
for model adaption. Given a pre-trained visual model and specific downstream data, VPL learns
a global visual prompt, which comprises pixel perturbations, usually in the shape of a padding or
patch. This learned visual prompt is then placed on any downstream test image for model prediction.
Recent work has shown the competitive performance of VPL to parameter fine-tuning in various
tasks (Bahng et al., 2022; Gao et al., 2022; Liu et al., 2022).

A suitable visual prompt is critical to the VPL performance and normally needs considerable efforts
to optimize (Bahng et al., 2022; Gan et al., 2023; Wu et al., 2022; Chen et al., 2023a;b). Therefore,
Visual Prompt as a Service (VPPTaaS) is promising to assist non-expert users to adapt to this new
paradigm, as in the NLP domain (Phr; Ding et al., 2022). In a typical scenario, users provide their
data to the VPPTaaS provider to optimize a prompt. Then, the prompt is returned to users and can be
used together with a pre-trained visual model for prediction. However, despite its effectiveness and
convenience, VPPTaaS may bring unknown security risks to downstream users when the VPPTaaS
provider intentionally supplies a malicious visual prompt.

In this paper, we take the first step to systematically study the security risks of VPPTaaS. We focus
on the backdoor attack since it is widely recognized as a major security risk of machine learning
models (Gu et al., 2017; Jia et al., 2022a). Specifically, we propose BadVisualPrompt, the first
backdoor attack against VPL. Different from conventional backdoors, which are implanted in model
parameters, our backdoor is implanted in the (pixel-space) visual prompt. With such a backdoored

1Our code is available at https://anonymous.4open.science/r/BadVisualPrompt.
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Figure 1: Illustration of applying a visual prompt in visual prompt learning (VPL). An input image is
combined with the learned visual prompt and then sent to the fixed pre-trained model for prediction.
Label mapping is used for addressing the difference between the upstream and downstream tasks.
Note that the original image should be first resized to the desired input size of the pre-trained model.

visual prompt, the pre-trained model would behave abnormally (e.g., misclassifying the input) when
a pre-defined backdoor trigger appears in the input but normally on a clean input.

Our systematic studies are conducted from both the attack and defense perspectives. From the attack
perspective, we demonstrate the effectiveness of BadVisualPrompt in various settings with diverse
model architectures, datasets, and VPL variants (with different prompt templates or label mapping
strategies). For instance, poisoning 5% CIFAR10 training data leads to an average attack success
rate (ASR) of above 99% with only about a 1.5% drop in model clean accuracy (CA). In particular,
we point out that trigger-prompt interactions should be studied since both the trigger and prompt are
placed on the same input image. As a case study, we analyze the impact of trigger-prompt distance
on the attack performance and find that the ASR may drop by 80% when the trigger appears distant
from the visual prompt. We further show that optimizing the trigger pattern can restore the ASR in
this challenging case.

From the defense perspective, we provide in-depth analyses of seven backdoor detection and mit-
igation methods from three different levels: model, prompt, and input. In general, we find that
these defenses are either ineffective or impractical against our new attack, BadVisualPrompt. In
particular, we investigate a new, prompt-level detection method that is based on visual discrimination
of backdoored and clean prompts. We find that although this new prompt-level detection method
achieves almost 100% accuracy, a large number of training prompts and substantial computational
resources are required.

Note that, the major contribution of this paper is not proposing new attack techniques, but systemati-
cally and empirically evaluating the security risks of VPL, a brand new learning paradigm for large
vision models. Our work provides significant findings and in-depth analysis which might inspire
further security research in VPL.

2 BADVISUALPROMPT

2.1 VISUAL PROMPT LEARNING

Recall that pixel space (Bahng et al., 2022) is continuous. Inspired by the continuous prompts
(sometimes called soft prompts in NLP), visual prompt learning (Bahng et al., 2022) aims at learning
a visual prompt w to adapt the input image x to a pre-trained image model M (see Figure 1 for
illustration). The downstream task learns a function f(M,w,x) that combines the frozen pre-trained
model M and the visual prompt w to predict the result for an input image x. Concretely, the visual
prompt is optimized on the downstream training dataset D with the following objective function:

w∗ = argmin
w

E(x,y)∈D[L(f(M,w,x), y)], (1)

where the loss function L(·) is normally the cross-entropy loss. If the downstream task is a classifica-
tion task, visual prompt learning also requires a pre-defined label mapping π to interpret the prompting
results (see Chen et al. (2023b)). Moreover, a visual prompt can be seen as additive perturbations to
the input image. Users may use any form of visual templates (e.g., patch and padding) to represent
visual prompts in practice. Note that one recent study (Jia et al., 2022b) adopts a different paradigm
that forms the prompt as additional model parameters instead of pixel perturbations at the input space.
This paradigm and its variants are therefore out of our research scope. A detailed review of related
work on (visual) prompt learning and backdoor attacks/defenses can be found in Appendix A.
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Figure 2: Workflow of BadVisualPrompt. In the (a) training phase, the visual prompt is optimized
on clean and poisoned data to contain backdoor information. Then, in the (b) inference phase, the
backdoored prompt can be applied to triggered images for targeted misclassification.

2.2 THREAT MODEL

Following existing backdoor studies (Gu et al., 2017), we assume that the attacker is a malicious
VPPTaaS service provider. The victim, i.e., the downstream user, outsources the prompt optimization
to the VPPTaaS provider and may get back a backdoored visual prompt. We assume the pre-trained
model is publicly available (to both the attacker and victim). Attacker’s Goals. The attacker aims to
implant backdoors in the visual prompt. When such a backdoored visual prompt is returned to the
victim, their downstream prediction is correct for clean inputs but incorrect for the triggered inputs.
As such, the attacker tends to simultaneously achieve two goals, i.e., achieving attack success and
maintaining model utility. Attacker’s Knowledge and Capabilities. To get a task-specific visual
prompt, the user must supply detailed downstream task information, including limited downstream
data, to the service provider. Therefore, we assume that the attacker has knowledge of the downstream
dataset. We also assume that the attacker has full control of the prompt learning process and can
define the form of the visual prompt (e.g., shape and location).

2.3 ATTACK METHOD

Data Poisoning. Our attack method, namely BadVisualPrompt, crafts a backdoored visual prompt by
manipulating the user-uploaded dataset (denoted as Dclean) in the prompting process. We randomly
sample a proportion of p from Dclean to constitute a poisoned dataset Dpoison. Specifically, for each
sampled instance (x, y) ∈ Dclean, we form its corresponding poisoned version (xpoison, t) ∈ Dpoison,
where xpoison = P(x,∆, t) and P(·) is a function to add the backdoor trigger ∆ to the given image x
and to assign an incorrect, target label t. For the trigger ∆, following the common practice (Gu et al.,
2017), we adopt a small patch with iterative white and black colors placed at the corner.

Attack Objective. The optimization of BadVisualPrompt can be formulated as:

wb = argmin
w

[
E(x,y)∈DcleanL(f(M,w,x), y) + λ · E(xpoison,t)∈DpoisonL(f(M,w,xpoison), t)

]
, (2)

where the L(·) represents the loss function (e.g., cross-entropy loss) in the normal prompting process,
and λ > 0 is a coefficient to balance the model utility (i.e., first term) and attack effectiveness (i.e.,
second term). Intuitively, a larger λ makes the backdoored visual prompt wb focus more on the attack
effectiveness and may exert a larger negative impact on the model utility.

Workflow. The workflow of our BadVisualPrompt is illustrated in Figure 2. In the training phase,
we optimize the backdoored visual prompt using both Dpoison and Dclean. In the inference phase, the
backdoored visual prompt wb is placed on (clean or backdoored) images to feed into the pre-trained
model. Specifically, the model can correctly classify the clean input but misclassify the triggered
input, into a target class.
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3 EXPERIMENTS OF ATTACKS

3.1 EXPERIMENTAL SETUPS

Datasets and Models. We consider three benchmark image datasets: CIFAR10 (CIF), SVHN (Netzer
et al., 2011), and EuroSAT (Helber et al., 2018). We use the official training and testing data
splits for the CIFAR10 and SVHN datasets. For the EuroSAT dataset, we randomly sample 80%
images per class for training and the rest 20% for testing. For pre-trained models, we consider three
vision models, i.e, ResNet trained on ImageNet-1K (RN50) (He et al., 2016; Russakovsky et al.,
2015), Big Transfer (BiT-M) (Kolesnikov et al., 2020), ResNeXt trained on 3.5B Instagram images
(Instagram) (Mahajan et al., 2018), and also a vision-language model, CLIP (Radford et al., 2021).

Prompt Learning and Attack Settings. We follow Bahng et al. (2022) to construct visual prompts.
If not mentioned specifically, the visual prompt has a shape of four-edge padding with a width of 30
pixels (on a 224× 224 input image). For label mapping, each pre-trained class index i corresponds
to the same downstream class index i for the three vision models, and a semantically similar text
prompt is constructed for CLIP. For attacking, we place the trigger at the bottom right corner with the
size as 1/16 of the input image and set λ = 1.0 in Equation 2. We consider both single-target and
multi-target attack goals. For the single-target goal, we choose “automobile” for CIFAR10, “1” for
SVHN, and “forest” for EuroSAT, all mapping to class index 1, and we poison 5% training data. For
the multi-target goal, we choose class indexes 1, 3, and 5 for each dataset. We adopt different trigger
positions for different targets (i.e., bottom left→ 1, bottom center→ 3, and bottom right→ 5), and
we poison 2% training data for each target.

Evaluation Metrics. In this work, the pre-trained model is always used together with the visual
prompt to give predictions for downstream data. We use Clean Accuracy (CA) and Attack Success
Rate (ASR) to measure the performance of our BadVisualPrompt. Here CA represents the percentage
of clean test images whose predicted labels are the same as the ground-truth labels, while ASR
represents the percentage of backdoored test images whose predicted labels are the same as the target
labels. In general, a higher ASR with little impact on CA indicates a more effective backdoor attack.
More detailed descriptions of our experimental setups can be found in Appendix B.

3.2 EFFECTIVENESS OF BADVISUALPROMPT

Table 1: Single- and multi-target attack performance.

Model Prompt Metric Single-target attack Multi-target attack
CIFAR10 EuroSAT SVHN CIFAR10 EuroSAT SVHN

RN50
Clean CA (%) 54.99 79.63 60.95 54.99 79.63 60.95

ASR (%) 9.33 11.67 21.46 9.80 8.48 13.45

Backdoor CA (%) 54.75 79.33 59.91 54.29 80.19 59.41
ASR (%) 99.94 99.59 100.00 96.19 78.47 99.22

BiT-M
Clean CA (%) 61.91 85.72 69.43 61.91 85.72 69.43

ASR (%) 10.56 10.94 20.18 9.54 9.64 14.69

Backdoor CA (%) 62.45 86.22 70.99 61.67 86.28 68.73
ASR (%) 100.00 100.00 100.00 99.96 99.40 99.86

Ins.
Clean CA (%) 64.22 84.96 72.02 64.22 84.96 72.02

ASR (%) 9.91 11.20 20.84 10.79 9.35 13.39

Backdoor CA (%) 63.07 85.96 68.80 64.54 85.35 69.99
ASR (%) 99.50 99.94 99.90 96.84 95.33 98.77

CLIP
Clean CA (%) 92.94 96.91 90.88 92.94 96.91 90.88

ASR (%) 9.93 10.98 20.10 9.95 9.25 13.52

Backdoor CA (%) 92.95 96.46 90.34 92.32 96.15 90.76
ASR (%) 99.99 99.94 100.00 99.80 98.95 99.95

As can be seen from Table 1, our Bad-
VisualPrompt achieves ASRs higher
than 99% with less than 1% CA drop
in most cases. The relatively low
ASR (78.47%) of the RN50 model
on EuroSAT for the multi-target at-
tack is mainly caused by the low ASR
(47.11%) for label index 5. We find
that class index 5 has the minimum
training samples (i.e., 1,600), so a
model that generalizes not very well,
i.e., the RN50 with a CA of 79.63%,
may yield relatively low attack results.

We further test the impact of the poi-
soning ratio and trigger size on the
attack performance. Detailed results for three datasets and four models are shown in Figure 11 of
Appendix C. As expected, in general, the attack performance increases as the poisoning ratio or
trigger size increases. Specifically, we find that the attack performance gets saturated for most cases
even when the ratio is lower than 3% or the trigger size is 2 × 2. Another interesting observation
is that CLIP yields better attack performance than the vision models. One exception is when the
trigger size is small. We attribute this finding to the high capacities of CLIP and provide detailed
explanations about the particularly low results for EuroSAT in Appendix C.
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3.3 NEW INSIGHTS INTO TRIGGER-PROMPT INTERACTIONS

In conventional backdoor attacks, the impact of trigger position on the attack performance is negli-
gible (Zeng et al., 2022; Liu et al., 2018c; Xu et al., 2021). However, in our context, changing the
trigger position may lead to different interactions between the trigger and the visual prompt since
they are placed on the same input image. As can be seen from Figure 3, our exploratory experiments
show that placing the trigger in the central position leads to a significantly low ASR, except for CLIP.
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Figure 3: Attack success rates (%) of
backdoored visual prompts (in gray
color) with triggers (in blue color) at
9 typical positions on CIFAR10.

To further analyze the impact of trigger-prompt interactions on
the attack performance, we formulate the problem as gradually
moving the trigger further away from the prompt, as illustrated
in Figure 4. Here we choose a larger trigger size (i.e., 4× 4)
to capture more variances of the trigger-prompt overlap. The
4 × 4 trigger on the original 32 × 32 image is resized to
28 × 28 on the resized 224 × 224 image. In addition to the
padding prompt, we consider a stripe prompt with the size of
30 × 224 and a patch prompt with the size of 80 × 80. We
define the position of a trigger as (h,w), where h/w represents
the vertical/horizontal coordinate pixel distance from the top
left corner of the trigger to that of the resized image.

We measure the trigger-prompt interactions by their overlap
and distance, which is their minimum pixel distance. As can be
seen from Table 2, the trigger-prompt overlap has little impact
on the attack performance. For example, both the CA and ASR
results for padding remain almost the same when the overlap
decreases from 784 to 108. In contrast, the trigger-prompt
distance has a significant impact. For example, the ASR drops
from 84.08% to 17.76% when the distance increases from 26
to 54. We find that the above observation also holds for the
frequency-based label mapping strategy (Chen et al., 2023b).
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Figure 4: Illustration of trigger-prompt interactions
by moving the trigger along the diagonal with po-
sition (h,w) for visual prompts following three
different templates: padding (left), stripe (middle),
and patch (right).

Table 2: The impact of trigger-prompt inter-
actions on the attack performance.

Prompt Position Overlap Distance CA (%) ASR (%)

Padding

(0, 0) 784 0 54.01 100.00
(28, 28) 108 0 54.24 99.95
(56, 56) 0 26 52.59 84.08
(84, 84) 0 54 53.77 17.76

Stripe

(0,0) 784 0 31.24 99.93
(49,49) 0 19 31.28 68.07
(98,98) 0 68 31.19 19.48

(147,147) 0 117 30.43 20.85

Patch

(0,0) 784 0 33.74 99.98
(49,49) 784 0 34.44 99.98
(98,98) 0 18 32.78 21.64

(147,147) 0 67 32.41 20.92

3.4 IMPROVING DISTANT TRIGGERS
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Figure 5: Improving distant triggers
by increasing λ in Equation 2.

The above analyses suggest that a successful attack requires
placing the trigger at specific positions. This increases the
possibility of detecting the trigger and further mitigating the
attack (Wang et al., 2019; Cho et al., 2020). Therefore, here we
explore simple solutions to improve the attack for distant trigger
positions. We focus on the padding prompt with the trigger
placed at the image center and evaluate RN50 on CIFAR10.

Larger Trigger Size/Poisoning Ratio or Coefficient λ. Based
on the results in Section 3.2, a larger trigger size or poisoning
ratio generally leads to better attack performance. However,
we find that the ASR results are just around 33% even when
the trigger size is increased to 8 × 8 or the poisoning ratio is
increased to 15%. According to the attack objective in Equa-
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tion 2, a straightforward way to improve the attack is to increase
the coefficient λ. However, as can be seen from Figure 5, although a larger λ leads to higher attack
success, the model utility substantially decreases.

Table 3: Improving distant triggers by trigger
pattern optimization.

Model Prompt Metric Trigger Size Poisoning Ratio (%)
2 4 10 15

RN50
Clean CA (%) 54.99 54.99 54.99 54.99

ASR (%) 15.15 26.60 15.14 15.16

Backdoor CA (%) 55.35 54.76 54.69 53.15
ASR (%) 28.33 61.56 46.92 62.26

BiT-M
Clean CA (%) 61.91 61.91 61.91 61.91

ASR (%) 14.25 27.35 13.56 13.78

Backdoor CA (%) 62.29 62.22 63.08 61.92
ASR (%) 87.71 96.40 98.24 99.37

Ins.
Clean CA (%) 64.22 64.22 64.22 64.22

ASR (%) 12.18 17.23 12.17 12.53

Backdoor CA (%) 63.20 66.15 64.55 62.82
ASR (%) 61.67 92.96 89.15 94.46

CLIP
Clean CA (%) 92.94 92.94 92.94 92.94

ASR (%) 10.20 9.97 10.01 10.12

Backdoor CA (%) 93.13 92.86 93.06 93.26
ASR (%) 99.82 99.94 99.99 99.94

Trigger Pattern Optimization. Instead of simply
fixing the trigger pattern as above, here we treat the
trigger as a learnable variable. We follow the bi-
level optimization (Huang et al., 2020; Geiping et al.,
2021) to alternatively update the prompt and trigger
using the same loss function in Equation 2. The de-
tailed optimization procedure with hyperparameter
selection is described in Appendix D. As can be
seen from Table 3, the optimized triggers yield con-
sistently high ASRs with little impact on CAs. For
example, a small trigger size of 4 × 4 is sufficient
to achieve a high attack performance above 85% on
average. Note that trigger optimization inevitably
requires additional computations, so it makes little
sense to apply it to our main experiments, where a
fixed trigger already works perfectly.

4 EXPERIMENTS OF DEFENSES

We evaluate six well-known model- and input-level backdoor defenses and also introduce a new,
prompt-level detection approach that solely relies on the prompt features. Model-level defenses are
applied to the prompted model, i.e., the combination of the frozen (clean) pre-trained model M and
the backdoored visual prompt wb. Since the pre-trained model is clean, we can induce that the visual
prompt is backdoored if abnormal behaviors are shown. Note that dataset-level defenses (Chen et al.,
2018; Tang et al., 2021) are not applicable to our scenario because the attacker (i.e., VPPTaaS) does
not send any backdoored dataset but the backdoored visual prompt to the victim (i.e., downstream
user). We focus this section on fixed triggers and leave similar experiments on optimized triggers to
Appendix I. Note that their conclusions are very similar.

4.1 MODEL-LEVEL BACKDOOR DETECTION

Trigger-Reconstruction-Based Detection. Neural Cleanse (Wang et al., 2019) is a backdoor defense
based on trigger reconstruction. The main idea is the minimum perturbation required to reconstruct
the trigger for the backdoor target label should be substantially smaller than that for other labels.
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Figure 6: Backdoor detection by Neural
Cleanse (Wang et al., 2019).

Given the reconstructed triggers for all labels, an anomaly
index is calculated on the statistical distribution of the
norm values of these triggers. When the anomaly index is
larger than a threshold T , the model (the prompted model
in our case) is treated as backdoored. To evaluate the
effectiveness of Neural Cleanse, we generate 5 clean and
5 backdoored visual prompts on CIFAR10. We adopt the
recommended threshold T = 2 and also other default
parameter settings from the original work (Wang et al.,
2019). We show the ROC curves together with AUC
scores in Figure 6. The recommended threshold T = 2
leads to either low TPR (RN50, BiT-M, and Instagram) or
high FPR (CLIP). We thus conclude that Neural Cleanse
is not effective against our backdoor attacks.

We further examine the trigger reconstruction results for
both the failure and success cases for T = 2. Figure 7
visualize two such examples. For Figure 7a, the recon-
struction is thought to fail since the anomaly index is 1.82
< T , but it indeed successfully locates the trigger at the
bottom right corner. For Figure 7b, the reconstruction is
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thought to be succeed since the anomaly index is 3.73 > T , but it indeed fails to locate the trigger.
We find that the above conflict happens half the time, suggesting that Neural Cleanse is not a reliable
defense against our attack. Specifically, using only a scalar threshold may not sufficiently interpret
the actual reconstruction results.

(a) Failure (b) Success

Figure 7: Visualizations of reconstructed
triggers for failure and success cases of
Neural Cleanse.

Model-Diagnosis-Based detection. MNTD (Xu et al.,
2021) learns a meta binary detector to distinguish back-
doored models from clean ones. It assumes a black-box
access to the target model and as a result, the detector takes
as input the output posteriors of a set of fine-tuned queries
on the target model. We use the CIFAR10 dataset and
CLIP model for evaluation purposes. For the backdoored
visual prompts, we consider diverse poisoning ratios (i.e.,
0.5%, 1%, 3%, 5%, and 10%), trigger sizes (i.e., from
1× 1 to 5× 5), and trigger locations (i.e., 9 in Figure 3a).
In total, we obtain 340 backdoored visual prompts and the
same number of clean visual prompts. Different random
seeds are used to ensure that prompts generated in the
same setting are different from each other.

For evaluation, we consider “known” and “unknown” scenarios. In the “known” scenario, we
randomly sample 60% of the above prompts for training and 40% for testing. In the “unknown”
scenario, we ensure the training and testing backdoored prompts are based on different parameters.
Specifically, we select those generated with triggers located at the bottom right corner (180 in total)
for training, and the rest 160 backdoored prompts for testing. The same number of clean visual
prompts are used to ensure class balance. We find MNTD performs very well, with an area under the
curve (AUC) score of 1.0 in the “known” scenario and 0.995 in the “unknown” scenario.

4.2 PROMPT-LEVEL BACKDOOR DETECTION

Clean TL TC TR CL

CC CR BL BC BR

Figure 8: Grad-CAM visualizations of the
clean vs. backdoored prompts (with triggers
at 9 positions) for our prompt-level detector
trained in the “known” scenario. Red regions
correspond to high saliency scores. T, C, B, L,
and R denotes Top, Central, Bottom, Left, and
Right, respectively. Figure 13 in Appendix E
further shows that the “unknown” scenario
follows almost the same pattern.

Since our backdoor is directly implanted into the
visual prompt, it is worth exploring if it can be de-
tected given only the prompt. To this end, we conduct
similar experiments as in Section 4.1 but train a sim-
ple CNN detector containing 4 convolution layers
instead of a meta detector in MNTD. This CNN de-
tector takes as input the visual prompt combined with
a pseudo-image full of zero pixel values. We find
our prompt-level detection works perfectly, with the
detection accuracy of 100% in both the “known” and
“unknown” scenarios.

We further examine the Grad-CAM saliency
maps (Selvaraju et al., 2017) to interpret how our
prompt-level detector works. As can be seen from
Figure 8, besides being similarly effective, the two
detectors for the two different scenarios also yield
similar salient regions. Specifically, the salient re-
gions spread the whole prompt for clean prompts but
concentrate on local regions for backdoored prompts.
This difference also confirms the perfect detection
performance. Interestingly, for the backdoored visual
prompts, the most salient regions do not overlap with the triggers, indicating that the backdoor
information stored in the prompt is not around the trigger.

MNTD vs. Our Prompt-Level Detector. We further use the t-SNE (van der Maaten & Hinton,
2008) to help explain the good performance of MNTD and our prompt-level detector and compare
their properties, as shown in Figure 9. We can observe that for both detectors, clean and backdoored
prompts are clearly separable, confirming their good performance. A clear difference is that the
MNTD samples are linearly separable but for our prompt-level detector, the clean prompts are densely
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clustered and the backdoored ones surround this cluster. This may be explained by the fact that the
dimension of pixel-space visual prompts is much higher than the output posteriors used in MNTD.

Backdoor

Clean

Backdoor

Clean

Figure 9: The t-SNE visualizations for MNTD
trained in the “known” scenario (left) and our
prompt-level detector (right).

Note on the Practicality. Both MNTD and
our prompt-level detector require a number of
training prompts. In Figure 14 of Appendix F,
we show that a stable and good detection per-
formance requires around 60 training visual
prompts. Similar to Carlini (2021), we argue
that all these efforts, however, are infeasible for
downstream users with limited resources. Oth-
erwise, they do not need the VPPTaaS service
in the first place. Therefore, detection-based
defenses may not be practical in our scenario.

4.3 INPUT-LEVEL BACKDOOR DETECTION

Backdoor detection is also commonly conducted
at the input level, where clean inputs are ac-
cepted for further use but backdoored inputs are
rejected. The detection performance is evaluated based on two metrics: False Rejection Rate (FRR)
and False Acceptance Rate (FAR). FAR represents the percentage of backdoored inputs that are
falsely detected as clean. FRR represents the percentage of clean inputs that are falsely detected as
backdoored. A detection method is expected to achieve a low FAR for effectiveness and a low FRR
for maintaining the model utility. We consider two detection methods, SentiNet (Chou et al., 2020)
and STRIP (Gao et al., 2019). The intuition of SentiNet is that strong localized universal attacks
usually cause the saliency of the pre-trained model to concentrate on the localized perturbations, e.g.,
the triggers in backdoor attacks. Model predictions on such strongly concentrated salient regions
persist no matter how the rest image regions change. STRIP relies on a more general intuition that
the model prediction on a backdoored input is more invariant to image corruptions than that on a
clean input. See Appendix G for detailed descriptions.

Table 4: Backdoor detection results of Sen-
tiNet (Chou et al., 2020) and STRIP (Gao
et al., 2019).

Defense Metric Model
RN50 BiT-M Ins. CLIP

SentiNet FAR (%) 0.00 8.30 1.00 35.20
FRR (%) 9.20 8.50 11.30 9.10

STRIP FAR (%) 0.05 0.00 0.25 1.35
FRR (%) 2.80 3.65 3.20 1.15

For evaluating SentiNet, we first ensure that it is appli-
cable in our case by showing that the saliency of the
backdoored image indeed concentrates on the trigger
in Appendix H. Then, we conduct quantitative experi-
ments on 1,000 clean and 1,000 backdoored images. As
can be seen from Table 4, SentiNet performs particu-
larly badly for CLIP (i.e., FAR = 35.20%). We further
check the salient regions generated for backdoored input
images, and we find that in all false acceptance cases,
Grad-CAM fails to locate the triggers accurately. On
the other hand, SentiNet yields relatively high FRRs
(around 10%), leading to a non-negligible drop in model utility. For evaluating STRIP, we use 2,000
clean inputs to determine the entropy threshold (by ensuring the FRR on these clean inputs is 1%).
We then employ another 2,000 clean and 2,000 backdoored inputs for detection. A softmax function
is used to process the output posteriors before the entropy calculation in our experiments. As can be
seen from Table 4, STRIP is superior to SentiNet, especially for CLIP.

Bypass Input-Level Detection. Both SentiNet and STRIP require attacks to be strong so that the
model prediction on a backdoored input is consistent over multiple overlaid images. Therefore,
we further explore if the attacker can bypass SentiNet and STRIP by intentionally restricting their
strength. Specifically, we adopt the 4× 4 optimized trigger on the RN50 model in Section 3.4. We
find this modification still yields an acceptable ASR (i.e., 61.56%) but drastically increases the FAR
to 37.10% for SentiNet and 87.20% for STRIP. These results indicate that it is possible to largely
compromise the performance of SentiNet and STRIP by adopting a moderate attack.

4.4 BACKDOOR MITIGATION

Although users can reject a backdoored model/prompt based on detection results, it may be impractical
because finding another service provider requires additional resources and expertise (Wang et al.,
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2019). In this case, backdoor mitigation is a promising alternative, which is normally achieved by
eliminating backdoors from the model/prompt or trigger patterns from the input.
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Figure 10: Backdoor mitigation by Fine-Pruning.

Prompt-Level Backdoor Mitigation. Fine-
Pruning (Liu et al., 2018b) applies network prun-
ing (Han et al., 2016; Molchanov et al., 2017)
to mitigate model backdoors. Fine-Pruning it-
eratively prunes neurons with the lowest aver-
age activations on a validation dataset until a
pre-defined pruning fraction η is reached. In
our case, we fix the model but prune the pixels
with the lowest absolute values from the visual
prompt. As can be seen from Figure 10, there is
a clear trade-off between ASR and CA for RN50,
BiT-M, and Instagram. For example, when ASR
starts to substantially drop for η > 70%, the CA
also drops dramatically. In contrast, for CLIP,
CA is consistently well maintained, even when
η = 100%, i.e., downstream users choose to
completely drop the use of the visual prompt.
This contrast might be explained by the strong
“zero-shot” capability of CLIP, which makes
CLIP easily transfer to other downstream tasks
via simple natural language instructions without
fine-tuning on downstream data (Radford et al., 2021).

Table 5: Backdoor mitigation by DAPAS.

DAPAS Metric Model
RN50 BiT-M Ins. CLIP

w/o CA (%) 54.24 61.75 63.94 92.66
ASR (%) 99.96 100.00 99.36 99.99

Noise CA (%) 16.57 17.20 17.64 40.65
ASR (%) 0.00 0.10 0.21 4.84

Trigger CA (%) 16.52 17.10 17.64 40.19
ASR (%) 0.00 0.04 0.09 4.56

Input-Level Backdoor Mitigation. DAPAS (Cho et al.,
2020) trains a Denoising AutoEncoder (DAE) (Vincent
et al., 2010) on balanced clean and perturbed images
and then uses this trained DAE to eliminate potential
perturbations. We follow the settings of Cho et al. (2020)
and report the results in Table 5. Here, “w/o” means
no DAPAS is applied, while “Noise” means training
DAPAS with Gaussian noise, and “Trigger” means an
extreme scenario in which the defender constructs the
perturbed training using the identical trigger to that of
the attacker. We can observe that “Noise” is sufficient to
guarantee very low ASR results and “Trigger” further decreases them. However, DAPAS also trades
off the CA by about 40%.

5 CONCLUSION AND OUTLOOK

We provide the first systematic study of security vulnerabilities of visual prompt learning (VPL)
from the lens of backdoor attacks. From the attack perspective, we propose BadVisualPrompt, the
first backdoor attack against VPL, and demonstrate its general effectiveness over different models,
datasets, and VPL variants. We particularly analyze the impact of trigger-prompt interactions on the
attack performance and show that the attack performance may be largely decreased when the trigger
and prompt are distant. From the defense perspective, we demonstrate that representative detection-
and mitigation-based methods are either ineffective or impractical against our BadVisualPrompt. We
also provide new insights into their behaviors in both the success and failure cases. Although our new
attack may be potentially misused by malicious actors, we firmly believe that our systematic analyses
of the vulnerability of VPL can provide more to future studies for designing effective defenses.

Since visual prompt learning (VPL) just gets substantial attention very recently, it is understandable
that VPL performs not well enough in certain settings. However, we can already see performance
improvement in recent attempts (Chen et al., 2023b; Huang et al., 2023). Since we are the first to
explore the vulnerabilities of VPL, we have focused our study solely on the well-defined, backdoor
attacks. Moving forward, it would be necessary to explore other vulnerabilities. In addition, although
we have tried our best to evaluate diverse defenses against our new attack, no effective defenses have
been found so far. Future work should explore new defense strategies to defeat our attack.

9



Under review as a conference paper at ICLR 2024

REFERENCES

https://www.cs.toronto.edu/~kriz/cifar.html.

https://www.marktechpost.com/2022/09/09/meet-phraser-a-new-artificial-int
elligence-ai-tool-that-uses-machine-learning-to-help-users-write-promp
ts-for-neural-networks/.

Mehmet Aygun, Yusuf Aytar, and Hazim Kemal Ekenel. Exploiting Convolution Filter Patterns for Transfer
Learning. In IEEE International Conference on Computer Vision (ICCV), pp. 2674–2680. IEEE, 2017.

Hyojin Bahng, Ali Jahanian, Swami Sankaranarayanan, and Phillip Isola. Exploring Visual Prompts for Adapting
Large-Scale Models. CoRR abs/2203.17274, 2022.

Tom B. Brown, Dandelion Mané, Aurko Roy, Martín Abadi, and Justin Gilmer. Adversarial Patch. In Annual
Conference on Neural Information Processing Systems (NIPS). NIPS, 2017.

Tom B. Brown, Benjamin Mann, Nick Ryder, Melanie Subbiah, Jared Kaplan, Prafulla Dhariwal, Arvind
Neelakantan, Pranav Shyam, Girish Sastry, Amanda Askell, Sandhini Agarwal, Ariel Herbert-Voss, Gretchen
Krueger, Tom Henighan, Rewon Child, Aditya Ramesh, Daniel M. Ziegler, Jeffrey Wu, Clemens Winter,
Christopher Hesse, Mark Chen, Eric Sigler, Mateusz Litwin, Scott Gray, Benjamin Chess, Jack Clark,
Christopher Berner, Sam McCandlish, Alec Radford, Ilya Sutskever, and Dario Amodei. Language Models
are Few-Shot Learners. In Annual Conference on Neural Information Processing Systems (NeurIPS). NeurIPS,
2020.

Xiangrui Cai, Haidong Xu, Sihan Xu, Ying Zhang, and Xiaojie Yuan. BadPrompt: Backdoor Attacks on
Continuous Prompts. In Annual Conference on Neural Information Processing Systems (NeurIPS). NeurIPS,
2022.

Nicholas Carlini. Poisoning the Unlabeled Dataset of Semi-Supervised Learning. In USENIX Security Symposium
(USENIX Security), pp. 1577–1592. USENIX, 2021.

Aochuan Chen, Peter Lorenz, Yuguang Yao, Pin-Yu Chen, and Sijia Liu. Visual Prompting for Adversarial
Robustness. In IEEE International Conference on Acoustics, Speech and Signal Processing (ICASSP). IEEE,
2023a.

Aochuan Chen, Yuguang Yao, Pin-Yu Chen, Yihua Zhang, and Sijia Liu. Understanding and Improving Visual
Prompting: A Label-Mapping Perspective. In IEEE Conference on Computer Vision and Pattern Recognition
(CVPR). IEEE, 2023b.

Bryant Chen, Wilka Carvalho, Nathalie Baracaldo, Heiko Ludwig, Benjamin Edwards, Taesung Lee, Ian Molloy,
and Biplav Srivastava. Detecting Backdoor Attacks on Deep Neural Networks by Activation Clustering.
CoRR abs/1811.03728, 2018.

Seungju Cho, Tae Joon Jun, Byungsoo Oh, and Daeyoung Kim. DAPAS : Denoising Autoencoder to Prevent
Adversarial attack in Semantic Segmentation. In International Joint Conference on Neural Networks (IJCNN).
IEEE, 2020.

Edward Chou, Florian Tramèr, and Giancarlo Pellegrino. SentiNet: Detecting Localized Universal Attacks
Against Deep Learning Systems. In IEEE Security and Privacy Workshops (SPW), pp. 48–54. IEEE, 2020.

Joe Davison, Joshua Feldman, and Alexander Rush. Commonsense Knowledge Mining from Pretrained Models.
In Conference on Empirical Methods in Natural Language Processing and International Joint Conference on
Natural Language Processing (EMNLP-IJCNLP), pp. 1173–1178. ACL, 2019.

Ning Ding, Shengding Hu, Weilin Zhao, Yulin Chen, Zhiyuan Liu, Haitao Zheng, and Maosong Sun. Open-
Prompt: An Open-source Framework for Prompt-learning. In Annual Meeting of the Association for
Computational Linguistics (ACL), pp. 105–113. ACL, 2022.

Alexey Dosovitskiy, Lucas Beyer, Alexander Kolesnikov, Dirk Weissenborn, Xiaohua Zhai, Thomas Unterthiner,
Mostafa Dehghani, Matthias Minderer, Georg Heigold, Sylvain Gelly, Jakob Uszkoreit, and Neil Houlsby. An
Image is Worth 16x16 Words: Transformers for Image Recognition at Scale. In International Conference on
Learning Representations (ICLR), 2021.

Wei Du, Yichun Zhao, Boqun Li, Gongshen Liu, and Shilin Wang. PPT: Backdoor Attacks on Pre-trained
Models via Poisoned Prompt Tuning. In International Joint Conferences on Artifical Intelligence (IJCAI), pp.
680–686. IJCAI, 2022.

10

https://www.cs.toronto.edu/~kriz/cifar.html
https://www.marktechpost.com/2022/09/09/meet-phraser-a-new-artificial-intelligence-ai-tool-that-uses-machine-learning-to-help-users-write-prompts-for-neural-networks/
https://www.marktechpost.com/2022/09/09/meet-phraser-a-new-artificial-intelligence-ai-tool-that-uses-machine-learning-to-help-users-write-prompts-for-neural-networks/
https://www.marktechpost.com/2022/09/09/meet-phraser-a-new-artificial-intelligence-ai-tool-that-uses-machine-learning-to-help-users-write-prompts-for-neural-networks/


Under review as a conference paper at ICLR 2024

Alex Fang, Gabriel Ilharco, Mitchell Wortsman, Yuhao Wan, Vaishaal Shankar, Achal Dave, and Ludwig
Schmidt. Data Determines Distributional Robustness in Contrastive Language Image Pre-training (CLIP).
CoRR abs/2205.01397, 2022.

Yuxin Fang, Bencheng Liao, Xinggang Wang, Jiemin Fang, Jiyang Qi, Rui Wu, Jianwei Niu, and Wenyu Liu.
You Only Look at One Sequence: Rethinking Transformer in Vision through Object Detection. In Annual
Conference on Neural Information Processing Systems (NeurIPS). NeurIPS, 2021.

Yulu Gan, Xianzheng Ma, Yihang Lou, Yan Bai, Renrui Zhang, Nian Shi, and Lin Luo. Decorate the Newcomers:
Visual Domain Prompt for Continual Test Time Adaptation. In AAAI Conference on Artificial Intelligence
(AAAI). AAAI, 2023.

Yansong Gao, Change Xu, Derui Wang, Shiping Chen, Damith C Ranasinghe, and Surya Nepal. STRIP: A
Defence Against Trojan Attacks on Deep Neural Networks. In Annual Computer Security Applications
Conference (ACSAC), pp. 113–125. ACM, 2019.

Yunhe Gao, Xingjian Shi, Yi Zhu, Hao Wang, Zhiqiang Tang, Xiong Zhou, Mu Li, and Dimitris N. Metaxas.
Visual Prompt Tuning for Test-time Domain Adaptation. CoRR abs/2210.04831, 2022.

Jonas Geiping, Liam H. Fowl, W. Ronny Huang, Wojciech Czaja, Gavin Taylor, Michael Moeller, and Tom
Goldstein. Witches’ Brew: Industrial Scale Data Poisoning via Gradient Matching. In International
Conference on Learning Representations (ICLR), 2021.

Tianyu Gu, Brendan Dolan-Gavitt, and Siddharth Grag. Badnets: Identifying Vulnerabilities in the Machine
Learning Model Supply Chain. CoRR abs/1708.06733, 2017.

Karen Hambardzumyan, Hrant Khachatrian, and Jonathan May. WARP: Word-level Adversarial ReProgramming.
In Annual Meeting of the Association for Computational Linguistics (ACL), pp. 4921–4933. ACL, 2021.

Song Han, Huizi Mao, and William J. Dally. Deep Compression: Compressing Deep Neural Networks with
Pruning, Trained Quantization and Huffman Coding. In International Conference on Learning Representations
(ICLR), 2016.

Xu Han, Weilin Zhao, Ning Ding, Zhiyuan Liu, and Maosong Sun. PTR: Prompt Tuning with Rules for Text
Classification. CoRR abs/2105.11259, 2021.

Kaiming He, Xiangyu Zhang, Shaoqing Ren, and Jian Sun. Deep Residual Learning for Image Recognition. In
IEEE Conference on Computer Vision and Pattern Recognition (CVPR), pp. 770–778. IEEE, 2016.

Patrick Helber, Benjamin Bischke, Andreas Dengel, and Damian Borth. Introducing eurosat: A novel dataset and
deep learning benchmark for land use and land cover classification. In IGARSS 2018-2018 IEEE International
Geoscience and Remote Sensing Symposium, pp. 204–207. IEEE, 2018.

Jeremy Howard and Sebastian Ruder. Universal Language Model Fine-tuning for Text Classification. In Annual
Meeting of the Association for Computational Linguistics (ACL), pp. 328–339. ACL, 2018.

Qidong Huang, Xiaoyi Dong, Dongdong Chen, Weiming Zhang, Feifei Wang, Gang Hua, and Nenghai Yu.
Diversity-Aware Meta Visual Prompting. In IEEE Conference on Computer Vision and Pattern Recognition
(CVPR). IEEE, 2023.

W. Ronny Huang, Jonas Geiping, Liam Fowl, Gavin Taylor, and Tom Goldstein. MetaPoison: Practical General-
purpose Clean-label Data Poisoning. In Annual Conference on Neural Information Processing Systems
(NeurIPS). NeurIPS, 2020.

Jinyuan Jia, Yupei Liu, and Neil Zhenqiang Gong. BadEncoder: Backdoor Attacks to Pre-trained Encoders in
Self-Supervised Learning. In IEEE Symposium on Security and Privacy (S&P). IEEE, 2022a.

Menglin Jia, Luming Tang, Bor-Chun Chen, Claire Cardie, Serge Belongie, Bharath Hariharan, and Ser-Nam
Lim. Visual Prompt Tuning. In European Conference on Computer Vision (ECCV). Springer, 2022b.

Zhengbao Jiang, Frank F. Xu, Jun Araki, and Graham Neubig. How Can We Know What Language Models
Know? Transactions of the Association for Computational Linguistics, 2020.

Panagiota Kiourti, Kacper Wardega, Susmit Jha, and Wenchao Li. TrojDRL: Evaluation of Backdoor Attacks on
Deep Reinforcement Learning. In Proceedings of ACM/EDAC/IEEE Design Automation Conference (DAC).
IEEE, 2020.

Alexander Kolesnikov, Lucas Beyer, Xiaohua Zhai, Joan Puigcerver, Jessica Yung, Sylvain Gelly, and Neil
Houlsby. Big Transfer (BiT): General Visual Representation Learning. In European Conference on Computer
Vision (ECCV), pp. 491–507. Springer, 2020.

11



Under review as a conference paper at ICLR 2024

Tuan Manh Lai, Quan Hung Tran, Trung Bui, and Daisuke Kihara. A Simple But Effective Bert Model for
Dialog State Tracking on Resource-Limited Systems. In IEEE International Conference on Acoustics, Speech
and Signal Processing (ICASSP), pp. 8034–8038. IEEE, 2020.

Brian Lester, Rami Al-Rfou, and Noah Constant. The Power of Scale for Parameter-Efficient Prompt Tuning. In
Conference on Empirical Methods in Natural Language Processing (EMNLP), pp. 3045–3059. ACL, 2021.

Xiang Lisa Li and Percy Liang. Prefix-Tuning: Optimizing Continuous Prompts for Generation. In Annual
Meeting of the Association for Computational Linguistics (ACL), pp. 4582–4597. ACL, 2021.

Bing Liu, Gokhan Tür, Dilek Hakkani-Tür, Pararth Shah, and Larry Heck. Dialogue Learning with Human
Teaching and Feedback in End-to-End Trainable Task-Oriented Dialogue Systems. In Conference of the
North American Chapter of the Association for Computational Linguistics: Human Language Technologies
(NAACL-HLT), pp. 2060–2069. ACL, 2018a.

Kang Liu, Brendan Dolan-Gavitt, and Siddharth Garg. Fine-Pruning: Defending Against Backdooring Attacks
on Deep Neural Networks. In Research in Attacks, Intrusions, and Defenses (RAID), pp. 273–294. Springer,
2018b.

Lingbo Liu, Jianlong Chang, Bruce X.B. Yu, Liang Lin, Qi Tian, and Chang-Wen Chen. Prompt-Matched
Semantic Segmentation. CoRR abs/2208.10159, 2022.

Yingqi Liu, Shiqing Ma, Yousra Aafer, Wen-Chuan Lee, Juan Zhai, Weihang Wang, and Xiangyu Zhang.
Trojaning Attack on Neural Networks. In Network and Distributed System Security Symposium (NDSS).
Internet Society, 2018c.

Yugeng Liu, Zheng Li, Michael Backes, Yun Shen, and Yang Zhang. Backdoor Attacks Against Dataset
Distillation. CoRR abs/2301.01197, 2023.

Yao Lu, Max Bartolo, Alastair Moore, Sebastian Riedel, and Pontus Stenetorp. Fantastically Ordered Prompts
and Where to Find Them: Overcoming Few-Shot Prompt Order Sensitivity. In Annual Meeting of the
Association for Computational Linguistics (ACL), pp. 8086–8098. ACL, 2022.

Chengxiao Luo, Yiming Li, Yong Jiang, and Shu-Tao Xia. Untargeted Backdoor Attack against Object Detection.
CoRR abs/2211.05638, 2022.

Shiqing Ma, Yingqi Liu, Guanhong Tao, Wen-Chuan Lee, and Xiangyu Zhang. NIC: Detecting Adversarial
Samples with Neural Network Invariant Checking. In Network and Distributed System Security Symposium
(NDSS). Internet Society, 2019.

Dhruv Mahajan, Ross Girshick, Vignesh Ramanathan, Kaiming He, Manohar Paluri, Yixuan Li, Ashwin
Bharambe, and Laurens van der Maaten. Exploring the Limits of Weakly Supervised Pretraining. In European
Conference on Computer Vision (ECCV), pp. 181–196. Springer, 2018.

Pavlo Molchanov, Stephen Tyree, Tero Karras, Timo Aila, and Jan Kautz. Pruning Convolutional Neural
Networks for Resource Efficient Inference. In International Conference on Learning Representations (ICLR),
2017.

Yuval Netzer, Tao Wang, Adam Coates, Alessandro Bissacco, Bo Wu, and Andrew Y. Ng. Reading Digits in
Natural Images with Unsupervised Feature Learning. In NIPS Workshop on Deep Learning and Unsupervised
Feature Learning. NIPS, 2011.

Thao Nguyen, Gabriel Ilharco, Mitchell Wortsman, Sewoong Oh, and Ludwig Schmidt. Quality Not Quantity:
On the Interaction between Dataset Design and Robustness of CLIP. In Annual Conference on Neural
Information Processing Systems (NeurIPS). NeurIPS, 2022.

Fabio Petroni, Tim Rocktäschel, Patrick Lewis, Anton Bakhtin, Yuxiang Wu, Alexander H. Miller, and Sebastian
Riedel. Language Models as Knowledge Bases? In Conference on Empirical Methods in Natural Language
Processing and International Joint Conference on Natural Language Processing (EMNLP-IJCNLP), pp.
2463–2473. ACL, 2019.

Raul Puri and Bryan Catanzaro. Zero-shot Text Classification With Generative Language Models. CoRR
abs/1912.10165, 2019.

Alec Radford, Jong Wook Kim, Chris Hallacy, Aditya Ramesh, Gabriel Goh, Sandhini Agarwal, Girish Sastry,
Amanda Askell, Pamela Mishkin, Jack Clark, Gretchen Krueger, and Ilya Sutskever. Learning Transferable
Visual Models From Natural Language Supervision. In International Conference on Machine Learning
(ICML), pp. 8748–8763. PMLR, 2021.

12



Under review as a conference paper at ICLR 2024

Laria Reynolds and Kyle McDonell. Prompt Programming for Large Language Models: Beyond the Few-Shot
Paradigm. CoRR abs/2102.07350, 2021.

Olga Russakovsky, Jia Deng, Hao Su, Jonathan Krause, Sanjeev Satheesh, Sean Ma, Zhiheng Huang, Andrej
Karpathy, Aditya Khosla, Michael Bernstein, Alexander C. Berg, and Li Fei-Fei. ImageNet Large Scale
Visual Recognition Challenge. CoRR abs/1409.0575, 2015.

Aniruddha Saha, Akshayvarun Subramanya, and Hamed Pirsiavash. Hidden Trigger Backdoor Attacks. In AAAI
Conference on Artificial Intelligence (AAAI), pp. 11957–11965. AAAI, 2020.

Aniruddha Saha, Ajinkya Tejankar, Soroush Abbasi Koohpayegani, and Hamed Pirsiavash. Backdoor Attacks
on Self-Supervised Learning. In IEEE Conference on Computer Vision and Pattern Recognition (CVPR), pp.
13337–13346. IEEE, 2022.

Timo Schick, Helmut Schmid, and Hinrich Schütze. Automatically Identifying Words That Can Serve as Labels
for Few-Shot Text Classification. In International Conference on Computational Linguistics (Coling), pp.
5569–5578. ACL, 2020.

Ramprasaath R. Selvaraju, Michael Cogswell, Abhishek Das, Ramakrishna Vedantam, Devi Parikh, and Dhruv
Batra. Grad-CAM: Visual Explanations from Deep Networks via Gradient-Based Localization. In IEEE
International Conference on Computer Vision (ICCV), pp. 618–626. IEEE, 2017.

Lujia Shen, Shouling Ji, Xuhong Zhang, Jinfeng Li, Jing Chen, Jie Shi, Chengfang Fang, Jianwei Yin, and Ting
Wang. Backdoor Pre-trained Models Can Transfer to All. In ACM SIGSAC Conference on Computer and
Communications Security (CCS), pp. 3141–3158. ACM, 2021.

Taylor Shin, Yasaman Razeghi, Robert L. Logan IV, Eric Wallace, and Sameer Singh. AutoPrompt: Eliciting
Knowledge from Language Models with Automatically Generated Prompts. In Conference on Empirical
Methods in Natural Language Processing (EMNLP), pp. 4222–4235. ACL, 2020.

Hossein Souri, Liam H Fowl, Rama Chellappa, Micah Goldblum, and Tom Goldstein. Sleeper Agent: Scalable
Hidden Trigger Backdoors for Neural Networks Trained from Scratch. In Annual Conference on Neural
Information Processing Systems (NeurIPS). NeurIPS, 2022.

Di Tang, XiaoFeng Wang, Haixu Tang, and Kehuan Zhang. Demon in the Variant: Statistical Analysis of DNNs
for Robust Backdoor Contamination Detection. In USENIX Security Symposium (USENIX Security), pp.
1541–1558. USENIX, 2021.

Laurens van der Maaten and Geoffrey Hinton. Visualizing Data using t-SNE. Journal of Machine Learning
Research, 2008.

Pascal Vincent, Hugo Larochelle, Isabelle Lajoie, Yoshua Bengio, and Pierre-Antoine Manzagol. Stacked
Denoising Autoencoders: Learning Useful Representations in a Deep Network with a Local Denoising
Criterion. Journal of Machine Learning Research, 2010.

Bolun Wang, Yuanshun Yao, Shawn Shan, Huiying Li, Bimal Viswanath, Haitao Zheng, and Ben Y. Zhao.
Neural Cleanse: Identifying and Mitigating Backdoor Attacks in Neural Networks. In IEEE Symposium on
Security and Privacy (S&P), pp. 707–723. IEEE, 2019.

Hongyi Wang, Kartik Sreenivasan, Shashank Rajput, Harit Vishwakarma, Saurabh Agarwal, Jy yong Sohn,
Kangwook Lee, and Dimitris Papailiopoulos. Attack of the Tails: Yes, You Really Can Backdoor Federated
Learning. In Annual Conference on Neural Information Processing Systems (NeurIPS). NeurIPS, 2020.

Junyang Wu, Xianhang Li, Chen Wei, Huiyu Wang, Alan Yuille, Yuyin Zhou, and Cihang Xie. Unleashing the
Power of Visual Prompting At the Pixel Level. CoRR abs/2212.10556, 2022.

Xiaojun Xu, Qi Wang, Huichen Li, Nikita Borisov, Carl A. Gunter, and Bo Li. Detecting AI Trojans Using Meta
Neural Analysis. In IEEE Symposium on Security and Privacy (S&P). IEEE, 2021.

Yuanshun Yao, Huiying Li, Haitao Zheng, and Ben Y. Zhao. Latent Backdoor Attacks on Deep Neural Networks.
In ACM SIGSAC Conference on Computer and Communications Security (CCS), pp. 2041–2055. ACM, 2019.

Yi Zeng, Minzhou Pan, Hoang Anh Just, Lingjuan Lyu, Meikang Qiu, and Ruoxi Jia. Narcissus: A Practical
Clean-Label Backdoor Attack with Limited Information. CoRR abs/2204.05255, 2022.

Shihao Zhao, Xingjun Ma, Xiang Zheng, James Bailey, Jingjing Chen, and Yu-Gang Jiang. Clean-Label
Backdoor Attacks on Video Recognition Models. In IEEE Conference on Computer Vision and Pattern
Recognition (CVPR), pp. 14443–144528. IEEE, 2020.

13



Under review as a conference paper at ICLR 2024

Kaiyang Zhou, Jingkang Yang, Chen Change Loy, and Ziwei Liu. Learning to Prompt for Vision-Language
Models. International Journal of Computer Vision, 2022.

Fuzhen Zhuang, Zhiyuan Qi, Keyu Duan, Dongbo Xi, Yongchun Zhu, Hengshu Zhu, Hui Xiong, and Qing He.
A comprehensive survey on transfer learning. Proceedings of the IEEE, 109(1):43–76, 2021.

14



Under review as a conference paper at ICLR 2024

A RELATED WORK

Prompt Learning in NLP. Prompt learning (Shin et al., 2020; Hambardzumyan et al., 2021; Lester
et al., 2021; Li & Liang, 2021) is a new machine learning paradigm in natural language processing
(NLP). The key goal is identifying prompts that allow a pre-trained language model to effectively
perform downstream tasks. Current research in prompt learning can broadly be grouped into two
categories. The first category is manual prompt engineering. Existing efforts in this category focus
on manually creating prompts based on human intuition and domain knowledge of the downstream
tasks, including template engineering (Petroni et al., 2019) and demonstration design (e.g., selec-
tion (Reynolds & McDonell, 2021) and ordering (Lu et al., 2022)). Similar to feature engineering
in classical machine learning, identifying optimum manual prompts is non-trivial and the resulting
prompts can be sensitive to small perturbations (Li & Liang, 2021). Recent efforts thus have focused
on automated prompt engineering, which aims to automatically generate or optimize the prompts by
learning from the input-output pairs. Representative methods include prompt mining (Jiang et al.,
2020), prompt scoring (Davison et al., 2019), prefix turning (prompt tuning) (Li & Liang, 2021),
hybrid tuning (Han et al., 2021), etc. Owing to their practicability and proven efficacy, methods
in both categories have been successfully applied in many areas in NLP, including language mod-
els (Puri & Catanzaro, 2019; Reynolds & McDonell, 2021), machine translation models (Brown
et al., 2020; Reynolds & McDonell, 2021), dialogue systems (Liu et al., 2018a; Lai et al., 2020), text
classification (Puri & Catanzaro, 2019; Schick et al., 2020), and knowledge probing (Petroni et al.,
2019; Brown et al., 2020).

Visual Prompt Learning. Inspired by prompt learning in NLP, visual prompt learning (Bahng et al.,
2022; Gan et al., 2023; Wu et al., 2022; Chen et al., 2023a) also starts emerging in the computer
vision domain to adapt the large-scale upstream pre-trained visual models to various downstream
tasks, such as image classification (Bahng et al., 2022), vision-language modelling (Zhou et al., 2022),
etc. The majority of efforts in visual prompt learning aim to learn a pixel perturbation that can be
combined with the input image and allow the pre-trained model to complete the downstream tasks
without model fine-tuning (Howard & Ruder, 2018). There also exists a different research direction,
namely visual prompt tuning (Jia et al., 2022b), where the visual prompt is in the form of additional
model parameters instead of pixel perturbations at the input space. Our study does not consider this
front as the victim audits the pre-trained model for compliance purposes.

Backdoor Attacks. A backdoor attack is a training-time attack where the attacker alters the training
data of a machine learning system to implant a backdoor by label manipulation (Gu et al., 2017; Yao
et al., 2019; Du et al., 2022) and data manipulation (Saha et al., 2020; Zhao et al., 2020; Souri et al.,
2022). The hidden behavior is triggered when a specific pattern is present in future inputs at the
test time. Many backdoor attacks are proposed considering different attack scenarios (e.g., adopting
third-party datasets (Liu et al., 2023), platforms (Wang et al., 2020), and models (Jia et al., 2022a;
Shen et al., 2021)). Pending on the attack goals, the backdoor attacks can be grouped into targeted
attacks (Jia et al., 2022a; Souri et al., 2022) and untargeted attacks (Luo et al., 2022; Kiourti et al.,
2020). These attacks have been successfully launched against different machine learning paradigms,
including supervised learning, self-supervised learning (Saha et al., 2022), and federated machine
learning (Wang et al., 2020). Cai et al. (2022) have explored backdoor attacks against prompt learning
but in the NLP domain. However, text prompts are usually discrete and so cannot be directly applied
to the vision domain. Our work exemplifies that substantial efforts are required to understand/address
the implications/challenges of various attack settings, especially the new challenge related to the
interaction between the backdoor trigger and visual prompt, which does not exist in NLP.

Backdoor Defenses. To mitigate various backdoor attacks, several detection studies have been
proposed to detect backdoors and can be roughly categorized into three levels, i.e., input-level (Gao
et al., 2019; Ma et al., 2019), model-level (Wang et al., 2019; Xu et al., 2021) and dataset-level (Chen
et al., 2018) defenses. Input-level detection methods (Gao et al., 2019; Ma et al., 2019) identify if
the input data will trigger abnormal behaviors. Model-level detection methods (Wang et al., 2019;
Xu et al., 2021) aim to infer whether the target model has been backdoored. Dataset-level detection
methods (Chen et al., 2018; Tang et al., 2021) check whether the training dataset has been poisoned
for backdoor attacks. Moreover, there are some other defense studies (e.g., Fine-Pruning Liu et al.
(2018b)) proposed to mitigate or remove backdoor attacks when we already know that the target
model is backdoored. However, these methods might also negatively affect the model utility of the
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target model. In this paper, we explore both detection and mitigation methods at both the model and
input levels, and we make further prompt-level defense attempts for our new scenario.

B DETAILED EXPERIMENTAL SETUPS

Datasets. We use three benchmark image datasets in our experiments, including CIFAR10 (CIF),
SVHN (Netzer et al., 2011), and EuroSAT (Helber et al., 2018). The CIFAR10 dataset is a dataset
consisting of 60,000 32 × 32 images from 10 different classes of objects. The SVHN dataset is
a dataset consisting of 99,289 32 × 32 images from 10 different classes of street house numbers.
The EuroSAT dataset is a dataset consisting of 27,000 64× 64 Sentinel-2 satellite images from 10
different classes of land use. We use the official training and testing data splits for the CIFAR10 and
SVHN datasets. For the EuroSAT dataset, we randomly sample 80% images per class for training
and the rest 20% for testing.

Pre-trained Models. We use four different pre-trained models for our experiments, including ResNet
trained on ImageNet-1K (RN50) (He et al., 2016; Russakovsky et al., 2015), Big Transfer (BiT-
M) (Kolesnikov et al., 2020), ResNeXt trained on 3.5B Instagram images (Instagram) (Mahajan et al.,
2018), and CLIP (Radford et al., 2021). RN50, BiT-M, and Instagram are vision models. They accept
an image as the input and output a prediction over a set of pre-defined classes. Differently, CLIP is a
vision-language model. It takes an image and the names of all the classes (usually each class is in the
form of a text prompt such as a sentence like “a photo of a [LABEL]”) to form the set of potential
text pairings and predict the most probable (image, text) pair. Table 6 provides an overview of these
pre-trained models.

Prompt Learning Settings. We use the official PyTorch implementation of Bahng et al. (2022) to
construct visual prompts.2 We optimize each visual prompt on the downstream task for 100 epochs
with a batch size of 128. We use stochastic gradient descent (SGD) as the optimizer and cross-entropy
as the loss function. Specifically, we use SGD with a cosine scheduler. The initial learning rate is set
to 40 with a momentum of 0.9. All images are resized to the desired input size of the pre-trained
models (224 × 224 in our study) before being combined with the visual prompt. Following the
common practice (Bahng et al., 2022), we set the visual prompt as four-edge padding with a width of
30 pixels on each edge and map each pre-trained class index i to downstream class index i for the
vision models while constructing a semantically similar text prompt for each downstream class for
the CLIP model.

Attack Settings. Unless otherwise mentioned, we set the poisoning ratio to 5% and place the trigger
at the bottom right corner of the image. Since different image datasets may have different image
sizes, we set the default trigger size as 1/16 of the original image size to compare the effectiveness of
backdoor attacks on them fairly. As such, we set the default trigger size as 2× 2 for CIFAR10 and
SVHN, while 4× 4 for EuroSAT. For the target class, we choose “automobile” for CIFAR10, “1” for
SVHN, and “forest” for EuroSAT, all mapping to class index 1. We set λ = 1.0 in Equation 2 for our
backdoor attack.

Evaluation Metrics. In this work, the pre-trained model is always used together with the visual
prompt to give predictions on the downstream task. We use Clean Accuracy (CA) and Attack Success
Rate (ASR) to measure the performance of our backdoor attack. Here CA represents the percentage
of clean test images whose predicted labels are the same as the ground-truth labels, while ASR
represents the percentage of backdoored test images whose predicted labels are the same as the target
labels. Concretely, CA measures the model utility goal while ASR measures the attack effectiveness
goal of our attack. In general, higher CA and ASR indicate a more effective backdoor attack.

Computation Resources. We run the experiments on an internal cluster with 2× AMD Rome 7742
@ 2.25 GHz CPUs, 1 TB RAM, and 8× NVIDIA DGX A100 GPUs. It takes around 7, 11, and 3
hours to fine-tune a visual prompt on the CIFAR10, SVHN, and EuroSAT datasets respectively. The
computation time for generating an optimized trigger in Algorithm 1 mainly depends on K and is
about K times the aforementioned fine-tuning time.

2https://github.com/hjbahng/visual_prompting.
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Figure 11: Impact of the poisoning ratio and trigger size on the attack performance.

Table 6: An overview of the pre-trained models.

Model Architecture Modality Pre-trained Dataset

BiT-M (Kolesnikov et al., 2020) ResNet50 Vision 14M ImageNet-21K
RN50 (He et al., 2016) ResNet50 Vision 1.2M ImageNet-1K
Instagram (Mahajan et al., 2018) ResNext101 Vision 3.5B Instagram photos

CLIP (Radford et al., 2021) ViT-B/32
Vision-

Language
400M image-text pairs

Table 7: Impact of K on attack perfor-
mance of Algorithm 1.

Metric K
1 2 3 4 5

CA(%) 54.44 54.76 56.50 56.39 55.97
ASR(%) 58.09 61.56 58.98 64.86 63.07

C DETAILED ATTACK RESULTS WITH VARIED POISONING RATIOS AND
TRIGGER SIZES

Here we provide detailed explanations for the difference in attack performance between CLIP and
the vision models shown in Figure 11. CLIP is known to have higher capabilities than vision models
in terms of transferability (Radford et al., 2021) and robustness (Fang et al., 2022). Such capabilities
mainly rely on the quality rather than the quantity of the training data (Nguyen et al., 2022). When
the trigger size is small (e.g., 2×2 for EuroSAT), the backdoored image is in “poor” backdoor quality.
Therefore, CLIP has a low capability of learning the backdoor information, leading to a low ASR.
However, when the trigger becomes large enough (e.g., the default 4× 4 for EuroSAT), CLIP has a
high capability, leading to a very high ASR even when the poisoning ratio is small.

The above phenomenon is especially obvious on EuroSAT, as shown in Figure 11. We conjecture this
is related to the trigger complexity and data size. Specifically, to ensure the same ratio of the trigger
size to the original image for different datasets, the smallest trigger size for EuroSAT is set to 2× 2,
while that for other datasets is 1 × 1. This causes the trigger pattern for EuroSAT (i.e., black and
white) to be more complex than that for other datasets (only white). This consequently leads to even
lower backdoor quality, as introduced above. We verify this conjecture by showing that attacking
with a 2× 2 trigger with only white pixels yields a high ASR, 98.65%, in contrast to the low ASR,
13.80%, of its black and white counterpart. On the other hand, since the EuroSAT dataset is relatively
small, using a low poisoning ratio is not enough for vision models to learn the backdoor information.

D ADDITIONAL DETAILS OF OPTIMIZED TRIGGERS

The algorithm for our backdoor attack with trigger optimization is illustrated in Algorithm 1. We use
an SGD optimizer with an initial learning rate of 1.0 and a cosine scheduler to update the trigger and
set the outer updating steps R = 100. In particular, at each time of trigger update, the visual prompt is
updated K times. We first test the impact of K on the attack performance with the pre-trained RN50
model and the 4× 4 trigger size. The results are shown in Table 7. We can observe that the attack
performance is not sensitive to the setting of K. In our work, we use K = 2 for a good trade-off
between efficiency and attack effectiveness. We visualize the optimized triggers with different trigger
sizes in Figure 12. Table 7 shows that the attack performance is not sensitive to the setting of the
inner optimization step, K in Algorithm 1.
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Algorithm 1: Attack with Trigger Optimization
Input: Visual prompt w, trigger ∆, clean data (x, y) ∈ Dclean, target label t, poisoning ratio p,

outer/inner step R/K
Output: Optimized trigger ∆, backdoored visual prompt w

1 Initialize ∆ and w;
2 Randomly sample p proportion of Dclean as D∗

poison;
3 for i← 1 to R do

// Get the poisoned dataset with the current trigger ∆

4 Dpoison ←
{
(xpoison, t) : xpoison ← P(x,∆, t), ∀(x, y) ∈ D∗

poison

}
;

// Optimize the visual prompt w
5 for j ← 1 to K do
6 Update w with Equation 2;

// Optimize the trigger ∆
7 Update ∆ with the second term of Equation 2;
8 return ∆ and w

E GRAD-CAM VISUALIZATIONS FOR OUR PROMPT-LEVEL DETECTOR

2 4

Figure 12: Optimized triggers
with various trigger sizes.

Figure 13 visualizes the results for our prompt-level detector trained
in the “unknown” scenario, in which the backdoor triggers in the in-
ference phase have never been seen in the training phase, as proposed
in Section 4.2. We can draw the same conclusion as for Figure 8
that the salient regions for the clean vs. backdoored prompts are
different, and for the backdoored visual prompts, the most salient
regions do not overlap with the trigger location.

F DETECTION WITH VARIED TRAINING DATA SIZES

Here we explore the impact of the training data size Ntrain on the
detection performance of the model-level detector, MNTD, and our prompt-level detector. The
evaluation results under the “known” scenario are shown in Figure 14. We could observe that a larger
training data size leads to better detection performance. Specifically, when the size is relatively small,
both two detectors show large standard deviations, indicating that these two detectors are not reliable
solutions to defend against our new attack.

Clean TL TC TR CL

CC CR BL BC BR

Figure 13: Grad-CAMs for our prompt-level
detector in the “unknown” scenario. Red re-
gions correspond to high saliency scores.
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Figure 14: The impact of the training data size on
MNTD (left) and our prompt-level detector (right).
We repeat each experiment 10 times and visualize
the standard deviations with the error bands around
the curves.
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G DETAILED DESCRIPTIONS OF SENTINET AND STRIP

SentiNet (Chou et al., 2020) is one typical input-level detection method that is based on saliency
maps. The intuition of SentiNet is that strong localized universal attacks usually cause the saliency of
the pre-trained model to concentrate on the localized perturbations, e.g., the adversarial patch (Brown
et al., 2017) in adversarial attacks or the trigger pattern in our studied backdoor attacks. Model
predictions on such strongly concentrated salient regions persist no matter how the rest image regions
change.

Based on this intuition, for each input, SentiNet first determines the salient regions with saliency
scores higher than the 15% of the maximum value on the Grad-CAM saliency map. The content
of these salient regions on the input image is regarded as the extracted pattern. It then overlays the
extracted pattern on multiple (100 by default) clean images to see whether the model predictions
remain the same. SentiNet also considers the non-malicious overlay scenario in which the benign
patterns usually cause few misclassifications with high prediction confidence while the inert patterns
with low saliency (e.g., Gaussian noise) often occlude objects and thus disturb the model, resulting in
low prediction confidence. Therefore, SentiNet utilizes two features to distinguish malicious patterns
from benign ones, one is the number of images overlaid with the extracted pattern that successfully
fool the target model, and the other is the average prediction confidence of the target model when we
replace the extracted pattern content with random noise. Specifically, SentiNet calculates the above
features for 400 clean data points to fit a 2-dimensional boundary curve and estimates a threshold by
the distances of clean images lying outside the boundary. In the inference time, SentiNet calculates
the above features for any testing image to get the corresponding distance to the boundary. If the
resulting distance is above the pre-calculated threshold, the input image is identified as backdoored.

Clean
Image

Backdoored
Image

Backdoored Visual PromptClean Visual Prompt

Figure 15: Grad-CAMs in SentiNet for
clean/backdoored visual prompts and images.

STRIP (Gao et al., 2019) follows a similar idea
to SentiNet but eliminates the need for gen-
erating saliency maps. Instead, it relies on a
more general intuition that the model predic-
tion on a backdoored input is more invariant
to image corruptions than that on a clean input.
Specifically, STRIP randomly samples N (100
by default) clean images and overlays each of
them to the input to form a corrupted image set
for this specific input. Then, STRIP computes
the average entropy on the output posteriors
of all overlaid images in the corrupted image
set as the feature for the input image. STRIP
collects the above entropy features for a set of
seen clean images to determine a statistical threshold. For detection, an input is recognized as
backdoored when its entropy is larger than the pre-computed threshold and otherwise as clean.

H GRAD-CAM VISUALIZATIONS FOR SENTINET

Before conducting quantitative experiments on evaluating SentiNet, we first verify if SentiNet is
intuitively applicable in our case. To this end, we check if the saliency of the backdoored image
indeed concentrates on the trigger with the pre-trained RN50 model. We visualize the Grad-CAM
saliency maps for a “ship” image and a “dog” image in Figure 15. The backdoored image contains a
2× 2 trigger at the bottom right corner, and the target class is set as “automobile”. We make sure
the pre-trained model misclassifies the images into “automobile” only when both the image and the
prompt are backdoored. As can be seen, when the backdoored visual prompt is applied, the saliency
of the backdoored images concentrates on the trigger location. We also notice that when the clean
prompt is added, the saliency maps for the clean and backdoored images are very similar.

I DEFENSES AGAINST OPTIMIZED TRIGGERS

In addition to the defense experiments against fixed triggers conducted in Section 4, here we evaluate
backdoor defenses against optimized triggers. In all cases, we set the trigger size as 4× 4 and the
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poisoning ratio as 5%. The trigger is placed at the center of the original image. If not mentioned
specifically, all experiments follow the same settings to those in Section 4. In general, we find that all
conclusions are consistent with those in Section 4.

Model-Level Backdoor Detection. Different from the main experiments on fixed triggers, here we
only consider 9 different trigger positions but with the trigger size and the poisoning ratio fixed as
default since optimizing triggers requires larger computations. In this case, we generate a total of
180 backdoored visual prompts and also 180 clean visual prompts. As can be seen from Figure 16,
Neural Cleanse is still not effective in detecting the backdoored visual prompts. For MNTD detection,
since generating a number of visual prompts for optimized triggers is more expensive, different from
Section 4, here we fix the trigger size and poisoning ratio during generation. Accordingly, for the
“unknown” scenario, we use backdoored visual prompts at six locations (i.e., BL, BC, BR, CL, CC,
and CR) for training because training data at only one location are not enough. The AUC scores for
the MNTD under both “known” and “unknown” scenarios are 1.0, indicating its effectiveness.
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Figure 16: Backdoor detection by Neural
Cleanse (Wang et al., 2019) for optimized
triggers.
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Figure 17: Backdoor mitigation by Fine-
Pruning (Liu et al., 2018b) for optimized
triggers.

Prompt-Level Backdoor Detection. Our prompt-level detector, which is introduced in Section 4.2 is
still very effective, with an accuracy of 1.0 for both the “known” and “unknown” scenarios. However,
as discussed in Section 4.2, both MNTD and our prompt-level detectors require a number of visual
prompts, which is not realistic for the downstream user with limited resources.

Input-Level Backdoor Detection. We then conduct detection with SentiNet and STRIP) experiments
following Section 4.3. The detection results are shown in Table 8. As can be seen from Table 8,
SentiNet and STRIP become much worse compared to their performance on fixed triggers shown in
Table 4. Specifically, SentiNet is consistently ineffective since it cannot accurately locate the trigger
with Grad-CAM. STRIP is not effective when the attack is relatively weak (i.e., on RN50).

Table 8: Backdoor detection by SentiNet (Chou
et al., 2020) and STRIP (Gao et al., 2019) for
optimized triggers.

Defense Metric Model
RN50 BiT-M Instagram CLIP

SentiNet FAR (%) 37.10 63.80 74.40 99.70
FRR (%) 12.20 8.10 8.70 6.50

STRIP FAR (%) 87.20 5.00 7.75 3.30
FRR (%) 2.65 2.90 3.25 1.15

Table 9: Backdoor mitigation by DAPAS (Cho
et al., 2020) for optimized triggers.

DAPAS Metric Model
RN50 BiT-M Instagram CLIP

w/o CA (%) 54.75 62.22 66.11 92.86
ASR (%) 61.59 96.41 92.97 99.94

Noise CA (%) 16.03 21.35 16.81 42.52
ASR (%) 6.03 0.26 0.18 53.42

Trigger CA (%) 15.82 21.51 16.67 40.09
ASR (%) 5.87 0.25 0.34 24.38

Backdoor Mitigation. As can be seen from Figure 17, the prompt-level mitigation method, Fine-
Pruning, is only effective for CLIP but not for vision models, consistent with our finding on fixed
triggers (see Figure 10). As can be seen from Table 9, the input-level mitigation method, DAPAS,
is also not effective since it substantially sacrifices the model utility, consistent with our finding on
fixed triggers (see Table 5).
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