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ABSTRACT

The utilization of personal sensitive data in training face recognition (FR) mod-
els poses significant privacy concerns, as adversaries can employ model inver-
sion attacks (MIA) to infer the original training data. Existing defense methods,
such as data augmentation and differential privacy, have been employed to mit-
igate this issue. However, these methods often fail to strike an optimal balance
between privacy and accuracy. To address this limitation, this paper introduces
an adaptive hybrid masking algorithm against MIA. Specifically, face images are
masked in the frequency domain using an adaptive MixUp strategy. Unlike the
traditional MixUp algorithm, which is predominantly used for data augmentation,
our modified approach incorporates frequency domain mixing. Previous studies
have shown that increasing the number of images mixed in MixUp can enhance
privacy preservation but at the expense of reduced face recognition accuracy. To
overcome this trade-off, we develop an enhanced adaptive MixUp strategy based
on reinforcement learning, which enables us to mix a larger number of images
while maintaining satisfactory recognition accuracy. To optimize privacy protec-
tion, we propose maximizing the reward function (i.e., the loss function of the FR
system) during the training of the strategy network. While the loss function of the
FR network is minimized in the phase of training the FR network. The strategy
network and the face recognition network can be viewed as antagonistic entities in
the training process, ultimately reaching a more balanced trade-off. Experimental
results demonstrate that our proposed hybrid masking scheme outperforms exist-
ing defense algorithms in terms of privacy preservation and recognition accuracy
against MIA.

1 INTRODUCTION

Face recognition (FR) has found wide applications in various practical systems, as face images
provide unique identity information. If the face information is maliciously stolen, personal privacy
will be compromised. Two privacy protection scenarios are listed here. The first is that private data
needs to be provided to untrusted third parties for model training. To protect the privacy of data
(face visualization information), data needs to be masked. The second is that the private data owner
also carries out model training. The trained model will be provided to an untrusted third party for
use. It is necessary to avoid inferring the original training data from the model.

For the first scenario, commonly used privacy protection techniques include differential privacy (DP)
Zhao et al. (2020); Girgis et al. (2021) and data masking Huang et al. (2020); Wang et al. (2022b).
DP protects privacy by adding noise to input data, gradients, and labels, which normally leads to
a significant decline in task performance. Compared to DP, the masking method has no significant
impact on the performance of the task Wang et al. (2022b). Typical data masking methods include
MixUp Zhang et al. (2017), Instahide Huang et al. (2020) and PPFR-FD Wang et al. (2022b). Note
that MixUp can also be used for data enhancement. In this case, the mixed data is utilized together
with its original version in training. When MixUp is explored for masking, only the mixed data
would be used in training. Unfortunately, both MixUp and Instahide have been successfully hacked
(see Carlini et al. (2020)). Although MixUp and Instahide are hacked in the first scenario, they can
be used in the second scenario for defending against the MIAs. Note that the MIA method based on
generative adversarial networks (GAN) poses a threat to the defense methods in the second scenario.

1



Under review as a conference paper at ICLR 2024

(a) Original image (b) 99.23 (c) 98.76 (d) 82.93 (e) 72.36 (f) 98.20

Figure 1: Comparison of the results of MIA Zhang et al. (2020) and accuracy for different defense
methods. From the left to right, we show the original image, the result of no defense, Mixup,
Instahide DP and our denfense methods. The value below each image indicates recognition accuracy
of the corresponding model. We expect to obtain a high-accuracy performance model while its result
of MIA looks as much as different from the original image. Some existing defense methods cannot
achieve a better trade-off between privacy and accuracy.

Moreover, the current methods always resist MIA at the expense of the performance decline of the
model, and fail to achieve a good trade-off between privacy and accuracy (see Fig. 1).

(a) Framework of our proposed defense
method.

(b) Strategy network.

Figure 2: The framework of (a) our proposed defense method and (b) the strategy network.

This paper proposes a hybrid defense algorithm for MIA. In Fig. 2(a), it can be seen that after
the original face image is masked by the data masking algorithm (here, we use PPFR-FD as the
first masking step), we mix the outcome of PPFR-FD with MixUp. We expected to use the idea
of hybrid masking to enhance privacy protection, but it was found that if the number of mixed
masked images k in MixUp is bigger than 3, the recognition performance would be significantly
reduced (see Table 2). We thus use reinforcement learning (RL) Williams (1992) to adaptively
select the parameter k. The more images mixed in the MixUp or Instaide algorithm, the stronger
the privacy protection ability Huang et al. (2020). However, the more mixed images, the lower the
recognition accuracy and the greater the value of the loss function. To enhance the ability of privacy
protection, the strategy network in reinforcement learning tends to choose a larger mixed value. We
take the loss function of the FR network as the reward function. For enhancing the ability of privacy
protection, we maximize the reward function (i.e. the loss function of FR) when training the strategy
network. The loss function of FR is minimized during the FR network training. The strategy and
face recognition networks can be regarded as two opposing sides in the training process. Finally,
the two reached a better trade-off between privacy and utility. Experiments also show the proposed
method not only provides good privacy protection but also makes the accuracy comparable to that
of the case when original face images are used during training.

Our contributions are as follows:

• An adaptive hybrid defense algorithm for MIA is proposed. The face image is masked
by combining frequency-domain masking and RL-enhanced MixUp. Unlike conventional
MixUp, we use MixUp in the frequency domain. Our proposed MixUp method based on
RL can improve the privacy protection capability while retaining good recognition.

• For face image masking algorithms, we put forward a set of systematical measures to quan-
tify the effect of masking and privacy protection. Experimental results show that the pro-
posed adaptive hybrid defense algorithm has a better privacy-preserving ability and pro-
vides satisfactory recognition accuracy.
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2 RELATED WORK

2.1 MODEL INVERSION ATTACKS

As we know, most MIAs utilize the ability generative generative adversarial networks (GANs)
Goodfellow et al. (2020), and use images as the prior information to generate realistic images. Some
MIAs avoided distributional shifts and relied on GANs trained on the same data distribution as the
target model Zhang et al. (2020); Chen et al. (2021); Wang et al. (2021), used additional input infor-
mation such as blurred pictures of a person Zhang et al. (2020), and tailored the attack and its image
prior to specific target models Chen et al. (2021); Wang et al. (2021), restricting the reuse and flexi-
bility of the attacks. And all approaches focused on low-resolution images, which limits the quality
of the extracted features, and have yet to show their applicability for higher resolutions. Struppek
et al. (2022) presents Plug & Play Attacks, which relax the dependency between the target model
and image prior, and enable the use of a single GAN to attack a wide range of targets, requiring only
minor adjustments to the attack. It also provides a more formal introduction to MIAs and theoretical
consideration of ideal MIAs and possible degradation factors.

2.2 MASKING BASED DEFENSE METHODS

Common defense methods include data augmentation, differential privacy and other making meth-
ods. In Chamikara et al. (2020), privacy protection using the EigEnface Perturbation (PEEP) method
is presented. It perturbates eigenfaces using DP Gong et al. (2020) and only stores perturbed data
at the third-party servers that run the eigenface algorithm. But the FR accuracy of PEEP is much
worse than that using original face images. Typical masking techniques include MixUp, which is
originally a data enhancement method, Instahide and PPFR-FD. The first two methods have been
recently hacked Carlini et al. (2020). The last method exposes some rough face information after
black-box reconstruction. As a result, there are still some security risks. The common means to
measure the defense method is to carry out MIA using SoTA methods. It can be seen from the
experiments that this attack is difficult to infer the training data for the hacked masking algorithm
(e.g., MixUp, Instahide). If the masking-based defense algorithm is used as a method to resist MIA,
the more reasonable evaluation is to use the metrics of the masking algorithms, which makes the re-
quirements for the masking-based defense methods more stringent. This paper adopts these stricter
metrics.

In general, the masking effect is measured using the attack methods, which include white-box and
black-box attacks. The white-box attack is customized because it assumes that the specific operation
details of masking are known, and its attack method is also combined with specific masking steps.
The black-box attack assumes that the attack model can be accessed multiple times and multiple
input-output pairs can be obtained. In literature such as Huang et al. (2020); Wang et al. (2022b),
the black-box attack is usually realized by GAN. Most works judge whether they can resist black-
box attacks according to the visualization effect of reconstructed images from GAN, which lacks
quantitative measure standards. Some literature Tanaka (2018); Wang et al. (2022b) uses the size of
brute force search space, which is often used in cryptography, to quantify the ability of privacy pro-
tection at the pixel level. Due to the strong semantic correlation between image pixels, in most cases,
sensitive information can be obtained without completely restoring all pixels. So it is inappropriate
to use brute force search space to measure the privacy-preserving ability at the pixel level.

3 THREAT MODEL

We consider this scenario: the private data owner conducts model training, and the trained model
will be provided to an untrusted third party for use. The untrusted third party can obtain the structure
of the model and all parameter information. At the same time, we give an untrusted third party the
ability to infer all masked data. This is a powerful assumption for attackers. The attacker attempts
to deduce the original training data from the model and masked data.
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4 METHODOLOGY

4.1 ADAPTIVE HYBRID MASKING

We provide detailed introductions of masking in the frequency domain as preliminary preparations
in Appendix.

In MixUp, the mixed images used in this work come from the same batch. The processing steps are
as follows. When the number of images participating in each mixing is set to k, k batches are first
obtained by randomly shuffling the images in the original batch k − 1 times. For the convenience
of explanation, assume that a supermatrix with the size of batch ∗ k is obtained, each entry in the
supermatrix corresponds to an image, and the first column collects the images of the original batch.
Next, we randomly generate the weight coefficient matrix of size batch ∗ k and normalize the rows
so that the sum of the coefficients of each row is 1, and the maximum coefficient cannot exceed the
specified value of 0.55. Then, each row of the image supermatrix is weighted with each coefficient
matrix along the row direction, and finally, a batch ∗ 1 mixed image supermatrix is obtained. Labels
are mixed in a similar way. The difference is that labels are represented by weighted one-hot vectors,
that is, a mixed image corresponds to a weighted one-hot vector, in which the non-zero value is no
longer 1, but the previously randomly generated weighting coefficients.

Table 1: Comparison of face recognition accuracy between MixUp and Instahide in the RGB and
frequency domains. The experiment set is the same as that in Section 5.1.

Method RGB domain (LFW) Frequency domain (LFW)
MixUp(k=2) 86.38 98.76

Instahide(k=2) 61.75 82.93

Note that the difference between Instahide and MixUp is that the former randomizes element signs
based on the latter. Through the comparison between Instahide and MixUp in Table 1, we find that
the accuracies of these two algorithms in the frequency domain are much better than that in the
RGB domain. Moreover, the face recognition accuracy of MixUp is better than that of Instahide.
Given this, we use frequency-domain MixUp in the following fusion method. The pseudo-code of
the MixUp-based ArcFace algorithm is provided in Appendix Algorithm 1.

MixUp has two hyper-parameters. One is the maximum weight for the mixed images (the sum of
all weights needs to be 1). Both MixUp and Instahide set this hyper-parameter to 0.65 by default.
In this work, we choose a smaller value of 0.55 so that different images can contribute more to the
mixed data, which leads to higher privacy protection capability. The other hyper-parameter is the
number of images used in the mixing operation, denoted by k. It can be expected by intuition that a
larger k should result in higher privacy protection level ability at the cost of lower face recognition
accuracy. To obtain a better trade-off between privacy protection and system utility, we propose an
adaptive hybrid masking method based on RL. The basic idea is to sample the possible strategies
using a strategy network during training.

As shown in Fig. 2(b), we select ResNet18 as the strategy network backbone, and its input is the
PPFR-FD-masked version of the entire batch.The strategy network aims at generating the probability
mass function (PMF) for the possible values of k, which are collected in the specified set, e.g.,
{2,3,4,5,6}. The softmax operation is introduced after the full-connection layer of ResNet18 to
achieve this purpose. The above design enables the RL module to select a strategy, which is the
number of masked images used in MixUp, by sampling k from {2,3,4,5,6} according to the PMF
estimated by the strategy network. Another modification we include is the average pooling operation
before the full connection layer. This effectively creates a batch size of 1, which matches well with
the need for generating a single PMF as output.

4.1.1 LOSS FUNCTION

For participant i, when we don’t use the adaptive MixUp module, i.e., PPFR-FD+MixUp with fixed
k (no strategy network exists), training the face recognition network attempts to solve

min
Wi

E(xt,yt)∼DL (FRNet (xmix,Wi) , yt) , (1)
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where xt and yt are the raw data and label in xbt and ybt, xbt and ybt denote the raw data and label
sets of a batch selected from the training set D during the tth-round training. L is the cross-entropy
loss function. We use Arcface as the metric function for the face recognition network (FRNet), and
the weights of FRNet are included in Wi. xmix is the output of MixUp(xbt,k) that mixes every
image in xbt with other k images in it. When the adaptive MixUp module is active, i.e., PPFR-
FD+AdaMixUp with adaptive k sampling according to the strategy network outcome, our goal is
to protect privacy as much as possible, and the strategy network should choose the strategy that
increases the loss of the FRNet. So training the face recognition network becomes solving

min
Wi

E(xt,yt)∼D

(
max
ϕi

Ek∼p(k|xmt,ϕi)
L (FRNet (xmix,Wi) , yt)

)
, (2)

where ϕi is the weight of the strategy network, xmt is the masked data by the masking algorithm.
We use the strategy network to produce the sample-dependent and learnable strategy p (k|xmt, ϕi).

To train the strategy network, we first produce a batch of PPFR-FD-masked face images. The
strategy network then outputs the associated PMF for k, according to which a sample of k is drawn.
The selected value of k is used in MixUp to mix masked images in the batch. The mixed data
xmix are input into the face recognition network for recognition and calculating the recognition loss
(called reward1) using

L1 (ϕi) = L (FRNet (xmix,Wi) , yt) . (3)

Based on L1 (ϕi), we train the face recognition network to obtain its updated version FRNet1. This
newly trained face recognition network is used to calculate the loss of the strategy network only, and
it is discarded after the current strategy network training epoch. The MixUp outcome xmix is fed to
calculate the recognition loss (called reward2) using

L2 (ϕi) = L
(
FRNet1

(
xmix, W̊i

)
, yt

)
, (4)

where W̊i and FRNet1 are the updated weight and model FRNet after one-step training.

Combining the two loss terms in (3) and (4), as well as the loss term of FRNet itself, we transform
the optimization problem in (2) into

min
Wi

E(xt,yt)∼D(
max
ϕi

Ek∼p(k|xmt,ϕi) (L0 (Wi) + a · L1 (ϕi) + b · L2 (ϕi))

)
,

(5)

where L0 (Wi) is in fact L (FRNet (xmix,Wi) , yt) in (1), a and b are hyper-parameters with de-
fault values a = 1 and b = 1. In order to enhance the ability of privacy protection, the strategy
network in reinforcement learning tends to choose a larger mixed value. We take the loss function
of the FR network as the reward function. For enhancing the ability of privacy protection, we max-
imize the reward function (i.e. the loss function of FR) when training the strategy network. The
loss function of FR is minimized during the FR network training. The strategy and face recognition
networks can be regarded as two opposing sides in the training process.

4.1.2 SOLVING (5)

We propose an algorithm to solve (5) efficiently. The developed technique is based on alternative
projection. Specifically, given the strategy network ϕi, (5) reduces to training the face recognition
network through solving

min
Wi

E(xt,yt)∼DEk∼p(k|xmt,ϕi) (L0 (Wi)) . (6)

Next, fixing the face recognition network Wi, (5) reduces to training the strategy network through
solving

max
ϕi

E(xt,yt)∼DEk∼p(k|xmt,ϕi) (a · L1 (ϕi) + b · L2 (ϕi)) . (7)

Note that the selection strategy k can only take values in a finite discrete set. Following by the
REINFORCE algorithm Williams (1992), we can transform (7) into

max
ϕi

E(xt,yt)∼DEk∼p(k|xmt,ϕi) (a · L1 (ϕi) + b · L2 (ϕi))

= max
ϕi

∑
k

ND∑
p (k|xmt, ϕi) (a · L1 (ϕi) + b · L2 (ϕi)) ,

(8)
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where ND is the number of samples in the training batch.

It can be seen that within the proposed adaptive hybrid masking algorithm, two masking techniques,
namely PPFR-FD and MixUp (with the adaptive selection of the number of images for mixing),
are combined. The use of MixUp thus brings in extra privacy protection ability. Moreover, the
introduction of the RL module (i.e., the strategy network) allows MixUp to mix more than three
images wherever possible to improve privacy protection without greatly sacrificing FR accuracy.
See Section ’Experiments’ for experimental verification.

4.2 PERFORMANCE MEASURE FOR MASKING ALGORITHMS

If the masking-based defense algorithm is used as a method to resist MIA, the more reasonable
evaluation is to use the metrics of the masking algorithms, which makes the requirements for the
masking-based defense methods more stringent. This paper adopts these stricter metrics. Note there
are no standard measures for quantifying the ability of privacy protection and impact on the recog-
nition accuracy of a face masking algorithm. In this subsection, we advocate a set of performance
measures for masking algorithms that consider their masking effect, attack effect and impact on
recognition accuracy.

4.2.1 MASKING EFFECT

We evaluate the masking effect from the perspective of the visual effect and feature-level evaluation.
Visual effect: The metrics for evaluating image quality generally include learned perceptual image
patch similarity (LPIPS), peak signal-to-noise ratio (PSNR) and structural similarity (SSIM). Zhang
et al. (2018) proves that using LPIPS is more effective than other metrics. Here, we also use LPIPS
as a performance measure. During the evaluation process, LPIPS for the original face image and
the masked image are calculated. We average the result over the whole dataset, and the output is
denoted as the S1 index. The larger S1 is, the greater the difference between the original image and
the masked image would be at the visual level, implying a better masking effect.
Feature level evaluation: During the evaluation process, a model F1 trained with the original
face images is provided to extract features. The original face image and the masking image are
respectively input into the model to obtain the corresponding feature vectors. The cosine similarity
of the two feature vectors is calculated as the score for a particular image. Conducting the same
operation on all the samples, the mean score is found and subtracted from one to produce the S2
index. A larger S2 indicates lower similarity between the original image and masked image at the
feature level, thus meaning a better masking effect.

4.2.2 ATTACK EFFECT

The attack methods can be generally divided into white-box attacks and black-box attacks. White-
box attack methods assume the knowledge of all the details of privacy protection protocols in ad-
vance. Generally, their attack methods are customized, that is, different privacy protection methods
may be associated with different white-box attacks. To emphasize the generality of the evaluation
criteria, we use Conditional GAN (CGAN) as the basis of the attack method. The masked data is
obtained by passing the auxiliary dataset through the masking algorithm, which produces pairs of
original data and masked data. Masked data and noise are used as input and original images as
output. CGAN which has a strong fitting ability is used to model the corresponding relationship
between these data pairs. However, if we know the details of privacy protection methods in advance,
we can also integrate them into the reconstruction process as a priori information. Note that when
benchmarking multiple masking algorithms at the same time, we need to train CGAN using the same
network structure and training dataset, and then generate the recovered images based on the masked
test data and trained CGAN. Again, we evaluate the attack effect from the perspective of the visual
effect and feature-level evaluation using recovered images. As the methods in the previous section,
we use the S3 and S4 indexes to denote visual effect and feature-level evaluation.

4.2.3 RECOGNITION ACCURACY

We use the trained model F1 in the previous section (or retrain a network) to evaluate the recognition
accuracy for the original test data, and the obtained recognition accuracy is denoted as accbsl. Then,
we train another face recognition network F2 with masked data and test on the masked test set to
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obtain the recognition accuracy accmask. accmask/accbsl is the recognition accuracy indicator, i.e.,
Scorecls. The larger Scorecls is, the less impact of the masking effect on the recognition accuracy
is.

4.2.4 COMPREHENSIVE EVALUATION

We fuse indicators using different weights to produce the privacy score Scorepp and recognition
accuracy score Scorecls.

Scorepp = Normalization(α(s1 + s2) + β(s3 + s4)), (9)

Scorecls = Normalization(accmask), (10)

where α and β are the weights for measures at the visual level and attack level, and
Normalization(∗) stands for normalization operation. Usually, masking images at the visual level
is easier to achieve, so we will pay more attention to the indicators at the attack level. With this
observation in mind, α and β are set to be 0.4 and 0.6 in the experiments. In the experiments, the
normalized range is [0.5, 1].

Finally, taking the product of the above two scores yields the following scalar comprehensive score
to measure the overall privacy protection ability and recognition accuracy

Score = (Scorepp + Scorecls)/2. (11)

5 EXPERIMENTS

We assume that malicious server attackers, utilizing shared gradients and weights from clients, have
sufficient ability to reconstruct the data participating in the process of network training. This worst-
case assumption is necessary to measure the privacy protection ability of the masking algorithms.
Note that the reason why the federal face recognition algorithms introduced in Section 2.1.2 is not
added in the comparative experiments is that these algorithms are difficult to resist the malicious
attack methods set in Section 3. However, we can better resist the malicious attack method by
adding our proposed masked algorithm based on these algorithms (see experiments in Section 5.2).

5.1 EXPERIMENTS IN CENTRALIZED SCENARIOS

Table 2: Comparison of the face recognition accuracy among methods with and without privacy
protection for different datasets in centralized scenarios.

Method Mask Score Scorepp Scorecls(LFW) LFW CFP AgeDB CALFW
ArcFace Deng et al. (2019) No - - - 99.23 96.26 95.53 94.92
Masking+AdaMixUp(k:2-6) Yes 0.968 0.979 0.957 96.15 93.63 94.73 91.20

Masking+AdaMixUp(k:2-5) Yes 0.981 0.975 0.987 98.20 95.29 95.11 93.25
Masking+AdaMixUp(k:2-4) Yes 0.959 0.925 0.992 98.43 95.33 95.18 93.71

Masking+MixUp(k=2) Yes 0.912 0.825 0.999 98.92 95.29 95.66 94.03
Masking+MixUp(k=3) Yes 0.940 0.892 0.989 98.20 94.81 95.03 93.38
Masking+MixUp(k=4) Yes 0.877 0.975 0.779 84.62 80.07 80.62 77.90
Masking+MixUp(k=5) Yes 0.796 0.988 0.605 73.31 69.51 68.55 66.49
Masking+MixUp(k=6) Yes 0.750 1.000 0.500 66.53 63.35 65.83 63.07

MixUp-FD(k=2)Zhang et al. (2017) Yes 0.749 0.500 0.997 98.76 95.22 94.92 93.88
PPFR-FD(Masking)Wang et al. (2022b) Yes 0.806 0.613 1.000 98.93 95.54 95.08 93.65

DP Chamikara et al. (2020) Yes 0.753 0.917 0.590 72.36 69.71 68.54 66.80
InstaHide-FD(k=2)Huang et al. (2020) Yes 0.733 0.713 0.753 82.93 77.01 76.76 73.13

Table 3: Average proportion of each candidate value k for Masking+AdaMixUp when its candidate
value sets are {2,3,4,5,6}, {2,3,4,5}, {2,3,4}, respectively.

Method Average proportion
Masking+AdaMixUp(k:2-6) [0.17,0.25,0.13,0.26,0.19]
Masking+AdaMixUp(k:2-5) [0.21,0.28,0.16,0.35,-]
Masking+AdaMixUp(k:2-4) [0.31,0.44,0.25,-,-]
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We use CASIA Yi et al. (2014) as the training set. 4 benchmarks including LFW Zhang & Deng
(2016), CFP-FP Sengupta et al. (2016), AgeDB Moschoglou et al. (2017), CALFW Zhang & Deng
(2016)are used to evaluate the performance of different algorithms following the standard evaluation
protocols. We train the baseline model on ResNet50 He et al. (2016) backbone with SE-blocks Hu
et al. (2020) and batch size of 512 using the metric and loss function similar to ArcFace. The head of
the baseline model is BackBone-Flatten-FC-BN with embedding dimensions of 512 and the dropout
probability of 0.4 to output the embedding feature. All models are trained for 50 epochs using the
SGD optimizer with the momentum of 0.9, weight decay of 0.0001.

We first investigate the centralized training, that is, all the data are in one client. Compared methods
include Arcface (using original data) and the existing masking algorithms PPFR-FD, DP, Instahide
and MixUp. Instahide-Fd and MixUp-FD in Table 2 denote Instahide and MixUp using the fre-
quency domain data. As shown in Table 1, the performance of Instahide and MixUp is very poor for
the original images in the RGB domain. In DP Chamikara et al. (2020), ϵ is set to 3 and laplacian
noise is introduced. For InstaHide, we set k to 2, that is, only two images in the same data batch
used for encryption. To compare the effects of the adaptive module, we provide experiments of
a combination of PPFR-FD and MixUp without the introduction of adaptive modules, i.e., Mask-
ing+MixUp when k=2, 3, 4, 5 and 6, respectively. We also investigate experiments of a combination
of PPFR-FD and adaptive MixUp, i.e., AdaMasking, which considers different candidate value sets
({2,3,4}, {2,3,4,5} and {2,3,4,5,6}). As shown in Table 2, when k=4, the performance of MixUp
used alone has decreased significantly. Table 3 provides the average proportion of each candidate
value k for Masking+AdaMixUp when its candidate value sets are {2,3,4,5,6}, {2,3,4,5}, {2,3,4},
respectively. For the case of AdaMasking, when k belongs to {2,3,4}, the proportion of k=4 in the
whole training process is about 30%. while the recognition accuracy is only 0.5% lower than that of
MixUp (k=2). When k belongs to {2,3,4,5}, the proportion of k > 3 in the whole training process
is about 50%, while the recognition accuracy is only 0.82% lower than that of MixUp (k=2). When
k belongs to {2,3,4,5,6}, the proportion of k > 3 in the whole training process is about 60%, while
the recognition accuracy is 2.77% lower than that of MixUp (k=2). Since DP directly adds noise
to the image or gradient, the recognition performance is significantly degraded. Combined with the
privacy scores, we can see that although the recognition performance of PPFR-FD, Instahide and
MixUp (k=2 or 3) is good, the privacy score is not as good as that of AdaMasking.

The reconstruction results are shown in Fig. 3. Visual sense from Fig. 3 and privacy scores in Table
2 almost have the same trend. And we can see privacy scores provide better quantitative results. In
Table 2, we find that the recognition accuracy of Masking+MixUp(k=2) is better than that of MixUp-
FD(k=2). Note that we train the models using the frequency-domain data. The frequency-domain
energy distribution of each image is uneven, and the direct current (DC) partly accounts for more
than 90% of the energy Wang et al. (2022b). The training of MixUp-FD(k=2) uses all frequency-
domain components. And Masking+MixUp removes the redundant frequency-domain components
(the DC component is also removed) for training the recognition models, making the training data
used more evenly distributed, and the accuracy of it may be slightly better.

We follow the powerful assumption for attackers in Section 3, i.e., the attackers have the ability
to infer all masked data. To reconstruct the original image from the masked data, we select the
same CGAN as in PPFR-FD used as a black-box attack. For the data used in the reconstruction
experiments for AdaMasking, we generate hybrid masked data according to the statistical proportion
of different k values participating in the training. It is worth noting that under strong assumptions,
the attacker can directly obtain the masked data. For cases where Instahide and MixUp are used
alone, even without reconstruction attacks, they are hacked by the method in Carlini et al. (2020).
And the proposed method has good performance in recognition performance and privacy protection
ability.

From Fig. 3, we provide more results from the black-box attack by CGAN for different masking
methods, and the proposed method can better resist the black-box attack than others. For the white-
box attack, we can use the methods in PPFR-FD Wang et al. (2022b) and Carlini et al. (2020). Since
we propose an adaptive hybrid privacy-preserving method, which is essentially a combination of two
masked methods, the combined method can provide a stronger privacy protection ability. For the
proposed privacy protection algorithm, we first use the method in Carlini et al. (2020) to decouple
the combination of different data. According to the theoretical analysis in Carlini et al. (2020), we
can obtain the inaccurate single data before MixUp. Then the white-box attack method in PPFR-FD
Wang et al. (2022b) is used to recover the original image. According to the white-box attack method
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Figure 3: Face images recovered by CGAN for different masking methods. Results from
the 1st row to the last row correspond to the original images, Masking+AdaMixUp(k:2-4),
Masking+AdaMixUp(k:2-5), Masking+AdaMixUp(k:2-6), MixUp(k=2), PPFR-FD(Masking), DP,
and Instahide.

in Wang et al. (2022b), it is difficult to reconstruct the original image even if accurate masked data
is used. Note that the masked data available now are inaccurate. Since the introduction of errors, it
is more difficult to reconstruct the original image accurately. The above analysis also shows that the
proposed algorithm brings stronger privacy protection ability to a certain extent. We also find that,
when the size of the candidate set of k is large (e.g., 2-10), the strategy network tends to choose a
larger value under the effect of the reward function. A large value k will lead to non-convergence of
the FR loss function, and ultimately lead to poor recognition accuracy.

Finally, we give a detailed discussions on the latest masking methods in Appendix.

6 CONCLUSION

Aiming at the problem of resisting the face recognition MIAs, this paper proposed an adaptive hybrid
masking-based defense algorithm, where the face image is masked by combining frequency-domain
masking and adaptive MixUp. The adaptive MixUp carries out the mixing in the frequency domain
and was developed based on reinforcement learning. The strategy and face recognition networks
can be regarded as two opposing sides in the training process. It can select as many images as
possible for mixing to enhance privacy protection while maintaining good recognition accuracy.
Experimental results show that the proposed scheme has a better privacy-preserving ability for MIA
and recognition accuracy over other existing algorithms. In this work, a set of standard measures for
quantifying the effect of masking on privacy protection and face recognition was advocated.

9



Under review as a conference paper at ICLR 2024

REFERENCES

Nicholas Carlini, Samuel Deng, Sanjam Garg, Somesh Jha, Saeed Mahloujifar, Mohammad Mah-
moody, Shuang Song, Abhradeep Thakurta, and Florian Tramer. An attack on instahide: Is private
learning possible with instance encoding?, 2020.

M. A.P. Chamikara, P. Bertok, I. Khalil, D. Liu, and S. Camtepe. Privacy Preserving Face Recog-
nition Utilizing Differential Privacy. Computers and Security, 97, 2020. ISSN 01674048. doi:
10.1016/j.cose.2020.101951.

Si Chen, Mostafa Kahla, Ruoxi Jia, and Guo-Jun Qi. Knowledge-enriched distributional model
inversion attacks. In Proceedings of the IEEE/CVF international conference on computer vision,
pp. 16178–16187, 2021.

Jiankang Deng, Jia Guo, Niannan Xue, and Stefanos Zafeiriou. ArcFace: Additive angular mar-
gin loss for deep face recognition. Proceedings of the IEEE Computer Society Conference on
Computer Vision and Pattern Recognition, 2019-June:4685–4694, 2019. ISSN 10636919. doi:
10.1109/CVPR.2019.00482.

Antonious Girgis, Deepesh Data, Suhas Diggavi, Peter Kairouz, and Ananda Theertha Suresh. Shuf-
fled model of differential privacy in federated learning. In International Conference on Artificial
Intelligence and Statistics, pp. 2521–2529. PMLR, 2021.

Maoguo Gong, Yu Xie, Ke Pan, Kaiyuan Feng, and A. K. Qin. A Survey on Differentially Private
Machine Learning [Review Article]. IEEE Computational Intelligence Magazine, 15(2):49–64,
2020. ISSN 15566048. doi: 10.1109/MCI.2020.2976185.

Ian Goodfellow, Jean Pouget-Abadie, Mehdi Mirza, Bing Xu, David Warde-Farley, Sherjil Ozair,
Aaron Courville, and Yoshua Bengio. Generative adversarial networks. Communications of the
ACM, 63(11):139–144, 2020.

Kaiming He, Xiangyu Zhang, Shaoqing Ren, and Jian Sun. Deep residual learning for image recog-
nition. Proceedings of the IEEE Computer Society Conference on Computer Vision and Pattern
Recognition, 2016-December:770–778, 2016. ISSN 10636919. doi: 10.1109/CVPR.2016.90.

Kaiming He, Xinlei Chen, Saining Xie, Yanghao Li, Piotr Dollár, and Ross Girshick. Masked au-
toencoders are scalable vision learners. In Proceedings of the IEEE/CVF Conference on Computer
Vision and Pattern Recognition, pp. 16000–16009, 2022.

Jie Hu, Li Shen, Samuel Albanie, Gang Sun, and Enhua Wu. Squeeze-and-Excitation Networks.
IEEE Transactions on Pattern Analysis and Machine Intelligence, 42(8):2011–2023, 2020. ISSN
19393539. doi: 10.1109/TPAMI.2019.2913372.

Yangsibo Huang, Zhao Song, Kai Li, and Sanjeev Arora. Instahide: Instance-hiding schemes for
private distributed learning. In International Conference on Machine Learning, pp. 4507–4518.
PMLR, 2020.

Jiazhen Ji, Huan Wang, Yuge Huang, Jiaxiang Wu, Xingkun Xu, Shouhong Ding, ShengChuan
Zhang, Liujuan Cao, and Rongrong Ji. Privacy-preserving face recognition with learnable privacy
budgets in frequency domain. arXiv preprint arXiv:2207.07316, 2022.

Stylianos Moschoglou, Athanasios Papaioannou, Christos Sagonas, Jiankang Deng, Irene Kotsia,
and Stefanos Zafeiriou. AgeDB: The First Manually Collected, In-the-Wild Age Database. IEEE
Computer Society Conference on Computer Vision and Pattern Recognition Workshops, 2017-
July:1997–2005, 2017. ISSN 21607516. doi: 10.1109/CVPRW.2017.250.

Soumyadip Sengupta, Jun Cheng Chen, Carlos Castillo, Vishal M. Patel, Rama Chellappa, and
David W. Jacobs. Frontal to profile face verification in the wild. 2016 IEEE Winter Conference
on Applications of Computer Vision, WACV 2016, 2016. doi: 10.1109/WACV.2016.7477558.

Lukas Struppek, Dominik Hintersdorf, Antonio De Almeida Correia, Antonia Adler, and Kristian
Kersting. Plug & play attacks: Towards robust and flexible model inversion attacks. arXiv preprint
arXiv:2201.12179, 2022.

10



Under review as a conference paper at ICLR 2024

Masayuki Tanaka. Learnable image encryption. In 2018 IEEE International Conference on Con-
sumer Electronics-Taiwan (ICCE-TW), pp. 1–2. IEEE, 2018.

Kai Wang, Bo Zhao, Xiangyu Peng, Zheng Zhu, Jiankang Deng, Xinchao Wang, Hakan Bilen,
and Yang You. Facemae: Privacy-preserving face recognition via masked autoencoders. arXiv
preprint arXiv:2205.11090, 2022a.

Kuan-Chieh Wang, Yan Fu, Ke Li, Ashish Khisti, Richard Zemel, and Alireza Makhzani. Variational
model inversion attacks. Advances in Neural Information Processing Systems, 34:9706–9719,
2021.

Yinggui Wang, Jian Liu, Man Luo, Le Yang, and Li Wang. Privacy-preserving face recognition in
the frequency domain. 2022b.

Ronald J Williams. Simple statistical gradient-following algorithms for connectionist reinforcement
learning. Machine learning, 8(3):229–256, 1992.

Dong Yi, Zhen Lei, Shengcai Liao, and Stan Z. Li. Learning face representation from scratch, 2014.

Hongyi Zhang, Moustapha Cisse, Yann N Dauphin, and David Lopez-Paz. mixup: Beyond empirical
risk minimization. arXiv preprint arXiv:1710.09412, 2017.

Nanhai Zhang and Weihong Deng. Labeled Faces in the Wild: A Database for Studying Face
Recognition in Unconstrained Environments. 2016 International Conference on Biometrics, ICB
2016, pp. 1–11, 2016. doi: 10.1109/ICB.2016.7550057.

Richard Zhang, Phillip Isola, Alexei A Efros, Eli Shechtman, and Oliver Wang. The unreasonable
effectiveness of deep features as a perceptual metric. In Proceedings of the IEEE conference on
computer vision and pattern recognition, pp. 586–595, 2018.

Yuheng Zhang, Ruoxi Jia, Hengzhi Pei, Wenxiao Wang, Bo Li, and Dawn Song. The secret re-
vealer: Generative model-inversion attacks against deep neural networks. In Proceedings of the
IEEE/CVF conference on computer vision and pattern recognition, pp. 253–261, 2020.

Yang Zhao, Jun Zhao, Mengmeng Yang, Teng Wang, Ning Wang, Lingjuan Lyu, Dusit Niyato, and
Kwok-Yan Lam. Local differential privacy-based federated learning for internet of things. IEEE
Internet of Things Journal, 8(11):8836–8853, 2020.

11



Under review as a conference paper at ICLR 2024

A APPENDIX

Algorithm 1: MixUp based ArcFace
Input: feature scale s, margin parameter m,
class number n,mixed label list gt,
mixed label coefficient list co,mixed number k,
full connection layer weight wFC ,extracted feature x
Output: class-wise affinity score metric
1: x = L2Normalization(x)
2: wFC = L2Normalization(wFC )
3: fc = FullyConnected(data=x,weight=wFC )
4: metric = 0
5: for i in range(k):
6: Original target logit = Pick(fc,gt[i])
7: θ = arccos(Original target logit)
8: Marginal target logit = cos(θ +m)
9: One hot = OneHot(gt[i])
10: metric = metric+co[i]*(fc+broadcast mul(One hot,
11: expand dims(Marginal target logit -
12: Original target logit,1)))
13: Return metric = metric · s

A.1 MASKING IN THE FREQUENCY DOMAIN

For the completeness of the algorithm description, we give a detailed introduction of PPFR-FD
developed in Wang et al. (2022b).

A.1.1 BLOCK DISCRETE COSINE TRANSFORM (BDCT)

As the first step of PPFR-FD, BDCT is performed on the face image after it has been converted
from a color image to a gray one. Similar to the convolution in CNN, BDCT is carried out on image
blocks with the size a × b pixels according to the stride s. The a × b BDCT coefficient matrix is
produced for each image block. Here, we set a = 8, b = 8 and s = 8. Every element of the
coefficient matrix represents a specific frequency component. We collect the frequency components
having the same position in the BDCT coefficient matrix to form a frequency channel.

A.1.2 FAST FACE IMAGE MASKING

PPFR-FD performs the BDCT and selects channels according to the analysis network (only the DC
component is discarded for a high FR accuracy) Wang et al. (2022b). Next, the remaining channels
are shuffled two times with a channel mixing in between. After each shuffling operation, channel
self-normalization is performed. The result of the second channel self-normalization is the masked
face image that will be transmitted to third-party servers for face recognition. The goal of PPFR-FD
is to provide a lightweight masking method to make it difficult for attackers to recover the training
and inference face images in the FR system. It is also an initial step towards exploring better privacy
preservation while maintaining data utility. From the experimental section, we can see that it may
be possible to leak some privacy. To enhance its privacy protection capability, we propose a hybrid
privacy-preserving policy. We use it as the basis of the proposed method.

A.2 DISCUSSION ON THE LATEST MASKING METHODS

The first latest masking method Ji et al. (2022) is developed from PPFR-FD Wang et al. (2022b).
It proposes a privacy-preserving face recognition method using differential privacy in the frequency
domain. Due to the utilization of differential privacy, it offers a guarantee of privacy in theory. This
method first converts the original image to the frequency domain and removes the direct component.
Then a privacy budget allocation method can be learned based on the loss of the back-end face
recognition network within the differential privacy framework. Finally, it adds the corresponding
noise to the frequency domain features. Note that compared with PPFR-FD, the method in Ji et al.
(2022) does not delete redundant high-frequency channel components. In PPFR-FD, it is pointed out
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that the element values in these redundant high-frequency channels are close to 0, and the removal
of these components will not significantly affect the recognition accuracy. The privacy protection
method based on the learnable differential privacy in Ji et al. (2022) adds most of the noise to these
redundant channels with high probability in the learning process. And the noise that is added to
identify important channels may be relatively small. If the attacker attacks the masking process and
removes the relevant redundant high-frequency channels, most channels important for identification
can be obtained. Then it is possible to reconstruct the original image by the black-box reconstruction
attack. So, this method has a certain risk of privacy disclosure.

The other latest work is FaceMAE Wang et al. (2022a), which is based on Masked Autoencoders
He et al. (2022). It proposes a novel framework FaceMAE, where face privacy and recognition
performance are considered simultaneously. Firstly, randomly masked face images are used to train
the reconstruction module in FaceMAE. It tailors the instance relation matching (IRM) module to
minimize the distribution gap between real faces and FaceMAE reconstructed ones. During the
deployment phase, it uses trained FaceMAE to reconstruct images from masked faces of unseen
identities without extra training. The masked data are the reconstructed images using trained Face-
MAE. And the risk of privacy leakage is measured based on face retrieval between reconstructed and
original datasets. Its method of measuring privacy protection capability does not consider the way of
using a black-box attack. That is, it is considered to construct data pairs of the reconstructed images
using FaceMAE and the original images as the training dataset for the CGAN training. Since the
distance consistency loss function is used in the training of FaceMAE, the reconstructed (masked)
images using FaceMAE may have some correlation with the original images. This makes it possible
for the black-box reconstruction process to reconstruct the original images. For our proposed hybrid
privacy protection strategy, FaceMAE can also replace the PPFR-FD method to form a new hybrid
privacy protection policy.

From this perspective, the hybrid privacy protection strategy proposed is not only a specific pri-
vacy protection strategy but also a privacy protection framework (the basic masked method can be
replaced by a better masking algorithm).
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