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Abstract

Graph condensation (GC) has gained significant attention for its ability to synthe-
size smaller yet informative graphs. However, existing studies often overlook the
robustness of GC in scenarios where the original graph is corrupted. In such cases,
we observe that the performance of GC deteriorates significantly, while existing
robust graph learning technologies offer only limited effectiveness. Through both
empirical investigation and theoretical analysis, we reveal that GC is inherently
an intrinsic-dimension-reducing process, synthesizing a condensed graph with
lower classification complexity. Although this property is critical for effective GC
performance, it remains highly vulnerable to adversarial perturbations. To tackle
this vulnerability and improve GC robustness, we adopt the geometry perspective
of graph data manifold and propose a novel Manifold-constrained Robust Graph
Condensation framework named MRGC. Specifically, we introduce three graph
data manifold learning modules that guide the condensed graph to lie within a
smooth, low-dimensional manifold with minimal class ambiguity, thereby pre-
serving the classification complexity reduction capability of GC and ensuring
robust performance under universal adversarial attacks. Extensive experiments
demonstrate the robustness of MRGC across diverse attack scenarios.

1 Introduction

Recently, Graph Condensation (GC) [17,61]] has emerged as a promising approach to enhance the
training efficiency of Graph Neural Networks (GNNs) by condensing large graphs into smaller ones.
These smaller yet highly informative synthesized graphs enable GNNs trained on them to achieve
performance comparable to models trained on larger original graphs [20, 41} 54]. This has facilitated
the adoption of GC in areas like neural architecture search [33]] and graph continual learning [43]].

However, the quality of the condensed graph largely depends on the original graph while existing
GC methods assume a clean original graph. As shown in Figure [I(a)] when the original graph is
attacked, the quality of the condensed graph deteriorates, adversely impacting the applications of GC
in real-world scenarios where noise and attackers are prevalent [53]]. Nevertheless, GC robustness
remains largely unexplored. RobGC [16] is the first attempt to tackle this issue. While RobGC
effectively addresses structure attacks, its dependence on structure learning and label propagation
limits its defense against feature and label attacks [17]. Benchmark [20] also reveals that GC is
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Figure 1: Examples in Cora [8] dataset (ratio=2.6%): (a) GCond performance under attacks. (b) The
robust GNN is adapted for GC under attacks, with (+M) indicating MedianGCN is the GC backbone
and (*M) denoting its use in the condensed graph. (c) Classification complexity evaluation, where (*)
means the original graph is under attack during GC. Details can be found in Appendix [C}

vulnerable to feature attacks. Three key questions about GC robustness remain unsolved: (Q7) Can
existing robust graph learning techniques improve GC robustness? (Q2) What key property of GC is
disrupted by attacks, causing the performance degradation, and can it be theoretically understood?
(Q3) How to design a defense strategy to counter universal attacks in GC?

Answer to Q1: Given that most current training-based GC methods utilize GNN as their backbone [20],
one intuitive approach to enhance GC robustness is to leverage existing robust GNN technologies.
To investigate this possibility, we conduct two toy cases using GCond [33]] as a representative GC
method. First, we integrate MedianGCN [8] (a classic robust GNN [[10} [70]) as the GC backbone.
Second, we train MedianGCN on the condensed graph synthesized by the standard GCond. As shown
in Fig. [I(b)] both strategies fail to work effectively, with even worse performance than the standard
GC method. This may be because most existing robust GNNs enhance robustness using attention-like
mechanisms [10]], which have been shown to perform poorly even in clean GC scenarios [20} 54} 41]].
(Results with more robust GNNs are in Appendix [C). This result suggests that existing robust GNN
techniques may fail to enhance GC robustness, highlighting the need for an innovative solution.

Answer to Q2: Since existing GC research primarily focuses on the classification task [[17], we
examine how attacks affect the classification-related properties of GC. Inspired by the classification
complexity theory [25} 144, [36]], which investigates classification problems through the geometric
properties of classes with the three key factors are intrinsic dimension, boundary complexity, and
class ambiguity [44]], we explore how the GC process influences the classification complexity of
graphs and its behavior under attack through the lens of this theory. To evaluate the classification
complexity of graphs during the GC process, we employ three widely used metrics [44]: Intrinsic
Dimension, Fisher’s Discriminant Ratio, and the Fraction of Hyperspheres Covering Data (Details
are in Appendix [C). As shown in Figure[I(c)} all metrics decrease after GC with an average reduction
of 89.25%, indicating that GC will reduce the classification complexity. However, when adversarial
attacks occur, we observe an average increase of 547.54% across all metrics in the condensed graph.
This reveals an interesting insight: while GC reduces the classification complexity, adversarial
perturbations counteract this classification-complexity-reducing property.

Answer to Q3: Based on our analysis, designing a defense strategy to preserve the key property of
GC under universal attacks to improve robustness presents three challenges: How to (1) reduce the
intrinsic dimension, (2) minimize the complexity of class boundaries, and (3) resolve class ambiguity
to mitigate the increasing classification complexity in the condensed graph under attacks? To address
these, we explore GC robustness from the geometric perspective of graph data manifolds and propose
a novel Manifold-constrained Robust Graph Condensation framework, named MRGC. To maintain
a low intrinsic dimension of the condensed graph (Challenge 1), we designed an Intrinsic Dimension
Manifold Regularization Module to constrain the condensed graph in a low-dimensional manifold. To
reduce the complexity of class boundaries (Challenge 2), we introduce a Curvature-Aware Manifold
Smoothing Module to smooth the class manifold in the condensed graph, thereby simplifying the class
boundaries. To relieve class ambiguity (Challenge 3), we develop a Class-Wise Manifold Decoupling
Module that mitigates potential class bias by minimizing the overlap between class manifolds. Our
main contributions are summarized as follows:

* We empirically and theoretically demonstrate that GC inherently reduces the classification complex-
ity of graphs, a property vulnerable to adversarial attacks targeting the original graph and remains
unprotected by existing robust graph learning techniques.



* We adopt a geometric perspective of graph data manifold and propose MRGC to enhance GC
robustness by protecting its classification complexity reduction property.

* To the best of our knowledge, we present the first study of the robustness of GC under conditions
where features, structure, and labels can all be corrupted. Extensive experiments demonstrate the
superior robustness of our proposed MRGC.

2 Related Work

Graph Condensation. GC significantly enhances the training efficiency and scalability of GNNs [33].
Existing GC methods can be categorized into four types [54,41]: (1) Gradient Matching: GCond [33]
serves as a representative framework for these methods, optimizing the condensed graph by minimiz-
ing gradient discrepancies between GNNs trained on the original and condensed graphs [32, 165 [15].
(2) Trajectory Matching: SFGC [/4] and GEOM [/2] condense graphs by aligning the training
trajectories of parameter distributions in expert GNNSs. (3) Distribution Matching: These methods
minimize the distributional difference between the original and the condensed graphs [39,138]. (4)
Others: Various methods, such as Kernel Ridge Regression [63,164] and Computation Tree [24} 23],
are also used for GC. However, few studies have explored GC robustness under attack.

Robust Graph Neural Network. Lines of studies have been dedicated to enhancing GNN robustness:
(1) Preprocessing: These methods leverage certain shared properties of real-world graphs to clean
perturbed ones before training [[12} 158} 130, 145]]. (2) Modeling: New GNN architectures are proposed
to mitigate the impact of attacks dynamically during training [8} 31} [19]|68]]. (3) Training: They
don’t modify the GNN architecture but use training strategies like adversarial training [22]] or group
training [29,167] to reduce GNN sensitivity.

Robust Graph Condensation. With GC recognized as a promising technique [17,61], RobGC [16] is
the first to investigate GC robustness and propose a defense against structure attacks. Benchmark [20]]
reveals that feature noise poses great threats in GC. However, a comprehensive understanding of GC
robustness and a universal defense against structure, feature, and label attacks remains absent.

3 Method

Problem Formulation. Consider a poisoned graph G= {X A Y} with n nodes, where X denotes
node features, A denotes adjacency matrlx and Y denotes node labels. The goal is to synthesize a

compact graph G’ = X', A’ 'Y’ with n’ < n nodes, in a way that is resilient to adversarial attacks,
so that GNNss trained on G’ can still perform well on test nodes in the original graph G.

min Eg py [Lask (92(9), Grea)], (1)

where g (G') denotes the GNN trained on G’, and Ly, denotes the task-specific loss.

Framework. As depicted in Figure[2] we mitigate the increase in classification complexity induced by
attacks and enhance GC robustness from three complementary perspectives: @ Reduce the intrinsic
dimension (Section[3.1)). We estimate and constrain the intrinsic dimension of the condensed graph
during the GC process. @ Minimize the complexity of class boundaries (Section[3.2). By regularizing
the curvature of class manifolds in the condensed graph, we achieve smoother geometric decision
boundaries between classes. ® Resolve class ambiguity (Section[3.3). We minimize the overlapping
volume between class manifolds to reduce classification ambiguity and enhance class separability.

3.1 Intrinsic Dimension Manifold Regularization

From Figure we empirically observe that adversarial attacks will significantly increase the
intrinsic dimension of the condensed graph. Here, we first theoretically analyze the relationship
between the intrinsic dimension and the graph condensation process and then propose a differentiable
method to estimate the intrinsic dimension of the condensed graph. Finally, we impose constraints on
the intrinsic dimension throughout the entire condensing process.

Intrinsic dimension is the minimum number of coordinates required to describe the data [2]]. Fol-
lowing the widely adopted manifold assumption which states that high-dimensional data lie on a
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Figure 2: The framework of MRGC, which introduces three complementary graph manifold learning
modules into the GC process: constraining the intrinsic dimension, smoothing classification bound-
aries via manifold curvature limits, and encouraging class manifold decoupling. These modules
address the increase in classification complexity within the condensed graph induced by attacks.

lower-dimensional manifold, the intrinsic dimension refers to the dimensionality of this underlying
manifold 3| 46]. Here, we begin by presenting the following Theorem [T}

Theorem 1. Given a graph G with n nodes, let G' with n' nodes denote the much smaller synthetic
graph generated through graph condensation, which is comparable to G in terms of training GNNs.
We have the following:

ID(¢') <ID(G), @)

where ID(-) denotes the intrinsic dimension of graph data.

Theorem [I] indicates that graph condensation is a graph intrinsic dimension decreasing process,
synthesizing a condensed graph that lies in a data manifold with a lower dimension. The proof can be
found in Appendix [A] Building on this, we further propose the following Theorem [2}

Theorem 2. Building on Theoreml|l| let G. denotes the synthetic graph generated through graph
condensation, where the original graph G, is under attack. Then we have:

ID(G") < ID(G.). 3)

Theorem [2]indicates that the adversarial attack poses an increasing intrinsic dimension in the con-
densed graph. Details of the proof are provided in Appendix [A]

Through the theoretical analysis in Theorem [I]and Theorem 2] protecting the key intrinsic dimension
decreasing characteristic of GC is important for improving its robustness against attacks. In this
work, we propose a novel approach to calculate the dimension of the graph manifold where the
condensed graph resides and use it as a regularization term to constrain the intrinsic dimension of the
condensed graph. Specifically, we use the embedding vectors after two rounds of message passing,
Z' = (A’)?X/, as the node representation, which incorporates both feature and structure information.
Let M(G’) denote the manifold on which the condensed graph G’ lies, embedded in R?. Then,
{Z;}™, represents the discrete set of observations sampled from M (G'). The intrinsic dimension of
G’ is defined as the dimension of M (G’) under the low-dimension manifold assumption [3]], denoted
as dim(M(G’)). According to [49], dim(M(G")) is given by:

d/
dim(M(@) = / IV w2l e 4
i—1 Y M(G")

Here, V p((g/yci(z') represents the gradient of coordinate function cv; on M(G’) at point z’, where
«;(z') =z{. Directly solving Eq. @) requires constructing the explicit function of M (G’), which is
challenging to derive from the discrete observations {Z}"_. In this work, we adopt the Laplacian



approximation [69] to solve Eq. {):
/ IV mgnai(@)|ldz" ~ |IM(G)| Sz (o), )
M(G")

I _ g2
where Sz/ (i) =3, , exp(—%)(ai(zg) —a;(Zy)) is the graph Laplacian operator with

hyperparameter €, and |M(G')] is the volume of the manifold. Based on the geometric interpretation
of singular values [[1l], the volume |M(G’)| is proportional to the product of the singular values
{o:}L, of node representation matrix Z’, i.e., |[M(G")| Hf 1 05. The covariance matrix of Z’
is deﬁned as X = E(Z )TZ'. By the relationship between singular values and elgenvalues the

eigenvalues of X7, (denoted by {\; } 1) are related to the singular values of Z as \; = —+. Thus,
the volume |M(G )\ can be expressed as:

IM(G")| x /det(Xz + 1), 6)

where I is to ensure that the covariance matrix Xz is positive definite, and det(-) denotes the
determinant operation. Finally, the intrinsic dimension manifold regularization loss during graph
condensation is defined as:

d/
‘Cdim - \/m . Z SZ/ (Oél) (7)
=1

3.2 Curvature-Aware Manifold Smoothing

The complexity of class boundaries, determined by the geometry of class manifolds, is a key factor in
classification difficulty [44]. Attacks can increase this complexity in condensed graphs, weakening
GC robustness. To quantify it, we measure the Gaussian curvature [51]], where larger absolute values
indicate more intricate boundaries. Each node’s curvature is computed, and the weighted sum of
absolute values is used as a regularization term. Weights reflect each node’s influence in message
passing and are derived from Ricci curvature [56].

Let M(G.) denote the class-c manifold containing nodes with label ¢, represented by {Z; | Y} = c}.
Our goal is to compute the Gaussian curvature of each node on M (Gc¢'). We estimate the curvature
at node i by fitting a quadratic hypersurface fg(0) = o' @o to its local neighborhood, where @ is
the surface parameter. The curvature is obtained as the determinant of the Hessian of fg (&) [47].
Specifically, we project neighbors of node ¢ onto its tangent space, and use these projections as inputs
to fit the hypersurface. The targets are the corresponding projections onto the normal vector at node ¢,
capturing how neighbors deviate from the tangent space and thus reflecting local manifold geometry.

We estimate the normal vector u; at node ¢ using its k-nearest neighbors in Euclidean space [4]:

2
— 1 T . =
rnllznz ( ci) Z) , subjecttou; u; =1, ®)
=
where Zj denotes the node representation of j-th neighborhood and c; = i Zf 1 Zg is the center of
k nelghborhoods To solve Eq. (8), we define the Lagrangian function:

k
Llu,N) =Y (2] = ei)uy)® = Mu/ u; — 1), ©)
Jj=1

Define Y = Z; — c;1". Solving the Karush-Kuhn-Tucker conditions for Eq. (@) shows that the
normal vector u; corresponds to the eigenvector associated with the smallest eigenvalue of Y ' Y;
details are provided in Appendix [A] Let {A1,...,A¢} and {£,,..., €.} be the eigenvalues and
corresponding eigenvectors of Y 'Y, sorted in descending order. Since Y'Y is symmetric and
positive semidefinite, we have A\; > -+ > Ay > 0 and E;r&b = 0 for all a # b. The (d’ — 1)-
dimensional tangent space at node ¢ is spanned by (&;,...,&,_4), and the projections of i’s k
neighbors onto this space form the matrix O; € R¥* (@'=1)defined as:

1", (10)

Oi = [017027"'70k’



where each o; € R 1 corresponds to the projection of (Zf — ¢;) onto the tangent space:

0; =[(Z] — ) &1, (2] — i) €aral. (1
Then we propose the following proposition:

Proposition 1. By fitting the quadratic hypersurface fe(0) via ming Z e (3o @03 t;)% where
tj:(Zg —Z;)-u; represents the projection along the normal vector, the Gaussian curvature of the class

manifold at node i is given by K (i)=2det(Mat(Q~'p)). Here QGR(dLl)2 x(d'-1)? i a fourth-order

. . . /_ 2 .
tensor expressed as a matrix with entries Qa,b’c,dzzjzl 0;a0jp0jc0j5d, and p € RE@=D" s q

second-order tensor with entries pq., = Zle t;j0ja0jb. The operator Mat(-) reshapes Q 'pinto

an (d' — 1) x (d' — 1) matrix, and det(-) denotes the determinant operation.

Proposition [I] provides a closed-form expression for the Gaussian curvature at node 4, with the
proof deferred to Appendix [A] However, averaging curvature across all nodes ignores the varying
structural roles of individual nodes. In particular, nodes at community boundaries, which serve as
bridges for inter-community message passing, have a greater influence on the geometric complexity
of class boundaries. To account for this, we reweight each node’s Gaussian curvature using Ricci
curvature [S6], an edge-based metric that reflects structural connectivity. Lower Ricci curvature
values on edges indicate stronger bridging roles, highlighting the corresponding node’s importance.
We adopt the Ollivier definition [48]], where the Ricci curvature between nodes (i, j) is defined as
k(i,7) = 1 = W(m¢, m¢)/D(i, j), where W(-,-) is the Wasserstein distance of order 1, D(, -)
denotes the shortest-path distance, and my, represents the mass distribution, which is defined as:

«, if j =1,
me(j) =1 (1= a)gts, ifj € N(i), (12)
0, otherwise,

where N (i) denotes the neighbors of node i, deg(i) = ;. ~(i) Aij» and a is the smoothing
parameter and is typically set to 0.5. The strategy for measuring the Ricci curvature of node 7 is

. . Ay o
to average the curvatures of its connected edges [9], expressed as k(i) = a2t 2 jeni K6 )
Finally, the Gaussian curvature regularization term, denoted as L., is defined as:

Cur—z ZNorm ) - | K (4], (13)

c i€V,

where Norm(-) denotes min-max normalization to [0, 1], and V. denotes nodes belonging to class c.

3.3 Class-Wise Manifold Decoupling

Class ambiguity is the third critical factor that contributes to the classification complexity [25} 44].
To preserve the classification complexity reduction property of GC and improve its robustness,
it is essential to avoid class ambiguity in the condensed graph, ensuring that the classes remain
well-separated with clear decision boundaries. To avoid the class ambiguity arising in condensed
graphs under attacks, we propose measuring the overlap between class manifolds by calculating the
difference between the sum of the volumes of individual class manifolds and the volume of the entire
data manifold. Minimizing this difference defines our class-wise manifold decoupling objective,
which can be expressed as follows:

Ly = (ZIM )| = IM(G )|>, (14)

where |M(G!)| represents the volume of class-c manifold. This approach facilitates sufficient decou-
pling between class manifolds to mitigate class ambiguity, thereby effectively reducing classification
complexity in the condensed graph.

Training Pipeline. We initialize node features in the condensed graph by randomly selecting non-
outlier nodes from the original graph, where outliers are identified based on the Euclidean distances
of their features. Other initialization follows [33]]. The training loss is as follows:

L = Lgc + aLgim + BLeuwr + ’Y‘Csepa (15)



where Lgc denotes the loss function of GC backbone, as MRGC is a plug-and-play framework, and
«, 3,7 are hyperparameters. Detailed pipeline are in Appendix

Complexity Analysis. The Intrinsic Dimension Manifold Regularization Module requires O(n’d’ +
(d")?) operations. The Curvature-Aware Manifold Smoothing consists of two parts: Gaussian curva-
ture computation, with a complexity of O(n’((d")® + k)), and Ricci curvature computation, which
requires O((n')?) operations. The Class-Wise Manifold Decoupling Module has a complexity of
O(c(d")?), where ¢ denotes the number of classes. It is worth noting that the practical computa-
tional cost remains efficient because n’, the number of nodes in the condensed graph, is small by
design. Additionally, we apply PCA [L1] to reduce the feature dimensionality before computing the
regularization terms, ensuring that d’ stays manageable. Details are provided in Appendix [D]

4 Experiments

4.1 Experimental Settings

Datasets. We evaluate MRGC Phnd the baselines on five real-world node classification datasets in a
transductive setting: Cora [66], CiteSeer [66], PubMed [66], DBLP [6], and Ogbn-arxiv [27]. The
data split configuration follows that of [20]] for the Cora, CiteSeer, PubMed, and Ogbn-arxiv datasets.
For the DBLP dataset, we use the settings from [28]], performing random splits with 20 labeled nodes
per class for training, 30 per class for validation, and the remaining nodes for testing.

Attacks. For the poisoning attacks, we use the widely adopted PRBCD [18], [53]] for structure
perturbation. For feature perturbation, we randomly select nodes and assign their features by
sampling from a normal distribution. For label perturbation, we randomly select a subset of nodes and
uniformly flip their labels to other classes. The attack budget is set to p percent of the total number of
edges for structure perturbation and p percent of the number of training nodes for feature and label
perturbation.

Baselines. We evaluate MRGC against various baseline approaches, including five state-of-the-art
graph condensation methods: GCond [33]], SGDD [63]], SFGC [74], GEOM [72] and GCDM [37]].
We also compare with RobGC [16], the first robust graph condensation method specifically designed
for defending against structure attacks. Furthermore, following [16]], we enhance our comparison by
incorporating three strong graph denoising techniques as preprocessing steps for GCond: GCond(+J),
which removes edges based on Jaccard similarity; GCond(+S), which uses Singular Value Decom-
position (SVD) for low-rank approximation to mitigate high-rank noise; and GCond(+K), which
integrates k-nearest neighbors based on feature similarity into the original graph with & = 3.

Implement Details. In this experiment, we use GCond [33]] as the backbone of MRGC, which is a
gradient-matching-based GC method. However, it is important to note that MRGC is compatible
with most existing GC methods. The hyperparameters «, 3, and ~ are determined through a grid
search from le-3 to le2 with logarithmic steps of 5. Details can be found in Appendix [C|and our
code. We repeat all the experiments five times and report the average performance and standard
deviation. All the experiments are conducted in a single NVIDIA GeForce RTX 3090 24GB GPU.

4.2 Robustness Across Varying Condensation Ratios

In this section, we evaluate the impact of different condensation ratios on the robustness of
MRGC across the five aforementioned datasets, using three distinct condensation ratios while
keeping the attack budgets invariant. The attack budgets for structure, feature, and label attacks are
set to 1%, 10%, and 20% for the Cora, CiteSeer, and Ogbn-Arxiv datasets, and 0.1%, 10%, and 20%
for the PubMed and DBLP datasets. The results are presented in Table[T]

From the results in Table |1} we have the following three observations: (1) Across all the datasets
and condensation ratios except for Ogbn-arxiv at ratios of 0.05% and 0.50%, MRGC achieves the
best performance under poisoning attacks. This highlights the robustness of our proposed method in
mitigating the negative impact of attacks on the graph condensation process. (2) On the Ogbn-arxiv
dataset at condensation ratios of 0.25% and 0.50%, GEOM demonstrates superior performance.
This is because trajectory-matching GC methods, such as SFGC and GEOM, achieve significantly

2Qur code is available at https: //github. com/RingBDStack/MRGC
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better results on the clean Ogbn-Arxiv dataset than gradient-matching GC methods [41} 20l [54]].
Consequently, despite performance degradation under attack, they retain a relative advantage due to
their initially superior performance on the clean dataset. However, SFGC and GEOM exhibit poor
robustness on other datasets. (3) Denoising the graph during the preprocessing stage before GC has
limited effectiveness, as these methods assume that the node features and labels are clean.

4.3 Robustness Across Varying Attack Budgets

To evaluate the robustness of MRGC under varying attack budgets, we fix the condensation ratio
to the lowest value for each dataset and adjust the attack budgets for structure, feature, and label
attacks independently, while ensuring that the other attack budgets remain consistent with the
settings outlined in Section@ The experiments are conducted on the Cora, CiteSeer, PubMed,
and DBLP datasets, and the results are shown in Table 2}

As shown in Table 2} (1) MRGC consistently outperforms all baselines across all datasets and
attack budget variations. For example, on the CiteSeer dataset, MRGC achieves improvements of
approximately 3.98% and 4.75% over the runner-up with label perturbation ratios of 30% and 40%,
respectively. This highlights the robustness of MRGC against varying attack intensities. (2) The
robustness of MRGC remains stable regardless of the type of attack, effectively defending against
structure, feature, and label perturbations. In contrast, RobGC performs well under the structure
attacks but shows performance degradation as the intensity of feature and label attacks increases.
(3) Gradient matching-based GC methods generally exhibit better robustness compared to trajectory
matching and distribution matching GC methods.

4.4 Ablation Study

To verify the effectiveness of each component, we compare different ablated versions of MRGC on
Cora and CiteSeer datasets with the lowest condensation ratio: (1) MRGC (w/o ID), (2) MRGC (w/o
C), and (3) MRGC (w/o D), which respectively remove the Intrinsic Dimension Manifold Regular-
ization, Curvature-Aware Manifold Smoothing, and Class-Wise Manifold Decoupling modules. As
the results are shown in Figure [3] all three modules contribute to the performance of MRGC, with
the Intrinsic Dimension Manifold Regularization module providing the greatest improvement.

4.5 Classification Complexity Study

Based on our analysis in this work, graph condensation acts as a process that reduces classification
complexity, whereas attacks disrupt this property, leading to an increase in the classification complex-
ity of the condensed graph. This study aims to verify the ability of our proposed MRGC to mitigate
this negative impact. As introduced in Section[I} we measure classification complexity using three

Table 1: Performance comparison under different condensation ratios when the training graph is
corrupted. S, F, and L represent the attack budgets for structure, feature, and label, respectively.
The best results are highlighted in bold, while the runner-up results are underlined. OOM denotes
out-of-memory (24GB), and OOT denotes out-of-time (24 hours).

Dataset GCond GCond GCond
(S,;EL) (+S) (+]) (+K)

1.30% | 70.69+1.79 68.28+0.98 39.70+1.61 40.43+3.10 45.91+4.19 68.11x1.27 69.29+0.48 71.79+0.51 71.60+1.64 77.43+0.32
Cora 2.60% | 71.39+0.82 68.48+0.62 50.10+4.42 54.00+4.50 49.89+6.01 68.82+1.89 69.66+1.66 72.00+0.75 72.19+0.89 76.72+0.76
(1,10.20) |520% | 71.07+1.42 68.631.04 68.26:097 70.0320.40 51.37+225 71.924+2.19 70.43x1.79 71.75:069 72.51:1.42 74.40+0.29

] 0.90% | 60.77:2.00 47.130.75 36.23+1.06 36.70£1.93 46.72+449 58.49:572 60.11x1.74 58.62:037 59.88:1.70 65.12+0.69
CiteSeer | 1.80% | 61.03x1.28 56.12:035 48.69+1.74 47.17+154 46.01x1.74 60.12+3.58 59.80:+2.68 60.58+1.97 61.77+2.46 63.87+1.04
(1,10.20) 3.60% | 61.08+1.70 52.1120.94 62.17x038 60.670.15 47.03x135 61.15:2.73 61.8842.73 61.9120.76 62.50:1.65 64.44+0.97

‘Ratio GCond SGDD SFGC GEOM  GCDM RobGC MRGC

0.08% | 70.81:0.74 48.75:091 47.26:2.74 50.172.52 63.81x1.57 70.00£1.01 66.48+2.13 69.27:0.14 74.85+0.34

PubMed | (.15% |69.02:0.62 49.08£020 64.58:0.79 62.90+1.11 58.90:447 op  70.312208 67.28:1.74 71.59:1.62 73.1120.39
(0.1,10,20) | 0.30% | 71.59+1.87 51.3123.14 63.18+0.44 64.93+1.12 61.7521.09 70.332.18 68.58+0.42 71.71:073 73.0420.26
0.11% | 62.50+1.41 51.06+3.63 41.71+1.27 49.71£1.99 54.78+7.74 57.13+0.80 58.53x1.46 62.66+1.46 65.11x1.26

DBLP 10.23% |61.371.75 44.54x1.77 46.95+191 53.25:1.93 54.312236 QoM  56.78£1.74 60.05:4.44 61.65:0.75 65.49x1.50
(0.1,10,20) | 0.45% | 62.73£120 53.45:4.44 61.60099 60.3120.66 52.87+1.88 57.09+2.40 63.58+0.66 62.87+136 64.60+0.18
10.05% | 58.16£0.87 52.41£1.55 55.32+0.51 58.3820.89 43.20£2.10 57.15:0.15 58.3240.89 59.3810.58
Ogbn-Arxiv| 0.25% | 59.82:049 57.8120.77 58.37:252 66.49:045 52.59:147 (oM 60.15:120 60.96:042 oop  61.79:072
(1,10,20) 10.50% | 60.50+031 61.040.66 62.94+157 67.56+0.22 54.91x2.54 59.05£0.43 62.120.76 63.32+034




Table 2: Performance under different attack budgets targeting the original graph. S, F, and L represent
the attack budgets for structure, feature, and label, respectively. The best results are highlighted in
bold, while the runner-up results are underlined. OOM denotes out-of-memory (24GB).

Dataset GCond GCond GCond
(Ratio%) +S) (+)) (+K)

S.5% |60.59+0.94 59.16+1.59 52.523.39 35.03x1.48 49.51x2.15 60.71x6.21 61.9020.15 61.96+2.33 62.03£1.80 65.57+0.90
S.10% | 59.0922.15 53.68+2.87 37.61x1.32 32.97+1.06 43.95+£3.90 60.72+1.44 60.96+3.05 60.25+4.52 61.2420.68 64.02+0.15
Cora | F20% |69.36+330 68.54+1.63 37.49+243 35.80+1.31 49.55+2.09 66.52+236 65.23+2.99 69.82+3.03 71.13+0.81 74.79+1.12
(1.30%) | F30% | 65.22+0.79 58.34x123 37.13+2.42 35.60:0.80 45.14£4.78 57.69+236 60.06+2.09 69.38+5.14 69.15£042 72.36x1.02
L.30% |64.97+225 68.02+0.27 32.77+5.40 33.57+0.96 45.61+640 67.512044 61.59+1.81 67.47+2.72 65.99+0.87 70.47+1.19
L.40% |57.49+1.33 61.97+2.19 28.33+0.93 32.6320.86 37.02+1.77 57.5020.40 57.29+2.16 62.56+1.46 57.81+3.69 63.89+0.94

S.5% |48.51+2.90 44.24+2.82 35.65+0.78 35.30+1.61 42.32+1.58 49.28+0.80 49.21+3.39 47.92+2.34 48.96+0.78 52.91+2.00
S.10% |45.06+1.72 42.90+1.97 33.83+2.14 34.67+1.57 40.98+4.25 42.82+0.74 46.69+4.28 47.83+4.92 47.20+0.60 52.72+1.74
CiteSeer | F-20% |58.26+1.00 53.55+337 39.564.34 43.50+3.31 40.65+4.12 53.03+2.73 59.3242.57 57.82+4.41 61.02+1.51 62.76:0.56
(0.90%) | F30% | 54.45:2.85 48.81x4.09 37.00£3.87 42.20:4.21 39.73+2.80 55.50£6.73 59.49:2.72 55.56+2.89 56.31x2.50 62.41+1.30
L.30% | 51.69+3.85 52.42+3.25 45.36£1.89 40.93:0.68 39.42+3.96 51.49+5.81 55.3543.11 54.941+537 49.40+141 59.33:2.35
L.40% |49.25£1.20 47.63+1.99 31.91£1.25 33.03+1.46 34.80+0.66 51.38+6.36 52.31+4.05 54.45+2.18 48.83+545 59.20+1.26

GCond SGDD SFGC GEOM  GCDM RobGC MRGC

Budget

S.0.5% |56.54+1.59 43.18+2.15 54.21+3.43 44.47+1.35 46.77+3.23 59.02+1.17 58.55+1.26 57.41+0.62 60.57+0.23
S.1.0% | 55.21+3.89 43.55+1.38 46.13+2.97 44.07+0.40 45.38+4.46 58.09+0.36 58.28+0.41 58.72+1.23 58.96+0.78
PubMed | F20% |71.10£1.01 50.85+5.29 69.11+3.82 44.93+0.23 59.48+6.67 68.53+2.26 67.78+2.59 72.12+42.20 73.43:0.79
(0.08%) | F30% | 67.26+074 47.72x1.64 65.70:0.80 60.70+1.13 51.20+6.05 OOM  63.88+1.92 66.182.10 66.62+1.73 68.860.34
L.30% |68.04+1.83 48.62+4.49 48.63+1.22 49.00+1.74 40.70+2.36 71.76+2.26 66.83+3.97 65.79+2.77 73.38+1.58
L.40% |56.14x2.64 46.22+1.09 43.14+3.14 45.30+1.90 43.72+4.71 58.24+1.09 49.96+2.79 58.03+1.93 58.28+0.31
S.0.5% |62.31+1.45 57.28+1.84 44.87+5.18 46.19+0.66 47.75+3.86 55.4423.06 58.10+4.99 62.88+2.79 65.36+1.81
S.1.0% | 61.2620.62 58.21+2.92 45.13+3.62 46.4320.71 43.45+6.30 54.4422.06 58.09+6.10 61.89+3.12 64.49+0.27
DBLP | F20% |60.412.14 62.030.53 59.69+1.06 57.69:0.23 49.28+3.30 56.81+1.49 60.36+4.63 60.39+337 63.42+1.86
(0.11%) | F:30% | 60454102 55124503 58.70+1.66 56.49+426 45.65x255 OOM 55144134 61.77+1.49 61.512131 63.68+0.53
L.30% |70.34+1.24 64.52+4.15 48.84+1.81 50.22+0.84 53.87+1.30 61.77+1.80 69.16+1.10 69.39+1.69 73.39+0.53
L.40% |68.30+1.15 63.76+1.29 58.63+2.11 51.58+2.97 37.73+6.47 60.52+1.65 50.34+1.85 70.66+2.60 73.12+0.84
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Figure 3: Ablation study. Figure 4: Classification complexity(“*” indicates attack).
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Figure 5: Hyperparameters study.

widely adopted metrics: Intrinsic Dimension (ID), Fisher’s Discriminant Ratio (FDR), and Fraction of
Hyperspheres Covering Data (FHC). Details of these metrics can be found in Appendix[C} The exper-
iments are conducted in Cora (2.60%) and CiteSeer (1.80%) and the results are presented in FigureEl
We can see that our proposed MRGC effectively preserves the classification-complexity-reducing
property of GC, contributing to the achievement of robust graph condensation.



4.6 Hyperparameter Sensitivity Study

In this section, we explore the sensitivity of the hyperparameters o, 3, and v for MRGC. In the
experiments, we vary the values of «, 5, and v on the Cora and CiteSeer datasets with the lowest
condensation ratio to examine their impact on model performance. The results are shown in Figure[4.5]
As we can see, MRGC performs better when appropriate values are chosen for all hyperparameters,
and a wide range of hyperparameters can still yield satisfactory results.

5 Conclusion

In this work, we explore GC’s robustness against adversarial attacks on features, structures, and
labels. Through empirical and theoretical analysis, we discover that GC functions as an intrinsic-
dimension-reducing mechanism that creates graphs with lower classification complexity, while this
property is susceptible to adversarial attacks. To protect this critical characteristic and improve the
robustness of GC, we adopt the geometric perspective of the graph data manifold and propose MRGC,
a novel manifold-constrained robust graph condensation framework. Specifically, we introduce three
modules that constrain the intrinsic dimension, manifold curvature, and class manifold overlap of the
condensed graph, thereby maintaining the classification-complexity-reducing property. Experiments
demonstrate MRGC'’s effectiveness against universal attacks. One limitation is that our focus node
classification task, with the graph classification task left for our future work.
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A Proofs and Derivations

A.1 Proof of Theorem

Here, we first restate the theorem:

Theorem 3. Given a graph G with n nodes, let G' with n’ nodes denote the much smaller synthetic
graph generated through graph condensation, which is comparable to G in terms of training GNNs.
We have the following:

ID(G') < ID(G), (16)

where ID(-) denotes the intrinsic dimension of graph data.

Proof. We begin by restating the corollary derived from [S5]], which provides bounds on the probabil-
ity of successfully learning a class Y. Specifically:

Corollary 1. With the training sample {x; ~ X}f‘zl, the probability of successfully learning the
class X is bounded by:
1
Plg(z)=1x)<1-—(1— ST )k, (17)

where k represents the number of the training samples, P(g(x) = lx) denotes the probability of
correctly predicting the label of sample x with the trained classifier g, and ID(X) is the intrinsic
dimension of class X.

These bounds provide insights into the relationship between the intrinsic dimension of the class and
the probability of correct classification. Here, we first make the following reasonable assumptions:

Assumption 1. (Graph Condensation Equivalence Assumption). The original and the condensed
graphs exhibit equivalent capability in training GNNs [17].

Assumption 2. (Node Classification Decomposition Assumption). The multi-class classification task
for nodes on the graph can be approximated as the union of binary classification tasks for each node

type [52)].

Assumption 3. (Optimal Classification Assumption). Under assumption 2] there exists a GNN with
optimized parameters that can achieve optimal classification performance for each class on the graph,
reaching the upper bound specified in Eq. (T7).

Here, we discuss the probability of classifying the nodes with the label ¢ in the graph G. Under
assumption [2] and assumption [3] there exists a GNN classifier g¢ with parameter ®, having the
following:
1
Plga(nc) =1)=1-(1- W)k“’ (18)

where G, denotes the set of nodes belonging to class-c in graph G, n. represents a test node belonging

to class-c, k.. is the number of training nodes in G., and ID(G..) denotes the intrinsic dimension of G...
Similarly, for the condensed graph G’, we have the following:

1 /
P(ge(ne) =1)=1—(1— W)k°' (19)

We can extract the intrinsic dimension ID(G,) and ID(G".) from Eq. (I8) and Eq.[19]as follows:

ID(gc) = (1 + log(l - k§/1 - P(Q‘P(”c) = lc)) ) (20

ID(G,) = — (1 +1og(1 ~ /1= Plgar(n) = o)) - @)

The above expressions establish a mathematical link between the intrinsic dimension of a class of
nodes and the probability of successful classification, providing a basis for comparing the original
and synthetic graphs.
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We subtract Eq. (Z0) and Eq. (ZI)), yielding:

ID(G,) ~ ID(G)) = — (1 +Tog(1 — *¢/T— Plga(n.) = lo)) 22)
+ (1+1og(1 - %/T= Plgar(n) = 1)) (23)

= —log (1= /1= Plga(n) = 10)) 4

+1log (1= %/T= Plgar(nc) = 1)) @5)

_ 1— %/1— P(ge(nc) =)
10g<1_ {/1_ 72 () :lc)>. (26)

Based on assumption (1, we have ® = ®’. Additionally, according to the definition of graph
condensation, it follows that k!, < k.. Thus we have:

1 /T~ Plgw () = 1)
log ( - ’%/1 ~—Plan) = L) ) > 0. 27

This result implies that ID(G!) < ID(G,). Similarly, we can prove that the intrinsic dimension of the
nodes in each class decreases after graph condensation. According to [26L[7l]: “a local ID estimator
can be used as a global ID estimator by simply averaging over different samples”. Therefore, when
the intrinsic dimension of node sets of each class in the graph are reduced after graph condensation,
we obtain ID(G’) < ID(G).

This completes the proof. O

A.2 Proof of Theorem 2|

Here, we first restate the theorem:

Theorem 4. Based on theorem |l| let G\ denotes the synthetic graph generated through graph
condensation, where the original graph G, is under attack. Then we have:

ID(G") < ID(G.). (28)

Proof. We make the following reasonable assumption:

Assumption 4. Adversarial attacks in the original graph will lead to a decrease in the quality of the
condensed graph.

Based on the proof of theorem |1] for the nodes of class c in the condensed graph, we have the
following equation:

K/l — P(g9a'(nc) = 1¢)

ID((G.)e) —ID(G;) = log (29)
1- (kc)(/l - 9-1)'* (nc) = lc)
Due to (k;). = k and P(ga’ (n.)) < P(ga’(n.)) under assumption we can get:
1-— "(ne) =le
log — W1 Plgw(ng) =L) | 0, (30)

1- (k")(/l - g@’* (nc) = lc)

which indicates ID((G.).) > ID(G.). Similar to the proof of theorem|[I] we can get ID(G}) > ID(G’)
according to [26.[7].

This completes the proof. O
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A.3 Solving Eq. (9)

We restate the Eq. (O):

k
Llus,\) =Y (2] = ci)u)® = Au]w; — 1), (31)

j=1
where ) is the Lagrange multiplier. Let Y = Z; — ¢;1T. Using this substitution, Eq. () can be

reformulated as:
L(ui, \) =u] Y, Yu; — A(uu; — 1). (32)

Thus, the original problem can be treated as the following optimization problem:

min v J(YTY)u;, subjecttou; u; = 1. (33)

Since Y 'Y is evidently a symmetric matrix, the Karush—-Kuhn—Tucker (KKT) conditions for this
optimization problem are expressed as:

2YTY111' - 2)\111 =0
{ u/u, —1=0 ’ 34
indicating that u; must satisfy the eigenvalue equation. Therefore, the solution for u; corresponds to
the eigenvectors of Y 'Y, subject to the unit norm constraint u; u; = 1. Consequently, the problem
described in Eq. (9) is equivalent to the following:

L(u;, \) = v Y, Yu; — ANu/u; — 1) (35)
= u;r)\ui -0 (36)
=A (37)

This result implies that the solution for u; corresponds to the eigenvectors of Y 'Y associated with
its smallest eigenvalues, normalized to satisfy the unit norm constraint. This completes the derivation.

A4  Proof of Proposition

Here, we first restate the proposition:

PrOpOSItlon 2. By fitting the quadratic hypersurface fo(0) in the tangent space via
ming ZJ (o 00] — t;)% where t; = (2] — ;) - w; represents the projection along the
normal vector ui, the Gaussian curvature of the manifold M((G.,)¢) at node i is given by
. 2 2,
Kc(i) = det(Mat(Q~'p)), where Q € R™ *™" is a fourth-order tensor expressed as a ma-
. . . 2 .

trix with entries Qg p.c.d = Zle 0;40,0;.0;q. The vector p € R™ XL is a second-order tensor
with entries Pgp = Z?:l t;0;405. The operator Mat(-) reshapes Q~'p into an m x m matrix,
and det(-) denotes the determinant.

Proof. Our goal is to determine the parameter © that defines the quadratic hypersurface in the tangent
space. The Gaussian curvature of this hypersurface can then be expressed as the determinant of the
Hessian matrix associated with the quadratic hypersurface, i.e., det(®) [47]]. Our objective function
is:

k
. 1+
0) = mean(ioj Bo; —t;)°. (38)
j=1
E(©) quantifies the discrepancy between the predicted value and the target (image in a two-
dimensional space, the tangent space is a plane, and the target value to be fitted corresponds

to the projection of the node onto the normal vector). To simply Eq.[38] we perform an equivalent
transformation to express the objective function in terms of matrix traces:

E(©®)=E@®) =1t {(;o“)@ - T)T(%O(i)(:) -T)|, (39)
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where tr(-) is the trace operator, T € R¥*1 is the target vector:
T = [t1,ta, ..., k], (40)

Q € RFx (@'=1)* is defined based on the Kronecker product:

011011, -+, O11°0149'—-1, °**, O1g'—1°011, -+, O1d'—1" 01d'—-1
) 021 -021, -+, 021°02¢—1, ', O2¢'—1°'021, -, O2¢'—1° 027'—1
(2)
oY = . )
Ok1 ° Op1, -+, Ok1 " Okm, s Ogd'—1°Ok1, -+, Okd' —1 " Okd -1

(41)
and © € R(@ -1’ represents the vectorized form of the matrix ©. Specifically, ® is obtained by
concating all rows of ® into a single vector, defined as:

0 =[0,,0,...,0,,]" (42)

By calculating Vg E (©), we have:
Vo E(©) = Vgt [(;0@@ - T)T(%O(i)(:) - T)} (43)
= Vgl [iéT(OU‘))To(i)é - %@T(O(i))TT - %TTO@Q +T'T (44)

1 N1 L | -
= ;Verr (@T(OW)TO(”@) ~5V6u(®7(0)T) — ZVet(TT006) (43)

= iv@u (@T(o(“)To(“é) — Vetr(®T(00)TT) (46)
_ %(Z)T(o“)ﬁo(i) ~T oW, @7)
By letting VC;)E(é)) = 0, we can get:
%(O(i))TO(i)é — (0T =0. (48)
Solving Eq. (@8)), we can get the expression of 6:
6 =2((0N)ToM) =1 0W)TT. (49)

Thus, we can get the Gaussian curvature of the manifold M((G.,)°) at node ¢ is given by K¢ () =
det(©®) = 2det(Mat(Q'p)), where Q € R™ xm? is a fourth-order tensor expressed as a matrix
with entries Qg p,c,a = Zj:1 0;40;50;:0;4. The vector p € R™*1 ig a second-order tensor with
entries pqp = Z?zl t;0,40,. The operator Mat(-) reshapes Q~'p into an m x m matrix, and
det(-) denotes the determinant. This completes the proof. O

B Preliminary

To ensure the completeness and self-contained nature of this paper, we provide an overview of
preliminaries relevant to our work.

B.1 Intrinsic Dimension

The concept of intrinsic dimension (ID) was originally introduced by [5]], where it is defined as the
number of free parameters required by a hypothetical signal generator to produce a close approxi-
mation for each signal in a given collection. According to the low-dimensional manifold hypothesis
[21} [13]], real-world datasets typically reside (approximately) on low-dimensional manifolds em-
bedded within high-dimensional Euclidean spaces. Specifically, let X € R™* represent a dataset
embedded in a d-dimensional Euclidean space. The data points in X are assumed to be sampled from
a manifold M, which is embedded in R?, where the intrinsic dimension of the manifold satisfies
dim(M) < d. Here dim(M) refers to the dimension of the manifold M.
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B.2 Gaussian Curvature

Gaussian curvature is a mathematical concept that quantifies how a surface curves at a given point.
It is an intrinsic property of the surface, meaning it depends only on the distances measured along
the surface and not on how the surface is embedded in higher-dimensional space. The Gaussian
curvature K of a smooth surface in three-dimensional space at a point is the product of the principal
curvatures [50], k1 and kg, at the given point: K = k1 k9. If the surface is represented locally as the
graph of a function f via the implicit function theorem, the Gaussian curvature at a point p can be
computed as the determinant of the Hessian matrix of f, which corresponds to the product of the
eigenvalues of the Hessian [50, 47]]. Positive Gaussian curvature indicates that a surface curves in
the same direction in all tangent directions at a given point, forming a dome-like shape. Negative
Gaussian curvature, on the other hand, creates a saddle-like shape. The absolute value of the Gaussian
curvature measures the degree of curvature at a point, regardless of its sign, indicating how strongly
the surface bends. A larger absolute value reflects a sharper curvature, while a smaller value suggests
gentler bending.

B.3 Quadratic Hypersurface Fitting Process Explanation (Section 2)

. L ®
= \ tangent space e ) .
__________ o ®
®
®
local region
of the manifold
(1) Projection onto the tangent plane (2) Projection onto the normal vector (3) Fitting the quadratic hypersurface

Figure 6: Explanation of the Quadratic Hypersurface Fitting Process in Section[3.2]

Here, we provide a detailed explanation of the quadratic hypersurface fitting process in Section[3.2]
After obtaining the normal vector u; and the tangent space (£;,...,& & _4). We first project the
neighboring points of node ¢ onto its tangent space, as shown on the left side of Figure [6] Next,
we fit a quadratic hypersurface using the projected points in the tangent space as input. To fit the
hypersurface, we also need to know the output function values. We define the target values as the
projections of neighboring nodes onto the normal vector at node 7. This process is shown in the
middle of Figure[6] As illustrated in the figure, the normal vector projections capture the local
geometry by quantifying how each neighboring point deviates from the tangent space, ensuring that
the fitted hypersurface accurately reflects the manifold’s curvature around node i. Finally, we fit the
quadratic hypersurface by minimizing ming Zle (%OJT@OJ- —t)?, as introduced in Proposition
and this process is illustrated on the right side of Figure 6]

C Additional Experiment Details and Analysis

C.1 Details of the Toy Experiments in Section 1|

In this section, we detail the toy experiments conducted in section|[I}

(1) For the experiments shown in Figure [I(a)l we used the Cora dataset with a condensation ratio set
to 2.60%. The experiments involved three types of attacks: structure, feature, and label perturbations.
For the structure attack, we employed the PRBCD algorithm [[L8], which introduces structural
perturbations to the graph. In the feature attack, we randomly selected nodes from the training set
and replaced their features with samples drawn from a normal distribution. For the label attack, we
randomly selected a subset of nodes and uniformly flipped their labels to other classes. The attack
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budget was set to p% of the total number of edges for structural perturbations and p% of the number
of training nodes for both feature and label perturbations.

(2) For the experiments presented in Figure[I(b)] we also utilized the Cora dataset, maintaining a
condensation ratio of 2.60%. Our proposed MRGC employed GCond [33] as the backbone for graph
condensation. The attack budgets for the feature, structure, and label perturbations were set to 10%,
1%, and 20% of the corresponding components, respectively.

(3) For the experiments presented in Figure [1(c), we utilized the same dataset and attack budget
settings as those used in the experiments shown in Figure[TI(b)] Here, we provide a detailed explanation
of the three metrics [44] used in our analysis:

¢ Intrinsic Dimension(ID): We employ the MLE [34]] intrinsic dimension (ID) estimator for our
analysis. Specifically, for a given graph G = {X, A, Y} with n nodes, we use the node embeddings
derived after two rounds of message passing as the node representations. These embeddings
capture both structural and feature information and are computed as Z = A?X. The resulting
set Z = {Z;}_, represents the node representations of the graph. The intrinsic dimension of
Z, which reflects the graph’s intrinsic dimension, is then estimated using the MLE approach as

follows: 1

k
ID(Z) = —% 3 (;1 Y log ri(z)) , (50)

2€EZ i=1 Tk(z)

where k is a hyperparameter that determines the number of nearest neighbors of z considered in
the calculation, and we set k& = 8. The term r;(z) represents the distance between z and its i-th
nearest neighbor, while 7 (z) denotes the distance between z and its k-th nearest neighbor. For this
computation, we employ the Euclidean distance metric to measure the proximity between points.

* Fisher’s Discriminant Ratio (FDR): It measures the overlap between the values of the features in
different classes and is given by:

1

Fl= ——,
14+ maxi, ry,

D
where 7, is the discriminant ratio for each feature f;. Originally, FDR takes the highest value of
¢, meaning that at least one feature should separate the classes. This paper uses the inverse of this
original formula, making the FDR values fall between (0, 1), with higher values representing more
complex problems where no single feature can discriminate the classes. An common formula for
7y, in classification task is:

) 2
Zj;1 N, (:U’fz - :u’f1>
TR = PR (52)

. Ne . ; .
S S (o - )

where e, is the number of examples in class c¢;, and xf is the individual feature value for an
example from class c;. p.; represents the proportion of examples in class c;, and ,ujf is the mean of
7

feature f; for class c;, with a;’f as the standard deviation. In our approach, similar to the estimation
of intrinsic dimension, we consider the graph G as a set Z.

* Fraction of Hyperspheres Covering Data (FHC): A topological measure used to assess the coverage
of a dataset by hyperspheres. This method builds hyperspheres centered at each data point and
progressively increases their radius until they intersect with a data point from a different class.
Smaller hyperspheres that are contained within larger ones are eliminated, and FHC is defined as
the ratio between the number of remaining hyperspheres and the total number of examples in the
dataset. The formula for FHC is given by:

FHC — #Hyperspheres(T') 7 (53)

n

where #Hyperspheres(T') represents the number of hyperspheres needed to cover the dataset, and
n is the total number of examples in the dataset. In this work, we follow the calculation method
from Lorena et al. (2019). To determine the radius of a hypersphere for a given data point x;, we
first calculate the distance matrix between all examples in the dataset. Specifically, the "nearest
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Figure 7: Additional experiments on robust GNNs as GC backbones. Here, (+) indicates that the
robust GNNs serve as the backbone of GCond, while (*) signifies that the robust GNN is applied to
the condensed graph, which is obtained using the standard GNNs. “M” denotes the MedianGCN [§]]
and “Guard” represents the GNNGuard .

enemy" of a data point x; refers to the closest point from a different class. The radius r; of the
hypersphere centered at x; is then calculated as half of the distance to this nearest point from
another class. To compute the radius for x;, we first measure the distance d; from x; to another data
point x;, then identify the nearest point from a different class for both z; and ;. If z; is the nearest
point from a different class to x;, the radius is set to half the distance d;. Otherwise, the radius is
adjusted based on the distance between the nearest points of the two examples. Once the radii of
all hyperspheres are computed, a post-processing step is used to identify which hyperspheres can
be absorbed: those completely contained within larger hyperspheres. This ensures that only the
most relevant hyperspheres are considered in the final FHC measure. For the distance computation,
we continue to use Z, consistent with the approach used in the previous two metrics.

C.2 Additional Experiments on Robust GNNs as GC Backbones

To further investigate whether existing robust GNN technologies can enhance the robustness of graph
condensation, we adopt more robust GNNs as the backbones of GCond. Specifically, we select
GNNGuard [71]] and GIB [60] as the backbone models for GCond. The results are shown in Figure[7]

As shown in Figure [/, GNNGuard and GIB do not enhance the robustness of GC. Moreover, as
mentioned in the Introduction, MedianGCN also fails to improve robustness. This suggests that
current robust GNN techniques may not effectively address the robustness of GC, indicating the need
for novel solutions to tackle this issue.

C.3 Dataset Details

In our experiments, we use five real-world datasets: (1) Cora: Contains 2,708 publications classified
into seven classes, with 5,429 citation links. Each publication is represented by a binary word
vector indicating the presence or absence of 1,433 dictionary words. (2) CiteSeer: Includes 3,312
publications classified into six classes, connected by 4,732 citation links. Each publication is
described by a binary word vector over a dictionary of 3,703 words. (3) PubMed: Comprises 19,717
diabetes-related publications classified into three classes, with 44,338 citation links. Each publication
is represented by a TF/IDF-weighted word vector from a dictionary of 500 words. (4) DBLP: Contains
17,716 papers, 105,734 citation links, and four labels. (5) Ogbn-arxiv: A directed citation network of
computer science papers on ArXiv.

The train/val/test split for the Cora, CiteSeer, PubMed, and Ogbn-arxiv datasets follows the same
configuration as the benchmark in [20]. For the DBLP dataset, we use the settings from [28]],
performing random splits with 20 labeled nodes per class for training, 30 per class for validation, and
the remaining nodes for testing.

In our experiments, we use the transuctive settings. The condensation ratios for the datasets are
configured as follows: For Cora, the ratios are set to 1.30%, 2.60%, and 5.20%. For CiteSeer, they are
0.90%, 1.80%, and 3.60%. In the case of PubMed, the ratios are 0.08%, 0.15%, and 0.30%. Similarly,
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for DBLP, the values are 0.11%, 0.23%, and 0.45%. Lastly, for Ogbn-arxiv, the condensation ratios
are set to 0.05%, 0.25%, and 0.50%. The condensation ratio refers to the proportion of the number
of nodes in the condensed graph to the total number of nodes in the training graph. The statistical
information of the datasets is presented in Table 3]

Table 3: The statistics information of datasets.

Dataset #Nodes  #Edges #Classes #Features Train/Val/Test
Cora 2,708 5429 7 1,433 140/500/1,000
CiteSeer 3,327 4732 6 3,703 120/500/1,000
PubMed 19,717 88,648 3 500 60/500/1,000
DBLP 17,716 105,734 4 1,639 80/120/17,516
Ogbn-arxiv 169,343 1,166,243 40 128 90,941/29,799/48,603

C.4 Baseline Details

To better evaluate the robustness of our proposed MRGC, we adopt five types of baselines:

(1) Gradient-matching-based methods.

* GCond [33]]: The first gradient matching method that aligns model gradients derived from the
training and condensed graphs, ensuring the condensed graph effectively preserves the knowledge
for GNN training.

* SGDD [65]: It addresses the issue where GC methods often overlook the impact of structural
information from the original graphs. Empirically and theoretically, SGDD demonstrates that
synthetic graphs generated by its method are expected to have smaller LED shifts compared to
previous works.

(2) Trajectory-matching-based methods.

* SFGC [74]: A structure-free method that aligns model learning behaviors by aligning the training
trajectories of parameter distributions in expert GNNs.

* GEOM [72]: It employs a curriculum learning strategy to train expert trajectories with more diverse
supervision signals derived from the original graph.

(3) Distribution-matching-based methods.

* GCDM [37]: It minimizes the discrepancy between node distributions of the training and condensed
graphs in feature space.

(4) Distribution-matching-based methods. To better highlight the robustness improvement achieved
by MRGC, we adopt three state-of-the-art graph denoising methods before applying GC the same
as [16]. We choose GCond as the GC backbone.

* GCond(+S) [31]: This method decomposes the noisy graph through Singular Value Decomposition
(SVD) and applies low-rank approximation to denoise the graph, reducing the influence of potential
high-rank noise.

* GCond(+J) [31]: This method computes the Jaccard similarity for every pair of connected nodes
and discards edges whose similarity is below a specific threshold. In our experiments, we set the
threshold to 0.01.

* GCond(+K) [30]: It identifies the k-nearest neighbors for each node based on their features and
incorporates potentially effective edges into the original graph. In our experiments, we set k = 3

(5) Robust Graph Condensation method.
* RobGC [16]: The first proposed robust graph condensation method. It is a plug-and-play defense

approach that integrates the structure learning process into the GC process, using the condensed
graph as a supervised signal to optimize the original graph structure.
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C.5 Implement Details

Our proposed MRGC is a plug-and-play graph condensation method, with GCond [33]] selected as
the GC backbone in our experiments. The hyperparameter settings for each dataset are shown in
Table @

Table 4: Hyperparameters Setting.
Dataset | Ratio | « B v k Ir(feat) Ir(adj)

130%| 1e2 le-1 1e0 3 001 0.0001
Cora  |2:60%| 5el le-1 1e0 3 001 0.0001
520%| Sel 1e2 le-l 3 0.01 0.0001

0.90%| 10 Se-1 5e-2 3 0.01 0.0001

CiteScer | 1:80% | 10 Se-2 5e-2 5 0.01 0.0001
3.60%| 10 Se-2 Se2 3 0.01 0.0001

0.08%| 5¢0 le-1 le-1 3 0.0001 0.0001

PubMed |0-15%| 5¢0 1e-3 le-3 5 0.0001 0.0001
030%| 5el 1le-3 le-2 3 0.0001 0.0001

0.11%| 5el le-1 1e0 3 0.01 0.0001

DBLP |023%]| 1e0 5e-2 1e0 3 0.01 0.0001
045%| lel Se-1 le-1 3 0.01 0.0001
0.01%[5¢-3 1e-9 le-4 2 0.005 0.005
Ogbn-arxiy |0.05% | 5e-3 1e-9 le-4 3 0.005 0.005
0.50% | 5e-3 1e-9 le-4 3 0.005 0.005

C.6 Additional Hyperparameter Sensitivity Study

The sensitivity of additional hyperparameters on the PubMed and DBLP datasets, with a condensation
ratio of 0.90% and 0.11%, is shown in Figure 8]

As observed in the DBLP and PubMed datasets, when the hyperparameters are set to suitable values,
our MRGC achieves its best performance. Moreover, a wide range of hyperparameter settings still
results in consistently superior performance.

D Algorithm

D.1 Detailed Complexity Analysis
Here we detailed analysis of the time complexity of our proposed MRGC.

* For the Intrinsic Dimension Manifold Regularization Module, solving the Laplacian approximation
requires a computational complexity of O(n’d’), where n’ denotes the number of nodes in the
condensed graph. Evaluating the volume | M (G’)| involves computing a determinant, which has a
complexity of O((d’)?), corresponding to the d’-dimensional covariance matrix. So the total time
complexity for this module is O(n'd’ + (d')?).

* For the Curvature-Aware Manifold Smoothing Module, the process begins by computing the
normal vector and tangent space for each point. This requires solving the eigenvalue decomposition

of the matrix YTY € R¥ %4 where Y is constructed from the k nearest neighbors. The time
complexity for this step is O(k + (d')?). Next, we fit a quadratic hypersurface to obtain the
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Gaussian curvature, which involves solving the analytic solution in Proposition [I] Specifically,
this step requires computing the matrix inversion of a (d’ — 1)? x (d’ — 1)? matrix Q and
the determinant of the matrix Mat(Q~'p) € R(¢~1x(¢'~1)_ The time complexity for this is
O((d" — 1)% + (d' — 1)3). This calculation must be performed for each node, resulting in a
time complexity of O(n’((d' — 1)% + k + (d’)® + (d’ — 1)3)). Finally, we compute the Ricci
curvature for each node, with a time complexity of O((n’)?). Combining these, the total time
complexity is O(n'((d' —1)5 +k+ (d')® + (d’ — 1) +n/)). After simplification, this aproximates
to O(n'((d')8 + k +n)).

* For the Class-Wise Manifolds Decoupling Module, we estimate the volume of the manifold for
each class as well as the total graph data manifold. The computational complexity of this module
is O(c(d")?), where c represents the total number of classes in the graph data, and d’ is the
dimensionality of the feature space.

The total time complexity of our proposed MRGC is given by: O(n/d’ + (d')® + n/((d' — 1)% +
k+n’) + c(d’)?). After simplification, the total time complexity of MRGC is approximately to
O/ (d)® + (n')?). However, due to the definition of GC, the number of nodes in the condensed
graph, 0/, is significantly smaller than in the original graph, making n' a relatively small number.
Furthermore, prior to applying our MRGC, we use PCA [\l 1|] to reduce the dimensionality of the
condensed graph, which ensures that d' is also kept small. As a result, the actual execution complexity
of our approach remains efficient in practice despite the theoretical time complexity.

D.2 Detailed Training Pipeline

Here, we detail the overall training pipeline of our proposed MRGCThe overall training pipeline of
MRGC is outlined in Algorithm |1} The inputs include the attacked training graph G, the hyperpa-
rameters «, (3, v, k, and additional hyperparameters determined by the chosen graph condensation
backbone. Initially, the node features of the condensed graph are initialized by randomly selecting
non-outlier nodes from the original graph that belong to the same class. Outliers are identified based
on the Euclidean distance of their features. Let the average distance be denoted as yi4 and the variance
as 03. Nodes with a distance to other nodes of the same class greater than pg + 20, are classified
as outliers. The labels and adjacency matrix of the condensed graph are consistent with those used
in [33]]. We obtain the node representations by the node features after two rounds of message passing
like Z = (A’)?>X. Then we adopt the PCA [[I1]] to reduce the dimensionality of the node representa-
tion to get better performance while significantly reducing the excitation time. Next, we compute
the Intrinsic Dimension Manifold Regularization term, calculate the Curvature-Aware Manifold
Smoothing Module, and process the Class-Wise Manifold Decoupling Module. These steps yield
three manifold regularization terms: Lgim, Lcur, and Lep. It is worth noting that our proposed MRGC
can be integrated with any training-based GC methods. Consequently, the Lgc is defined by the
specific GC backbone it employs. Then, the total training loss is: £ = Lgc + aLdim + BLeur + ¥ Lsep-
Subsequently, the condensed graph is optimized by minimizing L.

E Detailed Related Work

Here, we provide a detailed discussion of the related work, which we briefly summarized in Section@

Graph Condensation. Graph condensation [33]] was proposed to enhance the training efficiency and
scalability of Graph Neural Networks by synthesizing a much smaller yet highly informative graph.
The smaller graph retains the ability to train GNNs effectively, achieving performance comparable to
that of GNNs trained on the original, much larger graph. The existing graph condensation studies can
be roughly categorized into four lines:

* Gradient-Maching-Based Methods: The gradient-matching-based methods were introduced
in GCond [33]], the first graph condensation method. These methods match the gradient
information of the same GNN trained on both the original, larger graph and the condensed,
smaller graph, with the goal of minimizing the gradient differences at each training step.
However, the standard GCond method ignores the structural information linking the original
and condensed graphs. To address this issue, SGDD [65]] applies optimal transport theory
and designs a method to transfer structural information from the original graph to the
condensed graph, thereby achieving smaller shifts in Laplacian Energy Distribution (LED).
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Algorithm 1 The overall training pipeline of MRGC.

Require: Attacked training graph G, hyperparameters «, (3, v, k.
Ensure: Condensed graph G’
forepoch=1,...,E do
Initialize the node features, adjacency matrix, and labels of G'.
L=0
Obtain the standard graph condensation loss La¢
L+ L+ Lae
Calculate the node representation Z’ = (A’)2X’
Dimensionality reduction of the node representation using PCA: Z' = PCA(Z’)
forc=1,...,Cdo
/*Intrinsic Dimension Manifold Regularization™/
Compute L4, by Eq.
/*Curvature-Aware Manifold Smoothing*/
Compute L., by Eq. (I3)
L+ L+ (aﬁdim + B‘Ccur)
end for
/*Class-Wise Manifold Decoupling™*/
Compute L, by Eq. (I4)
L~ LA vLsep
Optimize the condensed graph to minimize £
end for

Furthermore, [32] demonstrates both experimentally and theoretically that one-step gradient
matching (i.e., not using the inner loop in gradient matching) can still yield excellent results
and significantly improve condensation efficiency. Additionally, MSGC [[L5] also uses pre-
defined structures that allow each condensed node to capture distinct neighborhoods, thereby
improving the graph condensation process through better graph structure construction.

* Trajectory-Matching-Based Methods. Trajectory-Matching-Based Methods train two sep-
arate GNN models on the condensed and original graphs, respectively, and minimize the
discrepancy in the training trajectories (i.e., the variation in model parameters) between
the final points of these two training trajectories. Unlike gradient-matching-based methods,
trajectory-matching-based methods are a multi-step matching approach [17] and often yield
better results [54, 20, 41]]. SFGC [74] is the first trajectory-matching-based method in graph
condensation. It proposes aligning the long-term GNN learning behaviors between the
original and condensed graphs, achieving promising results even when the condensed graph
has no structural information, thus enabling structure-free graph condensation. Furthermore,
GEOM [72] recognizes the limitations of supervision in trajectory matching and highlights
that challenging nodes primarily cause the performance gap in GNNs trained on condensed
graphs. To tackle this issue, GEOM assesses these difficult nodes and employs curriculum
learning to adjust the matching window size during training dynamically.

* Distribution-Matching-Based Methods. Distribution-matching-based methods aim to min-
imize the discrepancy in graph statistic distributions between the condensed and original
graphs. To be specific [17], GCDM [37], CaT [40], and PUMA [42] calculate the node
distributions in the shared feature space for both the original and condensed graphs, and
they optimize by minimizing the maximum mean discrepancy between the corresponding
class distributions. Besides this, GDEM [39] works by aligning the eigenbasis as well as the
node features of both the real and synthetic graphs, which helps in reducing the spectrum
bias that is typically caused in the synthetic graph.

* Others. There are also many different graph condensation methods. For instance, to
reduce the computational burden in the inner optimization of gradient-matching-based
methods, GCSNTK [57]] integrates the Graph Neural Tangent Kernel within the Kernel
Ridge Regression framework as an alternative. Additionally, KiDD [63] leverages Kernel
Ridge Regression by eliminating the non-linear activation function.

Robust Graph Learning. Although Graph Neural Networks have shown promising results, numerous
studies [53} 58] 131] indicate that they are vulnerable to adversarial attacks, where even small, imperceptible
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perturbations in the graph can significantly degrade their performance. Fortunately, several lines of research
have shown promising results in enhancing the robustness of Graph Neural Networks, which can be broadly
categorized into three main approaches:

* Preprocessing-Based Methods. Preprocessing-based methods aim to denoise the graph
before training or inference. For example, GCN-Jaccard [58]] uses the Jaccard similarity
between node feature pairs, removing edges from node pairs whose similarity falls below a
predefined threshold. GCN-SVD [[12] is based on the widely accepted assumption that real-
world graphs often exhibit low-rank properties. It leverages Singular Value Decomposition
(SVD) to decompose the adjacency matrix and discard the low singular values. GCN-
KNN [31] connects each node to its £ most similar neighbors, adding an edge between them
if one does not already exist.

* Modeling-Based Methods. Modeling-based methods defend against adversarial attacks by
modifying the model architecture. RGCN [/5] uses Gaussian distributions as the hidden
representations of nodes and mitigates the effects of adversarial changes by absorbing them
into the variance of the Gaussian distribution. Pro-GNN [31]], inspired by the well-known
properties of low-rank, sparsity, and feature smoothness, uses structure learning to dynamically
adjust the graph structure to enhance GNN robustness. GNNGuard [71]] learns how to assign
higher weights to edges connecting similar nodes while pruning edges between unrelated nodes.
HANG [73]] advocates for the use of conservative Hamiltonian neural flows in constructing
GNN to improve its robustness.

* Training-Based Methods.Training-based methods do not alter the model architecture or the
graph; instead, they employ specially designed training strategies to make the model resistant
to adversarial attacks. [14, 22, 135] apply adversarial training to reduce the sensitivity of
Graph Neural Networks to adversarial perturbations. SG-GSR [29]] design a novel group-
training strategy to address the loss of structural information and the issue of imbalanced
node degree distribution.

Robust Graph Condensation. Early research work [59] observed that traditional graph reduction
methods faced significant difficulties in effectively defending against PGD [62] attacks. As graph
condensation has gained recognition as a more effective and promising graph reduction technique [17,
61]] and has been seen as a solution to improve GNNs training efficiency, RobGC [16]] became the
first study to delve into the robustness of GC in the face of adversarial attacks. This work introduced
a defense mechanism that was specifically designed to address and counteract structure-based attacks.
Furthermore, benchmark [20] demonstrated that feature noise, which has been a major challenge in
Graph Neural Network models, presents even greater difficulties when applied to GC. This highlighted
the importance of considering multiple sources of noise and their impact on the effectiveness of GC.
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NeurlIPS Paper Checklist

1. Claims

Question: Do the main claims made in the abstract and introduction accurately reflect the
paper’s contributions and scope?

Answer: [Yes]

Justification: The main claims in the abstract and introduction accurately reflect the paper’s
contributions and scope.

Guidelines:

* The answer NA means that the abstract and introduction do not include the claims
made in the paper.

* The abstract and/or introduction should clearly state the claims made, including the
contributions made in the paper and important assumptions and limitations. A No or
NA answer to this question will not be perceived well by the reviewers.

* The claims made should match theoretical and experimental results, and reflect how
much the results can be expected to generalize to other settings.

* It is fine to include aspirational goals as motivation as long as it is clear that these goals
are not attained by the paper.

2. Limitations
Question: Does the paper discuss the limitations of the work performed by the authors?
Answer: [Yes]
Justification: In Section[3}
Guidelines:

* The answer NA means that the paper has no limitation while the answer No means that
the paper has limitations, but those are not discussed in the paper.

* The authors are encouraged to create a separate "Limitations" section in their paper.

* The paper should point out any strong assumptions and how robust the results are to
violations of these assumptions (e.g., independence assumptions, noiseless settings,
model well-specification, asymptotic approximations only holding locally). The authors
should reflect on how these assumptions might be violated in practice and what the
implications would be.

* The authors should reflect on the scope of the claims made, e.g., if the approach was
only tested on a few datasets or with a few runs. In general, empirical results often
depend on implicit assumptions, which should be articulated.

* The authors should reflect on the factors that influence the performance of the approach.
For example, a facial recognition algorithm may perform poorly when image resolution
is low or images are taken in low lighting. Or a speech-to-text system might not be
used reliably to provide closed captions for online lectures because it fails to handle
technical jargon.

* The authors should discuss the computational efficiency of the proposed algorithms
and how they scale with dataset size.

* If applicable, the authors should discuss possible limitations of their approach to
address problems of privacy and fairness.

* While the authors might fear that complete honesty about limitations might be used by
reviewers as grounds for rejection, a worse outcome might be that reviewers discover
limitations that aren’t acknowledged in the paper. The authors should use their best
judgment and recognize that individual actions in favor of transparency play an impor-
tant role in developing norms that preserve the integrity of the community. Reviewers
will be specifically instructed to not penalize honesty concerning limitations.

3. Theory assumptions and proofs

Question: For each theoretical result, does the paper provide the full set of assumptions and
a complete (and correct) proof?

Answer: [Yes]

27



Justification: All the assumptions and complete proof are provided in Appendix [A]
Guidelines:

* The answer NA means that the paper does not include theoretical results.

* All the theorems, formulas, and proofs in the paper should be numbered and cross-
referenced.

* All assumptions should be clearly stated or referenced in the statement of any theorems.

* The proofs can either appear in the main paper or the supplemental material, but if
they appear in the supplemental material, the authors are encouraged to provide a short
proof sketch to provide intuition.

¢ Inversely, any informal proof provided in the core of the paper should be complemented
by formal proofs provided in appendix or supplemental material.

* Theorems and Lemmas that the proof relies upon should be properly referenced.

4. Experimental result reproducibility

Question: Does the paper fully disclose all the information needed to reproduce the main ex-
perimental results of the paper to the extent that it affects the main claims and/or conclusions
of the paper (regardless of whether the code and data are provided or not)?

Answer: [Yes]

Justification: All the information needed to reproduce the main experimental results are
provided in Section d]and Appendix

Guidelines:

* The answer NA means that the paper does not include experiments.
* If the paper includes experiments, a No answer to this question will not be perceived
well by the reviewers: Making the paper reproducible is important, regardless of
whether the code and data are provided or not.
If the contribution is a dataset and/or model, the authors should describe the steps taken
to make their results reproducible or verifiable.
Depending on the contribution, reproducibility can be accomplished in various ways.
For example, if the contribution is a novel architecture, describing the architecture fully
might suffice, or if the contribution is a specific model and empirical evaluation, it may
be necessary to either make it possible for others to replicate the model with the same
dataset, or provide access to the model. In general. releasing code and data is often
one good way to accomplish this, but reproducibility can also be provided via detailed
instructions for how to replicate the results, access to a hosted model (e.g., in the case
of a large language model), releasing of a model checkpoint, or other means that are
appropriate to the research performed.

While NeurIPS does not require releasing code, the conference does require all submis-

sions to provide some reasonable avenue for reproducibility, which may depend on the

nature of the contribution. For example

(a) If the contribution is primarily a new algorithm, the paper should make it clear how
to reproduce that algorithm.

(b) If the contribution is primarily a new model architecture, the paper should describe
the architecture clearly and fully.

(c) If the contribution is a new model (e.g., a large language model), then there should
either be a way to access this model for reproducing the results or a way to reproduce
the model (e.g., with an open-source dataset or instructions for how to construct
the dataset).

(d) We recognize that reproducibility may be tricky in some cases, in which case
authors are welcome to describe the particular way they provide for reproducibility.
In the case of closed-source models, it may be that access to the model is limited in
some way (e.g., to registered users), but it should be possible for other researchers
to have some path to reproducing or verifying the results.

5. Open access to data and code

Question: Does the paper provide open access to the data and code, with sufficient instruc-
tions to faithfully reproduce the main experimental results, as described in supplemental
material?
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Answer: [Yes]
Justification: Our code is available at https://anonymous.4open.science/r/MRGC,
Guidelines:

* The answer NA means that paper does not include experiments requiring code.
* Please see the NeurIPS code and data submission guidelines (https://nips.cc/
public/guides/CodeSubmissionPolicy) for more details.

* While we encourage the release of code and data, we understand that this might not be
possible, so “No” is an acceptable answer. Papers cannot be rejected simply for not
including code, unless this is central to the contribution (e.g., for a new open-source
benchmark).

¢ The instructions should contain the exact command and environment needed to run to
reproduce the results. See the NeurIPS code and data submission guidelines (https:
//nips.cc/public/guides/CodeSubmissionPolicy) for more details.

* The authors should provide instructions on data access and preparation, including how
to access the raw data, preprocessed data, intermediate data, and generated data, etc.

 The authors should provide scripts to reproduce all experimental results for the new
proposed method and baselines. If only a subset of experiments are reproducible, they
should state which ones are omitted from the script and why.

* At submission time, to preserve anonymity, the authors should release anonymized
versions (if applicable).

* Providing as much information as possible in supplemental material (appended to the
paper) is recommended, but including URLSs to data and code is permitted.
6. Experimental setting/details

Question: Does the paper specify all the training and test details (e.g., data splits, hyper-
parameters, how they were chosen, type of optimizer, etc.) necessary to understand the
results?

Answer: [Yes]
Justification: Provided in Section 4] and Appendix
Guidelines:

* The answer NA means that the paper does not include experiments.

* The experimental setting should be presented in the core of the paper to a level of detail
that is necessary to appreciate the results and make sense of them.

¢ The full details can be provided either with the code, in appendix, or as supplemental
material.
7. Experiment statistical significance

Question: Does the paper report error bars suitably and correctly defined or other appropriate
information about the statistical significance of the experiments?

Answer: [Yes]
Justification: Results are accompanied by error bars.
Guidelines:

» The answer NA means that the paper does not include experiments.

* The authors should answer "Yes" if the results are accompanied by error bars, confi-
dence intervals, or statistical significance tests, at least for the experiments that support
the main claims of the paper.

* The factors of variability that the error bars are capturing should be clearly stated (for
example, train/test split, initialization, random drawing of some parameter, or overall
run with given experimental conditions).

* The method for calculating the error bars should be explained (closed form formula,
call to a library function, bootstrap, etc.)

* The assumptions made should be given (e.g., Normally distributed errors).

* It should be clear whether the error bar is the standard deviation or the standard error
of the mean.
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It is OK to report 1-sigma error bars, but one should state it. The authors should
preferably report a 2-sigma error bar than state that they have a 96% CIL, if the hypothesis
of Normality of errors is not verified.

* For asymmetric distributions, the authors should be careful not to show in tables or
figures symmetric error bars that would yield results that are out of range (e.g. negative
error rates).

* If error bars are reported in tables or plots, The authors should explain in the text how
they were calculated and reference the corresponding figures or tables in the text.
Experiments compute resources

Question: For each experiment, does the paper provide sufficient information on the com-
puter resources (type of compute workers, memory, time of execution) needed to reproduce
the experiments?

Answer: [Yes]
Justification: Provided in Appendix [C|
Guidelines:

» The answer NA means that the paper does not include experiments.

 The paper should indicate the type of compute workers CPU or GPU, internal cluster,
or cloud provider, including relevant memory and storage.

 The paper should provide the amount of compute required for each of the individual
experimental runs as well as estimate the total compute.

* The paper should disclose whether the full research project required more compute
than the experiments reported in the paper (e.g., preliminary or failed experiments that
didn’t make it into the paper).

. Code of ethics

Question: Does the research conducted in the paper conform, in every respect, with the
NeurIPS Code of Ethics https://neurips.cc/public/EthicsGuidelines?

Answer: [Yes]
Justification: This paper follows all the NeurIPS Code of Ethics.
Guidelines:

¢ The answer NA means that the authors have not reviewed the NeurIPS Code of Ethics.

* If the authors answer No, they should explain the special circumstances that require a
deviation from the Code of Ethics.

* The authors should make sure to preserve anonymity (e.g., if there is a special consid-
eration due to laws or regulations in their jurisdiction).
Broader impacts

Question: Does the paper discuss both potential positive societal impacts and negative
societal impacts of the work performed?

Answer: [Yes]
Justification: In the abstract and introduction.
Guidelines:

* The answer NA means that there is no societal impact of the work performed.

* If the authors answer NA or No, they should explain why their work has no societal
impact or why the paper does not address societal impact.

» Examples of negative societal impacts include potential malicious or unintended uses
(e.g., disinformation, generating fake profiles, surveillance), fairness considerations
(e.g., deployment of technologies that could make decisions that unfairly impact specific
groups), privacy considerations, and security considerations.

* The conference expects that many papers will be foundational research and not tied
to particular applications, let alone deployments. However, if there is a direct path to
any negative applications, the authors should point it out. For example, it is legitimate
to point out that an improvement in the quality of generative models could be used to
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generate deepfakes for disinformation. On the other hand, it is not needed to point out
that a generic algorithm for optimizing neural networks could enable people to train
models that generate Deepfakes faster.

* The authors should consider possible harms that could arise when the technology is
being used as intended and functioning correctly, harms that could arise when the
technology is being used as intended but gives incorrect results, and harms following
from (intentional or unintentional) misuse of the technology.

* If there are negative societal impacts, the authors could also discuss possible mitigation
strategies (e.g., gated release of models, providing defenses in addition to attacks,
mechanisms for monitoring misuse, mechanisms to monitor how a system learns from
feedback over time, improving the efficiency and accessibility of ML).

Safeguards

Question: Does the paper describe safeguards that have been put in place for responsible
release of data or models that have a high risk for misuse (e.g., pretrained language models,
image generators, or scraped datasets)?

Answer: [NA]
Justification: The paper poses no such risks.
Guidelines:

* The answer NA means that the paper poses no such risks.

* Released models that have a high risk for misuse or dual-use should be released with
necessary safeguards to allow for controlled use of the model, for example by requiring
that users adhere to usage guidelines or restrictions to access the model or implementing
safety filters.

 Datasets that have been scraped from the Internet could pose safety risks. The authors
should describe how they avoided releasing unsafe images.

* We recognize that providing effective safeguards is challenging, and many papers do
not require this, but we encourage authors to take this into account and make a best
faith effort.

Licenses for existing assets

Question: Are the creators or original owners of assets (e.g., code, data, models), used in
the paper, properly credited and are the license and terms of use explicitly mentioned and
properly respected?

Answer: [Yes]
Justification: All the owners of assets used are properly credited.
Guidelines:

» The answer NA means that the paper does not use existing assets.
* The authors should cite the original paper that produced the code package or dataset.

 The authors should state which version of the asset is used and, if possible, include a
URL.

* The name of the license (e.g., CC-BY 4.0) should be included for each asset.

* For scraped data from a particular source (e.g., website), the copyright and terms of
service of that source should be provided.

 If assets are released, the license, copyright information, and terms of use in the
package should be provided. For popular datasets, paperswithcode.com/datasets
has curated licenses for some datasets. Their licensing guide can help determine the
license of a dataset.

* For existing datasets that are re-packaged, both the original license and the license of
the derived asset (if it has changed) should be provided.

« If this information is not available online, the authors are encouraged to reach out to
the asset’s creators.

New assets

Question: Are new assets introduced in the paper well documented and is the documentation
provided alongside the assets?
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Answer: [NA]
Justification: The paper does not release new assets.
Guidelines:

» The answer NA means that the paper does not release new assets.

* Researchers should communicate the details of the dataset/code/model as part of their
submissions via structured templates. This includes details about training, license,
limitations, etc.

* The paper should discuss whether and how consent was obtained from people whose
asset is used.

* At submission time, remember to anonymize your assets (if applicable). You can either
create an anonymized URL or include an anonymized zip file.

Crowdsourcing and research with human subjects

Question: For crowdsourcing experiments and research with human subjects, does the paper
include the full text of instructions given to participants and screenshots, if applicable, as
well as details about compensation (if any)?

Answer: [NA]
Justification: The paper does not involve crowdsourcing nor research with human subjects.
Guidelines:
* The answer NA means that the paper does not involve crowdsourcing nor research with
human subjects.

* Including this information in the supplemental material is fine, but if the main contribu-
tion of the paper involves human subjects, then as much detail as possible should be
included in the main paper.

* According to the NeurIPS Code of Ethics, workers involved in data collection, curation,
or other labor should be paid at least the minimum wage in the country of the data
collector.

Institutional review board (IRB) approvals or equivalent for research with human
subjects

Question: Does the paper describe potential risks incurred by study participants, whether
such risks were disclosed to the subjects, and whether Institutional Review Board (IRB)
approvals (or an equivalent approval/review based on the requirements of your country or
institution) were obtained?

Answer: [NA]
Justification: The paper does not involve crowdsourcing nor research with human subjects.
Guidelines:

* The answer NA means that the paper does not involve crowdsourcing nor research with

human subjects.

* Depending on the country in which research is conducted, IRB approval (or equivalent)
may be required for any human subjects research. If you obtained IRB approval, you
should clearly state this in the paper.

* We recognize that the procedures for this may vary significantly between institutions
and locations, and we expect authors to adhere to the NeurIPS Code of Ethics and the
guidelines for their institution.

* For initial submissions, do not include any information that would break anonymity (if
applicable), such as the institution conducting the review.

Declaration of LLM usage

Question: Does the paper describe the usage of LLMs if it is an important, original, or
non-standard component of the core methods in this research? Note that if the LLM is used
only for writing, editing, or formatting purposes and does not impact the core methodology,
scientific rigorousness, or originality of the research, declaration is not required.

Answer: [NA]
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Justification: The core method development in this research does not involve LLMs as any
important, original, or non-standard components.

Guidelines:

* The answer NA means that the core method development in this research does not
involve LLMs as any important, original, or non-standard components.

* Please refer to our LLM policy (https://neurips.cc/Conferences/2025/LLM)
for what should or should not be described.
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